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COBIT Standards
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Budget

Agency 3-Year
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STATE Information
Management Plan
(Long Range Plan)

Agency Project
Plans

SIM Plan

Kansas IT Planning / Controls

75% Strategic
25% Tactical

25% Strategic
75% Tactical

100% Tactical

Purpose of Annual Report  
The purpose of this annual report is to present a high-level view of information technology (IT) activities in 
Kansas.  Information technology plays an important role in the quality of services delivered by 
government and the manner in which citizens and businesses can interact with their government.  The 
presence of technology, particularly communications services, is an important factor in the economic 
vitality of a State and the quality of life of its citizens.  Technology is also causing profound changes upon 
people, society, business, and government. 
 
The planning model used in Kansas is depicted below.  The process has five important components: the 
Strategic Information Management Plan (SIM Plan), the Annual Summary of Agency Three Year 
Information Technology Management and Budget Plans, project planning process, budget request 
process, and the Kansas Information Technology Architecture.  

 

 
The Annual Summary of Agency Three Year IT Management and Budget Plans document is 25% 
strategic and 75% tactical.  Annually, each State agency is asked to submit a Three Year Information 
Technology Management and Budget Plan outlining their information systems accomplishments for the 
past State Fiscal Year (SFY), current State Fiscal Year activities, and strategies for future years.  These 
plans are used as important management tools for the effective implementation of information systems to 
achieve the agency's strategic objectives, and to assist in coordinating the systems and activities of State 
government organizations.  
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IT Governance 
Beginning in 1996, the Kansas Legislature began a study of the IT governance/management structure 
within Kansas government.  In 1998, the Legislature passed, and the Administration signed, Kansas 
Senate Bill #5, now Kansas Statutes Annotated (KSA) 75 7201-7212 et seq.  These laws altered the face 
of IT governance in the State.  The new structure produced a roles-based consolidated model as 
illustrated below.  

 
Kansas IT Governance Model

Information Technology Advisory Board (ITAB)

ITAB Subcommittees

Policy Planning Policy / Implementation

Policy

Control

Management

Implementation

 CITA Roles
  *IT Architecture
  *Project Mgmt. Standards
  *SIM Plan
  *Policies

 CITO Roles
 *Project Approvals $250,000+
 *Project Management Training
 *Bid Spec Approvals $250,000+
 *Project Reporting
 *Agency 3-year IT Plans Updated Annually

Last Updated: 04/22/03

 KITO Staff Support
  *ITEC
  *ITAB
  *GIS Policy Board
  *Security Council
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Chief
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Technology
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CITO
Chief

Information
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Oversight
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This consolidated model coordinates the IT activities of 82 agencies, increasing IT efficiencies, 
streamlining reporting processes, and increasing communications between and among the various 
entities.  Planning functions such as the Strategic Information Management (SIM) Plan and the Kansas 
Information Technology Architecture (KITA) have positively impacted IT services in State government 
since the consolidation model was implemented.  
 
The Kansas consolidated model features the Information Technology Advisory Board (ITAB) as the 
foundation.  The operational philosophy is both bottom-up and top-down with communication among the 
participants both vertically and horizontally.  The ITAB and its sub-committees form the nucleus where 
many IT initiatives are identified.  The development of IT policies has genesis in the ITAB as well.  The  
Kansas IT governance structure, by design, allows for much discourse and a consolidated operational 
structure.   
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The Kansas Consolidated IT Governance Model Components 
 
Information Technology Executive Council (ITEC) 
As set forth in Kansas statute, KSA 75 7201-7212 et seq., the Information Technology Executive Council 
(ITEC) is comprised of seventeen members.  The membership includes Cabinet Secretaries and Senior 
Executives of various State government entities, senior leaders from local units of government and the 
private sector, and the Chief Information Technology Officers (CITOs) from each branch of government.  
The Secretary of Administration chairs the ITEC.  The ITEC meets quarterly and is charged with the 
adoption of: 
 

 IT Policies, Procedures, Standards, and Guidelines 

 The long-range enterprise Strategic Information Management Plan 

 The Kansas Information Technology Architecture  

 Project Management Methodology, Training and Certification  
ITEC is responsible for approval of information technology policies, project management procedures, the 
Information Technology Architecture, and the Strategic Information Management Plan.  It is comprised of 
17 voting members.  It provides direction and coordination for the application of the State's information 
technology resources, designates the ownership of information resource processes, and is the lead entity 
for implementation of new technologies and networks shared by multiple agencies in different branches of 
State government.  
 
Chairperson:   Duane Goossen, Secretary, Department of Administration 
Mr. Bill Roth, Chief Information Technology Architect, Secretary 
Ms. Denise Moore, Executive Branch CITO 
Mr. Don Heiman, Legislative Branch CITO 
Mr. Kelly O’Brien, Judicial Branch CITO 
Mr. Jim Garner, Secretary, Department of Labor 
Dr. Robert Cox, Hays Medical Center 
Mr. Duane Goossen, Director, Division of the Budget  
Mr. Jim Hollingsworth, Director, Information Network of Kansas 
Mr. Alan Kruse, Vice President of Information Services, Central Bank & Trust 
Ms. Pamela Madl, Assistant County Administrator, Douglas County 
Mr. Douglas Quade, Manager of Business Relationships, Excel Corporation 
Ms. Joan Wagnon, Secretary, Department of Revenue 
Mr. Reginald Robinson, President & CEO, Kansas Board of Regents 
Mr. Howard Schwartz, Judicial Administrator, Kansas Judicial Center 
Dr. Andy Tompkins, Commissioner, Department of Education 
2 Vacancies 
 
 
Kansas Information Technology Office (KITO) 
The Kansas Information Technology Office (KITO) provides enterprise information technology 
coordination and collaboration services, including support for the three branch Chief Information 
Technology Officers (CITOs).  The KITO is comprised of four functional areas: 1) architecture; 2) project 
management; 3) geographical information systems (GIS); and 4) security. The KITO will continue to 
publish a variety of documents under the auspices of the Information Technology Executive Council 
(ITEC) as directed in K.S.A. 1998 Supp. 75-7201 through 75-7212.  These documents include the 
following: The ITEC’s Strategic Information Management (SIM) Plan (revised semi-annually), the Kansas 
Information Technology Architecture (KITA) (updated annually), the Annual Summary of Agency Three 
Year Information Technology Management and Budget Plans, and the Quarterly Information Technology 
Project Status Reports. KITO staff will provide support for the activities of the Information Technology 
Advisory Board (ITAB), the Geographic Information Systems (GIS) Policy Board, the ITEC, and the IT 
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Security Council.  The staff in the KITO assist in the development of enterprise IT Policies and 
Guidelines, focusing primarily on E-Government, security, and privacy.  In addition, the Chief Information 
Security Officer will coordinate IT operational security and security policy matters with other agencies 
through the activities of the ITEC, the Security Council and the ITAB Security sub-committee. Also, the 
Chief Information Technology Architect will continue to serve as secretary to ITEC and develop and 
maintain the Strategic Information Management Plan and the Kansas Information Technology 
Architecture and IT policies proposed to ITEC for adoption. The KITO will work collaboratively with the 
Information Network of Kansas (INK) and the GIS Data Access and Support Center (DASC) to spatially 
enable E-Government applications and services through the accessKansas web portal 
(http://www.accessKansas.org).  The office will continue to support and refine the Project Management 
Methodology (PMM) training program content and provide support, oversight, and project management 
consultation on major IT projects throughout Kansas government. 
 
 
Joint Legislative Committee on Information Technology (JCIT) 
The Joint Committee on Information Technology (JCIT) is a standing committee of the Kansas 
Legislature.  Committee membership comes from both the House and the Senate.  JCIT serves as an 
oversight committee on IT issues for State government, and is directed to study, review and report its 
findings on computers, telecommunications and information technologies that are proposed or in use by 
State agencies.  The JCIT is authorized to make annual reports to the Legislative Coordinating Council 
(LCC) and other special reports to committees of the House and Senate as deemed necessary by the 
Committee.  Specific direction is given to the JCIT to review proposed data processing and 
telecommunication acquisitions, the budgets for implementing those projects, and to make 
recommendations to the appropriate House and Senate committees considering appropriations for the 
agencies making acquisition requests. 
 
The committee is composed of five members of the Senate and five members of the House of 
Representatives.  Two Senate members are appointed by the President of the Senate, two are appointed 
by the Minority Leader of the Senate, and one is appointed by the chairperson of the Committee on Ways 
and Means of the Senate. Two Representatives are appointed by the Speaker of the House of 
Representatives, two are appointed by the Minority Leader of the House of Representatives, and one is 
appointed by the chairperson of the Committee on Appropriations of the House of Representatives.  The 
JCIT is authorized to meet at any time and any place within the State on call of the chairperson.  The 
Chair and Vice-Chair are elected by the members for one year, with the positions alternating annually 
between members of the House (odd years) and Senate (even years).  The JCIT may introduce 
legislation it deems necessary and may request the LCC to provide for professional services to assist with 
JCIT studies. 
 
Senate Members House Members 
Sen. Tim Huelskamp – Vice Chair Rep. Joe McLeland – Chair 
Sen. Larry Salmans Rep. Nile Dillmore 
Sen. Derek Schmidt Rep. John Faber   
Sen. Chris Steineger Rep. Jim Morrison 
Sen. Henry Helgerson Rep. Joe Shriver, Ranking Minority Member 
 
Staff 
Don Heiman - Legislative Branch CITO 
Julian Efird - Kansas Legislative Research Department 
Melissa Calderwood - Kansas Legislative Research Department 
Gary Deeter - Committee Secretary 
Mary Ann Torrence - Revisor of Statutes 
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Chief Information Technology Officers (CITOs) 
The IT Governance structure provides for a Chief Information Technology Officer (CITO) for each of the 
three branches of Kansas government.  The Executive Branch CITO, by law, has cabinet presence and is 
appointed by the Governor.  The Judicial Branch CITO reports to the Office of Judicial Administration and 
then the Supreme Court.  The Legislative CITO reports to the Joint Legislative Committee on Information 
Technology (JCIT) and then to the Legislative Coordinating Council (LCC), both comprised of members of 
the House and Senate. By law, the CITOs for each branch of government are members of ITEC.  
 
Each CITO fills the implementation role in the IT Governance model within their respective branch and 
has significant input in policy direction.  The Executive Branch CITO prepares the Annual Summary of 
Agency Three Year Information Technology Management and Budget Plans, which summarizes IT 
activities, assets, and plans for reporting state agencies.  Within the governance organization, IT projects 
and bid specifications with budgets of $250,000 or more must be approved by the appropriate branch 
CITO. 
 
 
 
Geographic Information Systems Policy Board (GIS PB) 
The Kansas Geographic Information Systems (GIS) Initiative and Policy Board were established in 1989.  
Since then, the initiative has grown into a coordinated model that provides shared geospatial data, 
standards, and partnerships with state, federal, and local units of government.  The Board is chaired by 
the Director of the Kansas Water Office and the vice-chair is the Executive Branch CITO.  The Board’s 
Data Access and Support Center (DASC), a National Spatial Data Infrastructure Clearinghouse site, 
provides geospatial data distribution, archival, and support services for the GIS user community.  The 
Board and its sponsored activities are an integral part of the Kansas IT Governance Model.  The Kansas 
GIS Policy Board is responsible for the development of geospatial data, data standards, partnership 
agreements, and policies to enhance the value of geospatial technologies.  These activities emphasize 
cooperation and coordination to insure interoperability and data sharing among agencies, organizations, 
and government entities in order to maximize the capabilities and cost effectiveness of GIS. 
 
The Policy Board consists of 27 members appointed by the Governor: the Chief Information Technology 
Officers from all three branches of government; four State Regents institutions; leaders from nine State 
government agencies; two federal agencies; four private sector companies; and five local 
county/municipal governments. 
 
Tracy Streeter, Kansas Water Office - Chair 
Denise Moore, Executive Branch CITO - Vice Chair 
Ivan Weichert, GIS Director - Facilitator 
 
Bill Harrison, Kansas Geological Survey  Brian Logan, Dept of Transportation  
Joseph Arri, Southwestern Bell  Dr. Edward Martinko, KS Biological Survey 
Walt Aucott, US Geological Survey Brian Moline, Kansas Corporation Comm 
Tim Blevins, Kansas Department of Revenue Gregg Noland, Western Resources 
Linda Buttron, Jefferson County Clerk  Kelly O’Brien, Judicial Branch CITO 
Michael Dealy, Manager GMD 2  Lea Ann Curtis, Dept of Human Services 
Mark Dinkel, Finney County  David Pope, Dept of Agriculture DWR 
Brian Huesers, Health & Environment Dr. Tom Schafer, Fort Hays State Univ. 
Harold Klaege, USDA / NRCS  Keith Sexson, Dept of Wildlife & Parks 
Don Heiman, Legislative Branch CITO  John Rogers, Sedgwick County IS 
Shawn Hutchinson, Kansas State University Greg Foley, State Conservation Comm 
Alan Kruse, VP Central Bank & Trust Bettejane Wooding, Barton County 
Jeff Hart, Natural Resources Conservation Svc  
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Security Council 
The Information Technology Executive Council (ITEC) established the IT Security Council in 2002. The 
Chief Information Security Officer (CISO), of the Kansas Information Technology office, is responsible for 
coordinating the IT security initiatives of the Security Council.  The CISO works with security officers and 
IT directors in the State agencies to coordinate statewide responses to cyber-attacks, security 
penetrations, and outside agents that threaten applications and the IT infrastructure.  The officer also 
works closely with security policy executives in all 50 states, the Federal government, and private sector 
organizations. 
 
Co-Chairperson:  Mr. Larry Kettlewell, Chief Information Security Officer, KITO 
Co-Chairperson:  Mr. Tim Blevins, Department of Revenue 
Mr. Allan Foster, Legislative Post Audit 
Mr. Jim Hollingsworth, Information Network of Kansas 
Mr. Jim Lawson, Kansas Association of Government Management 
Mr. Ben Nelson, Department of Transportation 
Mr. Patrick Tierce, Department of Transportation 
Ms. Norma Jean Schaefer, Department of Health & Environment 
Mr. Morgan Bailey, Department of Health & Environment 
Mr. Ben Errebo, Kansas Bureau of Investigation 
Mr. Dave Timpany, Department of Administration 
Mr. Doug Cruce, Judicial Branch 
Mr. William Noll, Department of Corrections   
Mr. Brad Williams, Board of Regents 
Lt. Colonel Mike Madden, Adjutant General   
Colonel Henry Martin, Adjutant General 
Mr. Todd Reinert, Juvenile Justice Authority 
Mr. Chuck Crawford, Regents 
Mr. Richard Houston, SRS 
Vacant, U.S. Secret Service 
Mr. Stan Wiechert, Department of Revenue 
Vacant, Attorney General    Mr. Hank Sipple, Department of Agriculture 
Ms. Kathleen Gosa, Department of Education  Mr. Norman Bacon, Department of Corrections 
Mr. Joe Wallingford, Kansas Highway Patrol  Mr. Aaron Wienshienk, Department of Labor 
 
 
Information Technology Advisory Board (ITAB) 
The Information Technology Advisory Board (ITAB) forms the foundation of the Kansas IT Governance 
Model.  Its membership comes from State agency IT Directors, Regents’ Universities IT Directors 
(Regents Computer Advisory Council-RCAC), the leadership of INK, the State Historical Society, and 
associate members, including technologists, functional users, subject matter experts and auditors.  This 
wide array of individuals then populates the ITAB subcommittees that provide planning functions that 
move, vertically and horizontally, through the consolidated structure.  The SIM Plan, for example, impacts 
State agencies and, in part, drives the agency budget process.  The Kansas Information Technology 
Architecture (KITA) provides direction on technology products and their deployment.  The consolidation of 
individuals from State government meet with collaboration through this model to propose plans and 
policies that  the ITEC and the JCIT will review and then potentially make into law or policy.  
 
ITAB was established to function as a technical resource to the Chief Information Technology Officers for 
the branches of government and the Information Technology Executive Council (ITEC).  ITAB meets 
monthly and draws attendance from technical specialists and business managers interested in the 
discussions of technology issues or special issue-oriented presentations.  Its agendas span the range of 
information technology topics such as:  Internet Utilization, State Contract Development, Information 
Technology Applications, Security, and Information Technology Architecture. 
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Chairperson: Denise Moore, Executive Branch CITO 
Kelly O’Brien, Judicial Branch CITO 
Don Heiman, Legislative Branch CITO 
 
Jeanette Anderson, GMIS (Small Counties)  Pat Michaelis, KSHS 
Steve Armstrong, Adjutant General Ben Nelson, KDOT 
David Bainum, Washburn University John Oliver, KPERS 
Jim Bingham, KUMC Gary Ott, WSU 
Tim Blevins, KDOR Del Potterf, Aging 
Jeff Conrad, Commerce  Todd Reinert, JJA 
Lea Anne Curtis, DHS Ron Rohrer, KBI 
Scott Davison, Attorney General David Schmidt, FHSU 
Allan Foster, Legislative Post Audit Jerry Smith, PSU 
Hal Gardner, Regents John Spurgeon, KDWP 
Marilu Goodyear, KU Ben Nelson, KDOT 
Kathy Gosa, KDOE  
Jim Hollingsworth, INK 

John Oliver, KPERS 
Doug Smith, Aging 

Cindy Hooper-Bears, State Treasurer Mike Stewart, SOS 
Brian Huesers, KDHE Mark Thurman, KHP 
Robert Knapp, INK Elizabeth Unger, KSU 
Dave Larson, Legislature Bruce Vieweg, ESU 
Jeff Lewis, KDOL Richard Vogt, GMIS (Large Counties) 
Dave Mackey, Lottery Ivan Weichert, GIS Policy Bd 

Alan Weis, Enterprise Technology Corp of Ks 
Lt. Col. Henry Martin, Adjutant General Brad Williams, Regents 
Jon McKenzie, KCC Neil Woerman, Kansas Insurance Dept. 
 Mike Stewart, SOS 

 
Information Network of Kansas (INK) 
The consolidated governance structure includes primarily State agencies, but it also includes a 
public/private entity that has successfully expanded the scope of services offered to the citizens of 
Kansas.  In April 1990, the Governor of Kansas signed into law KSA 74-9301, creating the Information 
Network of Kansas (INK).  This network, which had been the vision of a group of individuals from both the 
public and private sector, would provide efficient and economical access to public information via the 
Internet. In January 1992, the Board of Directors for INK awarded a contract to the Kansas Information 
Consortium (KIC) to manage the network. In 2002, the Board issued a Request for Proposal for the 
network services contract and awarded it to KIC. 
 
The birthplace of “e-government” was in the heartland of Kansas, with implementation of network-based 
applications dating back to 1991.  This partnership has become a model for the management and 
dissemination of government information across the country.  This self-funded model is simple: the 
network administrator builds service applications and web sites for State agencies and associations at no 
cost to the agencies.  The State portal encompasses all State agencies, Regents’ universities and many 
professional association web sites and services, of which more than 250 are free to users. 
 
The remainder of the portal includes service applications that collect small transaction fees, which are 
reinvested into the network to ensure leading-edge technology, maximum security and availability to the 
citizens of Kansas.  When designing a State web site or web-based application there is but one goal, 
which is two-fold: 1) to build an efficient electronic government service for citizens, businesses and 
government, and 2) to streamline internal government operations/services.  
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Strategic Planning 
The goal of the Kansas Strategic Information Management (SIM) Plan is to coordinate information 
technology development throughout Kansas State government, thereby promoting citizen access, 
information sharing, and improved government performance.   
 
The approach is based on enhancing statewide leadership for information technology.  The three Chief 
Information Technology Officers (CITO) (one for each branch of government – Executive, Judicial, and 
Legislative), working with the Information Technology Executive Council (ITEC), are charged with 
providing this leadership through coordination and communication, supported by consistent statewide 
policies and processes.  Specifically, each CITO and the ITEC will produce guidelines for agency 
development of IT, work toward reducing barriers to cooperation and information sharing, coordinate 
resource-sharing to optimize the use of the State's IT resources, and establish a common vision of the 
way IT should be utilized in the State.   This approach recognizes agency autonomy.  The plan is 
intended to provide direction and guidance, and to support agencies as they meet their business needs 
through energetic and cost-effective IT implementation. The intent of the SIM Plan is to define a simple, 
compelling vision and plan that the State of Kansas can accomplish.  It is based on a vision for the use of 
computers and networks in Kansas that: 
 

• Every Kansas citizen and business can access needed Kansas government information and 
services electronically. 

• Every branch and level of Kansas government can exchange and access information 
electronically both internally within government and externally through the State, nation, and 
world. 

• Every tax dollar is maximized through Kansas government cooperation, coordination, and 
resource sharing, supported by cost-effective information technology. 

 
The purpose for having a statewide vision of information technology is to provide a common direction for 
coordinated efforts.  State agencies will use the vision as a basis for preparing their future information 
technology plans.  By working together we will achieve our goals faster and more efficiently.  Each 
individual project should move the State closer to its overall vision. 
 
 

E-Government 
The Direction for Kansas is to provide consistent one-stop customer service, in person, over the web, by 
phone, 24X7. 
E-Government provides citizens, businesses, and governments with equal, efficient, electronic access 
and interaction with government information. E-Government enables: 

• Providing a user-friendly gateway for citizens to access government services 
• Utilizing technology to bring enhanced government performance to our citizens 
• Presenting a unified ‘face’ of Kansas government on the Internet 
• Providing an effective means for business interaction via the Internet which enables economic 

growth 
• Developing electronic solutions that streamline internal government operations/services 
• Building a government without walls, doors or clocks 
• Improved delivery of services and information 
 

It includes everything from online publishing of government documents and electronic mail to online tax 
payments and distance learning. 
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Kansas Information Technology Architecture 
Standards and policy development support the creation of common statewide information technology 
architecture.  To implement technology as efficiently and effectively as possible, it is necessary to view 
State government as a single enterprise made up of entities that share the common goal for public 
service and management of public resources rather than individual, autonomous organizations.  
 
The Kansas Information Technology Architecture (KITA) describes the information systems infrastructure 
that supports the applications used by the State.  A purpose of the architecture is to guide the 
development of the information systems infrastructure.  It establishes consistency by helping to: 

• Provide managers and staff in the various agencies and support services an understanding of 
the information systems infrastructure they are using. 

• Provide a mechanism such that the various groups of IT professionals have a consistent view 
of the information systems infrastructure and the methods that they employ to develop and 
deliver information systems services. 

• Ensure that the various development projects being managed within the State do not attempt 
to make incompatible changes to the infrastructure. 

 
The information technology architecture is organized around a series of six sub-architectures consisting 
of network, platform, systems management, applications, information management, and security 
architectures.  The various sub-architectures identify information technology standards, guidelines, and 
best practices that provide a comprehensive view of the State’s approach to information technology 
deployment.  
 
In July 2000, the architecture was fully developed and entered into a maintenance mode.  Version 10.0 
was released in April 2003. Information technology managers, the three branch Chief Information 
Technology Officers, the Kansas Technical Architecture Review Board, and others are utilizing the 
technical architecture to support the planning, approval, development, and implementation of information 
systems resources in support of the State’s enterprise business functions. 
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Agency IT Plan Summaries 
This section represents the state of information technology for each agency in State government.  The 
information in this section covers agency description, mission, budget information, IT organization, IT 
computer assets, major business applications, IT accomplishments, and strategic direction & objectives 
for the future.  This year, agencies were asked to submit information about six significant areas: Agency 
Architecture, E-Government, IT Security, Electronic Signatures, Messaging, and Disaster Contingency 
Planning.  Each summary demonstrates how IT investments support business requirements. 
 
SFY 2005 FTE and Budget figures were taken from the Governor's SFY 2005 Budget Comparison 
Report.  SFY 2004 IT expenses were calculated using information generated by the Department of 
Administration, Division of Accounts and Reports and the Division of Personnel Services.  This includes 
purchases of computer equipment and software, DISC mainframe and data processing charges, and all 
IT related vendor payments (equipment, services and consultant fees). 
  
Please note:  Department of Administration totals for SFY 2004 IT Expenditures include both “on budget” 
and “off budget” expenditure totals, while the SFY 2005 Total Budget figure reflects only “on budget” 
amounts.  
 
Within agency summaries, totals have been combined for the following agencies: 
 

 “Department of Corrections” includes correctional facilities statewide. 

 “Department of Social and Rehabilitation Services” (Department of Human Services) includes State  

hospitals and youth centers statewide, and the Kansas Neurological Institute. 

  “Juvenile Justice Authority” includes juvenile facilities statewide. 
  “Judicial Branch” FTE count includes staff in district courts statewide. 

 
Totals for Physical Computer Assets data should be considered unreliable due to the inability of some 

Regents Institutions to accurately report numbers of servers, desktop PCs and Laptop computers. 
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Agency Summaries          Note:  IT Expenditures do not include salary information. 
 
Agency FY 2005 FY2005 FY 2004
No. Agency Total FTE Total Budget IT Expenses Mainframe Midrange Server PC Dsktop PC Laptop
016 Abstracters' Board of Examiners -              21,315$                   58$                        -            -           -          -          -          
028 Accountancy, Board of 3                 251,694$                 22,671$                 -            -           1             5             1             
034 Adjutant General 215             36,379,966$            418,313$               -            -           9             174          59            

173 Administration, Department of 808             31,286,506$            19,747,317$          1               16            113          747          65            
039 Aging, Department on 213             429,761,213$          707,500$               -            9              25            178          98            
046 Agriculture, Department of 303             20,657,533$            777,742$               -            -           17            352          -          

055 Animal Health Department 33               2,902,027$              43,427$                 -            -           2             15            -          
359 Arts Commission, Kansas 8                 2,016,748$              30,394$                 -            -           1             7             1             
082 Attorney General 95               13,248,278$            210,390$               -            1              8             110          20            

094 Bank Commissioner 86               6,281,279$              152,396$               -            -           2             73            33            
100 Barbering, Kansas Board of 2                 131,275$                 3,163$                   -            -           -          2             -          
102 Behavioral Sciences Regulatory Board 8                 548,009$                 30,440$                 -            -           1             8             -          

604 Blind, School for the 94               5,203,893$              133,581$               -            -           5             70            20            
122 Citizens Utility Ratepayer Board 5                 637,691$                 11,064$                 -            -           -          2             3             
300 Commerce and Housing, Department of 390             97,168,853$            273,292$               -            1              22            500          50            

634 Conservation Commission 14               9,699,939$              28,893$                 -            -           4             16            3             
143 Corporation Commission 212             19,297,718$            394,712$               -            -           14            201          -          
521 Corrections, Department of 3,126          244,901,382$          2,688,254$            -            3              93            2,469       191          

149 Cosmetology, Board of 12               722,874$                 54,330$                 -            -           2             12            1             
159 Credit Unions, Department of 13               917,464$                 9,536$                   -            -           -          4             -          
610 Deaf, School for the 174             8,720,779$              176,126$               -            -           7             165          7             

167 Dental Board 3                 344,517$                 13,948$                 -            -           1             4             2             
652 Education, Department of 211             2,787,216,096$       839,659$               -            -           30            254          140          
206 Emergency Medical Services Board 13               1,494,135$              46,018$                 -            1              -          3             6             

373 Fair, Kansas State 23               5,365,677$              57,015$                 -            -           2             -          22            
234 Fire Marshal Office, State 51               4,183,773$              144,606$               -            -           1             26            36            
247 Governmental Ethics Commission 9                 610,123$                 16,519$                 -            -           -          12            1             

252 Governor, Office of the 38               15,004,300$            114,766$               -            -           1             -          -          
261 Guardianship Program, Kansas 12               1,032,930$              46,897$                 -            -           3             27            2             
105 Healing Arts, State Board of 29               2,530,211$              84,452$                 -            1              -          5             35            

264 Health and Environment, Department of 889             188,969,359$          8,694,447$            -            3              101          1,355       383          
270 Health Care Stabilization Fund 16               28,561,541$            33,874$                 -            -           2             16            1             
266 Hearing Aid Board of Examiners 0                 22,129$                   62$                        -            -           -          -          -          

280 Highway Patrol 824             84,941,380$            1,959,233$            -            1              36            695          385          
288 Historical Society, State 137             8,077,214$              156,105$               -            -           7             194          10            
296 Labor, Department of 653             430,787,504$          4,932,888$            -            -           70            520          134          

058 Human Rights Commission 36               1,822,065$              59,563$                 -            -           2             29            6             
328 Indigents' Defense Services, State Board 173             18,355,342$            265,744$               -            -           19            180          -          
331 Insurance Department 147             20,990,556$            527,768$               -            1              9             137          25            

083 Investigation, Kansas Bureau of 200             19,688,420$            3,381,379$            -            1              78            290          -          
677 Judicial Branch 1,835          101,105,160$          1,413,124$            -            -           8             200          35            
349 Judicial Council 4                 393,467$                 17,084$                 -            -           -          5             -          

FY 2005 Assets
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Agency FY2005 FY2005 FY 2004
No. Agency Total FTE Total Budget IT Expenses Mainframe Midrange Server PC_Dsktop PC_Laptop
350 Juvenile Justice Authority 675              87,150,574$             1,814,275$             -            -            20            490          12            
360 Kansas, Inc. 4                  541,435$                  8,113$                    -            -            -           5              -           
422 Legislative Coordinating Council 12                699,867$                  95$                         -            -            -           -           -           

425 Legislative Research Department 38                2,880,816$               18,510$                  -            -            1              -           -           
428 Legislature 33                13,413,715$             897,527$                -            -            20            244          149          
434 Library, State 27                6,552,823$               468,834$                -            -            4              32            8              

446 Lieutenant Governor 3                  114,817$                  5,230$                    -            -            -           -           -           
450 Lottery, Kansas 87                56,896,966$             2,277,780$             -            3               30            125          14            
204 Mortuary Arts, Board of 3                  237,971$                  11,672$                  -            -            1              3              1              

482 Nursing, Board of 22                1,495,077$               110,521$                -            -            9              26            20            
488 Optometry, Board of Examiners In 1                  114,511$                  2,610$                    1              
523 Parole Board, Kansas 3                  433,043$                  10,796$                  -            -            -           5              -           

531 Pharmacy, Board of 7                  637,221$                  37,543$                  -            -            1              5              8              
671 Pooled Money Investment Board -               -$                          96,383$                  -           9              
540 Post Audit, Legislative Division of 21                1,962,893$               10,482$                  -            -            -           25            12            

553 Racing & Gaming commission, Kansas 67                6,437,554$               191,476$                -            1               3              71            3              
543 Real Estate Appraisal Board 2                  245,430$                  10,899$                  -            -            -           4              1              
549 Real Estate Commission 13                799,896$                  89,763$                  -            -            3              10            5              

561 Regents, Board of 57                206,680,283$           2,272,397$             -            -            7              60            -           
379 Regents:  Emporia State University 754              62,357,358$             2,968,090$             1                4               57            1,762       -           
246 Regents:  Fort Hays State University 701              62,183,609$             3,444,176$             1                3               34            1,611       70            

367 Regents:  Kansas State University 4,413           508,461,290$           19,573,406$           1                25             180          403          9,822       
385 Regents:  Pittsburg State University 773              71,598,632$             2,712,179$             -            5               36            NR NR
682 Regents:  University of Kansas 4,181           471,662,560$           18,226,430$           1                NR NR NR NR

683 Regents:  University of Kansas Medical Cente 2,347           245,564,374$           9,448,921$             -            3               133          3,325       -           
715 Regents:  Wichita State University 1,688           162,511,937$           8,523,508$             1                14             31            6,500       225          
365 Retirement System, KS Public Employee 85                34,849,139$             801,566$                -            1               10            132          17            

565 Revenue, Department of 1,196           84,777,144$             8,507,505$             -            2               172          1,939       378          
579 Revisor of Statutes 26                2,458,941$               81,731$                  -            -            4              6              3              
622 Secretary of State 54                21,213,848$             329,871$                -            1               4              55            4              

625 Securities Commissioner of Kansas 28                2,247,977$               77,541$                  -            1               2              30            11            
626 Sentencing Commission, Kansas 7                  6,321,366$               18,829$                  -            -            2              11            6              
629 SRS (Human Services Department) 6,349           2,515,434,722$        19,567,130$           -            4               169          5,501       200          

562 Tax Appeals, Board of 26                1,587,413$               31,949$                  -            -            3              43            3              
663 Technical Professions, Board of 6                  555,857$                  17,745$                  -            1               -           7              2              
371 Technology Enterprise Corp., Kansas 29                14,646,716$             90,476$                  -            -            5              20            3              

276 Transportation, Department of 3,252           882,470,291$           14,812,952$           -            -            201          2,053       931          
670 Treasurer, State 56                39,471,046$             169,678$                -            -            14            54            17            
694 Veterans Affairs, Commission on 558              19,290,120$             221,942$                -            -            4              155          3              

700 Veterinary Examiners, Board of 4                  281,238$                  3,830$                    -            -            -           3              -           
709 Water Office, Kansas 23                5,620,154$               318,632$                -            -            2              27            7              
710 Wildlife and Parks, Kansas Department of 407              43,233,692$             930,196$                -            -            8              351          -           

Grand Totals 39,147         10,298,346,651$      167,931,938$         6                118           2,016       34,159     13,720     

FY 2005 Assets

 

Note:  IT Expenditures do not include salary information. 
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Abstracters' Board of Examiners (Agency #016) 
MISSION: Regulate in a fair and equitable manner the individuals and firms that compile and sell 

abstracts of Kansas real estate.  In addition, the Board strives to protect the citizens of 
the State of Kansas against fraudulent and improper land title transfers.    

 
SFY 2005 BUDGET:        $21,315  
SFY 2005 FTE:   0.0    
SFY 2004 IT EXPENDITURES::  $58 
WEBSITE ADDRESS:  None 

 
IT Profile:  This agency has no dedicated IT staffing. 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers    

PC-Desktop    
PC-Laptop    

 
SFY 2004 MAJOR APPLICATIONS: None reported. 
 

 SFY 2004 AND RECENT IT ACCOMPLISHMENTS: None reported. 
 
Strategic Direction & Objectives:  Our IT Plans have not changed.  We do not plan to do anything 
more than we already have.  No dollars budgeted over the next three years. 



January 2005 

Chapter 2.1 – General  Government    Agency IT Management & Budget Plans 

 

2-5 

Accountancy, Board of   (Agency #028) 
BUSINESS PROGRAMS: Regulation of Certified Public Accountants 
 
MISSION: To provide the public with a high degree of confidence in those holding themselves out to 

be Certified Public Accountants (CPA's) in Kansas, through the use of qualifying 
educational requirements, professional screening examinations, practical public 
accounting experience, internships, ethical standards, and continuing professional 
education and practice oversight for continued licensure. 

 
SFY 2005 BUDGET:        $251,694  
SFY 2005 FTE:   3.0    
SFY 2004 IT EXPENDITURES::  $22,671 
WEBSITE ADDRESS:  http://www.ksboa.org 

 
IT Profile:  This agency has no dedicated IT staffing. 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  1  

PC-Desktop  5  
PC-Laptop  1  

 
SFY 2004 MAJOR APPLICATIONS: None reported. 
 

 SFY 2004 AND RECENT IT ACCOMPLISHMENTS:   Updated and maintained agency web page.  
Purchased a Dell Poweredge 2600 Server with Windows Server 2003 operating system and installed 
SQL Server 2000 and updated software to Office 2003 Professional.  Updated office printers. 
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 STRATEGIC DIRECTION AND OBJECTIVES:  Agency purchased UPS for the server. 
 Agency continues to back-up store information off-site.  Continuing maintenance of existing systems. 

Continuing to upgrade as technology moves forward. 
Agency Architecture:  None reported.. 

 
E-Government:  All application forms, laws and regulations are provided on the agency’s 
webpages as well as helpful links to other sources of information relative to CPAs.   

 
Security:   The board purchaseed a firewall for the SQL server.  The agency’s computers are 
turned off at the end of the day and when the office is not open.  The agency is comprised of 3 
staff people.  One person is alsways present during office hours. 

 
Electronic Signatures:  Not in use / not available. 

 
Messaging:  Instant messaging is not used.  Each agency employee has an email address 
through the state email system. 

 
Disaster Contingency Planning:  Agency currently backs up information to a CD which is stored 
off-site.  Agency has copies of software used stored off-site. 
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Administration, Department of  (Agency #173) 
BUSINESS PROGRAMS:  

Accounts & Reports Long-Term Care Ombudsman 
Budget Legal Services 
Facilities Management Personnel Services (Department) 
Health Care Planning & Finance Personnel Services (Statewide) 
Information Systems & Communications Printing 
Office of Administrative Hearings Purchases 
  

 
MISSION: We provide quality services - responsibly. 

SFY 2005 BUDGET:        $31,286,506    
SFY 2005 FTE:   808.0            
SFY 2004 IT EXPENDITURES::  $19,747,317 
WEBSITE ADDRESS:  http://da.state.ks.us  

IT Profile:    
 SFY 2005 

ACTUAL FTE 
SFY 2006 

PROJECTED FTE 
SFY 2007 

PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

26.5 2.0 26.5 2.0 26.5 2.0 

Application Maintenance and Enhancement   
(in-production systems) 21.25 2.75 10.5 2.75 10.5 2.75 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

4.0  5.0  5.0  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

9.0  9.0  9.0  

Network Engineering, Technical 
Management and Support 46.2  40.5  40.5  

Computer Operations, Management and 
Technical Support 49.0 4.0 44.0 4.0 44.0 4.0 

Web application development and 
maintenance 1.0 1.0 1.0 1.0 1.0 1.0 

IT Security  1.0  1.0  1.0 

Other IT Functions / Central Mail 13.5  13.5  13.5  

Customer Service / LAN Administration 19.0 1.0 27.0 1.0 27.0 1.0 

Chief Information Technology Office 7.0  7.0  7.0  

TOTAL FTEs 206.45 11.75 184.0 11.75 184.0 11.75 

 
Computer Assets:  

  Unix Linux MS Windows Apple 
Mainframe 1     
Midrange  16    
Servers    113  

PC-Desktop    747  
PC-Laptop    65  

 
DISC Small Agency Support Group supports 32 agencies and divisions in the enterprise. 
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SFY 2004 MAJOR APPLICATIONS:  

Statewide Human Resources and Payroll (SHaRP) Midrange 
Statewide Accounting and Reporting System (STARS) Mainframe 
STARS Reporting System (STARS Ad Hoc) Mainframe 
Kansas Debt Recovery System (KDRS) Mainframe 
Budget System  Midrange 
Motor Pool Asset Management and Billing Mainframe 
Workers’ Compensation Claims System Mainframe 
Purchasing System NT Server 
Open Enrollment Win2000 Server 
Komand Mainframe 
KANSAN Voice Billing System Mainframe 
A/R Accounts Receivable Win2000 Server 
A/P Accounts Payable Win2000 Server 
F/A Fixed Assets Win2000 Server 
Laser Print Applications (DISC) Mainframe 
HP/Openview Midrange 
Lotus Notes Help Desk Win2003 Server 
NetHealth Win2000 Server 
Optivity Unix Midrange 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  The Division of Information Systems and 
Communications continued improvement to the Department of Administration information technology, 
and support for other state agencies during FY 2004. The Bureau of Department of Administration 
Systems (BDAS) modified the SetOffs application to accept and process SRS “family fee” debts, 
enabling the Division of Accounts and Reports to recover additional money. They produced 
approximately 611,000 STARS warrants, 72,000 satellite warrants and about 105,000 electronic 
deposits. BDAS replaced several user reports written in FOCUS as part of an effort to eliminate 
FOCUS software. During the annual Business Recovery exercise, BDAS successfully transmitted a 
test file containing electronic deposits to UMB from the alternate business site. The Internet portion of 
BDAS provided technical support and consulting for Open Enrollment, Online Employee Summary 
form, Online Benefit Confirmation statements and the Total Compensation statements.  They are 
also responsible for all programming and technical support associated with primary department web 
sites, which receive over 12 million hits annually. 
The Internet Effort section designed, developed and implemented the following components; the new 
Building Construction Projects Job and Bid information applications, Events calendar to enable real-
time display of events at the Capitol, Online Leasing Reports application, and the new Pre-Qualified 
Contractors application. They also provided management, configuration and administration to several 
listserv distribution lists. 
Administrative Services (BAS) assisted BIS with the financial analysis of the Motor Vehicle Renewal 
project. They conducted a complete analysis of DISC rates. BAS, along with BOT, awarded a 
contract for a new software application called the Kansas Integrated Resources Management 
System (KIRMS) to integrate and automate the current TSR system, the work order and trouble ticket 
procedures, and the telecommunications billing system. The bureau completed a very successful 48-
hour hot site exercise with no State of Kansas personnel at the Chicago recovery center. The entire 
exercise was conducted via the Internet from local workstations. The administration section 
developed and implemented electronic Position Descriptions 
Information Services (BIS) acquired, installed and configured the various components of a   new 
DAWeb infrastructure. They installed a new Tivoli environment that will offload much of the backup 
load on the mainframe. The purpose is to reduce the load enough on the mainframe to prevent the 
backup function from impacting daily online activity. A new DofA Architecture Review committee has 
been established whose role it is to insure additions and changes to the network infrastructure are 
made with security and consistency in mind. BIS continues to expand the use of the LSOB data 
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center as a hosting center. Since January they have negotiated with several agencies for space 
there.  
Customer Services (CSC) installed more than 200 new PCs and 30 laptops.  They installed firewalls 
to secure 13 additional small agencies, for a total of 33. CSC migrated DofA from Windows 2000 to 
XP. They configured and installed new infrastructure for Federal and State Surplus Property offices. 
Their employees wrote database applications for Governor’s Constituent Services, Research and 
Scheduling functions. Customer Services developed a shared services e-mail environment to support 
migration to a single e-mail platform and established a Small Agency e-mail service that has 
expanded to 200 users.  
Telecommunications (BOT) completed the telecommunications infrastructure for the new Topeka 
Juvenile Corrections Center. Technicians installed 89,000 feet of category 6 cable, 88,000 feet of 
category 5e cable, 558 LAN jacks and 383 phone jacks. They also built the server room 
infrastructure and 8 satellite terminals. They are in the process of installing the infrastructure for the 
Harrison Center building, including voice and data wiring, and switches. So far technicians have 
installed 100,000 feet of category 6 cable, 70,000 feet of category 3 cable, 864 LAN jacks and 556 
phone jacks. The Circuit Aggregation project has finished aggregating circuits and routers at 11 
locations resulting in an annual circuit savings of $40,000. An agreement with the Adjutant General 
and DISC was created to investigate opportunities for efficiencies between the National Guard and 
KANWIN networks.  The Employee Self Service help desk has handled nearly 18,000 calls since 
January. Efforts are underway to find ways to reduce the number of calls and to reduce the cost of 
the helpdesk in general through improved education and other measures. 
The Kansas Information Technology Office (KITO) acquired the Project Management Methodology 
Training from DPS and lowered the cost of training while maintaining contract with the vendor. They 
developed and implemented Project Management Orientation for new CIOs. The statewide Aerial 
Photography Acquisition and 1 Meter DOQQ Production Project was completed for $1.37 million. 
KITO employees developed a state property asset mapping application and are working on the 
development of a state vehicle asset management application. 

 
STRATEGIC DIRECTION & OBJECTIVES:  The Department is faced with reducing costs, like many 
other agencies are.  Reduction in IT costs are being accomplished by using improved technology, 
consolidation of circuits and improving processes. DISC is installing software to integrate and 
automate the Telecommunications Server Request (TSR), work order and the IT billing processes. 
DISC is also looking at several other processes to improve, and continues to aggregate KANWIN 
circuits to reduce costs and improve performance.  

 
The Department will continue to assess opportunities to replace legacy systems, with client/server, 
and web-enabled applications that function in integrated fashion for the Department. At the same 
time, the Department will assure that new system implementations, such as SHARP, are properly 
maintained, and kept current with release levels. In addition, the Department will explore opportunities 
to integrate applications throughout the department. 

 
DISC Administrative Services.  The DISC Bureau of Administrative Services (BAS) provides the 
day-to-day operation of administrative functions necessary to keep the division operational.  BAS is 
looking at was to reduce expenses by consolidating functions. They also continually seek ways to 
reduce rates to their customers. BAS is working towards designing a new KANWIN billing method.  
DISC will continue looking at the possibility of consolidating mailroom operations with other state 
agencies. Consolidation will increase Central Mail efficiencies, generate savings for the enterprise, 
and reduce DISC overhead rates per mail piece. The Central Mail section is studying incoming mail in 
the areas of security, mail testing and controlled delivery. Central Mail is also studying the ability to 
scan mail and send electronically.  DISC is moving to inkjet technology in 2005 on the mail metering 
systems, which is a postal requirement. 
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Telecommunications.  DISC will continue to provide management of a fully integrated voice, data, 
and video network at the desktop.  Network availability is a very important priority for DISC.  The 
base level uptime percentage is 99.8% of the time.  Over the next few years IP Video and Voice over 
IP (VoIP) technologies will become more common on the network and Class of Service technologies 
will be expanded to make these technologies possible.   Additional access media will be investigated 
in KANWIN including cable and wireless bridging to continue to reduce the cost to the customer. 
Options to provide a fiber-based Ethernet MAN in Topeka are being investigated as well.  Increased 
network resiliency will continue to be a high priority. With the completion of the redundant 
components to the State Historical Society we will now focus on providing alternate fibers paths to 
that location as well as more fiber paths in the statehouse complex itself. A second ISP will be added 
to KANWIN to remove our current dependency on one provider.  The KANWIN SBC ATM core will be 
replaced with a higher bandwidth, lower cost alternative, hopefully making use of some of the 
bandwidth provided to KDOT as part of their Intelligent Highways project.  Lastly, we are in 
discussions with the Kansas National Guard to find opportunities to merge our two networks so as to 
provide increased services at lower costs through aggregation. Opportunities exist to share core and 
backbone components as well as offer the National Guard 7x24 network management support. If this 
goes through to completion approximately 140 sites would be added to KANWIN. 

 
Information Processing Strategies.  DISC will continue to act as statewide administrator and 
negotiator for several key software products including the Oracle database product and SAS.  This 
effort includes licensing agreements, coordinating technical support and training, distributing or 
applying software upgrades and facilitating the agencies use of these products.   Approximately two 
years ago, DISC initiated a project to refurbish the Landon State Office Building data center space 
making it suitable for use as a Hosting Center.  A company whose expertise is data center 
construction and management was commissioned to perform an audit of  the DISC data center 
space. Numerous recommendations were received and implemented including instillation of new air 
handling and humidification equipment, separation of the printing operation from other data center 
activity and sealing the floors, walls and ceiling to insure the best possible air quality.  DISC entered 
into a multi-year agreement with this company to perform periodic inspections of our data space to 
insure the environmental conditions are optimum.  At the same time, the Division of Facilities 
Management installed redundant Uninterrupted Power Supply systems to insure continuous clean 
power. These combined efforts have created a first-rate hosting center for agency’s critical application 
servers.  DISC continues to work with other agencies to research and implement enterprise backup 
solutions.  One such solution uses excess mainframe resources in off hours to backup servers.  With 
those resources nearly expended, DISC is partnering with another agency to research and implement 
other enterprise level backup solutions. Such solutions greatly simplify the effort to backup and 
recover data to and from servers as well as eliminate the redundancy in manpower and HW/SW 
resources required for sever centric backup solutions.  Over the next 5 years state agencies will 
continue to seek opportunities to share applications and data as well as leverage their investment in 
legacy applications.  DISC will work closely with state agencies now actively involved in cross-
organizational information sharing as well as those seeking middle-ware capable of providing web 
access to legacy data. DISC has taken steps to leverage the high-speed laser printers currently 
attached to the mainframe. Software has been acquired that converts open systems Print Control 
Language (PCL) to mainframe Advanced Function Print (AFP). This software opens new 
opportunities to ship large print jobs from open systems to the mainframe attached high-speed 
printers.  DISC will continue to maintain and enhance the states ability to survive and recover from 
disastrous incidents. It is a DISC goal to significantly reduce the time to recover from serious 
disasters by creating an in-state hot site capable of assuming critical workload in the event of a 
disaster.  This hot site also provides a second location for critical network equipment, which will be 
linked to the capitol complex creating a “survivable network”.  Utilizing the Constant Readiness 
Center (CRC) we will provide business continuance training, support and technical resources to 
contingency planners in other state agencies.  
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Customer Services Strategies.   The DISC Bureau of Customer Services (BOCS) focuses on end-
user access and satisfaction with DISC services.  BOCS, BAS and BOT will develop a DISC Service 
Request System to replace the Telecommunications Service Request (TSR) and coordinate a help 
desk.   The bureau also plans to implement a file archival system for the department.  The bureau will 
be working with Department of Administration divisions and interested State agencies to identify a 
common architecture for Help Desk and uniform data exchange formats. The goal of this effort is to 
provide for timely access and sharing of agency help desk information.  The bureau also has an 
operating unit that will continue to provide technical planning and support for small agencies that do 
not have information technology positions. The Small Agency Support group provides services to 38 
agencies and based upon the overwhelmingly positive response, is expected to continue growing.  
Customer Services will continue assisting with evaluation and administration of the Department's 
security policy. The bureau has developed a number of guidelines for desktop administration and 
security and will continue in an advisory capacity to the Chief Information Technology Officer and 
Chief Information Security Officer.  

 
 

Agency Architecture:  Today, the Department of Administration’s applications reside on three 
major platforms.  Several critical applications, including the state accounting application (STARS) 
and Setoff reside on the Z/OS mainframe platform.  The state payroll application, SHARP resides 
on a mixed platform, where the Web component resides on the Windows platform, the 
applications and database components reside on the UNIX platform and the printing component 
is handled by the mainframe.  There are numerous other Department of Administration 
applications that reside on either the UNIX or Windows platforms.  The Department of 
Administration’s direction is to move more applications to the open systems platforms, either Unix 
or Windows.  New versions of open systems will continue to be updated and kept current. The 
Department’s direction also tends to avoid proprietary software as much as possible, believing 
this strategy will lead to more cost efficient solutions.  

 
E-Government: The Department has actively embraced electronic government, delivering a wide 
range of information and services online. Via the PeopleSoft Internet architecture, an increased 
number of self-service features are available to employees. Features of the proposed Financial 
Management System (FMS) will also be accessible via the Internet. Department employees have 
the opportunity to access their work email accounts from anywhere in the world via the Internet.  

 
Security:  DISC uses its own security policy in accordance with ITEC policy 4230.  This security 
policy is disseminated to employees.  Employees sign a statement indicating they have read and 
understand the policy. This same security policy document is the default agency policy in the 
absence of an organic policy throughout the IT enterprise.   The Department of Administration 
employs a variety of devices to facilitate network boundary controls.  In addition, other network 
controls are configured so employees may not download software from the Internet, nor load any 
other software onto their computer. 

 
Management Controls 
1. Risk Management: PeopleSoft conducted audit of SHARP and we reviewed their findings. 
2. Review of Security Controls: Microsoft, Fishnet and ISS reviewed the DofA security controls. 
3. Life Cycle: Basic life cycle process followed for maintenance and upgrades. 
4. Authorizing Production: Formal migration procedures are followed. 

 
Operational Controls 
5. Personnel Security: Level 1 security clearance required on all Customer Support staff and 

Operations staff. 
6. Physical and Environment Protection: Access is controlled to all areas of DISC. There is a 

raised floor environment along with backup generators and UPS. 
7. Production Input/Output: controls: All visitors must sign-in to the data center. Sensitive 

materials are controlled in locked, 24 hour operation. 
8. Contingency Planning:  Recovery plans are in place. 
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9. Hardware and System Software:  This is vendor provided by MS Premier Support. 
10.  Data Integrity: Continued growth with LAN based backup and recovery systems (Tivoli 

Storage Manager). Research potential for document management and archival system. 
Continued support of security software to authenticate/audit access to electronic data. 

11. Documentation: All systems are fully documented in Customer Support bureau. 
12. Security Awareness, Training and Education: Provided classes, employee guidelines. 
13. Incident Response Capability: Policy in place, team assignments made. 

 
Technical Controls 
14. Identification and Authentication: Written request is submitted to customer support, with 

approval  
15. Logical Access Controls:  Conducted via active directory group policy. 
16. Audit Trails: System logs and physical documentation. 

 
Electronic Signatures:  No plans for implementation of PKI at this time. 

 
Messaging:  The department has constructed an environment in support of Blackberry hand held 
devices. The technology has proven to be a powerful productivity support tool for mobile 
executives.   Research on instant messaging has revealed there are few legitimate business uses 
for it. In addition, peer-to-peer functions of instant messaging are widely regarded as security 
risks.  The department is in the process of building a shared resource environment for e-mail. 
This environment could facilitate the adoption of a single e-mail system, in the event a decision is 
made in that direction. 

 
Disaster Contingency Planning: The DISC Business Contingency Plan helps establish a 
documented structured process for the recovery of mainframe MVS and Sun operations. Portions 
of the plan are exercised annually in partnership with our alternate site vendor and user agencies. 

 

Information Processing General Budget Items:  Personnel:  DISC has requested no additional 
positions for SFY 2005.  
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Attorney General  (Agency #082) 
BUSINESS PROGRAMS:  

Administrative Services Civil Litigation 
Criminal Litigation Crime Victims Compensation Board 
Legal Opinions & Governmental Counsel Victim Services & Grants 
Consumer Protection & Antitrust Medicaid Fraud & Abuse 

     
MISSION: Promoting human dignity through justice with compassion and professional excellence.    
 
SFY 2005 BUDGET:        $13,248,278  
SFY 2005 FTE:    95.0    
SFY 2004 IT EXPENDITURES::  $210,390  
WEBSITE ADDRESS:  http://www.ksag.org  

 
IT Profile:  All IT staff are unclassified. 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 0.2  0.2  0.2 

Application Maintenance and Enhancement   
(in-production systems)  0.5  0.5  0.5 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 0.2  0.2  0.2 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 0.5  0.5  0.5 

Network Engineering, Technical 
Management and Support  0.5  0.5  0.5 

Computer Operations, Management and 
Technical Support  0.4  0.4  0.4 

Web application development and 
maintenance  0.2  0.2  0.2 

IT Security  0.2  0.2  0.2 

Other IT Functions (please identify)  0.1  0.1  0.1 

TOTAL FTEs  2.8 2.8  2.8 
 

Computer Assets:   
 AS/400 Unix Linux MS Windows Netware 

    
Midrange 1   
Servers   8 

PC-Desktop  110  
PC-Laptop  20  
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SFY 2004 MAJOR APPLICATIONS:  

Confiles, Consumer Protection Case Management AS/400 
Litigation Casefiles, Civil Litigatin Case Management AS/400 
Criminal Casefiles, Criminal Litigation Case Management AS/400 
Opinions AS/400 
AGMail, Incoming Mail Tracking AS/400 
Case Management System, Crime Victims Compensation  Server/PC 
Medicaid Fraud Case Server/PC 
AG Transactions, Fiscal Transaction Tracking Server/PC 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: In another tight budget year, the agency has 
focused on improving existing systems and services.  We have worked toward the migration of 
WordPerfect to Microsoft Office.  This transition has brought up several internal issues and we will 
evaluate if the need exists to maintain some usage of WordPerfect as an office wide application. 

  
 The office has continued to maintain data backup and recovery procedures, server and client file-

based virus protection and restrictively configured firewalls.  The office has continued to focus on and 
monitor network security. Because of the nature of security it is our belief that it is inappropriate to 
publicly describe security procedures or facilities enhancements made in detail here. 

 
 We have begun the process of migrating information from our existing AS/400 to a new office wide 

Microsoft Access database platform.  The AS/400 System 36 database has been in place since 
1986, and has been subject to degradation through the years and is outdated with limited 
capabilities. The new database will provide improved reporting and information gathering for staff 
members.  The migration of AS/400 data into a Microsoft Access platform will provide the agency 
with the capability to link each database together and achieve a Case Management System. 

 
 We have also evaluated the costs of some of our network services and licenses and have begun to 

evaluate the consolidation of our existing BorderManager firewall and our Checkpoint firewall into a 
single PIX firewall.    
 
 

STRATEGIC DIRECTION & OBJECTIVES: The Attorney General will continue to convert and 
enhance case management tools over the next few years, converting them from an aging AS/400 
platform to PC servers.  The security of systems will continue to be further enhanced, and the office 
will increase its ability to give staff remote access to office data.  The office will continue to monitor 
and replace hardware as needed to maintain customer service and office performance.  

 
Agency Architecture:  The current architecute consists of a LAN utilizing IPX and TCP/IP 
protocols.  The network platform residing on the LAN is Novell 5.1.  This Novell operating system will 
be upgraded to Novell 6.5 as time and network compatibilities allow.  Also residing on the LAN is a 
AS/400 midrange.   The workstation clients are using the Microsoft Windows operating system. 
 
E-Government: The providing of information to the public traditionally has been a major function 
of the office.  Through the agency web site the agency has made a tremendous amount of that 
public information available online.  In the areas of consumer protection and crime victims’ 
compensation, complaint and application forms are available to print online.  The agency 
manages grants that are available to local units of government and non-profit organizations, with 
grant announcements and applications available to print online.   
 
Security: The agency has established over the last year comprehensive security procedures in 
concert with state IT security policies that include ongoing and annual review.  Among those 
included areas are management controls, operational controls, and technical controls.  Each of these 
areas is monitored and policies are considered by the agency  Computer Workgroup.  The 
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workgroup addresses all access control be it virtual or physical.  Also it maintains and has resource 
documentation to make vital decisions on data control or recovery. The workgroup continues to 
monitor these areas for improvement and future development. 
 
Electronic Signatures:  PKI is planned for use in identification of office staff users who seek 
remote access to office data. It is planned to secure e-mail and document communications 
deemed privileged as attorney work product and attorney-client communication.  It may be used 
to identify regular application documents and reports within the Attorney General’s grant 
management function. 
 
Messaging: The agency uses the Novell GroupWise 6.5 system for internal and external 
communications through e-mail. The agency does not promote use of any office wide instant 
messaging system to communicate to internal or external entities. 
 
Disaster Contingency Planning:  The agency updates and enhances the current disaster 
recovery procedures. The agency has documentation and listed procedures for recovery of 
systems, configurations, and data in the event of a disaster.  Because of the nature of security it is 
our belief that it is inappropriate to publicly describe procedures or facilities enhancements made 
in detail here. 

 

AGENCY IT OBJECTIVES 

IT Objective #1: 
Continue to monitor and improve on security and data access control. This will be done through 
procedures and policies.  Continue to improve on implementation plans to control security through 
our firewalls, and virus detection.  Review and evaluate additional controls for spam, and intrusion 
detection.   

 
IT Objective #2: 

Plan for and implement procedures and policies to move toward minimizing hard copy 
documents. Continue to implement strategies for document management and plan for the 
integration with case management.  

 
IT Objective #3: 

Continue to review and maintain network documentation, policies, and procedures.  This will be 
done through our Computer Workgroup.   

 
IT Objective #4: 

 Continue to convert and enhance case management tools over the next few years, converting them 
from an aging AS/400 platform to PC servers. This will improve reporting and data information 
gathering for staff.  

 
IT Objective #4: 

 Increase the ability to give staff remote access to office data.  This will be done in accordance with 
secured access and through a virtual private connection with the remote client.    

 
IT Objective #5: 

 The office will continue to monitor and replace hardware as needed to maintain customer service and 
office performance. 
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Bank Commissioner, Office of the State  (Agency #094) 
BUSINESS PROGRAMS:  

Kansas Bank Information Network (KBIN) 
Consumer Mortgage Lending Database (CML) 
General Examination System (GENESYS) 
OSBC Resource Utilization System (ORUS) 

   
MISSION: Ensure the integrity of regulated providers of financial services through responsible and 

proactive oversight, while protecting and educating consumers. 
 
SFY 2005 BUDGET:        $6,281,279  
SFY 2005 FTE:    86.0   
SFY 2004 IT EXPENDITURES::  $152,396 
WEBSITE ADDRESS:  http://www.osbckansas.org  
  
IT Profile:  Four dedicated IT Staff as of 9/30/2004 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 0.3  0.3  0.3 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 0.4  0.4  0.4 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 0.4  0.4  0.4 

Network Engineering, Technical 
Management and Support 0.2  0.2  0.2  

Computer Operations, Management and 
Technical Support 0.3 0.1 0.3 0.1 0.3 0.1 

Web application development and 
maintenance 0.5  0.5  0.5  

IT Security  0.1  0.1  0.1 

IT Auditing of regulated entities 1.0 0.7 1.0 0.7 1.0 0.7 

TOTAL FTEs 2.0 2.0 2.0 2.0 2.0 2.0 

 
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  2  

PC-Desktop  73  
PC-Laptop  33  

 
Locations:  Main Office – Topeka;   Field Offices – Dodge City, Erie, Hays, Overland Park, Salina, 
Topeka and Wichita.  Field offices house examiners and conduct examination of all regulated entities 
located in their areas.  Each location has a network of connected PCs and broadband internet 
access. 
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SFY 2004 MAJOR APPLICATIONS: This agency utilizes no major business applications other than 
standard third-party software products. 

SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  
JUNE 2004 Started the upgrade of all agency servers from Windows 2000 to Windows 2003.  Also, 

upgraded the agency’s mail server from Exchange 2000 to Exchange 2003. 
 

JUNE 2004 Completed a study that determined the need for this agency to begin conducting 
information/technology examinations of regulated entities.  It was determined that the 
vast majority of banking departments in other states were already conducting this type of 
exam on their banks.  Personnel are now in place, and the training has been acquired to 
begin IT examinations of Kansas banks.   

 
MAY 2004 Completed the STARS database which stores current and historical accounting data for 

the agency.  It will be used to upload income/expense transactions to the state’s STARS 
and SOKI systems.  It will also generate a variety of reports that will enable budgeting 
and historic studies and analysis.  It was created with the assistance of DISC staff.   

 
STRATEGIC DIRECTION & OBJECTIVES: The future IT direction of this agency will involve 
converting current databases to a format that will better support increasing our presence on the 
Internet.  We will be converting existing Access databases to SQL and then expand our website to 
allow real-time data access to consumers and regulated entities.  We will also be attempting to 
expand the agency’s website to allow the acceptance of electronic fee payments and to provide 
more transaction-based services.  

 
Another key direction that this agency is taking involves conducting information/technology 
examinations of regulated financial institutions.  Through this process, we will be evaluating IT 
management, auditing, access controls and vendor management for state-chartered banks and trust 
companies.  
   

Agency Architecture:  Network: Star Ethernet – TCP/IP; Network Operating System: Windows 
2003 Server.  We are in the process of installing Pix firewall protection at each of our locations. 

E-Government: Much effort has gone into the agency’s public Internet site to provide regulated 
entities, citizens, and other governmental agencies with equal, efficient, electronic access and 
interaction with this department and its information resources.  Down-loadable forms and 
applications are currently available from the site.  We will be evaluating the possibility of accepting 
electronic payments for certain high-volume application fees.  We plan continued expansion of the 
site to provide for more e-business support over the next three years. 

Security: Comprehensive data security measures are included in the department’s Information 
Technology Policy. Protection of this department’s confidential information has been and will 
continue to be a high priority.  Internal IT staff also periodically conduct a security audit of the agency.  
The last audit was dated November of 2003.  A follow-up audit is planned in the fall of 2005.   

Electronic Signatures:  Our agency utilizes an encrypted e-mail system and various secure 
information sites, using PKI as a mentod of data encryption and verification of a user’s digital 
identity. 

Messaging: Our agency utilizes a Microsoft Exchange Server to provide encrypted e-mail for all 
staff.  Instant messaging applications are not allowed.  Several key management positions do 
utilize Blackberry devices to remotely access e-mail. 

Disaster Contingency Planning: This agency has adopted an IT Disaster/Recovery Plan.  It 
provides guidelines for the resumption of department duties, data backup and recovery, and contact 
information in the event an emergency or disaster occurrs. 
 



January 2005 

Chapter 2.1 – General  Government    Agency IT Management & Budget Plans 

 

2-18 

Barbering Board  (Agency #100) 
BUSINESS PROGRAMS: Licensing 

MISSION: To eliminate all acts performed by barbers that may cause harm or injury to the public; to 
ensure that only qualified, well-trained barbers and barber instructors are licensed; to 
ensure that all shops and salons are properly operating with barber shop licenses; and to 
provide information to barbers concerning all technical, medical, and scientific data that 
may enhance the protection of the public. 

    
SFY 2005 BUDGET:        $131,275  
SFY 2005 FTE:   2.0    
SFY 2004 IT EXPENDITURES::  $3,163 
WEBSITE ADDRESS:  None 

IT Profile:   
 SFY 2005 

ACTUAL FTE 
SFY 2006 

PROJECTED FTE 
SFY 2007 

PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers    

PC-Desktop  2  
PC-Laptop    

 
SFY 2004 MAJOR APPLICATIONS: None reported.. 

SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  This Agency purchased one (1) Dell Optiplex 
GX150 Small Desktop Computer and one (1) Hewlett-Packard Laser Jet Printer. 

STRATEGIC DIRECTION & OBJECTIVES:  This agency plans to develop a comprehensive backup 
program and purchase a PC for the Special Projects Officer. 
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Behavioral Sciences Regulatory Board  (Agency #102) 
BUSINESS PROGRAMS:  

Licensure & Renewal Program 
Information & Education Program 
Investigation & Disciplinary Program 

 
MISSION: To increase awareness of the role and programs of the Behavioral Sciences Regulatory 

Board and to accurately and promptly provide information to all of the board's customers, 
including the legislature, public, other States, government agencies, private entities, 
applicants, licensees and State and national data banks.    

 
SFY 2005 BUDGET:        $548,009  
SFY 2005 FTE:   8.0    
SFY 2004 IT EXPENDITURES::  $30,440 
WEBSITE ADDRESS:  http://www.ksbsrb.org 

 
IT Profile:  This agency has no dedicated IT staffing. 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration       
Application Maintenance and Enhancement   
(in-production systems)       

Application Development       

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
Midrange    
Servers  1  

PC-Desktop  8  
PC-Laptop    

 

SFY 2004 MAJOR APPLICATIONS: None reported. 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: None reported. 

STRATEGIC DIRECTION & OBJECTIVES: We want to remain current in the technology/information 
world, but fiscally conservative as well.  We are replacing 6 printers, and 4 computer workstations in 
FY 2005. In FY 2006 we are replacing the other 4 computer workstations.  This would keep the entire 
office updated.  For FY 2007 DISC recommended we replace our Server. 
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Citizens’ Utility Ratepayer Board  (Agency #122) 
BUSINESS PROGRAMS: Administration 
 
MISSION: The Mission of the Citizen’s Utility Ratepayer Board (CURB) is to protect the interest of 

residential and small commercial utility ratepayers in the State of Kansas. 
  
 
SFY 2005 BUDGET:        $637,691   
SFY 2005 FTE:   5.0    
SFY 2004 IT EXPENDITURES::  $11,064 
WEBSITE ADDRESS:  http://curb.kcc.state.ks.us/ 
 
IT Profile:  This agency has no dedicated IT staffing, relying on KCC for support. 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers    

PC-Desktop  2  
PC-Laptop  3  

 
SFY 2004 MAJOR APPLICATIONS: None reported. 
 

 SFY 2004 AND RECENT IT ACCOMPLISHMENTS: None reported. 
 
STRATEGIC DIRECTION & OBJECTIVES: None reported. 
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Commerce, Department of  (Agency #300) 
BUSINESS PROGRAMS:  

Agricultural Products Development  Administration  
Business Development  Trade Development  
Community Development  Travel & Tourism Development  

 
MISSION: To empower business and communities through bold leadership using strategic 

resources to realize prosperity in Kansas.    
 
SFY 2005 BUDGET:        $97,168,853  
SFY 2005 FTE:   390    
SFY 2004 IT EXPENDITURES::  $273,292 
WEBSITE ADDRESS:  http://www.kansascommerce.com  

 
 
IT Profile:   

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

4.0  4.0  4.0  

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

4.0  4.0  4.0  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.5  0.5  0.5  

Network Engineering, Technical 
Management and Support 1.0  1.0  1.0  

Computer Operations, Management and 
Technical Support 4.0  5.0  5.0  

Web application development and 
maintenance       

IT Security 0.5  0.5  0.5  

Other IT Functions (Help Desk) 2.0  2.0  2.0  

TOTAL FTEs 16.0 17.0 17.0  

Note:  All application development programmers do maintenance and web development also. 
 
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
    

Midrange 1     
Servers    22  

PC-Desktop    500  
PC-Laptop    50  
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SFY 2004 MAJOR APPLICATIONS:  

Commerce Web Site AS/400 
Staff Activity Reporting System AS/400 
Commerce Analytical Database (CHAD) AS/400 
Kansas Travel Database Windows 2000 Server/PC 
Kansas Travel Talk E-Newsletter AS/400 
Travel Map Order System AS/400 
Kansas Calvary Roster AS/400 
Mailing List AS/400 
Time Allocation System AS/400 
From the Land of Kansas (FLOK) AS/400 
Asset Management (Equipment Tracking) AS/400 
Section 8 Asset Management AS/400 
Minority & Women Owned Businesses AS/400 
Intranet  AS/400 
Weatherization Database AS/400 
Film Commission Web Site AS/400 
Film Commission Negative Tracking AS/400 
Lender Partnership AS/400 

  
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: SFY 2004 was a very dynamic year for the 
Department of Commerce. The Housing section was separated from the Department. In November of 
2003, it was proposed that training components of the Kansas Department of Human Resources 
(KDHR) would be moved to Commerce. This concept was put into motion with the enactment of 
Governor Sebelius’ Executive Reorganization Order (ERO) 31 and the passage of Senate Bill 394. 
Although these changes were not scheduled to go into effect until 7/1/2004, the ramifications were 
profound and immediate.  Twenty-seven field facilities and three local offices had to undergo major 
network transformation.  Commerce was not using any type of network domain management 
software, and KDHR utilized a Novell system.  Both KDHR (soon to be Department of Labor) and 
Commerce decided to move to Windows 2003 Server domains.  This process is still ongoing, with 
about 60% completion on the Commerce side.  Commerce utilized a very basic POP3 email server, 
which was barely adequate for 100 Commerce employees but would be inadequate for the additional 
300 associates.  To accommodate the expanded agency, the department decided to move to 
Microsoft Exchange Server 2003.  Former Commerce employees were immediately transitioned to 
this product, but those that were formerly KDHR employees have been added as they have joined 
the network. 

 
Nearly as complicated as constructing a new network has been blending the new staff in with the 
existing staff.  None of the staff from either agency were skilled with the network technology that 
Commerce would be using. Applications programming was another area where there was a gap 
between needs and skills. Commerce utilizes open systems web languages (xhtml, java, JSP, SQL, 
JDBC) exclusively for application development. Four KDHR programmers were part of the transition, 
and none of them had done any Java programming or used Java Server Pages. A training program 
was developed with the assistance of Washburn University tailored to the type of programming that 
Commerce does, and the programmers were immediately immersed in two weeks of training, 
followed by special assignments to get them in the swing of their new responsibilities. 

 
Most of the Employment and Training (E&T) programs are federally funded, and required more 
detailed accounting of time information than can be provided by SHARP.  To provide for the federal 
requirement, a time accounting system (TAS) was developed to track time worked by funding line. 
SHARP payroll reports are being used in conjunction with this system to provide the necessary 
reconciliation reports required by the federal government. Several fiscal interfaces have been 
developed to replace long existing KDHR systems that will no longer work for the new Commerce 
Entity. Whenever possible, existing data systems are being leveraged to provide information required 
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for state reporting and federal compliance. The new LOPA web interface is an example of one of 
these programs. 

 
Before there was discussion regarding moving the E&T programs to Commerce, IT had began 
developing a new public web site.  This site was designed based on feedback from our customers, 
both internal and external, and utilized the latest developments in IBM Websphere and related web 
technologies.  It utilizes dynamic pages (as did our previous web site), with new features to enhance 
newsletters, allows our customers to locate information using several different search methods, and 
the addition of other informational databases.  A well-defined business framework is followed which 
makes the site very scalable with little programmer intervention necessary. The “back end” interfaces 
and databases were also revised to make content entry easier, and enhance the ability of our staff to 
respond to our customers. The programming staff under Stan Butler’s guidance has become very 
proficient in rapidly developing applications for event registration, and other special projects. 
Business Appreciation Month reused an application with minor changes that integrated nomination, 
evaluation, and registration for the actual event with minimum re-keying by our customers and staff, 
and a well designed database to track our nominees and nominators to ensure that everyone had an 
opportunity to participate in the event. Event staff was able to follow up with non-responders to verify 
that everyone desiring to attend was made to feel welcome and appreciated.  

 
Commerce developed a customer tracking system in house to deal with economic development field 
office contacts. These contacts may pertain to any of the agency-administered programs. A web-
based program was developed to track contacts and projects resulting from these contacts. As the 
field office has adopted this system, other staff has requested access to the system, and are using it 
to track their project contacts. 

 
The past year was also a time to deal with the aftermath of the separation of the Housing Division 
from Commerce.  The tasks required to complete this process were not simple, but were completed 
in an orderly fashion with the best interest of the state in mind.  IT had developed two sophisticated 
systems for the Housing Division. The first was the initial extranet type project, which allowed our 
weatherization contractors to enter their information directly into a centralized database via a web 
interface, instead of an ancient FoxPro DOS-based database that had to be consolidated centrally 
using phone modems. The Weatherization program has been very pleased with the application.  A 
means by which the Section 8 payments could be authorized very rapidly was developed to comply 
with very short turn-around dates for landlords to provide required documentation and the monthly 
payment approval.  A Visualage for RPG (VRPG) application which consists of a database for all the 
section 8 properties that would generate a payment line for each property into the STARS system 
every month was written to reduce errors caused by hurried data entry into the STARS system. The 
process was automated to require a check box to approve the payment to a landlord whose payment 
information was maintained in a database. Commerce will continue to support both of these 
programs on an annual fee plus programming basis.  KHRC would be hard pressed to replace these 
programs for under $100,000.  It was jointly decided that it was in everyone’s best interest to 
continue the arrangement on a year-to-year basis. 

 
 
STRATEGIC DIRECTION & OBJECTIVES:  The Department of Commerce has grown from about 
100 employees to nearly 400 spread across over 30 locations. The manner in which IT conducts 
business had to change to match the agency: 

Infrastructure.  With the assistance of DISC, Commerce is developing a secure network that can 
be administered centrally.  This network utilizes MS 2003 Server with active directory, and 
multiple servers located at strategic locations around the state.  Many of Commerce’s new 
customers are not employees (the public and business partners), which poses security issues. A 
network design that segregates the different groups and uses VRF technology and a central 
firewall to secure the network.  In addition, Commerce will be incorporating INSYSTEK desktop 
inventory system to ensure proper patch control and antivirus.  Commerce will continue to use an 
AS/400 model 720 for database and web serving, and for any applications or files where security 
is of the greatest importance. 
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Programming.  Commerce decided to use web technologies several years ago for all 
programming projects. As a result, all programming projects are web projects, and they are 
differentiated as public projects or private projects.  Four new programmers came over from 
KDHR.  As they become more skillful, more projects will be undertaken.  The following list reflects 
the current top priorities. 

a. Interface with SHARP payroll personnel system.  Commerce intends to automate and 
integrate the internally developed Time Allocation System (TAS) with SHARP to reduce 
duplication of data entry and the possibility of errors.  

b. Intranet. The internal employee informational web site. The current version utilizes 
primarily static content, and requires programming staff to update much of the content. 
Enhancements need to be made to allow all of the support functions to provide their own 
content, and to make all content dynamic. Interaction with the help desk needs to be 
included as part of this process. 

c. Fiscal Reports for federal compliance. Data required for federal reporting is very large in 
volume, and confusing in content due to the SHARPs funding pool system of design. 
With the assistance of the fiscal team, reports need to be developed to simplify the 
funding tracking and reconciliation process. Multi-step processes need to be automated 
to reduce errors and enhance productivity. 

d. Rewrite of all multi-user MS Access databases (written as web applications with DB/2 
database). Access used in a network setting is a disaster waiting to happen.  

e. Review of all enterprise data, with the intent of reengineering any at risk applications 
(multi-user applications written in Access), and identifying needs not covered by the 
current framework. Prioritize those applications for development. 

f. Enhance the current inventory system/help call system. Commerce has purchased a tool 
to automate the inventory process. This output file needs to be used to further automate 
manual processes, and reduce human errors. 

 
Customer Support. Commerce will go to a help desk type customer support structure as opposed 
to the old method of calling the computer room and whoever is available picking up the phone.  
Calls are now getting directed through the help desk, and then dispatched to the appropriate 
technician.  Metrics for tracking responses will be developed to address areas where there are 
inefficiencies. An expert system that can search past calls, and access online procedure manual 
need to be developed to enhance the help desk’s ability to respond to calls. 

g. Digital resources need to be moved to the correct system.  Each server has strengths 
and weaknesses. The AS/400 is 64-bit and secure, however restoring documents and 
other non-database objects is a lengthy and complicated process. The Veratis software is 
much easier and faster to use.  Database applications generally run well on the AS/400, 
however printer serving is better on the Microsoft platform. 

h. Associate Training. Currently, Commerce associates use a fraction of their technology 
power. There are several opportunities for productivity enhancement by educating 
employees on resources available, and demonstrating methods to reuse information and 
documents previously created. Several examples of training opportunities: 

i. Exchange Server (calendars, existing distributions) 
ii. Commerce Mailing List 
iii. Advanced Word functions such as mail merge. 
iv. Document organization (where to store data on the network) 
v. Re-using data 
vi. The intranet and the information available 
vii. Commerce Databases. 
viii. Using the World Wide Web effectively. 

 
Agency Architecture:  The Department of Commerce utilizes a TCP/IP network managed by 
DISC. Windows 2003 Server is utilized as the network operating system, and the Department is 
transitioning over from Novell to Windows 2003. Exchange Server 2003 is used for e-mail and 
personal messaging services. Commerce formerly utilized an IBM AS/400 for file, database, e-
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mail and print serving.  With the additional staff, a more sophisticated system was needed to 
control the network.  The AS/400 is now used for database applications and web serving, and all 
other functions are being transitioned to the Microsoft 2003 network. 
 
E-government: Commerce decided approximately three years ago to utilize web technology for 
all new applications.  As a result, it is well positioned for e-government applications.  IT has 
developed a Commerce Business Framework, which delivers dynamic web pages to the public, 
and allows appropriately trained staff to change content, add links, change program contacts, and 
add documents and forms to the site.  This “real-time” web update allows immediate customer 
access to new forms or information, and puts the program manager in control of their own web 
content.  Commerce contracts with accessKansas for financial transaction programs using the 
web. Specifically, Kansas Magazine is accepting credit cards, and customers are redirected to an 
accessKansas page for the financial transaction. Commerce intends to utilize this method of 
handling applications that require payment in the future, to avoid duplicating financial software 
necessary for the process. 
 
Security:  One of the major considerations for the design of the new Commerce network is 
security.  Both prior networks had security problems that were of major concern. The new 
Commerce network will fill many of the major holes in the security profile when it is fully in place.  
All 16 identified controls will not be in place immediately, however. Commerce has an orderly plan 
to get to the point where the full security spectrum is addressed.  The following is the action plan: 
1. Close the network.  With the assistance of DISC, Commerce is closing its network and 

restricting traffic. The physical network will consist of segregated VRF’s designated as a 
public and a private section.  The public section is behind the agency firewall, but segregated 
from the private section, which is for Commerce employees and allows access to assets such 
as e-mail, documents and restricted applications. Private addresses will be used for each 
site. 

2. Antivirus and patches pushed to the Desktop.  Utilizing both Active Directory and INSYSTEK 
technology, antivirus updates will be pushed to the desktops, as will approved operating 
system patches. 

3. Improved password protection. Passwords are now required for each PC, utilizing complex 
passwords.  

 
When the Commerce network is in place, a review of current security will be undertaken, and 
areas of potential risk will be identified.  Several security features need to be phased in as the 
infrastructure (replacement of switches and routers and VRFs activated) is completed. There are 
currently many PC’s of NT vintage that lack management features required for modern network 
administration.  These will be replaced. As our customers get used to the new network, new 
security including locking desktops for everyone will be instituted. The INSYSTECH tool will allow 
us to identify workstations that are weak areas, and software that has been inappropriately 
loaded on workstations. 

Electronic Signatures:  Commerce currently has no initiative to utilize digital certificates. A few 
areas of business have been identified where this technology may be useful, but our customers 
have not requested it at this time. 

Messaging:  Commerce has migrated from a generic POP3 mail server to Microsoft Exchange 
2003.  The conversion is now complete for the local office and as desktops in the field are being 
converted over to the Commerce domain they are converted to the new mail server. New features 
such as shared calendars, public folders, web access, and vastly improved anti-spam filtering has 
been instituted and has been well received by our customers. Instant messaging is available only 
upon prior approval to avoid security breaches. We are still very new with MS Exchange Server 
2003 and expect to be evolving our support for several months. 

Disaster Contingency Planning: Commerce servers have been relocated to the Landon 
Building, 7th floor. A combination of the heat and security concerns convinced us that we needed 
to get all servers into a climate controlled server room.  The off site storage of backup tapes will 
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now be in the Curtis Building, with periodic copies sent to one of the field offices with a secure 
computer room. The agency contingency plan was based on the smaller Commerce organization 
with the respective program needs the basis of the plan.  The new broad based Department of 
Commerce has a wider presence in the state and likely will have different priorities in the case of 
a natural disaster, or a catastrophic loss of equipment or data.  The plan will need to revise to 
address the current Commerce configuration. 
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Corporation Commission, Kansas   (Agency #143) 
BUSINESS PROGRAMS:  

Administrative Services Conservation Division 
Transportation Division Utilities Division 

 
MISSION: The mission of the state corporation commission is to protect the public interest through 

impartial, and efficient resolution of all jurisdictional issues.  The agency shall regulate 
rates, services and safety of public utilities, common carriers, motor carriers and regulate 
oil and gas production by protecting correlative rights and environmental resources.    

 
SFY 2005 BUDGET:        $19,297,718  
SFY 2005 FTE:   212.0   
SFY 2004 IT EXPENDITURES::  $394,712 
WEBSITE ADDRESS:  http://www.kcc.state.ks.us  

 
IT Profile:   

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.8  0.8  0.8  

Application Maintenance and Enhancement   
(in-production systems) 3.3  3.3  3.3  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

2.5  2.5  2.5  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

1.9  1.9  1.9  

Network Engineering, Technical 
Management and Support 1.0  1.0  1.0  

Computer Operations, Management and 
Technical Support 2.0  2.0  2.0  

Web application development and 
maintenance 1.0  1.0  1.0  

IT Security 1.5  1.5  1.5  

Other IT Functions (please identify) 1.0  1.0  1.0  

TOTAL FTEs 15.0 15.0 15.0  

 
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
    

Midrange      
Servers  1 8 5  

PC-Desktop  1  200  
PC-Laptop      

 
SFY 2004 MAJOR APPLICATIONS:  

Commission Accounting & Reporting System (CARES) UnixServer 
Case Management System Unix Server 
RDBMS MS Server/PC 
Motor Carrier System Unix Server 
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Rdocket & Agency Timesheet Unix Server 
GIS Applications MS Server 
Agency Website Linux Server 

   
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: Online motor carrier authority renewal 
participation increased approximately 72%. Over 34% of all motor carriers renewed their 2004 
operating authorities online as compared to less than 17% the previous year. This is a joint 
partnership with Access Kansas. During this past year an add/delete/transfer application was created 
to extend electronic services to motor carriers throughout the year. 
 
The Commission continues to work closely with the Kansas Geologic Survey to improve the quality of 
oil & gas data sets at both agencies and to share data as much as possible. We have begun 
discussions with the Kansas Department of Revenue for similar efforts with their oil & gas production 
data and lease inventory. 
 
An increased focus upon security issues continues to involve more time and resources. During the 
past year, has automated software updates to Microsoft Windows computers, installed keypad locks 
on server room door to prevent unauthorized access, replaced firewalls at each office with newer 
model firewalls that provide additional features including intrusion detection, anti-virus and content 
management. 
 
STRATEGIC DIRECTION & OBJECTIVES: The Commission will continue to enhance applications 
on its website and to develop its partnership with AccessKansas and the Kansas Geologic Survey. 
These are strategic partnerships that will be long-term relationships.  

 
The possibility exists that a grant from the U.S. Department of Transportation - Federal Motor Carrier 
Safety Administration for further implementation of the Commercial Vehicle Information Systems and 
Networks (CVISN) in Kansas. This may be a project that exceeds the $250,000 threshold for IT 
project approvals, but at this point no funding or resources are being expended other than grant 
questionnaires and brainstorming. 

 
This grant would have a large technical component and would be directed at a Kansas project with 
the final goal of a nationwide deployment of specific new capabilities in three areas:  Safety 
Information Exchange; Credentials Administration; and Electronic Screening. 

 
All of these areas might also have Homeland Security implications. At this point, the technical area of 
emphasis has not been determined but would likely touch on all three priorities. Kansas would focus 
upon improving the efficiency of its governmental operations for commercial vehicle regulation and 
easing the burden of compliance by motor carriers.  Further information about the CVISN program 
can be found at http://cvisn.fmcsa.dot.gov 

 
Agency Architecture:  Unix/Linux servers serve the Commission’s primary domain. The 
agency relies heavily on open-source software for much of its business operations. (Linux, 
Apache web server, Sendmail, Perl, security tools) Many of these products are free and serve 
the Commission well.  A sub domain of the above serves the Microsoft Windows servers, 
clients and printers.  
 
E-Government:  The Commission continues to develop online applications that can reliably 
provide information to regulated companies and the public. Currently there are over 25,000 
documents available on the Commission website and the motor carrier renewal application at 
AccessKansas that display our commitment to provide electronic access to Commission 
activities. 
 
Security:  All Commission offices are protected by firewalls certified by the International 
Computer Security Association (ICSA). All computers are protected by virus software. Email 
attachments are scanned and certain file types are stripped from incoming mail. Also, all PCs 
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run Windows 2000 and staff have restricted ability to install software or configure system 
components 

 
Electronic Signatures:  At this point, the Commission has had not used PKI or electronic 
signatures. The Commission’s Legal section is reviewing current statutes and regulations for 
possible applications. Some aspects of Commission business may not lend itself to PKI due to 
the infinite record retention requirements. 
 
Messaging:  The Commission uses open source sendmail, spam-assassin, ldap and the free 
version of Eudora for its messaging platform. All have been implemented without license fees 
on linux platforms. 
 
Disaster Contingency Planning:  The Commission will be revising its business resumption 
procedures and will also be testing its database recovery processes in the coming year. This 
will include procedures for each of the six offices. 
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Cosmetology Board    (Agency #149) 
BUSINESS PROGRAMS:    Administration   and Regulation 
     
MISSION: To protect the health and safety of the consuming public by licensing qualified individuals 

and enforcing standards of practice. 
 
SFY 2005 BUDGET:        $722,874  
SFY 2005 FTE:   12.0      
SFY 2004 IT EXPENDITURES::  $54,330 
WEBSITE ADDRESS:   www.accesskansas.org/kboc/ 

 
IT Profile:   

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  2  

PC-Desktop   12 
PC-Laptop   1 

 
 
SFY 2004 MAJOR APPLICATIONS: 

Licensing MS Server 
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The long-range IT plan is replacement of three 
microcomputers annually – this was the case again for FY 2004.  These three older models were used 
to replace computers used by the inspectors or part-time staff.  One older model computer was 
provided a field inspector for her use in completing KBOC reports and etc.  One server was becoming 
outdated so it was replaced to safeguard the current database and computer system.  
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STRATEGIC DIRECTION & OBJECTIVES: The Board’s IT objective is to continue efforts to enhance 
communication through the agency’s website.  This will include on-line practitioner and facility 
renewal, the publics ability to access the database to confirm practitioner and facility licensure and the 
public’s review of facility inspection reports. 

With the continued development and upgrades of the website, the public and licensees have the ability to 
easily access the KBOC statutes and regulations. Each year has seen an increase in e-mail correspondence. 
This correspondence ranges from complaints being filed, licensees notifying the Board of address changes, 
and out-of-state inquiries on Kansas licensure requirements.  The Board has delayed  implementation of on-
line renewal.  Due to review of our current technology and possible database change the implementation will 
be undertaken once it is determined what new database system will most efficiently meet the Board’s needs. 
The Board members also wish to upgrade license issuance whereby the practitioner’s picture will be scanned 
onto the license.  This effort will be undertaken to negate fraudulent misrepresentation.  For the FY 2006 and 
FY 2007 budgets the Board requested $50,000 from general program monies and $80,000 from the KSIP fund 
for this new licensing system expenditure.  DISC Customer Service monitors the Board’s computer system 
and database to ensure that all security measures are undertaken. 
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Credit Unions, Department of   (Agency #159) 
BUSINESS PROGRAMS:  

Examination of Credit Unions 
Consumer Complaints 
Supervisory Callbacks 

 
MISSION: To protect Kansas Citizens from undue financial risk through the examination and   

supervision of Kansas credit unions to assure safe and sound operation and compliance 
with applicable laws and regulations    

 
SFY 2005 BUDGET:        $917,464  
SFY 2005 FTE:   13.0   
SFY 2004 IT EXPENDITURES::  $9,536 
WEBSITE ADDRESS:  http://www.ink.org/public/kdcu  

 
IT Profile:   

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
      

Midrange      
Servers      

PC-Desktop    4  
PC-Laptop      

 
SFY 2004 MAJOR APPLICATIONS: None reported. 
 

 SFY 2004 AND RECENT IT ACCOMPLISHMENTS: None reported.   
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STRATEGIC DIRECTION & OBJECTIVES: The agency has no staff with advanced training in the 
area of IT.  
 

Agency Architecture:  In addition to the four desktop computers, the agency has eleven 
notebook computers and one desktop computer on lease from the National Credit Union 
Administration (NCUA).  The notebook computers include software for an examination program 
that is developed by NCUA and is used by our examiners in the examination of credit unions.  
This is a program used nationwide by state and federal credit union examiners.  The NCUA 
desktop is used in the office to process the final examination report. 
 

E-Government: The agency uses the SHARP system fully for all personnel, payroll and 
administration purposes.  

Security: None identified.  

Electronic Signatures: No present plans.         

Messaging: None reported..  

Disaster Contingency Planning: The department has a detailed Business Recovery Plan in 
place.  

 
 



January 2005 

Chapter 2.1 – General  Government    Agency IT Management & Budget Plans 

 

2-34 

Dental Board   (Agency #167) 
BUSINESS PROGRAMS: 

Regulation 
Enforcement 

  
MISSION: To protect public health and welfare by regulation of the dental and dental hygiene 

professions through licensing, regulation, inspection, and investigation.    
 
SFY 2005 BUDGET:        $344,517 
SFY 2005 FTE:   3.0    
SFY 2004 IT EXPENDITURES::  $13,948 
WEBSITE ADDRESS:  http://www.accesskansas.org/kdb  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  1  

PC-Desktop  4  
PC-Laptop  2  

 
SFY 2004 MAJOR APPLICATIONS: None reported. 
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: In FY ’04, staff generated improvements to 
current applications in the database.  Training on queries in Access was done by the Senior 
Administrative Assistant as well as training by all staff on Publisher 2003.  We purchased upgraded 
Windows software 2003. 
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STRATEGIC DIRECTION & OBJECTIVES: The Kansas Dental Board has few future 
implementations to the current IT plan.   We plan to keep up with the necessities to operate our 
agency.  Computer upgrades and software upgrades are only budgeted. 
 

E-Government: The Dental Board certainly supports E-government, as is shown in our quest for 
online capabilities. Although the Board has no specific strategic direction, it will be receptive to any E-
government projects, as budget allows. 

Security: The Dental Board uses the services of DISC for this area. 
 
Electronic Signatures:  No future plans for electronic signatures. 
 
Messaging: The Board’s website is accessible.  Again, the Board depends on the services of INK 
and DISC for support. 
 
Disaster Contingency Planning: Backups of all computers are done regularly on a weekly basis. 
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Governmental Ethics Commission   (Agency #247) 
BUSINESS PROGRAMS:   Public Disclosure and Reporting 

Education & Public Awareness Investigations 
Enforcement Advisory Opinion Process 
Review & Audit Process General Administration 

        
MISSION: To provide the public with timely and accurate information they need for knowledgeable 

participation in government and the electoral process.    
 
SFY 2005 BUDGET:        $610,123  
SFY 2005 FTE:   9.0    
SFY 2004 IT EXPENDITURES::  $16,519 
WEBSITE ADDRESS:  http://www.accesskansas.org/ethics 

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 0.25  0.25  0.25 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 0.25  0.25  0.25 

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support  0.25  0.25  0.25 

Web application development and 
maintenance  0.25  0.25  0.25 

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs  1.0  1.0  1.0 

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers    

PC-Desktop  12  
PC-Laptop  1  

 
SFY 2004 MAJOR APPLICATIONS: None reported.. 
 

SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The Commission continues to provide more 
services, information, and data to those under the Commission’s jurisdiction and Kansas citizens on 
the agency’s website. 
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STRATEGIC DIRECTION & OBJECTIVES: The Commission, with its limited budget, does not plan 
on making any IT changes in SFY 2004-2006. 

 
E-Government: Through its web site, the Commission plans to continue providing the public with 
timely information in campaign finance and lobbying. It will continue to provide all necessary 
forms, and information to those subject to its laws to assist with compliance  
 
Security: For the agency’s 12 stand-alone computers, firewalls for each have been established, 
and back-up discs are stored in a bank vault off-site.  
 
Electronic Signatures:  None reported.. 
 
Messaging: None reported.. 
 
Disaster Contingency Planning: All campaign finance, lobbying and conflict of interest forms 
are required to be kept by the Secretary of State. Data on agency computers is routinely backed 
up on disc and taken to the agency’s bank vault. 
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Healing Arts, State Board of   (Agency #105) 
BUSINESS PROGRAMS:  

Licensing & Renewal    Impaired Provider Programs 
Disciplinary  Information & Education 
Enforcement & Litigation  

  
MISSION: To protect the public by authorizing only those persons who meet and maintain certain 

qualifications to engage in thirteen health care professions in this State.  Also, to utilize 
the least restrictive yet effective means to protect the public from incompetence, 
unprofessional conduct or other proscribed practice by persons who have been granted 
authority to practice in this State, and from unauthorized practice by persons and entities 
who have not been granted authority to practice in this State. 

 
SFY 2005 BUDGET:        $2,530,211  
SFY 2005 FTE:   29.0    
SFY 2004 IT EXPENDITURES::  $84,452 
WEBSITE ADDRESS: http://www.ksbha.org 

 
IT Profile:   

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.5  0.5  0.5  

Application Maintenance and Enhancement   
(in-production systems) 0.2  0.1  0.1  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0.6  0.7  0.7  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.2  0.5  0.5  

Network Engineering, Technical 
Management and Support 0.2  0.4  0.4  

Computer Operations, Management and 
Technical Support 0.2  0.6  0.6  

Web application development and 
maintenance 0.05  0.1  0.1  

IT Security 0.05  0.1  0.1  

Other IT Functions (please identify)       

TOTAL FTEs 2.0 3.0 3.0  

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange 1     
Servers      

PC-Desktop    5  
PC-Laptop    35  
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SFY 2004 MAJOR APPLICATIONS:  

Licensing and Renewal AS/400 
Disciplinary AS/400 
Enforcement and Litigation AS/400 
Impaired Provider Programs AS/400 
Information and Education AS/400 

  
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: During FY 2004, the agency completed program 
definition and programming for its’ On-Line Renewal process and completed two cycles of on-line 
renewals with approximately 35% of renewals being done on-line. 

The agency completed the RFP process for software and/or hardware to replace its aging legacy 
systems.  The awarding of bids will take place in Early FY 2005, and  will be completed in FY 2005. 
STRATEGIC DIRECTION & OBJECTIVES:  During the next two fiscal years, the Kansas Board of 
Healing Arts will under take a major overhaul of its Information systems.  This project will address the 
areas of renewal of licenses, practitioner database, complaint and case management, document 
management, electronic Board meetings, and Internet access to public information.  The Board now 
utilizes an IBM AS/400 as its major information processing platform.  This processor is linked to 
personal computers within the agency via a local area network using the TCPIP protocol and IBM 
software to allow connection to the main processor.  This processor will be replaced by multiple Intel 
based servers. 

Personnel:  The Agency would like to add one FTE in SFY2005 to relieve current staff of some of 
the more mundane network and system maintenance support tasks. This Position would be on the 
level of a Network Support Technician.  The agency also desires to assess the job titles of its current 
staff in hopes of bringing the job titles into closer association with the job duties being fulfilled by the 
incumbents. 
  

AGENCY IT OBJECTIVES       
 
IT Objective #1:  Restructuring of the Agencies Database  - To better serve both the regulated 

practitioners and the public in general, BOHA would like to provide additional on-line access to 
information about health professionals to the public. This must be accomplished through a 
refurbishment of the agencies practitioner database to support access to information.  This project is 
scheduled for completion March 2005. 

 
IT Objective #2:   Construction of Complaint and case management application - Complaint and 

Case management is a major activity for BOHA.  The volume of both these activities continues to grow 
and we lack staff to address this growth.  Consequently we need to develop tools to make existing 
staff more effective and able to manage the large number of items in various states of progress.  This 
Project is scheduled for completion March 2005. 

 
IT Objective #3:  Public Access - The Board has a responsibility for providing information to Kansas 

citizens about regulated professionals.  The Board has provided this information through InKansas 
subscriber service.  Also this has been provided through a multi-state association that provided such 
information on a common, nationally available Web site at no cost to the public.  This site will no 
longer be maintained in the near future.  Consequently, BOHA must provide this service directly to the 
public.  This Project is scheduled for completion in March 2005 

 
IT Objective #4:  Document Management - The agency also produces a large amount of digital content 

that it converts to paper for storage and management.  Over the years we have accumulated a large 
number of paper based files for which we have no back-up.  Should these files become unavailable 
our organization would be severely handicapped in fulfilling our mission.  We must provide a means of 
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providing a back-up for the most important documents and to stop the generation of paper as a means 
to manage our document based content.  This Project is scheduled for completion March 2005. 
 

IT Objective #5:  Electronic Board meetings - Board meetings routinely consume up to eight reams of 
paper for meeting related documents.  This volume of printing and copying consumes tens of 
thousands of dollars annually.  With better management of our electronic content Board meetings 
could be held electronically at significant savings.  The completion date for this project has not been 
determined. 
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Health Care Stabilization Fund   (Agency #270) 
BUSINESS PROGRAMS:  

Administrative Operating Program 
Claims Cost Operating Program 

 
MISSION: The Health Care Stabilization Fund will conduct its operations and activities in a manner 

to assure and facilitate a sound actuarial basis; assure and assist health care providers 
complying with the requirements of the Health Care Provider Insurance Availability Act; 
aggressively defend the Fund when eligible health care providers become involved in 
claims or court actions arising from the rendering of or failure to render professional 
services; and safeguard the interest of the Fund through management activities which 
maximize the efficient operation of the Fund. 

 
SFY 2005 BUDGET:        $28,561,541  
SFY 2005 FTE:   16.0    
SFY 2004 IT EXPENDITURES::  $33,874 
WEBSITE ADDRESS: http://www.hcsf.org  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  2  

PC-Desktop  16  
PC-Laptop  1  
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SFY 2004 MAJOR APPLICATIONS:  HCSF SQL Database is used to maintain coverage, claim and 
accounting information on a Windows 2003 Server system . 
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The website for the HCSF was maintained with 
current updates by the agency.  The site may be accessed from the State of Kansas web site or its 
Internet address http://www.hcsf.org. A database look-up feature is available via the Internet.   
 
STRATEGIC DIRECTION & OBJECTIVES: The Health Care Stabilization Fund is continuing to 
consult with DISC regarding updating and upgrading of vendor developed software and SQL 
database table record layouts.  Plans for implementing a business-to-business type of application for 
submission of basic professional liability insurance policy information and Health Care Stabilization 
Fund surcharge payments has been postponed for the time being.  The agency will continue to 
maintain the Health Care Stabilization Fund database, and Internet web sites in a manner that will 
support its mission and operating objectives 

 
Agency Architecture:  Microsoft Windows based PC LAN system with SQL database 
applications.  The existing vender developed database tables and menu driven applications have 
been in use since late 1995.  We are continuing to consult with DISC regarding updating and 
upgrading of vendor developed software and SQL database table record layouts. 

 
E-Government: We will continue to provide needed general information and coverage 
information via the Health Care Stabilization Fund Internet websites, which are hosted in 
connection with the Information Network of Kansas (INK). 

 
Security:  We attempt to maintain our Agency PC LAN security by utilizing INK as our Internet 
portal, rather than our own server or computers.  DISC assists our Agency in maintaining our 
virus and firewall protection for our Cox Cable Company Internet services. 

 
Management Controls-Nothing to Report 

 
Electronic Signatures:  This has not yet been an issue for the Health Care Stabilization Fund. 
 
Messaging:  Fourteen of the fifteen employees utilize e-mail in the completion of their assigned 
duties and responsibilities.  Personal assistants and instant messaging are discouraged. 
 
Disaster Contingency Planning:  Daily tape backups, off-site storage of weekly full system 
back-up tape and maintaining the Health Care Stabilization Fund in an actuarial sound manner 
will be relied upon in the event of a disaster.  We do note that, to the best of our knowledge, an 
agency, such as the Health Care Stabilization Fund, is not allowed to maintain business 
interruption, disaster and document recovery insurance coverage. 
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Hearing Aid Dispensers, Board of Examiners (Agency #266) 
MISSION: To establish and enforce standards that ensure the people of Kansas receive competent 

and ethical hearing aid care. 
 
SFY 2005 BUDGET:        $22,129  
SFY 2005 FTE:   0.4    
SFY 2004 IT EXPENDITURES::  $62 
WEBSITE ADDRESS: None 

 
IT Profile:    

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

  
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers    

PC-Desktop    
PC-Laptop    

 
SFY 2004 MAJOR APPLICATIONS: None reported. 
 

 SFY 2004 AND RECENT IT ACCOMPLISHMENTS: None reported. 
 
STRATEGIC DIRECTION AND OBJECTIVES: The Board of Hearing Aid Examiners has no 
computer equipment and no plans to purchase or acquire any at this time. 
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Human Rights Commission, Kansas   (Agency #058) 
BUSINESS PROGRAMS:  

Compliance & Education Administrative Hearing Office 
 
MISSION: To eliminate and prevent discrimination and assure equal opportunities in the State of 

Kansas in all employment relations, to eliminate and prevent discrimination, segregation 
or separation, and assure equal opportunities in all places of public accommodations and 
in housing.  The Agency Mission and purpose is established by the Kansas Act Against 
Discrimination, the Kansas Age Discrimination in Employment Act, and the Administrative 
Rules and Regulations. 

 
SFY 2005 BUDGET:        $1,822,065  
SFY 2005 FTE:   36.0   
SFY 2004 IT EXPENDITURES::  $59,563 
WEBSITE ADDRESS: http://www.khrc.net  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs 1      

  
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  2  

PC-Desktop  29  
PC-Laptop  6  

 
 

SFY 2004 MAJOR APPLICATIONS:  Microsoft Access on Windows 2000 Server.   
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SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The Commission updated its computer 
inventory by purchasing 23 new computers with Windows XP and providing all investigative staff with 
e-mail. 
 
STRATEGIC DIRECTION & OBJECTIVES:   
 
AGENCY IT OBJECTIVES 
 
IT Objective #1:  To have  timely and updated legal, legislative and regulatory information available 
to provide correct interpretations for current and future cases. 

A. Provide access to Federal and State Court decisions in a timely manner. 
B. Allow tracking of Federal and State Legislation that impacts the KHRC Mission. 
C. Provide a method of reviewing regulations and proposed changes in a timely manner. 

 
IT Objective #2: To provide the tools for KHRC staff to complete discrimination investigations 

equably and as quickly as reasonably feasible after receipt of any complaint.  
A. Provide ability to assign, review, and give supervision through-out the investigative 

process in a more timely manner. 
B. Enable Preliminary Investigative Conference participates to sign mutually agreed to 

terms at the conference instead of at some later date. 
C. Allow Supervisory, Management and Legal staff to respond to Complainants,  

Respondents and or their attorneys electronically when available or desirable. 
 

IT Objective #3:  To reduce barriers from intake of complaint to final resolution. 
A. Enable the process to be primarily electronic reducing lost paper, reduce mailings,  

more complete audit trails.   
B. Commissioners could receive cases for their determination of probable cause as soon 

as the staff has finished their review. 
C. Research and locator services for investigative personnel could be accomplished by 

Support staff  freeing the investigators to continue working on active cases. 
 

IT Objective #4:  Enhance the Educational aspects of the Agency. 
A. Maintain the Agency Web site in a more on timely  manner.  
B. Electronically send educational material to requesters. 
C. Sponsoring on-line training seminars would reduce travel and reach wider areas. 
D. Could receive the latest in information from federal agencies for training purposes. 

 
Agency Architecture:  None reported. 

 
E-Government:  None reported. 

 
Security:  IT security measures that are in place, passwords are changed every thirty days, 
every user has a unique login and password.  We also use a batch program which sites the fact 
that the internet and e-mail are for business purposes only and any other usage will result in 
disciplinary action. 

 
Electronic Signatures:  Do not use. 
 
Messaging:  We do not use personal assistants nor instant messaging.  Our e-mail is through 
DISC and we use Microsoft Outlook and do not anticipate any changes to same. 
 
Disaster Contingency Planning:  Backups are done on a daily basis with our Database and on 
a weekly basis on our server. 
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Indigents’ Defense, State Board of   (Agency #328) 
BUSINESS PROGRAMS:    

Administrative Office Death Penalty Defense Unit 
Trial Level Office Appellate Defender Office 
Assigned Counsel Conflicts Office 

 
MISSION: The statutory mission of the State Board of Indigents’ Defense Services is to provide, 

supervise and coordinate, in the most efficient and economical manner possible, the 
constitutionally and statutorily required counsel and related service for each indigent 
person accused of a felony and for such other indigent persons as prescribed by law. 

 
SFY 2005 BUDGET:        $18,355,342  
SFY 2005 FTE:   173.0    
SFY 2004 IT EXPENDITURES::  $265,744 
WEBSITE ADDRESS: http://www.sbids.org  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.3  0.3  0.4  

Application Maintenance and Enhancement   
(in-production systems) 0.2  0.2  0.2  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0.15  0.15  0.45  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.3  0.3  0.4  

Network Engineering, Technical 
Management and Support 0.6  0.6  0.7  

Computer Operations, Management and 
Technical Support 0.6  0.6  0.7  

Web application development and 
maintenance 0.35  0.35  0.45  

IT Security 0.35  0.35  0.45  

Other IT Functions (please identify) 0.15  0.15  0.25  

TOTAL FTEs 3.0 0 3.0 0 4.0 0 
 
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
Midrange    
Servers  19  

PC-Desktop  180  
PC-Laptop    

 
SFY 2004 MAJOR APPLICATIONS:  

IIS Web Server – Brief Bank Windows 2000 Server 
Assign Counsel Systems Database  Windows 2000 Server 
Public Defender Systems Database Windows 2000 Server 
Appelate Defender Database Windows 2000 Server 
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SFY 2004 AND RECENT IT ACCOMPLISHMENTS: Our focus this year was on upgrading this 
agency’s infrastructure in order to more efficiently provide service to the user and to dramatically 
decrease down time by installing high-speed Internet connectivity and Firewalls at all but one site and 
new servers and workstations with agency standard configurations. 

 

STRATEGIC DIRECTION & OBJECTIVES: The IT department at SBIDS will continue changing and 
improving through the use of new technology in both hardware and software. We are in the process 
of bringing all workstations, servers, peripherals and software up to current versions. 
During the course of FY 2005 to 2007 we will continue moving towards a three-year rotation for 
workstations in the field. The goal is to have all workstation under warranty, reducing the cost of this 
agency incurred by continuous trips by IT staff to repair hardware issues in the field offices and the 
costs associated with down time. In this time period we will also continually upgrade both operating 
systems and applications so that we can maintain current versions. This is important for 
maintenance, vendor support, cross agency file sharing and performance. 
 
IT Objective #1: Update, integrate and secure Network - To provide an up to date integrated and 
secure network infrastructure utilizing high speed connectivity as well as backing up data for 
restoration and disaster recovery. 

 
IT Objective #2: Inventory state equipment -  Develop and implement an inventory application to 
accurately track all agency IT hardware, software and peripheral devices. 

 
IT Objective #3: Standardize IT assets - Develop and adhere to agency wide standards for 
hardware and software to assure consistent workstations, desktop software applications and user 
databases at all SBIDS offices. 

 
IT Objective #4: Improve Telephony services -  Provide up to date, efficient telephony systems. 

 
IT Objective #5: Improve service to user - Provide effective and timely user support. 

 
IT Objective #6: Web enhancement - Provide information accessible through the web. 

 
  
Agency Architecture:  SBIDS is currently using Windows 2000 Server as the operating system 
for all servers; during the course of the next year we will begin the migration to Windows 2003 
Server. 

 
E-Government:  Currently we are using a website and the brief bank as web-based applications 
offering information on our agency, jobs, training, case law, forms, and claim status. 
 
Security:  This agency has implemented hardware firewall solutions at all SBIDS offices and is 
currently working on creating VPN tunnels to all outlying offices. We are also using Inoculate IT 
version 7 with auto updating virus definitions as well as virus scanning on the email server level 
for malicious content. 
 
Electronic Signatures:  This agency is currently in the process of implementing SSL and 
Certificates on the web server to provide the highest level of integrity that can be achieved so that 
users of the infrastructure can rely upon the digital signatures made possible by it. 
 
Messaging:  None reported. 
 
Disaster Contingency Planning:  We retain accounting, human resources, and caseload data 
using databases, network, and other media.  Email is backed up nightly to DLT tape.  This agency 
does not scan documents for electronic storage in lieu of retaining the physical document. 

 



January 2005 

Chapter 2.1 – General  Government    Agency IT Management & Budget Plans 

 

2-48 

Insurance Department, Kansas   (Agency #331) 
BUSINESS PROGRAMS:   

Firefighters Relief Act  Insurance Company Regulation 
Insurance Company Examination Group-Funded Workers Compensation Pools 
Kansas Workers’ Compensation Fund Municipal Group Funded Pools 
Debt Service & Capital Improvements  

 
MISSION: To protect the insurance consumers of Kansas and to serve the public interest through 

the supervision, control, and regulation of persons and organizations transacting the 
business of insurance in the state.  This mission will be accomplished by assuring an 
affordable, accessible and competitive insurance market. 

 
SFY 2005 BUDGET:        $20,990,556  
SFY 2005 FTE:   146.7   
SFY 2004 IT EXPENDITURES::  $527,768 
WEBSITE ADDRESS: http://www.ksinsurance.org  

 
 

IT Profile:  
 SFY 2005 

ACTUAL FTE 
SFY 2006 

PROJECTED FTE 
SFY 2007 

PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 0.55  0.55  0.55 

Application Maintenance and Enhancement   
(in-production systems)  0.6  0.85  0.85 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 0.4  0.65  0.65 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 0.9  0.9  0.9 

Network Engineering, Technical 
Management and Support  0.5  0.5  0.5 

Computer Operations, Management and 
Technical Support  1.5  1.5  1.5 

Web application development and 
maintenance  1.25  1.75  1.75 

IT Security  0.3  0.3  0.3 

Other IT Functions (please identify)       

TOTAL FTEs 6.0 7.0  7.0 
 
Computer Assets:   

 AS/400 Unix Linux MS Windows Novell 
    

Midrange 1     
Servers   3 3 3 

PC-Desktop    137  
PC-Laptop    25  
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SFY 2004 MAJOR APPLICATIONS:  

Accounts Receivable & General Ledger Application AS/400 
Accounts Payable Application AS/400 
Assessments, Billings & Distributions (Four Applications) AS/400 
Workers’ Compensation Application AS/400 
Policy Form Filings Application AS/400 
Producer Licensing and Continuing Education Application AS/400 
Consumer Complaints Application AS/400 
Company Directory Application AS/400 
Legal Application AS/400 
Company Examination Application Server 
Consumer Complaints Document Management Application Server 
Extinct Company Database AS/400 
Agent/Agency Web Inquiry Server 
Company Desktop Extranet Application Server 
Company Web Inquiry Server 
Historical Company Search Server 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  

Infrastructure:  The department shored up its infrastructure, replacing primary use desktop and 
laptop computers that were aging and were no longer in warranty, generally purchasing with high-end, 
enterprise-quality computers purchased with four-year warranties. The agency further enhanced its 
infrastructure by fully employing a firewall in Topeka, taking advantage of features that allow private IP 
addressing, network address translation and establishment of a DMZ, on which all devices were 
placed that required incoming Internet access.  An additional firewall for Wichita was implemented 
along with a virtual private network between Topeka and Wichita so all communications between the 
offices were secure and encrypted.  This allowed Wichita users to begin using a local GroupWise 
client for e-mail and it significantly enhanced speed, security and reliability in transmittal of electronic 
documents.  New UPS devices were installed in Topeka to protect the AS/400 database platform, the 
primary network, file and e-mail servers and network communication rack equipment.   

 
E-Mail:  The agency moved the portions of its GroupWise system which directly communicate with the 
Internet to a new server, thus allowing for these functions to be placed on the DMZ and taking a 
significant load off of the internal GroupWise, network and file server. Through this move, upgrade to a 
new version of GroupWise, implementation of a utility that checks all e-mail for viruses before they 
reach our Post Office and through rule-based filtering of e-mail which include attachments, the agency 
has managed to keep the number of e-mail actually entering the department Post Office stable during 
a time of huge growth in spam and viruses.  Some user e-mail addresses have been changed to 
reduce spam receipt.  Reasonable policies also have been implemented that appear to be modifying 
user behavior regarding both Internet and e-mail use.  Effective means of monitoring e-mail receipt 
and rudimentary means of monitoring Internet use were implemented. 

  
Phones, Fax, Scanning and Conference Room Facilities:  IT assumed responsibility to deployed 
voice mail to many users throughout the agency and made changes in phones, programming and 
protocols necessary to make it work effectively to enhance public service. The agency installed new 
state-of-the-art integrated conference room audio/visual equipment, and configured it with wireless 
network classroom facilities, using re-purposed laptop computers.  A service was implemented and 
configured to expedite and minimize office disruption in faxing large numbers of documents.  Copiers 
were upgraded to scan, and a client computer was configured to deliver scanned documents to user 
file systems. 

 
E-Regulation and Public Access:  The agency has made great strides in extending computer 
systems outside the walls of the agency to the public and to company and producer stakeholders.  
Two major initiatives were completed.  Demographic data regarding over 60,000 agents and agencies 
licensed in Kansas was made available to companies, producers and the public over the Internet.  



January 2005 

Chapter 2.1 – General  Government    Agency IT Management & Budget Plans 

 

2-50 

Building on this application, the Company Desktop was unveiled the first of this year. More than 1,400 
companies used Company Desktop this year to receive an electronic copy of their annual report of 
agent appointments and cancellations, their annual renewals, and their company tax and annual filing 
forms.  They can view their demographic data and other regulatory data on file with this agency.  As 
part of Company Desktop, this agency became the first agency to productively use a new electronic 
check service that accessKansas has made available to all agencies.  Approximately $8 million was 
collected this year through payment of taxes and renewals with electronic checks.  Company Desktop 
resides on a secure server that uses a certificate to verify its authenticity and requires that all 
Company Desktop communication be encrypted.  All users must log in with a user ID and password to 
access Company Desktop.  The first step to both of these services was to establish a secure and 
reliable platform to share information in AS/400 databases directly with outside parties.  A middleware 
product allows for re-use of existing AS/400 program logic.  The solution allows data across many 
different AS/400 screens to be used in pages designed specifically for the web and having a web look 
and feel.  Finally, the middleware server sitting on the DMZ communicates with outside parties, while 
the AS/400 remains on the private network, unexposed to the Internet. 
 
Internal Program Support:  The agency developed an application that had been long-requested to 
trace extinct insurance companies whose Life policies were still in effect and collectible through 
successor companies.  The laborious process of entering this information and validating it is 
continuing in the Life Division and just beginning in other divisions.  Nearing completion also is a 
project, working with NAIC, to assign in KID’s database national producer numbers for all agents 
licensed in Kansas, and a project to change the way data is transferred between the agency and the 
national producer database maintained by NIPR, using a common architecture intended for use 
among all the states. 
 

 
STRATEGIC DIRECTION & OBJECTIVES:  KID IT continually plans, directs and manages change to 
keep pace with technology, our industry, NAIC, our stakeholders’ expectations, demands for greater 
efficiency, demands to be paperless, requirements for security, and to keep pace ahead of security 
threats.  
 
IT staff members balance maintenance of existing systems with projects to promote e-regulation and 
public access, enhance infrastructure and offer improved program support for users within the 
department. 
 
IT Objective #1:  Extend Databases to External Stakeholders – Through implementation of a middleware 
approach to web integration, continue to make internal database applications available to external public, 
company and agent users. This approach safely and securely makes use of existing application logic for 
web transactions. Services will be extended over the Internet until virtually all services can be accessed 
any day of the week, any time of day, no matter where the stakeholder may be.  Establish and expand a 
secure company and producer login procedure to integrate with the company and producer databases to 
conduct business and distribute/share documents electronically. By coordinating with accessKansas, 
implement online ACH and credit card transactions to pay fees and taxes.   
  
IT Objective #2:  Interstate Coordination through NAIC – By serving and actively participating in the 
NAIC Information Resource Management Committee, encourage development of a single point of contact 
through a NAIC electronic portal for state-based insurance regulation.  Participate by taking appropriate 
steps to bring Kansas systems into compliance with standards and policies required.  Implement the 
National Producer Number as part of the Kansas Producer Database.   
 
IT Objective #3:  Agency Input & Feedback – Meet periodically with the Commissioner, Assistant 
Commissioner, Division Directors and other key IT users for input and feedback regarding IT projects, 
policies and purchases.  Involve appropriate division and IT staff in project planning and status meetings.  
Communicate IT policies, information and issues to agency staff.   
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IT Objective #4:  Security, Information Integrity and Availability – Continue to implement plans to ensure 
security, information integrity and availability, including enhancing firewalls, virus detection, spam control, 
intrusion detection, and reporting and monitoring of security information. Upgrade and maintain software, 
equipment and infrastructure. Evaluate critical applications and implement e-mail archiving and a hot or 
cold site for critical applications. Periodically evaluate agency acceptable use policy and effectively 
communicating that policy.   
 
IT Objective #5:  Minimize Storage of Paper Documents – Continue to implement strategies for electronic 
document management to help alleviate space restrictions in the agency’s Topeka office and facilitate 
electronic communication of documents.   
 
IT Objective #6: Enhance Company Examination Efficiency – Through electronic receipt of documents 
and data required from companies in XML or converted to XML, cooperation in development of XBRL for 
insurance regulation, and automated comparison of information to company annual reports and other 
data, dramatically increase the efficiency of the company examination process, reduce time demands on 
company personnel and examiners, reduce travel expense and the minimize time examiners must spend 
in company offices.   

 
Agency Architecture:  The agency intends to continue use of a mix of platforms and operating 
systems for the foreseeable future.  Currently the agency uses an AS/400 and PC-based servers 
operating the Novell network operating system, Windows 2000 Server and Linux.  It is intended 
that the agency’s primary database will remain the AS/400 Database for its regulatory 
applications, supplemented by PC-based Access, MySQL and PostgreSQL databases. 
 
E-Government: See Accomplishments and Strategic Direction above for more details.  The 
department’s approach is not one of legacy system replacement, but instead legacy system 
integration with e-government applications, centered on a middleware platform that enables 
efficiency through re-use of existing code, database structure and internal programs, while 
offering security through indirect access to the legacy database. 
 
Security: Enhancing security and protection of the data and documents the agency maintains has 
been a high priority in Fiscal Year 2003 and 2004 and will continue to be. More detail on this topic 
will be included in the Security Self Assessment study now underway.  Policies have been 
tightened and communicated to staff and such communication will be reinforced. System activity 
will continue to be reviewed for security risks.  Infrastructure will continue to be improved to 
enhance security, and all decisions to expand and enhance functionality will continue to be 
balanced against security risk to be certain an unacceptable level of risk is not created. 
 
Electronic Signatures: The agency has acquired and installed a server certificate for its primary 
server used in e-commerce and requires use of the https protocol for users logging into its 
extranet site.  Further PKI use is likely, but at this time specific plans have not been developed. 
 
Messaging: Current e-mail is GroupWise 6.5 installed on private network, with the GWAVA e-mail 
virus agent installed at the MTA using the CA e-Trust Antivirus engine and Inoculan virus 
signatures; GroupWise 6.5 Internet Agent and WebAccess are installed on a separate server on 
the DMZ.  Connection and synchronization of personal assistants on the office network and 
instant messaging require approval of IT Director; both are limited in use.  Palm and Blackberry 
have been integrated with GroupWise calendar using Inellisync software. 
 
Disaster Contingency Planning: This is an area that requires reassessment.  Last 
comprehensive assessment was for Y2K purposes.  Such reassessment is part of the Strategic 
Direction above. 
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Judicial Branch   (Agency #677) 
BUSINESS PROGRAMS:  

Supreme Court 
Court of Appeals 
Judicial Administration 

 
MISSION: Kansas courts strive to administer justice in the most equitable fashion possible, while 

maintaining a high level of effectiveness.  Justice is effective when it is administered fairly 
without delay.  Competent judges are required and they must operate in a modern court 
system under simple and efficient rules of procedure. 

 
SFY 2005 BUDGET:        $101,105,160  
SFY 2005 FTE:   1834.8   
SFY 2004 IT EXPENDITURES::  $1,413,124    
WEBSITE ADDRESS: http://www.kscourts.org  

 
 

IT Profile:  
 SFY 2005 

ACTUAL FTE 
SFY 2006 

PROJECTED FTE 
SFY 2007 

PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 3.0  3.0  3.0 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 1.0  1.0  1.0 

Network Engineering, Technical 
Management and Support  2.0  3.0  3.0 

Computer Operations, Management and 
Technical Support  7.0  7.0  7.0 

Web application development and 
maintenance       

IT Security  1.0  1.0  1.0 

Other IT Functions (please identify)       

TOTAL FTEs  14.0 15.0  15.0 
  

Computer Assets:   
 AS/400 Unix Linux MS Windows Novell 

      
Midrange      
Servers  3 (SUN) 1 2 2 

PC-Desktop    200  
PC-Laptop    35  
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SFY 2004 MAJOR APPLICATIONS:  

Appellate Case Tracking System (ACTS) Sun Server 
Attorney Registration System PC 
Case Management & Support System PC 
Case Management & Reporting System Sun Server 
FullCourt Case Management PC 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  We have now installed the FullCourt software 
in 103 counties (Johnson and Shawnee Counties have elected not to install the software).  This 
project is approximately one-year ahead of schedule.  We improved remote access into the Judicial 
Center by implementing a remote access solution, providing an advantage for users with broadband 
capabilities.  We have installed a spam filter and virus protection at the e-mail gateway; doing this 
has cut the amount of traffic on our e-mail server by 40%. 
  
STRATEGIC DIRECTION & OBJECTIVES:  
Case Management Data Integration - Because the Judicial Branch is obligated to send information to 
a number of different agencies, the Office of Judicial Administration (OJA) is going to integrate all of 
the FullCourt data into one location.  When all of the data is integrated, we will send the data to the 
requesting agencies.  Once it has been confirmed that the transmission was received, the 
information will be deleted.  By developing data standards, reducing the number of interfaces at each 
court, and providing the requested information from one location (OJA) rather than 108 locations, we 
will provide more effective use of our information resources and improve the efficiency of both our 
systems and employees. 

 
Continue development of a statewide web-based statistical reporting system that will allow the district 
courts to view their court statistics on the web.  Currently, the Judicial Branch manually prints and 
mails each district court’s statistics on a quarterly and annual basis.  By providing this information 
electronically, the courts will now have access to their statistics more quickly, and will be saving the 
Judicial Branch money by eliminating postage and supply costs.  
 
The Judicial Branch’s strategic goal for district court automation is the implementation of a statewide 
court accounting and case management system in approximately 100 court locations.  This initiative 
will move the entire Kansas court system toward a new technology-based infrastructure that supports 
access to and the collection and maintenance of critical court information. 
 
Appellate automation encompasses the basic operations and support of the Judicial Center 
information technology.  A major effort in this area is upgrading the network infrastructure and 
computers required for the completion of Appellate Courts’ technology architecture changes.  
Significantly improving the availability, access, and security of the Judicial Center’s information 
resources is an important priority.  We are constantly reviewing security systems, server capabilities, 
and other hardware to ensure the system meets users’ needs.  We are also planning for the 
continued replacement of computers to allow us to take advantage of the most current applications 
and technology.  A web search engine will be constructed for the Court of Appeals to provide 
word/phrase search capabilities on unpublished opinions and prehearing documents. 
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Judicial Council   (Agency #349) 
MISSION: To improve the administration of justice in Kansas by continuously studying the judicial 

system and related areas of law, by recommending changes when they are deemed 
appropriate and by preparing publications consistent with the agency mission.   

 
SFY 2005 BUDGET:        $393,467  
SFY 2005 FTE:   4.0    
SFY 2004 IT EXPENDITURES::  $17,084 
WEBSITE ADDRESS: http://www.kscourts.org/council  

 
IT Profile:   

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

  
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers    

PC-Desktop  5  
PC-Laptop    

 
 
SFY 2004 MAJOR APPLICATIONS: None reported. 
 

 SFY 2004 AND RECENT IT ACCOMPLISHMENTS: None reported. 
 

STRATEGIC DIRECTION & OBJECTIVES: The agency plans to maintain existing systems and 
upgrade them when needed. 
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Agency Architecture:  None reported. 

E-Government: None reported. 

Security: The Judicial Council utilizes anti-virus software and WAN security provided by router 
Firewall. 

Electronic Signatures: None reported. 

Messaging: None reported. 

Disaster Contingency Planning: The Judicial Council retains all records made or received by the 
agency in the Judicial Council office, located in the Judicial Center in Topeka.  The format by which 
they are retained is “hard copy” or paper format.  
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Kansas Inc.   (Agency #360) 
BUSINESS PROGRAMS: 
 
 
 
 
MISSION: To conduct strategic analysis of and planning for the economic development of the State 

of Kansas, to evaluate state economic development policies and programs, and to 
oversee the formulation and implementation of economic development policy for the 
State; to ensure the highest possible quality of life and standard of living by: fostering 
innovation and cooperation; creating a healthy economic environment; investing 
strategically in our people, communities, and business; educating people for high skills 
jobs and; competing successfully in the global economy. 

 
SFY 2005 BUDGET:        $541,435  
SFY 2005 FTE:   4.0   
SFY 2004 IT EXPENDITURES::  $8,113 
WEBSITE ADDRESS: http://www.kansasinc.org  

 
IT Profile:   

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 0.1  0.1  0.1 

Application Maintenance and Enhancement   
(in-production systems)  0.1  0.1  0.1 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support  0.1  0.1  0.1 

Web application development and 
maintenance  0.2  0.2  0.2 

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs 0 0.5 0 0.5 0 0.5 

 Two persons perform IT functions for the agency, with time allocated as shown above. 
 

Computer Assets:   
 AS/400 Unix Linux MS Windows Apple 

    
Midrange    
Servers    

PC-Desktop  5  
PC-Laptop    

 

Evaluation of Kansas Economic Development Strategic Planning 
Private Sector Partnership & Communication Research & Analysis 
Special Studies as mandated by the Legislature Business Modeling 
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SFY 2004 MAJOR APPLICATIONS: None reported. 
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: This is a small agency with limited resources.  
The agency works with Kurt Dubach, DISC for security and system enhancement needs.  The 
agency also works with Information Network of Kansas for web development ideas and concepts and 
Kansas, Inc. updates and provides the maintenance of the web.  The agency is currently revising its 
web page. 
 

      STRATEGIC DIRECTION & OBJECTIVES:  The agency works with Information Network of Kansas 
for web ideas or assistance.  The agency currently is preparing to provide more electronic information 
on its web site to increase Kansas, Inc.’s role in economic development and presence. 

 
Agency Architecture:  The agency plans to update two computers in FY2005 and one in 
FY2006.  
 
E-Government:  The agency plans to enhance its website and electronic capabilities for 
providing information.  
 
Security:  The agency plans to update its firewall on the router, thus providing a more secure 
environment against hackers.   

 
Electronic Signatures:  The agency has no plans at present for PKI. 
 
Messaging:  No immediated changes to implement. 
 
Disaster Contingency Planning:  The agency currently puts important information onto CD or 
disk.  In the event of a disaster, the agency does not have any information that would cause 
safety or security problems for the public and would currently be able to restore information in 
the event of a disaster. 
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Legislative Post Audit, Division of   (Agency #540)  
MISSION: To conduct audits that provide information for the Legislature and other government 

officials who make and carry out policies and procedures. This information helps the 
Legislature ensure that Kansans receive economical, efficient, and effective services that 
are in compliance with applicable requirements. It also helps the Legislature ensure that 
integrity of the State’s financial management control systems.   

 
SFY 2005 BUDGET:        $1,962,893  
SFY 2005 FTE:   21.0   
SFY 2004 IT EXPENDITURES::  $10,482 
WEBSITE ADDRESS: http://kslegislature.org/postaudit 
  
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 0.05  0.05  0.05 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 0.025  0.025  0.025 

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support  0.025  0.025  0.025 

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs  0.10 0.10  0.10 
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

    
Midrange      
Servers      

PC-Desktop    24 1 
PC-Laptop    12  

 
 
SFY 2004 MAJOR APPLICATIONS: None reported. 
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: Post Audit continues to participate in the 
Legislature’s Strategic Computing Plan.  In fiscal year 2004, Post Audit implemented a database of 
audit savings, enabling us to track potential and realized savings and revenue enhancements 
resulting from our audit recommendations.   Also in fiscal year 2004, we continued to expand and 
refine our intranet knowledgebase of audit practice aids, document templates, and training and 
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guidance materials to help make the audit process more efficient. This knowledgebase, accessed via 
a web browser, contains more than 500 documents. 
 
STRATEGIC DIRECTION & OBJECTIVES: Legislative Post Audit does not have a strategic 
direction separate from the Legislature as a whole.  Please see the Legislature’s IT Plan for 
information on legislative agencies’ strategic direction. 
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Legislative Research Department   (Agency #425) 
MISSION: The Kansas Legislative Research Department (KLRD) is a non partisan staff agency that 

serves both the House and the Senate under the auspices of the Legislative Coordinating 
Council (LCC).  Neutral professionalism is the key goal of KLRD.  Department staff 
members are assigned to standing and special committees of the Legislature and provide 
policy and fiscal analysis for those committees and for individual legislators.  The 
Department produces a variety of publications that support the Legislature’s work and 
enable the general public to follow the development of public policy. 

 
SFY 2005 BUDGET:        $2,880,816  
SFY 2005 FTE:   38.0   
SFY 2004 IT EXPENDITURES::  $18,510 
WEBSITE ADDRESS: http://www.kslegislature.org/klrd  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 0.2  0.3  0.3 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 0  0.1  0.1 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 0.7  0.7  0.7 

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support  0.2  0  0 

Web application development and 
maintenance  0.2  0.2  0.2 

IT Security  0.2  0.2  0.2 

Other IT Functions (please identify)  0.2  0.3  0.3 

TOTAL FTEs  1.7 1.8  1.8 
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

    
Midrange    
Servers  1  

PC-Desktop    
PC-Laptop    

 
 SFY 2004 MAJOR APPLICATIONS: None reported.. 
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: Databases including those used for 
appropriations tracking and reporting, census and general election results, school district 
expenditures, and a number of others were updated and maintained.  A quality control process for 
document management system metadata was developed and implemented.  Staff training on use of 
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the Legislature’s document management system was continued. Analysts assigned to the House 
Health and Human Services and the Senate Utilities Committees provided support to those 
committees’ experiment utilizing tablet PCs and electronic rather than hard copy documents during 
committee meeting.  The Census database server and workstations (part of the Legislature’s assets 
maintained by the Research Department) were upgraded to Windows 2003 Server and Windows 
2000 workstation operating systems.  Network scanning, multiple CD creation and document 
finishing capability were added to improve workflow and increase publication efficiency.  
 
STRATEGIC DIRECTION & OBJECTIVES: KLRD's strategic direction is to improve the 
department’s support the public policy work of the Legislature, legislators and legislative committees 
by increasing the efficiency and effectiveness with which staff use appropriate information 
management tools policy analysis and publication.  KLRD's information management resources 
support the Legislature’s Information Technology Plan.  During the next three years, KLRD will 
pursue the following objectives as it implements goals enumerated in that plan: 

 
AGENCY IT OBJECTIVES 
 
IT Objective #1:  Developing organizational structures within the Department that facilitate efficient 

management of electronic data. 
 
IT Objective #2:  Improving the efficiency of data analysis and publication activities through training, 

creation of user-friendly application interfaces, and reducing redundancy and manual processes. 
 
IT Objective #3:  Improving the quality and quantity of information presentations by using electronic 
tools – such as slide shows, smart boards, and portable computing capability – in committee rooms. 
 
IT Objective #4:  Improving staff and legislator access to electronic information and publications 
through continued use of the document management system and maintenance of the Department’s 
web page. 
 
IT Objective #5:  Continuing to participate actively in the Legislature’s information technology 
planning and management activities. 

 
The direction of the Legislative Branch of Kansas State Government in regard to architecture, e-
Government, security, electronic signatures, messaging and disaster contingency planning are 
addressed in the Legislature’s three-year IT plan. 
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Legislative Revisor of Statutes   (Agency #579) 
BUSINESS PROGRAMS:  

Bill Drafting/Publication 
Data Processing 

 
MISSION: The Revisor or Statutes provides bill drafting and legal research services for all 

legislators, committees, and the Legislative Coordinating Council. 
 
SFY 2005 BUDGET:        $2,458,941  
SFY 2005 FTE:   26.0    
SFY 2004 IT EXPENDITURES::  $81,731 
WEBSITE ADDRESS:  None 

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 0.25  0.15  0.15 

Application Maintenance and Enhancement   
(in-production systems)  0.4  0.25  0.15 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 0.25  0.4  0.5 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 0.15  0.2  0.25 

Network Engineering, Technical 
Management and Support  0.4  0.3  0.3 

Computer Operations, Management and 
Technical Support  0.5  0.5  0.4 

Web application development and 
maintenance  0  0.15  0.2 

 

IT Security  0.05  0.05  0.05 

Other IT Functions (please identify)       

TOTAL FTEs  2.0 2.0  2.0 
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

    
Midrange      
Servers    4  

PC-Desktop    6  
PC-Laptop    3  

 
SFY 2004 MAJOR APPLICATIONS: None reported. 
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SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  The Revisors Office IT staff continue to support 
the computer operations of  the agency.  In the past year we have worked with other legislative 
sections to improve the flow of legislative documents, including amendments and committee reports.  
We are actively exploring the availability of new directions and solutions for our primary functions of 
bill drafting and statute publication.  We have participated in the IS Team function of the three tiered 
IT governance structure of the Legislature.  The work of that team has been focused on developing a 
new five year strategic plan for the Legislature. 

STRATEGIC DIRECTION & OBJECTIVES:  The strategic direction of the Office of Revisor of 
Statutes is included in that of the Legislature as a whole.  The details of that direction are included in 
the IT plan submitted by the Director of Legislative Computing. 
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Legislature, Kansas   (Agency #428) 
BUSINESS PROGRAMS: 
 
 
 
 
 
MISSION: The mission of the Legislature is to exercise its legislative powers within the frameworks 

of the Kansas and U.S. constitutions for the benefit of the people of Kansas by enacting 
only that legislation and conducting only the degree of oversight of executive and judicial 
agencies necessary to carry out that objective.    

 
     Legislature    LCC 

SFY 2005 BUDGET:        $13,413,715    $699,867  
SFY 2005 FTE:   33.0     12.0 
SFY 2004 IT EXPENDITURES::  $897,527    $95 
WEBSITE ADDRESS:  http://www.kslegislature.org  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 2.5  2.5  2.5 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 1.0  2.0  2.0 

Network Engineering, Technical 
Management and Support  2.0  2.0  2.0 

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance  1.0  1.0  1.0 

IT Security  1.0  1.0  1.0 

Other IT Functions (End User Support)  1.5  4.0  4.0 

TOTAL FTEs 9.0 12.5  12.5 
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

    
Midrange      
Servers   2 18  

PC-Desktop    244  
PC-Laptop    149  

 
 
 

Senate Legislative  Administrative Services 
House Legislative  Post Audit 
Joint Operations Legislative  Research Department 
 Revisor of Statutes 



January 2005 

Chapter 2.1 – General  Government    Agency IT Management & Budget Plans 

 

2-65 

 
SFY 2004 MAJOR APPLICATIONS:  

Liberty Document Database Management System Windows 2000 Server 
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The major activity was the oversight of the 
strategic computing plan.  Actual work on the plan was accomplished by the Information Systems 
Team (IS Team) and Information Review Team (Review Team).  The Steering Committee for the 
strategic plan is the Legislative Coordinating Council.  Accomplishments in FY04 were the revision of 
the strategic plan into a new five year vision, performing a security assessment and conducting a 
paperless, electronic committee pilot project during the 2004 legislative session. 
 
STRATEGIC DIRECTION & OBJECTIVES: The strategic direction of the legislature is to develop an 
enterprise wide,  integrated information system.  The system will have a bill status centric orientation.  
Developing an enterprise architecture and integrating back-office functions will be the first priority.  
These back-office functions will be bill drafting, bill status, and chamber automation ( calendars, 
journals, amendments etc).  Output priorities will be expanded e-government portal, e-democracy (K-
SPAN, e-town hall, kiosks, message boards etc) and print on demand.  The revised strategic plan 
contains a level 4 business reference model which documents the increased staffing and 
technological resources required to implement the plan.  The revised strategic plan covers the 
Legislature, Legislative Services, Revisor of Statutes, Legislative Research and Legislative Post 
Audit.  

 
Agency Architecture: The Legislature and its agencies are standardized on the Windows 
platform.  Technology is kept current through technology refresh leases of workstations.  The 
current lease expires on October 31, 2004.  A new lease has been negotiated and will take effect 
at the expiration of the current lease.  All workstations are from Dell.  The network OS is the latest 
version of NetWare.  This environment works well and there is no business case to justify a 
change.  An enterprise architecture to support the vision in the revised strategic plan will be 
developed.  Work developing the architecture will begin November 2004.  It is anticipated that this 
work will consume much of FY 05. 
 

E-Government: The Legislature already publishes its public documents through the 
AccessKansas e-government portal.  There are no plans to alter that.  The strategic plan provides 
for new and expanded e-government services and information resources. 

Security: The Legislature already has a comprehensive, unified security policy and plan for all 
the legislative agencies.  The policy is compliant with ITEC policy 4230.  In FY2004, the 
Legislature contracted with Fishnet security to do a security assessment of the legislative 
information system.  The assessment covered penetration testing, operations, policies, disaster 
recovery, social engineering and workstation/server configurations.  The legislative systems 
checked out well and the recommendations offered by the vendor were rapidly put in place and 
re-testing performed to verify successful implementation.  The Legislature has instituted a practice 
to regularly perform such independent checks on the security of its system. 
The revised strategic plan recognizes the importance of evolving security to minimize risk and 
support the availability of the information system.  The revised strategic plan recommends 
tightening authentication controls and has a schedule for implementing these recommendations.  
The plan provides for regular security assessments by independent security experts. 

Electronic Signatures:  The Legislature’s document management system is PKI compliant and 
the systems proposed in the revised strategic plan will need to be PKI compliant as well.  These 
initiatives are considered necessary to promote the e-government and e-democracy objectives 
found in the plan. 

Messaging:  Instant messaging is not currently a vital service in the Legislature.  However, 
instant messaging was an integral part of the electronic committee pilot project.  The aim was to 
determine the value of instant messaging to a revised legislative work process.  Feedback from 
the pilot project indicates that instant messaging may be a future service provided by Legislative 
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Computer Services.  The data from the pilot project is being studied and implementation 
considerations such as management of the service and policies governing the service are also 
being studied.  

Disaster Contingency Planning: The Legislature already has a comprehensive 
disaster/business continuity plan.  This plan is revised as new systems and processes are 
developed.  The plan is modified as necessary when new threats and preventions are defined.  
This plan was reviewed by Fishnet in FY 2004. 
 

IT Objective # 1:  The legislative information system will be fast and accurate while keeping the 
Legislature’s information secure. 

 
IT Objective # 2:  The legislative information system will be available to users at least 99.99% of the 

time. 
 
IT Objective # 3:  The legislative information system will be capable of providing legislators, legislative 

staff and the public open access to public legislative information. 
 
IT Objective # 4:  The legislative information system will be cost effective. 
 
IT Objective # 5:  The legislative information system will be relatively easy to change, both in function 

and scale, to meet the future needs of the Legislature. 
 
IT Objective # 6:  The legislative information system will be sufficiently integrated to avoid duplication 

of effort and streamline the delivery of services, information and documents. 
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Lottery, Kansas   (Agency #450) 
BUSINESS PROGRAMS: 
 
 
 
 
MISSION: To produce the maximum amount of revenue possible for the State of Kansas while 

insuring the integrity of all games. 
 
SFY 2005 BUDGET:        $56,896,966  
SFY 2005 FTE:   87.0  
SFY 2004 IT EXPENDITURES::  $2,277,780 
WEBSITE ADDRESS: http://www.kslottery.com  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 1.0  1.0  1.0 

Application Maintenance and Enhancement   
(in-production systems) 3.0  3.0  3.0  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support 3.0  3.0  3.0  

Computer Operations, Management and 
Technical Support 1.0  1.0  1.0  

Web application development and 
maintenance 1.0  1.0  1.0  

IT Security 1.0 1.0 1.0 1.0 1.0 1.0 

Other IT Functions (please identify)       

TOTAL FTEs 9.0 2.0 9.0 2.0 9.0 2.0 
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

    
Midrange 3     
Servers    30  

PC-Desktop    124 1 
PC-Laptop    14  

 
SFY 2004 MAJOR APPLICATIONS:  

Internal Control System (ICS) AS/400 
Andersen Consulting Comprehensive Lottery Accounting 
and Information Management System (ACCLAIMS) 

 
AS/400 

MACPAC AS/400 

Executive Sales & Marketing 
Information Technology Security 
Finance & Administrative Services Cost of Sales 
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SFY 2004 AND RECENT IT ACCOMPLISHMENTS: During FY04, the following major 
accomplishments were realized.  We increased the 2x2 game draws from three days per week to six 
days per week.  We had the first implementation in the world of eScratch, a new game featuring 
internet play action.  We expanded our LAN infrastructure by greatly expanding our test LAN server 
environment.  And finally, we provided office equipment and support to personnel whose home is 
their primary office. 
 
STRATEGIC DIRECTION & OBJECTIVES: The Lottery’s Information Technology strategy seeks to 
address the business needs of Lottery players, retailers who stock and sell Lottery products, and 
Lottery associates, both in headquarters as well as those associated with the Regional Sales Offices. 

 
The needs of the players will primarily be met through ongoing support to the Marketing department 
as they develop and deploy new games and make enhancements to existing games.  Additionally, 
the Internet site, and associated player’s club under construction, enhances communication to the 
players across the state.   The retailers will see periodic enhancements to the GTECH environment 
that result from combined efforts of GTECH and Lottery programming staff.   

 
Within the Lottery itself, one of the primary goals is to make the Lottery a connected organization 
from headquarters all the way out to the District Managers who wholesale our products to the retail 
locations across the state.  Currently, the Regional Sales Offices are on the Lottery LAN and use MS 
Exchange, and other products in the office suite, to communicate electronically with the headquarters 
personnel and each other.  The District Mangers have no communications or support beyond cell 
phones except when they are at their Regional Office.  For the District Managers, their access will be 
accomplished via a local Internet Service Provider (ISP) to an Exchange server located outside of a 
firewall.  
 
The Lottery Internet and Intranet sites are continually being revamped to make them easier to use for 
both the playing public and Lottery associates. 
 

Agency Architecture:  Major platforms in use are IBM iSeries and Dell Wintel servers.  No 
change is anticipated. 

 
E-Government: E-Government changes are being made through Access Kansas to the Lottery 
web site www.kslottery.com.  Current project is formation of a “players club” application that will 
result in improved communication with players who choose to participate. 

 
Security: 

   
 Management Controls- 

 
1-Risk Management – Risk management is continually being reviewed and evaluated by the 
Lottery Security and Information Technology departments. 

 
2-Review of Security Controls – MUSL (Multistate Lottery association that administers Powerball) 
performed a security audit during the past year.   

 
3-Life Cycle – Projects are requested by the department directors, resources  assigned, and 

 movement to production is signed off after testing.   
 

4-Authorizing Production – All programs moved into production are authorized by management, 
and the migration process is done by computer operations instead of the programming staff.  
Moves are audited by Lottery internal data processing auditor. 
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Operational Controls- 
 

5-Personnel Security – The Lottery offices are secured by a logging key pad lock system, a 
security system and video monitoring. 

   
6-Physical and Environment Protection – The Lottery computer room has logging key pad lock 
system and a halon fire suppression system in place.   

 
7-Production Input/Output Controls – The Security System Administrator position is in the 
Security department and controls access to production gaming system data resources. 

 
8-Contingency Planning – The disaster recovery plan was updated during FY04. 

 
9-Hardware and System Software Maintenance – Hardware and software maintenance contracts 
are maintained. 

  
10-Data Integrity – The Security System Administrator position is in the Security department and 
controls access to production gaming system data resources. 

 
11-Documentation – LAN and computer operations documentation was updated during FY04. 

   
12-Security Awareness, Training and Education – New Lottery associates are provided either the 
Information Technology Security Policy or the abbreviated version entitled An Employee Guide to 
Using Technology at Work depending upon the responsibilities of their particular position.      

  
13-Incident Response Capability – Information Technology associates in computer operations 
and programming are assigned on-call responsibilities, as are Security department associates. 

Technical Controls- 
 

14-Identification and Authentication – Strong passwords are required for access to the Lottery 
LAN and gaming system. 

 
15-Logical Access Controls - The Security System Administrator position is in the Security 
department and controls access to production gaming system data resources. 

 
16-Audit Trails – Audit trails are maintained and reviewed by the internal data processing auditor. 

 
Electronic Signatures: Lottery has no firm plans at this time to expand our use of PKI. 

 
Messaging:  Lottery maintains two email platforms, one locally hosted for internal 
communications and an outsourced solution for external (internet) communications.  Both 
platforms are Microsoft Exchange. 

 
Disaster Contingency Planning:  The Lottery updated its Disaster Recovery Plan during FY04 
and began efforts to upgrade our capability using DISC provided facilities.   

 
AGENCY IT OBJECTIVES 
 
IT Objective #1:  Make the Lottery a connected organization.  Extend network connectivity to 

Regional Offices and District Managers so that all Lottery associates may participate in electronic 
communications, and file sharing.  

 
IT Objective #2:  Modernize instant game processing.  Upgrade ACCLAIMS system to improve 

productivity and reliability, provide more online capabilities, and support future marketing initiatives. 
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IT Objective #3:  Improve system reliability.  Look at all aspects of the system (hardware, application 

and system software, operations procedures, etc.) to improve overall reliability.  Continue efforts to 
make the information processing function of the lottery a more mature organization. 

 
IT Objective #4:  Administer contract for on-line games and related services.  Review ongoing 

operations to ensure that the Lottery is receiving the contracted services.  
 

IT Objective #5:  Administer contract for retailer communications services.  Review ongoing 
operations to ensure that the Lottery is receiving the contracted services for the communications 
network to retailers.  

 
IT Objective  #6:  Improve external and internal communications.  Update Internet and Intranet sites 

adhering to the accessibility guidelines required for state websites.     
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Mortuary Arts, State Board of   (Agency #204) 
BUSINESS PROGRAMS:  

Administration 
Regulation 

   
MISSION: The mission of the Kansas State Board of Mortuary Arts is to ensure that licensees 

perform their professional services in a manner providing maximum protection of the 
health, safety and welfare for the people of Kansas.  In addition, our mission is to inform 
the public of the laws and options available to them when dealing with the funeral 
profession. 

 
SFY 2005 BUDGET:        $237,971 
SFY 2005 FTE:   3.0   
SFY 2004 IT EXPENDITURES::  $11,672 
WEBSITE ADDRESS: http://www.accesskansas.org/ksbma  

 
IT Profile:    

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  1  

PC-Desktop  3  
PC-Laptop  1  

 
 
SFY 2004 MAJOR APPLICATIONS: None reported. 
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SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The agency replaced two desktop computers 
and one printer in FY 2004. We continue to expand the types and amount of information available on 
the web site.  The security system was updated both internally and externally with the assistance of 
the DISC Small Agency Support Group.  The program to back-up information was also updated and 
improved. 
 
STRATEGIC DIRECTION & OBJECTIVES: No major changes anticipated at this time.  Payment of 
license renewals on line will be considered in the future.  The agency continues to work with the 
DISC Small Agency Support group regarding virus protection and program upgrades–including the 
agency’s data base using the Microsoft Access format.  Updates to the web site are done internally 
with occasional assistance provided by the Information Network of Kansas.  Future budgets will 
request replacement of one desktop, one laptop and two printers. 

 
Agency Architecture:  The three desktop computers are connected to a TCP/IP (Ethernet–small 
local network).  No changes are planned at this time. 
 
E-Government: The agency’s web site contains lists of approved continuing education programs 
for licenses along with all laws regulated by the agency.  Consumers are able to access names of 
all licenses, information regarding location, ownership of funeral homes, board actions, proposed 
regulation changes, pending legislation and informational brochures.  The board’s rule book is 
also available in pdf format, along with links pertaining to regulation and licensure of the funeral 
profession. 
 
Security: The agency utilizes Computer Associates eTrust Inoculate IT (current version) under 
the direction of DISC’s Small Agency Support Group. 
 
Electronic Signatures, Messaging, Disaster Contingency Planning: The agency continues to 
work with the DISC Small Agency Support Group in these areas. 
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Nursing, Board of   (Agency #482) 
BUSINESS PROGRAMS: Licensing and regulation of Nursing Professionals and Mental Health 

Technicians in Kansas. 
 
MISSION: Protect the Public Health, Safety and Welfare of the Citizens of Kansas through the 

Licensure and Regulation Process. 
 
SFY 2005 BUDGET:        $1,495,077  
SFY 2005 FTE:   22.0   
SFY 2004 IT EXPENDITURES::  $110,521 
WEBSITE ADDRESS: http://www.ksbn.org  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.2  0.2  0.2  

Application Maintenance and Enhancement   
(in-production systems) 0.2  0.2  0.2  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0.3  0.3  0.3  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.2  0.2  0.2  

Network Engineering, Technical 
Management and Support 0.3  0.3  0.3  

Computer Operations, Management and 
Technical Support 0.3  0.3  0.3  

Web application development and 
maintenance 0.2  0.2  0.2  

IT Security 0.3  0.3  0.3  

Other IT Functions (please identify)       

TOTAL FTEs 2.0 2.0 2.0  
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

    
Midrange      
Servers    9  

PC-Desktop   1 25  
PC-Laptop    20  

 
SFY 2004 MAJOR APPLICATIONS:  

KS Board of Nursing Database Server 
  

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: KSBN established, in conjunction with 
accessKansas, an Online Education Annual Report System, in which the Nursing School Providers 
may fill out their yearly annual reports online instead of by paper.  The system will also pre-populate 
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the information which will greatly reduce the time for the school’s to file their annual reports in the 
following years. 

 
 KSBN also now posts on it’s webpage a section for actions taken on licenses or applications.  

Included on those actions if applicable is a digital image of the Summaries or Orders.  Likewise, the 
Upcoming Hearing Dockets schedules are now provided online. 

 
 KSBN developed an electronic timesheet for use by the HR department that allows KSBN staff to 

electronically enter time into a form and submit to their supervisor whom approves and forwards to 
the HR department for entering into SHARP.  KSBN also utilizes an electronic leave request process 
in which staff and their supervisors can exchange leave requests that can be approved or denied and 
then a receipt is sent to the HR department for record keeping. 

 
 An Intranet has been developed to better inform KSBN staff of happenings within KSBN and the 

State of Kansas as well as it provides for a central location for various links to other sites that staff 
use frequently to perform their job functions. 

 
 KSBN developed a small web enabled database to keep track of the agencies procurement card 

purchases.  This application is housed on the agencies intranet and is only accessible to staff with 
proper system permissions.  This process allows for central recording of the purchases and eases 
the process of balancing the purchases in a single location. 

 
KSBN has also developed and is in the final stages of testing forms which were made so that users 
could fill them in on their PC’s and print off the agencies web pages. 

 
The agency has also made several changes to the network infrastructure to allow for redundancy for 
some systems and security devices to ensure the agency can function should a hardware or system 
failure occur.  
 
STRATEGIC DIRECTION & OBJECTIVES: KSBN is currently working with a vendor to develop an 
imaging system. This imaging system will enable KSBN to have access to archived data quickly and 
efficiently and will be developed in such a way that it will be scalable to other licensing database 
platforms should an upgrade be needed.  The agency also has many roles of microfilm that is 
currently being converted to digital images for use in the imaging system. 

 
 KSBN is also looking into the feasibility of switching licensing software platforms as the current 

system is quickly becoming outdated.  The current system also requires expensive yearly 
maintenance agreements.  Enhancements are nearly impossible under the current platform.  KSBN is 
looking to use a system that will utilize XML data formats and web based interfaces so that some 
enhancements can be done locally, thus reducing the cost burden on the agency. 

 
 KSBN is currently working with a vendor to develop a Paperless Board Meeting process for KSBN 

Board meetings.  The process currently requires many hours of staff preparation and many reams of 
paper to prepare for one meeting.  The goal is to develop a paperless system that will be accessible 
to the Board via laptops.  The system will also include archived meetings and access to regulations 
and statutes that pertain to the nursing profession.  This process will greatly reduce the physical 
demands on staff board preparations and make Board the meetings a more efficient process. 

 
 KSBN is currently working with accessKansas to develop a Nurse Verification Notification System.  

This system will be a fee based system that will allow subscribers to be notified when the status of a 
nursing license changes or if any actions are taken against the license.  This system has the potential 
to greatly ease the burden on hospitals, HR departments and supervisors that hire the nursing 
populations.   This system will notify the subscriber via email and will include information on the nurse 
depending on which level of system they subscribe to.  This system also has the potential to reduce 
phone calls to the KSBN office and may reduce the number of unlicensed practice cases and thus 
patient’s safety could be enhanced. 
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 KSBN is currently working with accessKansas and KDHE to change an existing online application or 

develop a new Online Survey of Work Force Data for use by KDHE. 
 

Agency Architecture:  KSBN currently uses Windows as its platforms for doing business.  The 
agency has one Linux workstation that is primarily used for research and security audit testing. 

 
E-Government:  KSBN has aggressively taken steps to move many of its services into the E-Gov 
arena.  KSBN was the first to develop and remains the only real-time 24 hour a day Online 
Renewal System in the State of Kansas and one of the few in the nation to do real-time updates.  
The agency as described above in the Strategic Direction section, plans to continue to move 
other process online and develop new and innovative solutions that provide time reductions to the 
public and possibly enhance the safety of the citizen’s of Kansas. 

 
Security: Securing KSBN’s data has been made a high priority and many solutions have been 
put into place to ensure the integrity of the data and security of the network.  Those solutions are 
reviewed on a frequent basis to ensure they are current, up-to-date and still effective. 

 
KSBN uses the System Development Life Cycle (SDLC) Methodology to manage 
software systems development.  Security requirements are identified during system 
design and a formalized change control process is in place to manage versions of 
software.   Confidential data is destroyed using shredders. 
 
The IT management is the central point of contact for system development, 
enhancements or changes and approves the implementation of the systems into 
production. 

 
The agency placed physical security for staff as well as the information systems as a high 
priority when the agency moved floors 1 ½ years ago.  The agency recently reviewed its 
evacuation plans for staff and provided some safety equipment to staff.  The agency 
office is secured by various swipe cards and key based locking systems.  The servers are 
protected by multiple locked doors and are protected by UPS products. 
 
KSBN frequently provides training on security awareness and education on IT related 
topics to IT staff.  The information learned is then passed down to KSBN staff though 
security awareness briefings during staff meetings or as needed. 
 
The agency has also made several changes to the network infrastructure to allow for 
redundancy for some systems and security devices to ensure the agency can function 
should a hardware or system failure occur.  
 
KSBN has some automated processes in place to alert staff of an incident. Users are 
notified via email as necessary regarding viruses, scams, etc.  Virus, security and 
vulnerability alerts are received and responded to by the IT staff. 
 
KSBN’s anti-virus software has an automated deployment process and updates on a 
daily basis.  Systems enforce compliance with password policies.  Servers are monitored 
by IT staff for changes. 
 
KSBN has various logging systems in place to track changes on personal and server 
based systems, as well as view and monitor network traffic. 

 
 

Electronic Signatures: KSBN currently uses encryption and other tactics to authenticate the 
online systems.  On the user side they must use specific credentials to gain access to the 
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systems and those are regulated by time of licensure and if any discipline or other issues are 
involved. 

 
Messaging: KSBN does utilize some personal data assistants that are available to staff for use in 
quickly gaining access to important data while offsite or away from KSBN.  The agency uses an 
email server program to provide access to KSBN email services.  There is also an instant 
messaging program included in the software that KSBN is testing to see if it would be a benefit to 
the agency internally. 

 
Disaster Contingency Planning: KSBN currently makes weekly burned images of mission 
critical data and they are stored offsite.  They included detailed instructions on how to restore the 
data and services should an emergency occur and KSBN IT personnel are no longer available.  
There are also nightly backups done locally.  There are plans to look into the possibility of utilizing 
a hot site for mirrored real-time images or nightly images. 
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Optometry, Board of Examiners In   (Agency #488) 
MISSION: To administer and enforce the provisions of Kansas Optometry Law so that the highest 

quality of eye care is provided to the citizens of Kansas. 
 
SFY 2005 BUDGET:        $114,511  
SFY 2005 FTE:   0.8   
SFY 2004 IT EXPENDITURES::  $2,610 
WEBSITE ADDRESS: http://www.terraworld.net/kssbeo  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs  0.1  0.1  0.1 

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers    

PC-Desktop  2  
PC-Laptop  1  

 
 
SFY 2004 MAJOR APPLICATIONS: None reported. 
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS:   Purchased software and established connection to 
enable fee payment with credit cards; Newsletters and other bulletins which were traditionally 
distributed to licensees by US Mail are now distributed electronically to the 63% with email 
addresses; With 5.9% of the operating budget redirected to the State General Fund in FY04, some 
goals were delayed. 
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STRATEGIC DIRECTION & OBJECTIVES: . 
 

Agency Architecture: The office of the KS Board of Examiners in Optometry has historically moved 
to the location of the Board Secretary-Treasurer. In FY04, the Board acted to establish a permanent 
office separate from board officers. The current platform is a Stand alone Windows based PC using 
VPN connections to access KANWIN resources. The agency deviates from the State architecture 
only in that you are not directly using a KANWIN connection, but an outside vendor, and then 
using VPN to access KANWIN resources. 

 
E-Government: Forms frequently requested by licensees and consumers will continue to be made 
available at the website. Forms that are currently available at the website will be made interactive. 
Callers requesting and written requests for license verification are made aware of the option to verify 
licenses at the website. The agency email address is published, and licensees and the public are 
encouraged to contact the agency by email. 

 
Security: Security is that provided by Terraworld, the internet provider; until September 23, 2004. 
When the internet connection is established with the local cable network, a Cisco PIX Firewall will be 
installed. Moving email from the internet provider to the state system will provide the agency with all 
the protections that the state system provides. Protection of data is provided currently by weekly 
backups of the primary database on disc. 

 
Electronic Signatures: No plans at this time. 

 
Messaging: No plans beyond moving email service from the former dial-up internet service to the 
state system. 

 
Disaster Contingency Planning: A plan will be developed in FY06. 
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Pharmacy, Board of   (Agency #531) 
BUSINESS PROGRAMS: Licensing and regulation of all pharmacies, pharmacists, manufacturers, 

distributors, and retail dealers in Kansas. 
 
MISSION:  To ensure that all persons and entities conducting business relating to the practice of 

pharmacy in this state are properly licensed and registered so as to protect the public's 
health, safety and welfare and to promote the education and understanding of pharmacy 
related practices. 

 
SFY 2005 BUDGET:        $637,221  
SFY 2005 FTE:   7.0   
SFY 2004 IT EXPENDITURES::  $37,543 
WEBSITE ADDRESS: http://www.accesskansas.org/pharmacy  

 
IT Profile:    

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange      
Servers    1  

PC-Desktop    5  
PC-Laptop    8  

 
SFY 2004 MAJOR APPLICATIONS: 
 Licensing / Renewals             MS Server 2003  

 
 

SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The office has upgraded 3 desktops and 1 
Server. 
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STRATEGIC DIRECTION & OBJECTIVES:  
 

Agency Architecture: Microsoft Server / Client. 
 

E-Government: On-line Renewals. 
 

Security:  Agency has passwords and CISCO 501 Firewall. 
 

Electronic Signatures: None reported... 
 

Messaging: Agency has email via DISC Small Agency Support Exhange. 
 

Disaster Contingency Planning: Tape backup with offsite storage of tapes. 
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Racing & Gaming Commission   (Agency #553) 
BUSINESS PROGRAMS:  

Gaming Operations Animal Health Operations 
Licensing Operations Judges & Stewards Support 
Administration Operations Parimutuel Operations 
Security Operations Legal Support 

  
 
MISSION: The multimillion-dollar racing and gaming industries provide far reaching economic 

benefits for Kansans.  The Kansas Racing and Gaming Commission is dedicated to 
protecting the integrity of the industries through the enforcement of Kansas laws and is 
committed to preserving and instilling trust and confidence. 

 
SFY 2005 BUDGET:        $6,437,554  
SFY 2005 FTE:   67.0   
SFY 2004 IT EXPENDITURES::  $191,476 
WEBSITE ADDRESS:  http://www.ink.org/public/krc  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.2  0.2  0.2  

Application Maintenance and Enhancement   
(in-production systems) 0.7  0.8  0.8  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0.5  0.9  0.9  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.2  0.3  0.4  

Network Engineering, Technical 
Management and Support 0.3  0.5  0.4  

Computer Operations, Management and 
Technical Support 0.1  0.1  0.1  

Web application development and 
maintenance 0.3  0.4  0.4  

IT Security 0.15  0.25  0.25  

Other IT Functions (please identify) 0.5  0.5  0.5  

TOTAL FTEs 2.95 3.95 3.95  
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

      
Midrange 1     
Servers    3  

PC-Desktop    71  
PC-Laptop    3  
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SFY 2004 MAJOR APPLICATIONS:    
Licensing Applications AS/400 
Legal Case Tracking AS/400 
Security Programs AS/400 
Veterinarian Programs AS/400 
Animal Safety PC 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The Kansas Racing and Gaming Commission‘s 
accomplishments include implementation of a new document imaging system.  When fully 
developed, this system should help to reduce the amount of office space required for paper storage.  
It should also assist the agency in realizing a significant improvement in document retrieval time, 
both for in-house and remote site requests. 
 

STRATEGIC DIRECTIONS & OBJECTIVES:  Currently, the agency has various types of web pages 
available on the Internet and plans to integrate its licensing, legal, veterinarian and security systems 
utilizing web-based applications.  Efforts are being made to evaluate legacy systems and replace or 
modify when economically feasible.  These changes are designed to improve the way the agency 
provides customer service and reduce processing time for license transactions.  At some point in the 
future, both the Racing Office and the Gaming Office will be moving from their current locations to the 
Harrison Plaza.  All IT functions will be impaired for a period of time prior to, during and after the 
move. 

 
E-Government: The Kansas Racing and Gaming Commission is currently assessing the 
feasibility of moving some current applications to the web, and adding additional web applications 
as resources become available. 

 
Security:  Internal security is based on individual access to information set at the individual and 
multiple-system levels.  External security is maintained by use of a firewall maintained in 
cooperation with the Department of Corrections. 

 
Electronic Signatures:  The Kansas Racing and Gaming Commission does not utilize electronic 
signatures for documents. 

 
Messaging:  In addition to regular mail and the telephone, the Kansas Racing and Gaming 
Commission’s staff utilizes the IBM AS/400 system and electronic mail to send messages to each 
other and/or individuals associated with the parimutuel racing industry. 

 
Disaster Contingency Planning: The Kansas Racing and Gaming Commission’s disaster 
recovery plan has been devised in cases of natural/unnatural events causing systems to be 
partially or totally disabled.  Depending on the severity of the disaster, the system could be 
restored to a “hot or cold” site with off-site backup tapes. 

 
Web Accessibility:  The Kansas Racing and Gaming Commission’s web site is routinely 
checked for ADA and ITEC policy compliance. 

 
Records Retention:  The Kansas Racing and Gaming Commission is in compliance with the 
State Historical Society in retaining records and providing public access to records in accordance 
with the terms and conditions of the Kansas Open Records Act. 
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Real Estate Appraisal Board   (Agency #543) 
BUSINESS PROGRAMS:  

Appraiser Licensing Database 
Applicant Database 

  
MISSION: To license and certify real estate appraisers and ensure that licensed and certified 

appraisers comply with the Kansas State Certified and Licensed Real Estate Property 
Appraisers Act and the Kansas Real Estate Appraisal Board rules and regulations. 

 
SFY 2005 BUDGET:        $245,430  
SFY 2005 FTE:   2.0   
SFY 2004 IT EXPENDITURES::  $10,899 
WEBSITE ADDRESS: http://www.ink.org/public/kreab 

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange      
Servers      

PC-Desktop    4  
PC-Laptop    1  

 
SFY 2004 MAJOR APPLICATIONS: None reported. 
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  None reported. 
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STRATEGIC DIRECTION & OBJECTIVES: It is the goal of the Board to present all current agency 
information (forms, licensure information, regulation changes, newsletter, proposed ASB changes, 
etc.) on the Board’s web site and to work toward on-line interactive processes for application, 
renewal, etc. 
 

Agency Architecture:  None reported.. 
 
E-Government:  None reported.. 

 
Security:  The Board’s PCs currently use Norton Antivirus and Window XP’s built-in firewall.  
Both are scanned regularly using SpyBot.  Both have password protection.  E-mail is provided 
through DISC.  Back-up of all databases, accounting and word-processing files is performed 
weekly and copied to a 2nd and 3rd PC (desktops are not networked).  Backup tapes are 
alternated each week with one copy maintained off site. 
 
Electronic Signatures:  None reported.. 

 
Messaging:  Email provided through DISC – dial-up – no current plans for change. 

 
Disaster Contingency Planning: See backup statement above. 
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Real Estate Commission   (Agency #549) 
BUSINESS PROGRAMS: Licensing and Regulation of Real Estate Activities 
 
MISSION: To protect the public interest and to promote the understanding of real estate related 

practices of salespersons and brokers by licensing only individuals who qualify for 
licensure by examination, experience and maintenance of continuing education 
requirements, and by providing continuous oversight and regulation of licensed activities 
conducted by real estate salespersons and brokers. 

 
SFY 2005 BUDGET:        $799,896  
SFY 2005 FTE:   13.0   
SFY 2004 IT EXPENDITURES::  $89,763 
WEBSITE ADDRESS: http://www.accesskansas/krec  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  3  

PC-Desktop  10  
PC-Laptop  5  

 
 SFY 2004 MAJOR APPLICATIONS:  None reported. 
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: KREC initiated four IT projects in FY 04.  KREC 
purchased electronic storage database system software developed by Optika/Stellant for the purpose 
of storing the records of current licensees in electronic format.  Excel Solutions is the statewide 
vendor for the software. DISC Small Agency Support worked closely with Excel to design the 
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program to interface with KREC’s SQL Server-based licensing system.  KREC’s licensing records are 
being stored electronically for several reasons.  KREC’s licensee records were stored on microfilm.  
The microfilm jacketing process was time consuming for staff and no backup system existed for 
disaster recovery.  Also, the microfilm printer had become obsolete.   

 
KREC also entered into a contract with Technology Resources Corporation for the conversion of the 
microfilm records of current licensees to electronic format for incorporation into the Optika/Stellant 
electronic storage system.  Because of the cost, only the records of current licensees are being 
converted to electronic format.  Obsolete microfilm equipment was replaced with a scanner/reader to 
print or convert the microfilm records of expired licensees to electronic format on an as-needed basis.   

 
The specifications for the on-line renewal process designed by INK are nearly complete.  The on-line 
renewal process has been designed to automatically update the licensing database on a daily basis.  
In addition, source documents derived from the on-line renewal process will be automatically filed in 
the electronic storage database system. 

 
KREC began publication of an on-line newsletter to eliminate printing and mailing costs.  The 
publisher is Trozzolo Creative.  A link is e-mailed to licensees to notify them when the next issue of 
the newsletter is available.  The newsletter is published three times per year. 
 

STRATEGIC DIRECTION & OBJECTIVES: KREC anticipates that its current licensing database will 
support the agency’s needs for several years.  The SQL Server database has growth potential and 
the software can be modified as the agency’s needs change. Computer Technology Associates, Inc. 
and/or DISC Small Agency Support design any enhancements to the software, as needed. Hardware 
and software will continue to be updated on a three-year cycle.  The agency will continue to consult 
with DISC Small Agency Support, CTA and INK to offer on-line license renewals, a continuing 
education course availability feature, and future improvements to KREC’s web site.  

 
The concerns regarding disaster recovery have been minimized with the purchase of the electronic 
storage database system.  The SQL Server licensing database and the electronic storage files of 
current licensees are backed up nightly on tape.  A full backup is prepared weekly.  Software updates 
for the electronic storage system and the scanner/reader will be obtained in accordance with the 
contract for maintenance that will be billed on an annual basis.  Except for the purchase of a new 
telephone system and the replacement of existing hardware on a three-year cycle, KREC does not 
anticipate the need for any large IT purchases in the near future. 
 

Agency Architecture: KREC utilizes SQL Server to maintain its licensing data.  KREC does not 
envision changing to a different type of database at this time.  The on-line renewal process and 
the electronic storage database system interface well with the SQL Server.  The capacity of the 
SQL Server licensing system will meet the Commission’s needs for several years to come, and 
modifications to the software are made, as needed. 

 
E-Government: KREC has attempted to design its web site to provide information to members of 
the public and licensees in a user-friendly format. Additional features are continually being added 
to the web site.  Information about KREC, licensing forms, agency guidelines and statutes and 
regulations are available on-line. Consumers and members of the industry can go on-line to 
check the licensure status of a real estate salesperson or broker.  Licensees have on-line access 
to review their continuing education hours to determine whether they have met the requirements 
for renewal.  In FY 05, most licensees will be able to renew their licenses on-line.  Also, plans are 
in the works to make available on-line an updated list of courses offered by real estate schools.  
Updates to the web site are made twice per week. 

 
Security: KREC purchased a firewall in FY 2003.  KREC also uses Innoculator for anti-virus 
protection.  KREC utilizes DISC Small Agency Support staff to comply with ITEC policy 4230. 
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Electronic Signatures: KREC will work with DISC Small Agency Support if needed. At the 
present time, it does not appear that electronic signature capability will be required for the on-line 
renewal process.  KREC relies on DISC Small Agency Support to ensure that data is transmitted 
in a secure format. 

 
Messaging:  KREC utilizes Microsoft Outlook for e-mail.  KREC is connected to the State 
system. 

 
Disaster Contingency Planning:  The licensing database and digital images of the records of 
current licensees are backed up on tape on a nightly basis.  A full backup is run weekly.  The 
weekly backup tape is stored off-site.  In the event of a natural disaster, the records of current 
licensees can be restored.  Due to the cost of data conversion in light of the limited use of 
microfilmed records for non-current licensees, such records may not be recovered in the event of 
a natural disaster. Docket files containing disciplinary action taken by KREC against a licensee 
are currently maintained in paper files.  Plans exist to scan the official agency record into the 
existing electronic storage database. 
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Retirement System, Kansas Public Employees (Agency #365) 
BUSINESS PROGRAMS:  

Operations Program 
Public Employees Retirement Benefits Program 
Investment-Related Costs Program 

 
MISSION: The Kansas Public Employees Retirement System is a plan of retirement, disability and 

survivor benefits provided by law for Kansas’s public servants and their beneficiaries.   
The Board of Trustees and the Staff of the Retirement System strive at all times to 
safeguard the System's assets by adhering to the highest standards of fiduciary and 
professional care, to comply strictly with the law, and to conduct business in a courteous, 
timely, and effective manner. 

 
SFY 2005 BUDGET:        $34,849,139  
SFY 2005 FTE:   85.0 
SFY 2004 IT EXPENDITURES::  $801,566 
WEBSITE ADDRESS:  http://www.kpers.org  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

2.90  3.50  3.50  

Application Maintenance and Enhancement   
(in-production systems) 2.65  2.20  2.20  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

2.75  2.20  2.20  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

1.00  1.30  1.30  

Network Engineering, Technical 
Management and Support 1.90  1.75  1.75  

Computer Operations, Management and 
Technical Support 0.80  0.80  0.80  

Web application development and 
maintenance 0.20  0.20  0.20  

IT Security 0.20  0.45  0.45  

Other IT Functions (please identify) 2.10  1.80  1.80  

TOTAL FTEs 14.5 14.2 14.2  
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

    
Midrange 1     
Servers  1  9  

PC-Desktop    130 2 
PC-Laptop    17  
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SFY 2004 MAJOR APPLICATIONS:  

Annual Statement System AS/400 
Contribution Reporting System AS/400 
Employer System AS/400 
Membership System AS/400 
Optional Group Life Insurance (OGLI) System AS/400 
Payroll and Accounting Interface AS/400 
Retirement Application System AS/400 
Retirement Benefit Payment System Mainframe 
Service Purchase System AS/400 
Withdrawal System AS/400 
Document Imaging System AS/400/Server 

 

SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  KPERS administers three statewide pension 
groups:  the Kansas Public Employees Retirement System, the Kansas Police and Firemen’s 
Retirement System, and the Kansas Retirement System for Judges.  The Information Resources 
Division provides and supports the automated business systems required to meet the needs of these 
pension groups.  KPERS continued the improvement of its information technology for fiscal year 
2004 by:  achieving milestones in the backfile conversion project and completing approximately 96% 
of the backfile conversion, completed Phase I of the Information Systems Replacement Project by 
documenting KPERS business processes and information systems, web enabled the contribution 
reporting system, enhanced the annual statement process to provide annual statements more timely, 
installed a new AS/400, centralized the distribution of office software and continue to enhance 
KPERS network security. 
   

STRATEGIC DIRECTION & OBJECTIVES: KPERS' general strategy is to continue to work toward 
attaining fully automated and integrated business systems, incorporating digital document imaging and 
managed workflow technologies.  The current IT effort is focused on continuing to meet goals set out 
in the backfile conversion project.  Future project plans include pursuing web-based e-transactions for 
conducting business with employers and members and developing an integrated retirement benefit 
payment system. Information Resources will continue to monitor and evaluate AS/400 system 
utilization, review and improve security policies and the disaster recovery plan, evaluate data 
retention and archive requirements, and provide professional development opportunities.  These 
objectives support the Retirement System's goal to continually enhance customer services. 

Agency Architecture:  KPERS currently uses an AS/400 system to provide the majority of the 
processing of KPERS information.  Windows servers are used for network and e-mail systems.  
KPERS is also in the process of looking for a new software system or developing a new software 
system to replace all the current applications running on the AS/400.  The functionality of the new 
software being considered will drive the hardware platform to be considered.  KPERS will utilize 
hardware that complies with K.S.A. 75-7209. 

 
E-Government:  E-government initiatives will continue to be implemented in the next three years.  
KPERS’ new replacement system plans will be aimed at facilitating the flow of information between 
KPERS and employers as wells as the public via web interfaces.  

 
Security:  KPERS has adopted and implemented the State of Kansas Information Technology 
Security Policies and Guidelines.  An employee guide was also developed and distributed to all 
employees in KPERS.  Both policies will continue to be updated on an ongoing basis to specifically 
address KPERS systems as stated in ITEC IT Policy 4230. 

 
Electronic Signatures:  KPERS data encryption techniques are used to control access to 
information, protect the integrity of transactions, disguise data during transmission, and 
authenticate the users and devices of an information processing system.  PKI will be implemented 
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on the Employer Contribution Reporting System to allow the employer the ability to upload the 
member contributions to KPERS and receive reports reflecting the information they provided back to 
the Employer using a website.  KPERS will continue to conform to requirements as set out in ITEC IT 
Policy 5200. 

 
Messaging:  KPERS currently only supports one palm pilot and does not support any kind of instant 
messaging.  The current email platform is Microsoft Exchange.   

 
Disaster Contingency Planning:  KPERS Disaster and Recovery Plan is composed of a number of 
sections that document resources and procedures to be used in the event of a disaster.  Each 
supported computing application has a section containing specific recovery procedures and the 
personnel that will be needed to perform the recovery tasks. 

 

AGENCY IT OBJECTIVES: 

IT Objective #1:  Backfile Conversion.  The agency is currently converting membership files to 
electronic images.  Approximately 96% of current member records have been converted to digital 
images.  Documentation has been developed to assure that documents are consistently and 
correctly classified.   

 
IT Objective #2:  Security and Disaster Recovery Plans.  Review and update security policies and 

backup and disaster recovery plan annually.   
   

IT Objective #3:  Replace KPERS Retirement System.  Maintain business process documentation 
to ensure the current and anticipated future needs of KPERS, employers and members. 

 
IT Objective #4:  E-Government.  Pursue web-based e-transactions for conducting business with 

employers, members, and other customers. DA's will be given the ability to enter member data 
over the Web, provide Web access to current member data which will allow accurate benefit 
calculations, beneficiary information, service credit information, etc.  This objective incorporates 
Internet technology to promote improved public access to retirement system information. 
 

IT Objective #5:  Electronic Records Management.  Manage all types of electronic records and 
documents in an effective and efficient manner.  This includes e-transactions, e-mail, data files, 
and digital images. 
   

IT Objective #6:  Technology Asset Management.  Administer KPERS' technology assets including 
AS/400, LAN, PC, telecommunications, and audiovisual hardware and software to keep current 
with technological developments and reduce risk of system failure. 
   

IT Objective #7: Professional Development.  Provide information technology training and 
professional development opportunities to information technology staff. 
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Revenue, Department of   (Agency #565) 
BUSINESS PROGRAMS:  

Administrative Services Property Valuation 
Alcoholic Beverage Control Motor Vehicles 
Tax Operations  

 
MISSION: The Kansas Department of Revenue is committed to hard work every day for the people 

of Kansas; to treat our taxpayers, our employees, and each other with respect; to conduct 
business with integrity, fairness and civility; and to be held accountable for our efforts. We 
will collect taxes and fees, fairly, cheerfully, accurately and efficiently. 

 
SFY 2005 BUDGET:        $84,777,144  
SFY 2005 FTE:   1,196.0    
SFY 2004 IT EXPENDITURES::  $8,507,505 
WEBSITE ADDRESS:  http://www.ksrevenue.org  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

5.0 1.0 5.0 1.0 5.0 1.0 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

52.0  52.0  52.0  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

9.0  9.0  9.0  

Network Engineering, Technical 
Management and Support 21.0  21.0  21.0  

Computer Operations, Management and 
Technical Support 20.0  20.0  20.0  

Web application development and 
maintenance 7.0  7.0  7.0  

IT Security 2.0  2.0  2.0  

Other IT Functions , Incl Project Managers 8.0  8.0  8.0  

TOTAL FTEs 124.0 1.0 124.0 1.0 124.0 1.0 

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange 2     
Servers  9 2 160 1 

PC-Desktop   2 1932 5 
PC-Laptop    378  

 
SFY 2004 MAJOR APPLICATIONS:  

Strata – ADA (Decision Analytics) Mainframe 
Policy and Information Repository (PILOTS) Server/PC 
Alcoholic Beverage Control (ABC) AS/400/PC 
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Computer Assisted Mass Appraisal (CAMA) AS/400/Mainframe/PC 
Property Valuation Parcel Abstracts AS/400/PC 
Property Valuation Sales Ratio AS/400/PC 
Commercial Imaging System PC 
Accounts Receivable Management System (ARMS) Server/Mainframe 
Income Tax (ITAX) Server/Mainframe 
Telefile/PC File Server/PC 
MOSAIX Server/PC 
Taxpayer Registration System (Legacy Registration System) Server/Mainframe 
Corporation Tax Server/Mainframe 
Sales Tax Server/Mainframe 
Excise Tax Mainframe 
Withholding Tax Server/Mainframe 
Motor Fuel Tracking System Mainframe 
International Fuel Tax Agreement Mainframe 
Minerals Tax Mainframe 
Inheritance Tax Mainframe 
ASTRA Case Sub-System Server/PC 
Deposit Control Processor Mainframe 
Channel Management System Server/PC 
ACM  Server/PC 
Audit Work Papers – ACM Subsystem Server/PC 
Dealer License Server/Mainframe 
Kansas Apportioned International Registration Mainframe 
Kansas Drivers License System Server/Mainframe 
Vehicle Information Processing System AS/400/Mainframe 
Motor Carrier Central Permit Mainframe 
Kansas Vehicles Inventory System Mainframe 

  
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The KDOR Security Policies and KDOR 
Security Procedures were updated.  KDOR continues in compliance with the Division of 
Administration’s guidelines and the IRS policies regarding the safeguarding of Federal tax 
information.  Security Policies address the protection of KDOR computing environments to ensure 
the availability, integrity and confidentiality of KDOR and IRS data.  Security Procedures, used in 
conjunction with the Security Policies, provide the detailed security and control procedures to be 
followed.   
 
The KDOR and Business Continuity Plan and Business Contingency Plans were updated to reflect 
necessary changes in procedures, personnel and telephone numbers.  These plans serve as a 
resource in the event some or all of KDOR’s critical applications experience failure or unreliability due 
to a business contingency.  KDOR tested the recovery of the VIPS and KDLS systems during the 
annual Hotsite Exercise in conjunction with the Department of Administration. 

 
The KDOR Security Officer was very active during the year in the Kansas State Security Users 
Group, the ITEC Security Council and the Multistate Tax Commission Committee for the Streamlined 
Sales Tax project to develop Certification Standards for vendors of tax calculation software for 
Internet sales. 

  
The automated purchasing request (BP-1) system has functioned for a year to automate a previously 
manual, paper process.  The system provides for electronic creation, routing, review, approval, 
tracking and storage of all Kansas Department of Revenue (KDOR) purchase requests and 
Information Technology Requests (ITR).  BP Phase 2 covers the process from the time the request 
arrives and is approved until the request is assigned to a purchasing officer.  BP Phase 3 covers the 
process from the time the request is assigned to the purchasing officer until it is approved for 
payment.  All three phases are operational. 
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The automated inventory control system provides Office Services, Information Services and the 
bureau inventory representatives with a single system to use to record and track inventory items.  
The Department of Administration reports relating to inventory were automated as a part of the new 
system. 
 
The Outgoing Mail Report database was implemented to consolidate and replace various 
spreadsheets and reports used by Office Services in connection with outgoing mail requests 
submitted to the Office Services Mail Room.  The database is designed to provide a workflow 
application and automated tracking information relative to these requests.  The database is designed 
for internal use, and is intended to help ensure the identification and timely completion of mail 
requests.  Users of the database include the staff of the Office Services Mail Room, Office Services 
management and individuals within each Bureau who are authorized to submit Outgoing Mail 
requests. 
 
STRATEGIC DIRECTION & OBJECTIVES:  The strategic direction, proposed business systems, 
and system budget proposals contained in the next several sections reflect the business plan for the 
Kansas Department of Revenue as of the filing date of the Information Technology Management and 
Budget Plan (ITMBP) for State Fiscal Year 2005 through State Fiscal Year 2007.   

 
KDOR Property Valuation Division is implementing a new statewide property appraisal system. Cole 
Layer Trumble (CLT) has been hired to implement the Tyler Technologies’ Orion Computer Assisted 
Mass Appraisal (CAMA) product, Orion.  The Orion system will replace the current CAMA system 
used by all 105 counties in Kansas. The work began in FY2004 with Kansas customization of the 
build components and has now moved into testing and data conversion development and a pilot roll 
out of the CAMA Orion software to Douglas, Riley and Johnson counties. Pilot installations for 7 
additional counties are scheduled during calendar year 2005. KDOR is monitoring this application as 
it relates to other planned activities that effect the County Computing infrastructures. These other 
planned activities include the redesign and eventual replacement of the KDOR Motor Vehicle VIPS 
(Vehicle Information Processing System) and the HAVA system (Help America Vote Act) from the 
Kansas Secretary of State. This coordination is taking place with the help of the Director of DISC 
Office. 

  
During fiscal year 2006, KDOR will upgrade the existing Channel Management Remittance 
Processing systems with current technology using Unisys hardware and TMS SE (SQL Edition) Sort 
Patterns and workflow software written by J & B Software Company. This infrastructure project will 
replace equipment that was originally purchased and installed in 1997 utilizing Unisys proprietary 
CTOS operating system software on the DP500 Transports, and an early DOS based Pascal 
compiler version for the (11) Sort Patterns that can not even be purchased at this point.  This is the 
equipment that resides within KDOR that processes over three billion dollars in paper based check 
for remittance yearly. 

 
KDOR is fundamentally focused on inter and intra state jurisdictional taxation issues with the new 
Streamlined Sales Tax Project. This project is meant to bring states closer together in common 
practices to allow for the collection of tax across state borders and with the collection of Internet 
based sales tax on on-line purchasing. In order to comply with the national agreements between the 
states, Kansas has implemented sales tax calculation at the site of delivered or serviced goods in the 
state of Kansas. This new piece of Kansas Legislation, HB2005 requires the KDOR to provide 
electronic services to businesses so that they can accurately calculate the correct tax rate at any one 
of the 752 taxing jurisdictions in the State of Kansas. These same services provide the State of 
Kansas official address and tax calculation file for the national SSTP file and the National Mobile 
Telecommunications Sourcing Act (MTSA) file. This file acts as a repository of street address 
information for the entire state of Kansas and the correct tax rate to be used to calculate the tax due 
on Internet based sale tax.  This SSTP file is updated quarterly.  

 
The Vehicle Information Processing System (VIPS) provides vital Kansas information to law 
enforcement and other motor vehicle agencies within the United States.  KDOR continues to support 
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and enhance the capabilities of the VIPS system to meet the needs of the Kansas. The VIPS system 
was modified in FY2004 to support web based electronic motor vehicle registrations and web based 
electronic title activity. In the future, KDOR plans to replace the VIPS system to meet the changing 
needs of citizens and to take advantage of technological advances in distributed computing. KDOR 
anticipates preliminary project planning and funding approval activities for the VIPS replacement 
project to occur after the completion of the new CAMA System in FY2006 and FY2007.    

 
KDOR has been changing the computing architectures of the State of Kansas taxation systems from 
mainframe centric to client server based applications. KDOR has changed operating systems that 
support these applications from MVS to UNIX Solaris and Windows NT/Windows XP Pro operating 
systems. The KDOR network infrastructure is now TCP/IP with Virtual Private Networks to the KDOR 
Regional Offices located in Kansas City and Wichita.  

 
KDOR has also introduced strategic computing architectures to support the management of the voice 
or telecommunications infrastructure. KDOR relies on Interactive Voice Response Units to deliver 
7X24 hour service for applications like Electronic Payments for Taxes, Telefile for Business and 
Income Tax Filing and self help functionality such as TeleAssist or the TeleRefund Status Line. The 
Automated Call Distribution (ACD) software introduced in FY 2000 has allowed KDOR to manage 
approximately 1 million real time voice management capabilities that allow KDOR managers the 
ability to understand all metrics needed to handle incoming voice volumes. Some of the metrics 
needed include average call wait time, average call duration, number of calls offered, number of calls 
answered, number of calls selecting self-help options. This technology now is used in the Division of 
Taxation, Motor Vehicles, and the Secretariat Division. 

 
The KDOR Web Page is KDORs Internet services delivery vehicle and it contains 7X24 hour service 
applications that span Division boundaries within KDOR. The KDOR home page has many features 
that allow for self help options. Some of these options are all KDOR Tax Forms, all KDOR Tax 
Policies, Income Tax Filing, Business Sales Tax Filing, Drivers License Change of Address, and a 
set of frequently asked questions across the entire agency which match the frequently asked 
questions available on the KDOR ACD system.  The Division of Motor Vehicles offers Motor Vehicle 
Registration Renewal coordinated through web and voice channels. The Division of Motor Vehicles 
offers electronic management of Vehicle Titles in the new web based KDOR E-LIEN Application that 
is PKI enabled. 

 
By continuing to provide services to citizens through the KDOR 1-800 numbers, KDOR Web Site and 
other voice technologies such as IVR applications, Kansas citizens can select the services they need 
from either option and receive self help functionality regardless of time or location the service is 
needed.    
 
IT Strategic Summary 
 
General Strategy - The Bureau of Information Services will continue to accelerate its efforts to 
coordinate, standardize and manage the Agency’s data resources as an enterprise asset to better 
serve all of the needs of the business community, the Kansas counties and the citizens of Kansas.  
Expanded data sharing efforts will use the Internet, electronic data interchange (EDI), XML 
extensible markup language, Electronic Funds Transfer (EFT ACH Debits and ACH Credits), Credit 
Card Acceptance, Electronic Check capability, the KDOR Intranet and the KANWIN network.  
Cooperative interagency data exchanges are taking place with the other state agencies such as the 
Department of Labor, Secretary of State, and the State Treasurer.  Greater accessibility of the 
Agency’s data resources will facilitate enhanced strategic alliances with the Agency’s business 
partners.  Migration off of the mainframe to mid-range UNIX enterprise environments and distributed 
computing environments will continue. 

 
During FY2004 KDOR implemented several applications for electronic government and electronic 
commerce. These systems included the continued updating of the cross agency Web Portal 
applications like the TruckingKS Web portal and the Kansas Business Center. KDOR also 
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implemented electronic correspondence for the E-Lien application for Banks, Credit Unions, and 
Automotive Financing Corporations. The introduction of electronic notifications for E-Lien users 
improves the timeliness of communication with KDOR business customers and reduces the costs 
incurred by KDOR through elimination of much written correspondence. KDOR worked with Watch 
Systems of Covington, La. to implement the Web-based Address Tax Rate Locator System.  This 
system allows consumers and business to accurately identify the tax rate and jurisdiction for Kansas 
addresses and Zip Codes; ensuring accurate calculation of destination sourcing sales tax.  The 
system also allows business to upload their customer address data to have the tax rate and 
jurisdiction information added to the information and then downloaded back to their location.  This 
feature allows business to use their own automated systems to collect and remit the correct tax.  
Businesses can also download the Kansas Streamlined Sales Tax (KSSTP) file entirely into their 
operation. 
 
Electronic Agency Services - The Agency has implemented new web payment and IVR payment 
portals for tax payments and tax filing in the fourth quarter FY2004. KDOR has built the hardware 
environment to support secure web based payment and tax filing applications and KDOR has 
consolidated the many legacy third party payment and tax filing applications into common portals for 
E-Payment and E-Tax Filing which are KDOR built.  The thin client income tax filing application was 
built in conjunction with INK. These same IVR based complimentary applications have been built with 
off the shelf IVR application development software. This will allow KDOR to roll out complimentary 
payment and tax filing applications on both the web and voice technologies while retiring many stand 
alone legacy third party payment and filing applications KDOR has used for the last several years. 
KDOR has created secure payment portals that are used by the County Treasurers to move money 
electronically to the state daily. These are very popular applications for County Treasurers and wide 
adoption has already taken place. KDOR has worked in conjunction with INK and KIC to implement 
the API's for the new statewide payment portal. This Kansas Payment Portal has a wealth of account 
management functions to allow Treasurers and all other users who use the portal the ability to 
manage and support E-Payment Management and Processing. KDOR continues to move toward 
increased customer service capabilities, electronic tax filing and electronic payment options such as 
Electronic Fund Transfer, Credit Card, and Electronic Check.  Public assess to Agency records will 
be enhanced through self-help voice and Internet based applications. Dynamic distribution of 
operational policies and procedures, mission critical data, and applications will be provided between 
KDOR associates and county located staff (county clerks, drivers license stations, county appraisers 
and county treasurers). Public access to policy, procedures and rulings will be enhanced with 
additions to the Policy Information Library accessed from the KDOR home page on the web. 
Additional interactive Web site applications will be populated on the new redesign of the KDOR 
Internet site to augment the self-help applications on the KDOR 1-800-toll free phone lines.    
 
Security Planning -  Security planning and management will continue to enjoy a high level of focus. 
The KDOR Security Officer has developed and will continue to refine and update the KDOR 
Information Technology Security Policy. This is an enterprise wide security plan that is compliant with 
the evolving State of Kansas standards and the IRS requirements of adherence to Common Criteria 
standards. In addition KDOR will continue to develop the detailed Security Procedures, which is a 
secure and numbered for sign-out companion document to the Policies, and details specific security 
procedures to be performed.  KDOR is very active member and leader of the Kansas Information 
Technology Security Council. KDOR is working with other state agencies, other States, and other 
Governments to share best practices around Information Technology Security Management. The 
establishment of a backup center on the grounds of the Kansas State Historical Society is in 
progress.  KDOR has incorporated Disaster Recovery and Business Contingency planning into the 
KDOR BIS balanced scorecard. The KDOR BIS targets eight contingency plan reviews yearly, unless 
required through an unplanned outage test and recovery, one planned outage and recovery test 
(SunGard Site), and four tests conducted unplanned.   In FY2004 there were four unplanned outages 
recovered from and measured in the KDOR BIS Balanced Scorecard.  In FY2005 KDOR is improving 
reliability and reporting mechanisms for the KDOR data center server backup process.  KDOR is also 
improving performance metrics to track virus detection and infestation events.  These measures will 
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allow KDOR to more effectively understand and consequently improve the processes used to protect 
and recover mission critical systems and data on the KDOR Intranet. 
 
Data Administration - KDOR continues to use best practice modeling and documentation practices 
to insure that KDOR can effectively develop and communicate data management strategies.  
Developing and maintaining electronic data models and dictionaries using ErWin allows developers 
and DBA's to make better decisions about data reuse and data migration strategies.  The KDOR 
meta data infrastruction is developed using  SAS Data Warehouse Administrator facilitates to 
transform data found in Oracle and ADABAS tables into business information.  SAS is the KDOR 
standardized reporting tool, statistical analysis tool, data warehouse tool, and simulation-modeling 
tool. 
 
Applications Development - KDOR uses object-oriented programming techniques to develop the 
ASTRA system utilizing Sybase Powerbuilder, SAS, MicroFocus COBOL, and Visual Basic, 
supported by Windows NT at the network and desktop. KDOR is now starting a desktop operating 
system migration to Windows XP Professional and Windows Server 2000. These techniques and 
tools will continue to play a large role in KDOR application development for the next several years as 
we move the excise taxes from the mainframe to the oracle client server environment.  COBOL, 
CICS, and Natural are used in conjunction with ADABASE and VSAM to develop and maintain 
systems for Motor Vehicle primarily on the Mainframe.  AS/400 COBOL is used to support VIPS 
(titles and registration) at 105 county and one State locations and to support 36 permanent Drivers 
License stations around the State.  AS/400 COBOL is also used to support the  current CAMA 
statewide appraisal system on the AS/400.  The new CAMA application is an Intel-based product 
utilizing web browser client technology. 
 
Knowledge Based Process Support - KDOR is using Lotus Notes Domino to manage knowledge-
based systems for the collection and distribution of internal policy and procedures and to provide 
workflow systems for business operations and legislative tracking systems. Domino is used to 
provide World Wide Web access to the agency's public policies and procedures.  KDOR has been 
implementing help desk and trouble reporting software developed and supported by DISC using the 
Lotus notes application. During FY2004 KDOR completed work on the Automated BP-1 form and the 
Purchasing and Receiving system to support purchasing for the Agency.  This application has 
completed automation of the purchasing function for KDOR. 
 
IT Asset Management - In FY2004 KDOR implemented an asp.net inventory tracking database for 
all KDOR fixed assets including microcomputer equipment. This will greatly improve the accuracy 
and timeliness of IT asset inventories and improve the quality of information about installed software.  
Office automation hardware and software configurations have been standardized to reduce the labor 
and maintenance costs associated with implementation and management of IT assets. 
 
IT Training - The KDOR Learning Center uses various technologies to provide training to associates 
in the tasks used in their respective positions. KDOR employees are provided with hands-on training 
in Microsoft Office applications, Lotus Notes and KDOR specific applications in a twelve PC lab. 
KDOR associates can also receive training in desktop applications, human resource topics, and IT 
applications such as, Visual Basic, Oracle, and Unix from computer-based training accessed over the 
agency Intranet “Inside KDOR”. KDOR has approximately twenty different technical training topics 
delivered through computer based training available at the KDOR IT Associates desktop. The KDOR 
Bureau of Information Services balanced scorecard measures the planned and actual amount of 
yearly staff time spent on IT training of all types. The scorecard measurement target for the last few 
years has been around two percent of total IT staff time spent on IT training.  The actual 
measurement for FY2004 was approximately 2% total IT staffs time spent on some type of IT 
training.       
 
Operational Support - The 24x7 KDOR operations center allows work to continue 24 hours per day, 
365 days per year.  The Computer Center staff will continue to provide the highest quality of support 
to meet the expectations of general public as well as the entire KDOR Information Services staff. The 
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KDOR Computer Center staff is able to accommodate new growth and productivity by initiating cross 
platform processing and event management through the use of CA Job Trac and CA UnicenterTNG.  
Over the last few years the staff has utilized these automation products to develop enterprise-wide 
systems management in the KDOR technical environment in a continued effort to improve service 
and data reliability.   
 
Data Warehouse and Enterprise Reporting - To support the dynamic decision making environment 
required by modern government, the Kansas Department of Revenue has implemented decision 
support systems using the data warehousing strategy.  The Data Warehouse is SAS MDDB tables 
populated with data from a variety of data stores used by KDOR. ASTRA data is extracted from 
production Oracle tables using SAS/ACCESS. Information Services staff have also developed 
routines using COBOL and Natural to extract data from other production systems. KDOR is utilizing 
SAS software to develop and maintain the SAS MDDB and meta data repository Data Warehouse to 
support strategic and tactical decision-making.  Included in this suite of products is the SAS/Internet 
software, offering Web access and HTML capabilities.  The Information Services Bureau is utilizing 
SAS for report development and distribution and the SAS desktop environment is being used by 
decision-makers and strategy planners in the Agency.  KDOR currently maintains over 400 
production reports and 50 predistributed datasets for reporting and end user on-line data analysis 
and reporting. 

 

Agency Architecture - Project Management: KDOR uses an iterative development methodology to 
support systems development using object-oriented tools.  This process begins with the development 
of the Business Process Architecture, which details the business process.  The business process 
architecture is used to drive work design which details business work flow and identifies the human 
resource and system inputs and outputs.  The products from work design are used to create a 
General System Design, which is validated by the business process and technical process owners 
and stakeholders.  Detailed System Design completes the design phase by describing the system 
attributes in sufficient detail that programming staff can code the system.  Job design is used to 
match the business operations work force with the system design to accomplish the work defined in 
the overall business process architecture and the work design. 

 
Overall project management is accomplished using a variety of tools and strategies.  The Agency 
has five state-certified project managers.  Each project adheres to the state’s Project Management 
Methodology that encompasses the following six components: requirements management, project 
planning, project tracking, configuration management, risk management and project closeout. 

 
Release Management:  High-level release management is managed and presented using a project 
road map showing the development and implementation life cycle as a horizontal bar.  Each bar 
represents a release or significant component of a release.  This representation is distributed to 
business and technical units to help them develop readiness measures and task plans. The project 
road maps are managed by the CIO and kept up to date by the appropriate Project Manager. 
 
Project Convergence: Task dependency is managed through the development of detailed 
convergence charts depicting the grouping of tasks necessary to complete the project.  The 
convergence charts depict project workflow as horizontal threads of milestones showing planned and 
actual completion dates.  Dependencies are shown as solid lines connecting the milestones within 
threads and across threads.  Convergence charts are developed by the Release Team and managed 
by the Project Manager. 
 
Task Management: Task management is accomplished using Microsoft Project.  Each team manager 
develops and manages the task plans and assignments for the work their team is assigned. The 
management councils of the business units participating in the project allocate resources to teams. 
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Operational Readiness:  Operational Readiness is managed using readiness checklists developed by 
business and technical teams.  These checklists are reviewed regularly by the technical and 
business readiness teams to identify risks and reallocate resources as necessary. 
 
Risk Management: The management councils who meet regularly to review project status 
accomplish Risk management.  The Project Manager is responsible for overall project risk 
management reporting.  The Environment Management Council is composed of the Agencies 
technical leadership and is responsible for risk management of the technical Implementation.  The 
Release Team manages risk for the application release in conjunction with the Tax Operations 
Council.  A similar strategy is used for risk management for motor vehicles, property valuation and 
alcoholic beverage control projects.  The actual tool used by KDOR for Risk Management is called a 
stoplight report, which quickly highlights activities, risks mitigation factors and describes the current 
risk as red, yellow or green. 
 
Risk descriptions, activities and risk mitigation factors are illuminated by using risk assessment 
reports and action item lists.  Teams meet periodically and review the action item lists to measure 
progress and identify risk.  The identified risks are reported to the Project Manager using risk 
assessment reports describing the nature of the risk; the real or potential impact of the risk; and any 
mitigating strategies which are being employed to address the risk.  KDOR internal auditors are 
performing periodic assessments to evaluate project management strategies, methods and tools with 
particular attention to risk management.  The audit findings are reviewed with the Project Steering 
Committee with suggestions for process improvement. 

 
Database: KDOR utilizes Oracle RDBMS as the strategic database architecture for distributed 
system development.  KDOR is currently at release 8.0.5.1 of Oracle and plans to implement release 
8.0I in the future when appropriate.  Legacy system development and enhancement will continue to 
utilize ADABAS and VSAM database architectures.  KDOR utilizes MS SQL Server for Web 
application and transaction database management.  The new CAMA system will utilize MS SQL. 
 
Server Operating System: KDOR utilizes Windows NT, Windows 2000 and Windows 2003 for LAN 
and WAN based server implementations, but will be moving to solely 2003 server. The Technical 
Architecture Team manages application, file, and print sharing services.  FileNET Image servers and 
OSAR servers are managed using IBM's AIX.  Vehicle Registrations (VIPS) and Computer Assisted 
Mass Appraisal (CAMA) are supported on AS 400 architecture running OS 400 version 4.5. 
 
Desktop Operating System: KDOR utilizes Windows 95, Windows NT and Windows 2000 for desktop 
systems.  Windows NT remains the predominant OS footprint for KDOR’s installed base of PC 
desktops, but KDOR is migrating to Windows XP Professional with the introduction of new equipment 
through technology refreshment.  KDOR will continue to migrate to Windows XP over the next three 
years.  
 
Server Platform: KDOR currently employs SUN, IBM, Dell and Compaq server platforms.  KDOR has 
selected SUN, IBM, and Dell servers as the strategic server platforms. SUN Microsystems servers 
provide Oracle database services. KDOR will continue to utilize IBM's AIX and OS 400 on the 
platforms supporting FileNET Imaging, VIPS, and CAMA. 
 
Desktop Platform: KDOR utilizes Intel based PC architecture as the standard desktop environment.  
KDOR will continue to use state contracts to purchase desktop equipment.  KDOR uses cost/benefit 
analysis to make vendor selections for desktop purchases. 
 
Enterprise Platform: KDOR has selected SUN Microsystems as the enterprise platform for distributed 
systems.  Currently KDOR employs a SUN Enterprise 4000 system for development and testing and 
a SUN E6500 for production operations. The SUN Servers are located in the DISC UNIX data center. 
During FY 2005 KDOR, will replace the SUN servers with new equipment to maintain mission critical 
system availability and improve on-line and batch performance. Legacy system development and 
enhancement is accomplished by sharing time on the IBM mainframe managed by DISC. 
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Enterprise Operating System: The SUN Microsystems architecture is running Solaris 2.5.1.  The 
mainframe environment is running OS 390. 
 
Local Area Network Topology: KDOR's local area network (LAN) is composed of Ethernet switched 
segments with a collapsed backbone at a CISCO 4500 router. Nortel switches provide the network 
infrastructure of CAT 5 copper to the desktop.  Vertical connectivity is achieved using Nortel network 
switching hardware. Network Services are accomplished using TCP/IP for distributed applications 
with Microsoft WINS and DNS providing domain management. KDOR employs firewall architecture 
and Intrusion Detection Services to secure the LAN against the Internet and to meet IRS guidelines 
for data security. 
 
Wide Area Network Topology: KDOR utilizes the KAN/WIN Frame Relay infrastructure to provide 
wide area network (WAN) service SNA and distributed application traffic is provided by TCP/IP.  
Regional facilities in Topeka, Kansas City, and Wichita have secure communications with the LAN 
using Virtual Private Networks (VPN's) created with VPN's VSU technology.  The VPN architecture 
logically and physically secures the regional offices behind the LAN firewall through dedicated routing 
and 128 bit encryption.  County offices and remote Drivers License facilities use KAN/WIN to 
communicate with KDOR's AS 400.  The WAN Lotus Notes e-mail server for county users and the 
mainframe through the switched network in Topeka. 
 
Application Language: KDOR uses a variety of development tools and languages for application and 
system development.  Sybase Powerbuilder and Microsoft Visual Basic are used to develop business 
and presentation logic for distributed systems. MicroFocus COBOL and Powerbuilder are used for 
batch application programming, data extract and conversion routines and to develop database and 
application triggers for the distributed environment.  C++ is used to program system DLL interfaces in 
the NT environment. SAS is used to create reports and manage data extracts for the data 
warehouse. 
 
Mainframe system development utilizes Natural and CICS COBOL for on-line interface programming 
and batch COBOL for off-line process development.  VIPS and CAMA development is accomplished 
using COBOL the AS/400 and Mainframe platforms. 
 
Pocket Computing:  KDOR utilizes Palm Pilot and Dell Axim Personal Digital Assistants (PDA’s) for 
agency-wide implementation.  Current functionality includes contact and calendar synchronization 
with KDOR’s Lotus Notes mail services. 

 
Internet: As the Internet continues it’s growth and acceptance as a main point of contact between the 
citizen and government organizations, the KDOR site will continue to add interactive applications 
designed to allow greater self-help functionality.  Programs such as our on-line drivers license 
change of address, web-based tax filing, frequently asked questions and Policy Information Library 
allow users to interact with the Department on a 24 by 7 basis.  Over 2 million Internet based 
transactions per year are currently processed.  KDOR is giving its customers a greater chance to 
supply feedback on these applications and services by using an on-line survey and a detailed contact 
page.   Applications include the Kansas Business Center, TruckingKS, E-lien, and multiple Tax filing 
and payment applications. 
 
Intranet: KDOR is using the web technology to bring large amounts of information to a widespread 
group in a centralized location.  Employees can access items such as instructional manuals, in-
house forms, current job postings and upcoming training class schedules using a familiar browser 
interface.  The KDOR Intranet also features access to the Data Warehouse, as well as non-technical 
information such as a new employee list, retiree’s and upcoming events. 

 
CobiT:  KDOR used the CobiT IT domains, processes, and tasks in the formulation of the new IT 
position descriptions and the new ESO and ESA class descriptions.  Internal Audit uses COBIT 
control objectives and audit objectives in the audit of IT functions and applications. 
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E-Government - The Kansas Department of Revenue has lead the way in establishing electronic 
government security architectures, services, applications, and best practices for the State of Kansas.  
Revenues from on-line payment options for Kansas during fiscal year 2003 exceeded $3 Billion.  The 
Kansas Department of Revenue accepts all major credit card and other electronic payments through 
multiple on-line applications. Credit card payments for individual income and business taxes are 
accepted through a third party payment center, Official Payments Corporation.  Tax types available 
for credit card payments include:  KDOR offers warehousing EFT payments for EBT (Debit and 
Credit) transactions. This provides Income Tax Payers the capability to file their taxes with an amount 
due in January and warehouse the payment until the nightly run on the 16th of April. Conversely, a 
small business can file their sales tax return on line with a balance due on the 1st of the month and 
have the payment withdrawn from their checking or savings account on the 26th of the month or the 
actual due date of the payment. During Income tax processing of 2003 Income Tax returns in the first 
six months of 2004, KDOR direct deposited over 224,000 Income tax refunds and made over 19,000 
direct debits for Income Tax payments owed to KDOR.  These same EFT and warehousing payment 
processes are available to KDOR Business tax customers as well.  
 
KDOR has now retired the third party legacy fat-client downloadable Income Tax Filing application 
that has been available to Kansas taxpayers for the last four years (PC File).  During 2002 the 
department (through a partnership with AccessKansas, a service of the Information Network of 
Kansas, the state portal manager) developed and deployed a thin-client (on-line) application called 
WebFile (https://www.accesskansas.org/apps/webfile.html).  This user-friendly individual income tax 
filing application allows two payment options for a balance due: credit card payments are accepted 
through AccessKansas.  Electronic checks originated through the Kansas Department of Revenue 
are also accepted, as well as electronic refunds.  Filing is free for taxpayers. This will be the sole thin 
client web based Income Tax filing applications offered free to Kansas Income Tax Payers for future 
calendar years. 

 
AccessKansas also partnered with the Kansas County Treasurers Association (KCTA) to provide 
online property tax payments in November 2000. Kansas On-line Property Tax Payments 
(https://www.accesskansas.org/kspropertytax/) is currently unavailable because it is not a payment 
season, but here is a link to a “click-through” demo of the service, now available for 36 of 105 Kansas 
counties:  http://www2.ink.org/demo/kspropertytax/index.html.  
 
KDOR has developed and deployed an on-line application that allows Liquor Distributors to access 
the web to pay liquor gallonage tax. KDOR also allows for Internet Based EDI reporting for all liquor 
distributors purchases, sales, and tax liabilities. KDOR provides an electronic EDI/EFT Program 
guide for each application that allows Internet based EDI reporting. This program guide and 
information about this application is available on URL:_www.webtax.org. 
 
KDOR has developed and deployed an on-line application that allows Motor Fuel Distributors to 
access the web to pay Motor Fuel Taxes with a credit card or they can use the KDOR Telefile system 
to initiate an EFT payment. There are currently 450 motor filers filing their monthly Motor Fuel 
Distributor returns electronically through a secure KDOR FTP web site. For more information on this 
program or for the EDI/EFT program guide go to URL:_www.webtax.org    
 
Additionally, Kansas' counties have a secure web portal to pay title and registration fees and sales 
and use taxes to the Kansas Department of Revenue. This application allows for the 105 Kansas 
county offices to sign on to a secure web payment portal managed by the KDOR to initiate one of 
seven different county to state fund transfers. This application is available on an undisclosed URL 
managed by the KDOR. The users of these secure services are county treasurers or their designees.  
This same portal allows for county and local government managers through a secure sign on and 
web site to access their monthly sales tax entity reports and transient guest reports (bed and hotel 
taxes). These local governments are able to use these reports to ensure the correct local entities in 
their jurisdictions are accounted for and the amount of revenue collected from each reporting entity.  
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Kansas State government provides a high speed IP based wide area data network to all county 
offices and state buildings located in the counties of Kansas. The Kansas Court Systems and the 
Law Enforcement communities also use this wide area network. KDOR provides email services to all 
Kansas County Governments. This wide area network called KANWIN (Kansas's Wide area 
Information Network) also provides each county office (Treasurer, Appraiser, Clerk of the Court, and 
Register of Deeds office) with both email and Internet connectivity. KDOR supports over 1000 county 
email platform users across Kansas County Government.  

 
Security - Statement regarding what agency IT security measures are in place or are utilized for IT 
systems compliance in the following areas:   
 
Management Controls 
Risk Management- Management addresses risk during the development of systems from the General 
Systems Design to the Detailed Systems Design, through Production implementation; full time 
Project Managers supervise projects using project planning reports including action items to be 
resolved, Stop/Go reports etc. For web-enabled systems, the Web-enabled Questionnaire is 
completed. For systems that process Federal Tax Information (FTI),  “C2” requirements are complied 
with. 
 
Review of Security Controls- The Technical Architecture Manager reviews all network requirements.  
DISC provides KANWIN Network Controls and Network IDS.  KDOR has an IDS.  PC Support does 
research for known vulnerabilities and patches.  An anti-virus update and distribution process is in 
place.  Outside penetration tests are conducted on a periodic basis.   
 
Life Cycle- KDOR uses a System Development Life Cycle (SDLC) Methodology to manage software 
systems development.  RFPs include security requirements and special IRS contractual language 
where FTI data is involved.  Security requirements are identified during system design.  KDOR has 
version control software and has a formalized change control process.  Confidential data is destroyed 
using shredders, degaussers, and an outside shredding service.  
 
Authorizing Production- User Acceptance testing is done by a separate unit.  IS Management 
authorizes all interconnections to other systems.  A “bug tracking” database is used to track the 
status of software errors.  IS Management approves the movement of systems into production. 
 
Operational Controls 
Personnel Security- KDOR uses State Hiring Policy IT Job Specs and CobiT domains, processes, 
and tasks in the formulation of the new IT position descriptions.  KDOR has Acceptable Use policies, 
Confidentiality Oaths, warning banners, progressive discipline policies, and terminating employee 
checklists.  KDOR has a Security Management Database to request, approve, and manage security 
for user accounts.  Some background checks are done depending on application.   
 
Physical and Environmental Protection- KDOR uses an electronic KeyCard system to control access 
to non-public doors, maintains a central computer room for its servers and key hardware, and has 
visitor’s logs.  DISC maintains locked hub rooms.  The Capitol Police provide security for the Capitol 
Complex.  Individual UPS are used for key hardware.  
 
Production, Input/Output Controls- KDOR has a Help Desk.  Shredders, degaussers, and an outside 
shredding service are used to destroy confidential material.  For FTI, KDOR maintains media 
management in accordance with IRS standards.  
 
Contingency Planning- KDOR has a SWAT team, Business Contingency and Business Continuity 
Plans, participates in the annual hotsite exercise with DISC, vaults tapes offsite through DISC, and 
stores plans off-site.  
 
Hardware and System Software Maintenance- DISC maintains system software for some 
environments and KDOR does for others.  KDOR has a PC and Network Support unit.  Access to 
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program libraries is controlled by software products.  New software releases are tested before being 
placed in production.  KDOR has a formal software change control process.  A formal SDLC is used 
that includes General Systems and Detailed Systems Designs.  A software distribution process is 
used for all major systems.  KDOR uses a version control product.  KDOR has a database to 
document use of copyrighted software.  Anti-virus files are regularly updated and deployed.  Patches 
are regularly applied to web and other vulnerable servers, while standard “images” are maintained 
and updated to deploy to workstations.  
 
Data Integrity- KDOR uses anti-virus software for virus scans and has an automated deployment 
process for the update of anti-virus software.  Systems enforce compliance with password policies. 
Edit checks enforce business rules for software applications.  KDOR has an IDS and IDS reports are 
reviewed.  Important server based services are monitored.  Outside consultants provide penetration 
tests. 
 
Documentation- KDOR maintains vendor-supplied documentation for hardware and software and 
develops its own user guides as necessary through the Learning Center.  Computer operations have 
backup and emergency shutdown procedures.   
 
Security Awareness, Training and Education- All associates are oriented on the Acceptable Use and 
Confidentiality Policies, and sign an Employee Consent Form for Electronic Communication Systems, 
and a Confidentiality Oath.  These are renewed via an annual checklist incorporated into the 
Evaluation System.  Electronic Warning Banners are used and various physical signs and posters 
are deployed.  An instructor-led Security Awareness training is being developed with a CBT to follow.  
This will be mandatory for all associates on an annual basis.   
 
Incident Response Capability- KDOR maintains a SWAT team to respond to incidents.  The Help 
Desk has detailed procedures for responding to user incidents.  Users are notified via email as 
necessary regarding viruses, scams, etc.  Virus, security and vulnerability alerts are received and 
responded to.  
 
Technical Controls 
Identification and Authentication- KDOR uses a Security Management Database to approve of and 
maintain the security requests for system permissions.  The various systems maintain the access 
control lists.  Accounts are reviewed when associates transfer or terminate and access changed or 
removed as necessary.  Most systems force password changes every so many days.  User ids are 
disabled after a period of inactivity.  Passwords are not displayed when entered.  Vendor-supplied 
default passwords are changed.  Most systems lock user ids after a specified number of invalid 
access attempts.  Groups of users are restricted to specific functions.  Security Administrators 
periodically review access to determine if still appropriate.  
 
Logical Access Controls- Security Software can detect unauthorized access attempts, and allow for 
segregation of user capabilities through profiles, groups, etc.  Access to security software is restricted 
to security administrators.  File naming conventions are used.  There are procedures for the 
generation, distribution, etc. for Smart cards and PKI certificates.  There are controls over remote 
access to the system.  Users are instructed to lock their workstations when not being used.  Firewalls 
are installed.  Guest or anonymous logins are prohibited. Warning banners are employed.  
Confidential data transmissions are encrypted.  A privacy policy is posted on the web site. 
 
Audit Trails- KDOR uses security software logs to provide a trace of user actions.  Also, KDOR has 
custom application software that maintains an audit log of transactions. Only system administrators 
have access to on-line logs. Off-line logs are retained for a period of time and then destroyed.  
Suspicious activity is investigated and action taken as necessary.  
 
 
Electronic Signatures - The Kansas Department of Revenue has been working closely with the 
Secretary of States Office and many other Kansas State Agencies to craft and award a statewide PKI 
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Certificate Policy and Services Contract. As the State of Kansas adopted the statewide contract for 
PKI certificates,  KDOR implemented the new KDOR E-Lien application for Notice of Secure Interest 
and Motor Vehicle Lien management functions. To date there are approximately 450 users of the PKI 
certificates for this application. KDOR is continuing to implement this application with all available 
business partners in calendar year 2005. KDOR expects to have implemented over seven hundred 
PKI certificates on private business desktops by the end of calendar year 2005. KDOR is focused on 
implementing this technology primarily in Government to Government applications (such as the 
secure county web portal for moving EFT payments) and Government to Business (such as the 
Paperless Titles Application) initially. As these processes mature KDOR will look at additional 
opportunities to use PKI as a technology to support Government to Citizen applications in the future. 
KDOR is providing Local Registration Authority services under the auspices of the State of Kansas 
Registration Authority and the Secretary of States Office.  KDOR also uses PKI services with it's 
other State Tax communities to secure outgoing communications with the Multi State Tax 
Commission for the secure and authenticated exchange of confidential tax payer information for 
multi-state tax audit purposes. 
 
Web Accessibility - KDOR is committed to providing equal access to web-based information in 
accordance with ITEC policy 1210 and section 508 of the U.S. Rehabilitation Act. This ensures that 
KDOR web pages will be understandable by users with or without disabilities equally well.  Prior to 
publishing, KDOR tests web pages utilizing inside sources such as multiple browsers and settings, 
software such as LIFT, screen-reading software and also through outside sources such as approved 
compliance testing web sites such as www.cast.org/bobby.  In addition, KDOR is also following the 
guidelines set by the web accessibility subcommittee to ensure all PDF’s are accessible. 
 
Records Retention - KDOR routinely generates back ups for all electronic records generated or 
captured in the normal course of business.  All electronic records are being captured in a format that 
is compatible with the software and hardware that is currently being used by the department.  The 
vast majority of KDOR’s electronic records is maintained in a live and/or active system and is needed 
for daily business activities.  KDOR is actively involved in enhancing and developing methods for 
handling the limited number of electronic records that may have historical value.  During FY2003 
KDOR developed the an application in the Lotus Notes Email environment that allows for automated 
archiving of critical email and attachments as defined in the specifications outlined in the managing 
electronic mail guidelines, which was approved by ITEC on May 2, 2002. This document CERA 
computerized electronic records archiving falls under the auspices of the Kansas Open records Act 
(KORA).  
 
Messaging - KDOR utilizes Palm Pilot and Dell Axim Personal Digital Assistants (PDA’s) whose 
functions include e-mail, contact and calendar synchronization with KDOR’s Lotus Notes mail 
services.  Desktop messaging is provided through Lotus Notes run on a Lotus Notes Domino Server 
using WIN NT 4.0 with MS Cluster Server. 
 
Business Contingency and Business Continuity Planning - The Information Services Bureau will 
continue to facilitate and coordinate the updating of the KDOR Business Continuity Plan.  The KDOR 
Business Continuity Plan includes the IS detailed technical disaster recovery plan and also the 
Business Contingency Plans for each of the KDOR business units. KDOR will continue to coordinate 
with DISC Continuity Planners for the annually scheduled hot-site testing at SunGard in Chicago.  In 
conjunction with DISC, KDOR will test the recovery of priority systems.  



January 2005 

Chapter 2.1 – General  Government    Agency IT Management & Budget Plans 

 

2-104 

Secretary of State   (Agency #622) 
BUSINESS PROGRAMS:  

E-government & Administrative Services 
Business Services 
Elections/Legislative Matters 

 
MISSION: To be the least complicated, most accessible agency in state government.  By 

overseeing elections statewide, registering business entities and notaries public, filing 
financial statements and campaign finance reports, among numerous constitutional and 
statutory duties, this office serves the citizens of Kansas in many ways.  As diverse as 
the duties are, quality customer service is common to all.  Our foremost business 
objectives are to provide timely and open customer access to government records and to 
reduce costs.  These objectives represent our continuing efforts to dismantle barriers 
that citizens associate with government 

 
SFY 2005 BUDGET:        $21,213,848  
SFY 2005 FTE:   54.0    
SFY 2004 IT EXPENDITURES::  $329,871 
WEBSITE ADDRESS:  www.kssos.org   www.kscharitycheck.org 
     www.voteks.org 
 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 1.0  1.0  1.0 

Application Maintenance and Enhancement   
(in-production systems)  1.0  1.0  1.0 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 1.5  1.5  1.5 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 0.5  0.5  0.5 

Network Engineering, Technical 
Management and Support  0.5  0.5  0.5 

Computer Operations, Management and 
Technical Support  1.0  1.0  1.0 

Web application development and 
maintenance  1.0  1.0  1.0 

IT Security  0.5  0.5  0.5 

Other IT Functions (please identify)  1.0  1.0  1.0 

TOTAL FTEs  8.0  8.0  8.0 

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange 1     
Servers    5  

PC-Desktop    68  
PC-Laptop    5  
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SFY 2004 MAJOR APPLICATIONS:  
Accounting Amendments 
Budget  Reinstatements 
Appointments Business Entity Annual Reports 
Labor Union/Business Agents Charitable Organizations 
Prepaid  Trademark 
Pre-arranged Funeral Agreement Professional fundraisers and solicitors 
Refund  Customer service center for agency 
Inventory UCC 1 Financing Statement 
Vouchers UCC 2 Financing Statements 
Notary  UCC Electronic filing system  
Media Relations UCC Search 
Kansas Register Centralized Voter Registration System 
Kansas Administrative Regulations Election Night Tabulation 
Kansas Directory Lobbyist Registration 
Corporate Recognition County election files/County Clerks address 
Customer Request Correspondence Law books 
Name Availability/Name Reservation (KBC) Elections System 
New Business Entity Filings  

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: Continued partnership with accessKansas 
resulted in many online accomplishments: certificates/letters of good standing and corporate annual 
report filings were launched, as well as development of the connection to the web services payment 
portal for the upcoming lobbyist online registration and expenditure report filings. The aged AS/400 
was replaced with a new iSeries, increasing capacity and speed of our applications and database 
access. The NT server domain controller was upgraded to MS Server 2003, providing more user 
security controls through active directory/group policies and patch/update management through SUS 
server. Yearly client rotation resulted in many of the remaining MS Windows ’98 desktops being 
replaced with new XP desktops. The e-mail server and software was upgraded. New anti-virus 
software was deployed on all PC’s, servers and mail server along with auto updating, scanning and 
content filtering. An IDS system was procured June 2004. The SOS IT Security Policy was reviewed 
and revised. The HAVA Central Voter Registration and Election Management system (CVR/EMS) 
RFP was issued in November 2003, an intent to award issued in June 2004 with contract signing 2nd 
week in September 2004. As part of the federal HAVA (Help America Vote Act) a new voter 
education web site was developed and officially launched in July 2004. In order to accomplish our 
future strategic goals, IT staff reorganization resulted in several new key positions:  Network/Security 
specialist, IT Project Manager/Analyst and Applications Development Manager. 
 
STRATEGIC DIRECTION & OBJECTIVES: Establish the broadest electronic communication with 
and among our customers, our staff and sister agencies.  The secretary of state maintains a 
repository of official state records that have been filed in our office since before statehood.  Highly 
summarized, they have been generated by broad and diverse legislative, executive, elective and 
business transactions that are of interest to Kansas citizens who ask us to search, copy and certify 
these official records for them. 

 
As most of our business customers are internet-active, it is appropriate that more than half of the 
agency goals identified by our management staff for completion during FY 2005 – 2007 are related to 
an increase in electronic communications – with and among our customers, our staff and other state 
agencies.  Ultimately, we envision interactive electronic access with every division in our office.  For 
this reporting period, following is a summary of our most important strategic goals: 

 
Over the next 18 months, SOS will implement a state-wide central voter registration (CVR) and 
election management system (EMS) that will replace the current legacy system. A majority of the 
SOS applications and data will still reside on the legacy system. However, we evaluate 
updating/replacing this system while the HAVA project is being implemented. The HAVA project 
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platform will allow our IT staff to leverage existing skills and learn new skills for support and long-term 
maintenance.  

 
The SOS Information Resource Committee (IRC) will continue to evaluate, recommend and monitor 
IT organizational policy, agency resource allocation, IT project planning and prioritization, as well as 
update the SOS Business Contingency and Continuity plan and IT Security plan. We will research 
COBIT and develop a plan to implement within the agency.  

 
We continue our strategy of state agency coordination and partnerships through the Kansas 
Business Center (KBC) project with the launch of articles of incorporation, enhancements to annual 
report filings and use of the accessKansas payment portal; through KDOR with our corporate 
database sharing and joint communication plan with franchise tax / fee changes; and through KDOR, 
KDHE, and KDOC with XML transfer and check against the HAVA CVR database.  

 
To support our strategic goals and to provide the best customer service possible, we are taking an 
agency-wide approach to planning and organizing our IT and HAVA help desk. This involves agency 
coordination and communication and an evaluation of our current procedures. 
 

Agency Architecture:  SOS uses and hosts an IBM iSeries for its main business applications 
and database. Microsoft Windows 2000 and Server 2003 are used for other servers. Desktop 
units are currently Windows XP, 2000 and a few remaining ‘98’s, which will be upgraded early 
this year. The HAVA CVR/EMS platform consists of Microsoft Server 2003/Sequel Server and will 
incorporate SAN storage. The HAVA CVR/EMS system will be hosted in the DISC data center 
and uses the state Historical Center as a failover site. SOS is evaluating upgrading its main 
business applications - no determination of platform has been made at this time. SOS uses DISC 
for its networking infrastructure along with SOS managed firewall and IDS.  

 
E-Government: Our strategy is aggressive. To support it, we reorganized our office to provide for 
an e-government officer who works closely with the information technology division and with 
agency management staff to assess the feasibility of moving current applications to the web and 
to assess the need for new web applications. To further support our commitment to electronic 
communication, we continue to upgrade our hardware and software on a three-year cycle so that 
our customers have confidence in the electronic access we have provided.  For the same reason, 
and as appropriate, we continue to contract with third parties for discrete programming and 
consulting services.  These are identified infra under Service Contracts and Fees. 

 
Security: Our commitment to security includes a new Network/Security Specialist, who has 
implemented many desktop/network security controls and perimeter security measures such as 
IDS and will help review and determine compliance with and implement the Kansas Security 
Council self assessment guidelines and ITEC security policies. We are working with DISC on 
quarterly vulnerability tests and are planning for yearly testing by an outside firm. SOS’s direction 
also includes a continued commitment to the Kansas project management methodology as well 
as reviewing and formalizing our application development and life-cycle support methodology. 
Physical security includes access to SOS data center through swipe card access as well as 
punch code access to the IT office area. Quarterly IT informational meetings, attended by all SOS 
employees, began with an emphasis on the SOS IT security policies and user awareness about 
and responsibilities their role in security.  

 
Electronic Signatures: SOS led the PKI workgroup this year to review and update the State of 
Kansas Digital Certificate Policy, which will be presented for approval at the October ITEC. We are 
currently exploring potential projects utilizing PKI including an e-Notary application, online campaign 
finance report submission, VPN access for staff and many election related initiatives including HAVA.  

 
Messaging:  Current e-mail platform is Lotus Notes. Lotus Instant Messaging will be 
implemented on a trial basis with our leadership staff and a determination will be made about 
agency wide implementation. In FY2004 our leadership staff was issued Palm Organizers, which 
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synchronize with Lotus Notes, to enhance our internal communication, meeting schedules and 
productivity. The units were so successful that the program was expanded to include SOS team 
leaders.  

 
Disaster Contingency Planning:  Through the IRC committee, we are committed to updating 
and testing our Business Contingency and Recovery plans. The HAVA project will incorporate a 
complete Disaster Recovery and Security plan and use the Historical center disaster recovery site 
as a fail-over in the event the data DISC data center is not accessible. We are currently 
evaluating our backup/recovery storage systems. Current plans include monthly and daily backup 
of iSeries and windows servers with off-site tape storage through DISC/Historical center. Future 
plans include evaluating the DISC data center and Historical center for all SOS equipment. 

 

AGENCY IT OBJECTIVES 
 
IT Objective #1:  HAVA Central Voter Registration / Election Management System - FY05 - 06 

  
IT Strategy.   Develop a “single, uniform, official, centralized, interactive computerized statewide 
voter registration list defined, maintained and administered at the state level”. This will include 
functions for election management and development of an XML standards/interface to the CVR 
system for counties who wish to keep their current election management system, for election 
night results reporting and for CVR data verification with KDOR, KDHE, and KDOC.   
 

IT Objective #2:  Online Business Entity Articles of Formation -  FY 2005  
  

IT Strategy.   Through partnership with accessKansas Kansas Business Center (KBC), 
implement on-line articles of formation for most business entity types. This includes payment 
through the accessKansas payment portal. 

 
IT Objective #3:  Online Lobbyist Registration / Expenditure report filing -  FY 2005  

  
IT Strategy.   Develop an on-line registration system and payment module for lobbyist to register 
themselves and their clients, order badges and file expenditure reports. Data will be sent to GEC 
electronically.  

 
IT Objective #4:  Archive agency e-mail & implement electronic retention schedules  

 
IT Strategy.   Acquire software system and/or modify necessary software/databases in order to 
archive/maintain appropriate electronic records and retention schedules.  

 
IT Objective #5:  Accounting System enhancements - FY 2005 – FY2007 

IT Strategy. Research/design/implement new accounting application to include validation 
system and interface to existing SOS business applications and state systems.    
 

IT Objective #6:  Notary Imaging - FY 2005 
 

IT Strategy. Store notary cards on magnetic media (image) and eliminate file cabinet storage 
and manual retrieval processes.  

 
IT Objective #7:  Electronic store-front for lawbook/flag sales – FY2006 

  
IT Strategy.   Implement an on-line store-front to allow customers to place orders for law books 
and flags.  
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IT Objective #8:  System for New Business Entity / UCC filings - FY2005 – FY2007 

 
IT Strategy. Research business entity and UCC applications to replace the current systems 
which were developed in the early 1990’s. As part of this process, existing microfilm documents 
will be converted into a digital format.  

 
IT Objective #9:  Rewrite Notary application, allow on-line filing and testing / e-Notary  

 
IT Strategy. Design and program a web application that will allow on-line education, testing 
and application for notaries public.  Explore opportunities to launch an e-notary pilot with a 
government agency filing application.   The pilot would require significant time resources from a 
government agency, the user group for the application and the Kansas E-Commerce Work 
Group. 
 

IT Objective #10:  Intranet Phase 2 -  FY 2005 – FY2006 
  

IT Strategy.   Continue developing intranet to more efficiently share forms and other 
agency/division information. Develop work-flow process on forms/data that must be passed 
through multiple divisions to allow signoff within each division before reaching the final 
destination. 

 
IT Objective #11:  PKI - FY 2005 – FY2007 

  
IT Strategy.   Permit secure electronic communication of Election related data and 
communications with county election officers via email with PKI. Initially voter registration / party 
affiliation documents requiring county certification will be transmitted via email with PKI. Plans are 
to incorporate PKI as a security layer for each HAVA CVR/EMS user. Other applications of the 
technology could include e-notary, VPN and campaign finance documents.  
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Securities Commissioner   (Agency #625) 
BUSINESS PROGRAMS:  

Preventive Regulation 
Enforcement Services 
Education Services 

 
MISSION: The mission of the Office of the Securities Commissioner is to protect and inform Kansas 

investors, to promote integrity and full disclosure in financial services, and to foster 
capital formation.    

 
SFY 2005 BUDGET:        $2,247,977  
SFY 2005 FTE:   27.8     
SFY 2004 IT EXPENDITURES::  $77,541 
WEBSITE ADDRESS:  http://www.securities.state.ks.us  

 
IT Profile:  Agency has no dedicated IT Staff. 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange 1     
Servers    2  

PC-Desktop    30  
PC-Laptop    11  

 
SFY 2004 MAJOR APPLICATIONS: None reported. 
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The Office of the Kansas Securities 
Commissioner (“KSC”) completed an upgrade of its network server in Topeka in July 2003.  This 
included the installation/upgrade of the network hub to accommodate more connections.  The agency 
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also installed security cameras and three entry locations.  These cameras are connected to the office 
network and allow employees to monitor entrances to the buildings, enhancing physical security.  
Several personal computers were replaced throughout the year in an effort to stay within the goal of 
a three year replacement cycle.  Four older (3+ years) personal computers were renovated and 
placed back into service in order to achieve savings from purchasing new units.  The agency 
acquired a DVD recorder and digital equipment that is used in investor education presentations 
throughout the state.  The KSC, though the North American Securities Administrators Association 
(NASAA), works with the National Association of Securities Dealers (NASD) in utilizing a nationwide 
broker-dealer and investment adviser licensing system called the Central Registration Depository 
(CRD).  Several software upgrades were made to the CRD system throughout the year, including a 
new data download that permits the KSC to electronically obtain all data on its registered broker-
dealer representatives.  The data can then be manipulated to assist in targeting registrants for 
compliance examinations and enforcement actions. 

 
During SFY 2004, the agency expanded a program that allows notice filings by mutual fund 
companies to be created by the filer and received electronically by the Securities Commissioner’s 
office.  This has eliminated a significant amount of paper filings previously received by the agency. 
 
STRATEGIC DIRECTION & OBJECTIVES:  In 2003, the agency upgraded to a client/server network 
environment with redundant storage (mirrored drives) on the central server.  This migration has 
resulted in much greater data integrity and security.  The agency is evaluating the feasibility of 
extending this network via a VPN to its satellite office in Wichita.  To ensure data integrity and 
security, the agency maintains hardware firewalls on the routers at each location, and has installed 
automated virus protection software on all PCs and servers throughout the agency.  The agency will 
continue to evaluate its security measures in accordance with ITEC Policy 4230.  To ensure efficient 
operations, the agency will also strive to meet its targeted 3-year replacement cycle for 
microcomputers and operating systems within existing budget constraints. 

  
The KSC’s registration and enforcement records currently reside on a mid-range (IBM AS/400) 
computer.  A custom inquiry/maintenance application manages these records.  While currently 
adequate, this application does not provide the flexibility to incorporate new fields and processes to 
adapt to changing strategies, procedures and tasks within the Preventative Regulation and 
Enforcement programs of the agency.  Specifically, the agency is seeking a new case management 
system to improve tracking, timing and accountability of investigations, prosecutions or hearings.  
Such a system should also be able to monitor payment of fines and restitution as well as results of 
rescission offerings.  Commercial software designed specifically for securities regulators in a “wintel” 
environment is now available.  The agency will analyze the feasibility and usefulness of such 
software on an ongoing basis. 

 
The agency will continue to enhance its website to make more agency information, orders, opinions 
and administrative/criminal actions available electronically to the public in accordance with ITEC 
Policy 1210.  The KSC participates in the Investment Adviser Registration Depository (IARD) and 
Public Disclosure (IAPD) programs with other states and the SEC to provide registration and 
disclosure information about investment advisers via the Internet.  Future enhancements to this 
program will include information on individual investment adviser representatives.  Similar information 
is provided on broker-dealers and their agents via the NASD’s Public Disclosure Program.  Such web 
based electronic disclosure programs, along with the agency’s web site (and traditional 
communications through the broadcast and print media) allow the KSC to meet it goals under its 
Education Services Program.  The agency retains records in electronic format under the same rules 
and guidelines as paper records.  It will provide records in an electronic format pursuant to a public 
information request in accordance with the terms and conditions of the Kansas Open Records Act. 

 
While the Office of the Kansas Securities Commissioner has made significant progress in the 
effective use of information technology, we will continue to analyze and apply such technology to 
enhance the efficiency and effectiveness of our operations and high level of service to Kansas 
investors. 
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Tax Appeals, Board of   (Agency #562) 
BUSINESS PROGRAMS:  

Regular Division Small Claims Division 
 
MISSION: To ensure that all property in the State of Kansas is valued and assessed in accordance 

with the Constitution and statutes in an equal and uniform manner; to impartially and in a 
timely manner resolve disputes regarding any tax issue between various taxing 
authorities and taxpayers.  To correct tax inequities, review grievances resulting from 
clerical errors, determine if property designated to be exempt qualifies for exemption from 
taxation in accordance with the Constitution and statutes, and to authorize taxing 
subdivisions to exceed current budget limitations or issue no-fund warrants.  

 
SFY 2005 BUDGET:        $1,587,413  
SFY 2005 FTE:   26.0    
SFY 2004 IT EXPENDITURES::  $31,949 
WEBSITE ADDRESS:  http://www.ink.org/public/bota  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.3  0.3  0.3  

Application Maintenance and Enhancement   
(in-production systems) 0.1  0.1  0.1  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.2  0.2  0.2  

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support 0.2  0.2  0.2  

Web application development and 
maintenance 0.1  0.1  0.1  

IT Security 0.1  0.1  0.1  

Other IT Functions (please identify)       

TOTAL FTEs 1.0  1.0  1.0  

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  3  

PC-Desktop  43  
PC-Laptop  3  

 
SFY 2004 MAJOR APPLICATIONS:  None reported. 

  
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: BOTA had no funding for IT procurements in 
SFY 2003 or SFY 2004.  However the agency continues to utilize the outdated IT resources it has to 
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the fullest and continues to keep pace with the appeals process.  BOTA did participate in several of 
the informational meetings with the Department of Revenue (KDoR), Property Valuation Division 
(PVD) and county representatives during the redesign of the Computer Assisted Mass Appraisal 
System (CAMA).  BOTA was asked for input on information that was needed to process appeals at 
the Board's level and for information that might help the Counties, PVD and BOTA in the appeals 
process. 

 
STRATEGIC DIRECTION & OBJECTIVES: BOTA relies heavily on IT technology in the daily 
operations of the agency.  The Board utilizes the existing CaseTracking application software in 
docketing new appeals, scheduling hearings and status conferences, writing letters, small claims 
decisions and final orders as well as for providing reports for taxpayers, state agencies and the 
legislature.  The agency continues to use E-mail as a notification tool for parties that appear before 
the Board on a regular basis and strives to use it with more applicants in the future.  
  
BOTA is exploring letting a bid proposal for programming enhancements to the existing 
CaseTracking application software written in 1997 and last updated in 2000.  In the last 4 years there 
have been several changes to the appeals process by legislative action.  The Board would let bids 
for an analysis of the existing system to see how to effectively implement the needed changes on a 
limited budget by utilizing KSIP funds. 
 
The Board is proposing to replace the existing eight-year-old Hewlett Packard printers with current 
models, as our existing printers are in need of extensive deferred maintenance.  Most of the staff 
currently utilizes the original 13.8-inch monitors purchased in 1997 when BOTA implemented the 
existing LAN network.  These monitors would be replaced with current 17-or 19-inch models 
improving viewing of information and relieving eyestrain.  Upgrading our existing Toshiba phone 
system to include voice mail and additional conference features would improve our status 
conferences and phone hearings.  Replacing our main fax machine purchased in 1996 for a current 
model would speed up the process of faxing and lower operating expenses. 

 
Agency Architecture: The Board's existing TCP-IP LAN network consists of 3 IBM Servers 
running from between 200 MHz to 1 GHz in speed and operating on Microsoft Windows NT 4.0 
operating software with Exchange 5.5 handling our E-mail and SQL 6.5 handling our database 
and document integration.  The Board's e-mail server resides outside of the Cisco Systems PIX-
515 firewall purchased in FY 2002 and installed by DISC.  The rest of the network consists of 
three-year old IBM NetVista PC's running Microsoft Windows NT 4.0 or Windows 2000 with 
Microsoft Office 97 Professional handling word processing, spreadsheets and small database 
support.  All Servers and PC's utilize Norton Enterprise Anti-virus software that is updated 
weekly.  Currently there are no plans to change the operating platform except for upgrading to 
current technology.  The agency is currently exploring the upgrade of the existing operating 
software of all of the PC's and servers to Microsoft Windows 2000 or Windows XP. Microsoft no 
longer supports the existing Microsoft Windows NT operating software with upgrades or software 
fixes.  The Board will need to begin looking at the replacement of our existing PC's, servers and 
printers within the existing and following fiscal year.  Two of our Servers are at least 6 years old 
and our printers are more than seven years old.  There has been minimal maintenance 
performed on our hardware.  Currently newer, less expensive technology exists to replace them 
with.   The agency has begun to explore the upgrading of our primary CaseTracking application 
software and database to incorporate several badly needed fields and data now required of the 
Board to collect and maintain.  The CaseTracking software and database have had no major 
revisions since June of 2000.  Since June of 2000 the Kansas Legislature has enacted several 
changes to the Board's procedures as well as changes in what data is needed to process filings 
before the Board. 

 
E-Government:  BOTA receives faxes and e-mails from applicants filing new appeals, checking 
on case status of existing appeals, and sending additional information not supplied with the 
original application.  The Board emails status conference correspondence to the parties after 
holding the conferences in order to hold down written correspondence and mailing expenses.  
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This process has grown over the last couple of years as more individuals utilize the Internet for 
E-mail correspondence and notification.  The Board continues to maintain and update the 
agency web-site on accessKansas.  Applications, instructions and fee information for filing 
appeals is maintained and updated as changes occur.  These applications on BOTA's web-site 
site are available to be printed and filled out by the applicant, currently there is no process in 
place for on-line application filings.  The Board continues to stay informed with developments in 
PVD's redesign of CAMA.  BOTA would envision the possibility that one day there could be a 
direct filing of information from the county level to the Board's level of appeals.  This would 
improve the information received by BOTA in docketing and processing new applications. 

 
Security:  The Board implemented an Information Technology Security Policy and Internet 
Usage Policy in July of 1998.  This policy follows the ITEC policy 4230.   Agency LAN security is 
provided through a Cisco Firewall installed in February of 2003 as well as virus protection 
through Norton anti-virus software that is updated weekly.  The agency utilizes password 
protection on each PC and server as well as the primary application software.  All of the Servers 
are updated with security patches and fixes as well as BIOS hardware updates.  The PC's have 
all required security fixes and patches installed. 

 
Electronic Signatures:  Currently the Board is not using any application that requires data 
encryption from outside users.  All of the internal users are using Microsoft encryption 
processes.  The need to verify user's digital identity is currently not an issue before the Board.  If 
the agency could go to an on-line filing procedure this would become an issue and would have 
to be addressed. 

 
Messaging: Currently the Board utilizes Microsoft Exchange 5.5 on a Server with each PC 
having Outlook 2000 installed for all email processing.  These programs allow for the filtering of 
many unwanted SPAM messages while allowing the user to track e-mails sent and notification of 
new emails being received.  Documents can be sent from within the word processor, 
spreadsheet or PowerPoint programs.  Multiple mail address lists are available for county, State 
or individual addresses.  The only changes that are envisioned for email at this time would be to 
upgrade to current versions of the existing programs  

 
Disaster Contingency Planning: In the event of a major disaster the Board would revert to a 
paper process until Servers and PC's could be restored to operation and caught up to current 
information.  Daily backups are maintained of the databases, reports, queries and documents 
associated with case filings.  Backup recovery has been tested when Servers crash and have to 
be restored from existing data contained on the backup tapes.  Information pertaining to BOTA's 
existing network is updated regularly to keep current with changes to be used in recovery. 

. 
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Technical Professions, State Board of   (Agency #663) 
BUSINESS PROGRAMS:     Licensing and Regulation 
 
MISSION: To protect the health, safety, and welfare of the people of Kansas by assuring that the 

practices of engineering, architecture, geology, land surveying, and landscape 
architecture in the State are carried out by qualified individuals. 

 
SFY 2005 BUDGET:        $555,857  
SFY 2005 FTE:   6.0  
SFY 2004 IT EXPENDITURES::  $17,745 
WEBSITE ADDRESS:  http://www.accesskansas.org/ksbtp  
 
IT Profile:  The agency has no dedicated IT Staff. 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange 1     
Servers      

PC-Desktop    7  
PC-Laptop    2  

 
 
SFY 2004 MAJOR APPLICATIONS: None reported.   
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: There has been continued work and some 
minor expense to make access to the computer system more difficult by outside sources with the 
improvement of firewalls and addition of virus search programs.   
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STRATEGIC DIRECTION & OBJECTIVES:  The IT objective through FY 2007 is to maintain current 
operations with continued updating of microcomputers as needed.  The basic function of the 
programming for the AS/400 is for maintaining licensure data and processing applications, licenses 
and certificates.   Two of the printers used for licensure are getting fairly old so may need repairs or 
replacement in the next three years. 

 
Agency Architecture:  The agency is using and plans to continue to use a licensing system 
operated on an IBM AS/400 system.  

 
E-Government:  The agency implemented on-line license renewals and address changes in 
November 2004.   

 
Security:  All computers are secured by password.  There is no external link to the licensure 
data.   There is internet access now on several of the personal computers.  Upon the advice of 
DISC, a firewall was bought and installed to provide added security.  

 
Electronic Signatures: The agency is not using any data encryption at present.  This will be 
considered if there are any changes in information technology that requires data encryption. 
 

Messaging:  None reported. 
 

Disaster Contingency Planning: Records are retained within the agency or at the Kansas State 
Historical Society.  The agency follows Kansas Open Records Act for public access.  
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Technology Enterprise Corporation   (Agency #371) 
BUSINESS PROGRAMS:     

Centers of Excellence Mid-America Manufacturing Technology Center 
Product Development Financing Experimental Program to Stimulate Competitive Research 
Commercialization Strategic Technology Research Fund 

 
MISSION: To create and grow Kansas enterprises through technological innovation. 
 
SFY 2005 BUDGET: $14,646,716    
SFY 2005 FTE:   29.0 
SFY 2004 IT EXPENDITURES::  $90,476 
WEBSITE ADDRESS:  http://www.ktec.com   

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 0.2  0.2  0.2 

Application Maintenance and Enhancement   
(in-production systems)  0.1  0.1  0.1 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 0.1  0.1  0.1 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 0.1  0.1  0.1 

Network Engineering, Technical 
Management and Support  0.1  0.1  0.1 

Computer Operations, Management and 
Technical Support  0.2  0.2  0.2 

Web application development and 
maintenance  0.1  0.1  0.1 

IT Security  0.1  0.1  0.1 

Other IT Functions (please identify)       

TOTAL FTEs  1.0  1.0  1.0 

 
Computer Assets:  

 AS/400 Novell Linux MS Windows Apple 
    

Midrange      
Servers  2 2 1  

PC-Desktop   1 19  
PC-Laptop    3  

 
 
SFY 2004 MAJOR APPLICATIONS: None reported  

SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The past year KTEC has worked to integrate 
customer contact management and reduce duplication of contact data.  KTEC has implemented the 
GoldMine contact management system to combine all contact and project data.  Also, we have 
upgraded staff workstations to MS Windows XP.  We continue to expand our mobile office efforts 
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with remote system access, wireless access, laptop computers, personal data assistants (PDAs), 
and cell phones. 

STRATEGIC DIRECTION & OBJECTIVES:   KTEC is a relatively small office (15 FTEs); therefore, 
projects of the IT department are relatively small compared to other larger State agencies.  Because 
of this, the main goal of the IT department is to keep file servers, workstations, and off-the-shelf 
software as up-to-date as possible.  

 
KTEC is currently continuing it’s efforts to combine contact and project databases to track client 
companies.  KTEC is currently developing a web-to-database registration system to bring together 
Angel Investors in Kansas with companies in need of investment funds.  These investments will allow 
the investors to take advantage of a tax credit from the State of Kansas.  Staff display screens will be 
upgraded the next fiscal year to flat display panel technology. 

 
 Agency Architecture:  Platforms include Novell Netware file servers, Windows database server, 
Linux web and database servers and Windows workstations.  We will possibly upgrade our Novell 
file servers to Linux based servers within the next two years after an evaluation process. 

 
E-Government:  KTEC is increasingly using its web site to provide and collect data from clients.  
KTEC now provides most marketing materials electronically via the web server and e-mail.  The 
Kansas Angels Investors web site will be a big step in providing service to Kansans 
electronically. 

 
Security:  KTEC’s data files and databases are backed up nightly to tape and stored in double 
fireproof safes.  A data set is also stored off site.  Servers and backup mechanisms are 
protected from commercial power service with uninterruptible power supplies (UPS).  Servers 
and workstations are automatically scanned with network anti-virus software for viruses, worms, 
spyware, etc.  The anti-virus software is updated automatically from the manufacturer.  All server 
and workstation operating systems and applications are updated as recommended by the 
manufacturers.  Server log files are reviewed regularly for potential hardware, software, and 
network intrusion problems.  KTEC’s ISP provides Internet traffic monitoring and traffic statistics 
are available on-line for KTEC IT staff to review.  Network traffic can be monitored manually to 
determine possible network attacks.  All servers, network switches/hubs, central wiring, power 
supplies, and backup storage safes are located in a central room on the first floor of the building 
with no outside doors or windows.  A one foot thick brick and mortar wall separates the room 
from outside elements.  All KTEC IT procedures are documented on-line with access for in-
house staff only and a printed set in kept in the computer room.  KTEC staff network access is 
password protected with quality random passwords assigned by the network administrator.  
KTEC staff are trained and alerted to potential security problems as needed. 

 
Electronic Signatures: KTEC currently has no plans to use electronic signatures. 

 
Messaging:  KTEC currently used the Novell GroupWise messaging system with integrated e-
mail, calendaring, and instant messaging.  Several senior staff also use personal data assistants 
with wireless access and cell phones.   

 
Disaster Contingency Planning:  KTEC’s electronic data is backed up and a set is stored off-
site.  In case of a catastrophic disaster, data would be recovered to new hardware and/or off-site 
laptop computers.  The future plan to migrate file servers to Linux will make the task of recovery 
more flexible and less time consuming. 
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Treasurer, Office of the State   (Agency #670) 
BUSINESS PROGRAMS:  

Administration  Unclaimed Property 
Municipal Bond Services Kansas Learning Quest Education Savings 
Cash Management  

  
MISSION: To participate in the management of public funds to ensure safe and sound financial 

practices that benefits the people of Kansas.  Through efficient use of public and private 
resources, we will partner with Kansas Citizens in the pursuit of their financial security. 

 
SFY 2005 BUDGET:        $39,471,046  
SFY 2005 FTE:   55.5    
SFY 2004 IT EXPENDITURES::  $169,678 
WEBSITE ADDRESS:  http://www.kansasstatetreasurer.com   

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.1 0.5 0.1 0.5 0.1 0.5 

Application Maintenance and Enhancement   
(in-production systems) 0.5 0.4 0.5 0.4 0.5 0.4 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0.3 0.2 0.3 0.2 0.3 0.2 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.1 0.2 0.1 0.2 0.1 0.2 

Network Engineering, Technical 
Management and Support  0.8  0.8  0.8 

Computer Operations, Management and 
Technical Support 0.5 0.9 0.5 0.9 0.5 0.9 

Web application development and 
maintenance 0.5 0.6 0.5 0.6 0.5 0.6 

IT Security  0.4  0.4  0.4 

Other IT Functions (please identify)       

TOTAL FTEs 2.0 4.0 2.0 4.0 2.0 4.0 

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  14  

PC-Desktop  54  
PC-Laptop  17  

 
 
SFY 2004 MAJOR APPLICATIONS:  

Corporate Universe PC/LAN 
Distributions PC/LAN 
Warrants/Receipts/Fund Accounting PC/LAN 
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State of Kansas Interactive Internet Interfunds (SOKI3) PC/LAN 
Unclaimed Property PC/LAN 
State of Kansas Securities and Collateral Production Extranet (The Vault) PC/LAN 
Treasurer’s Production Website (KST On-Line) PC/LAN 

  
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: We are continuing our efforts to retire our DOS 
based legacy code and reach our goal of all production systems being Internet/Intranet based.  We 
are 12 months through a 24-month rewrite of the Unclaimed Property System which will be a 
completely Internet based system and will provide a method by which potential claimants can have 
their claims approved on-line without the need for staff interaction.  The cost of processing and 
approving claims, although greatly reduced over the last several years by system and process 
enhancements, will be reduced even further.  In an effort to return Unclaimed Property to its rightful 
owners we participated in three telethon type events in Topeka, Kansas City, and Wichita.  Each 
event required a remote standalone network to be set up offsite at each television station.  The offsite 
network and databases allowed Treasurer's staff to take phone calls and reconnect Kansas citizens 
with their property.  In addition to phone calls the public is directed to our website where potential 
claims can be filed.  The telethon in March was a joint effort with the Missouri State Treasurer.  At 
that time we temporarily routed Internet traffic to our new online search application which we 
monitored closely.  Our combination beta and stress test functioned flawlessly.   

 
Due to the impending implementation of the new Unclaimed Property production system, a redesign 
of our production website home page was required.  This design was completed and approved in 
September 2003 and will be introduced at the same time the new Unclaimed Property system will be 
unveiled.  To our external website we added a link for MoneySmart as part of the Treasurer's 
continuing efforts at financial literacy for young people, a link to IRS information about unclaimed 
refunds, and a new picture gallery of Kansas scenery submitted to us by high school photography 
students across the state.  We added Agricultural Production Loan information to the Pooled Money 
Investment Board website which we host and maintain.   

 
We have stayed on-track with our plan of 3-year hardware rotation and reached our goal of having all 
desktop PCs on Windows XP by the end of SFY2004.  We have also kept all mission critical servers 
within a 4-year rotation by replacing our production Bonds server and the State of Kansas Interfunds 
(SOKI) server.  We implemented a VPN for use by both specific Treasurer's staff and two vendors 
responsible for monitoring and maintaining our Bonds and Investment applications.  To secure the 
VPN we chose RSA using the SecureID token technology.   We are currently exploring the 
possibilities of using this technology for other external users. 

 

 STRATEGIC DIRECTION & OBJECTIVES: We have made a commitment to work toward the goal of 
a completely Internet based shop within the next 5 years.  We will continue reconstructing all of our 
internal systems onto Internet based platforms and any new applications or systems will be written 
with this goal in mind.  This involves the use of a new PHP, a more widely used programming 
language.  In addition, we will continue the enhancement of data sharing with all of our business 
partners which includes both the public and other state agencies. 

 
Agency Architecture:  The Treasurer’s Office currently has several servers on various platforms 
of Microsoft products, ranging from NT 4.0 to Windows 2003.  Our goal is to upgrade all our 
servers to Windows 2003 as the servers are replaced and as a long-range goal, we would like to 
keep all our Microsoft servers on the same operating system version for easier maintenance.  
Novell Netware 6.5 is our network software.   Our mission critical servers have RAID protection.  
At the desktop level the current agency standard is Windows XP Pro.  Our VPN is Cisco secured 
with RSA SecureID token technology.  Our agency also employs the use of several laptops for 
our offsite event network. 
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E-Government: We have deployed several applications for use across agency boundaries as 
well as into the public sector to interact with businesses as well as the general public.  We have 
the long-range goal of providing links to all appropriate systems via the Internet.  For the benefit 
of other state agencies we currently have available approximately 43 million paid state warrants 
available for online viewing.  Agencies can download their paid warrants for the previous 60 days 
and they can download their outlawed warrants on a monthly basis. We built and host SOKI3 
which currently contains four different modules, receipts, interfunds, journal vouchers, and 
ordering for all other state agencies.  For the general public we offer Unclaimed Property 
searches and submission of holder reports online, information and the downloading of lender 
packets for the Agricultural Production Loans, and information and the ability to sign up for 
Learning Quest, the state’s post-secondary 529 education savings plan.  Over the next five years 
we intend to continue our progress toward a totally Internet interactive State Treasurer’s office. 

 
Security:  We have implemented various security procedures for our agency.  Our servers are in 
a locked room and the building is secured after hours.  Our computer room is on the building UPS 
and we have separate air handlers to make sure the room stays at an appropriate temperature 
including nights and weekends.  Backups are performed nightly on critical files and databases 
and tapes are taken off-site daily.  We have a firewall, which was upgraded in SFY2003 and is 
again scheduled for upgrade in SFY2006, installed to protect against hackers and intruders.  The 
firewall rules are reviewed frequently.  Internal users are only allowed to access ports on external 
machines for reasons meeting state business criteria.  Individual port requests are examined on a 
user-by-user basis.  Passwords are changed on a regular schedule.  Permissions have been set 
on various data files on the network to reduce the risks of accidental or intentional harm to these 
files.  The database applications have edits built in that reduce data entry errors.  We have 
restricted staff from being able to reconfigure components or install software on the PCs.  We 
have two different anti-virus packages running.  One vendor's package is running on the email 
server itself and a different package on the desktops thereby increasing our chances of not being 
infected.  The anti-virus software is updated at least weekly.  Email attachments are scanned and 
black listed attachments are stripped and/or blocked and then quarantined. The quarantined 
emails are then reviewed for valid business purposes. This list of file types is reviewed 
periodically.  Our security logs are examined several times per week to check for any unusual 
activity. All decisions to expand and enhance functionality will continue to be balanced against 
risk to be certain an unacceptable level of risk is not created.  We continue to implement new 
security practices whenever the need arises.  An example of this was our implementation of RSA 
SecureID tokens to protect our VPN. 

 
Messaging:  We have two email servers and both of these servers are also running Windows XP 
Pro with Merak email server software.  We have found this software to be extremely cost effective 
even with the addition a webmail client, anti-virus, and anti-spam add-ons.  We maintain two 
email servers so we can assign one strictly for outgoing mass emails or SOKI and various other 
purposes.  We do not have a policy prohibiting instant messaging and it is installed on a few 
select upper management level PCs.  We do have a policy against staff members downloading 
and installing any software on their own so, as a by-product of this policy, we can control the 
number of PCs with instant messaging access. 

 

Disaster Contingency Planning:  Our agency currently has an IT contingency plan on file.  We 
continue to review this document regularly making changes where appropriate.  Due to continuing 
budgetary cuts, we still are unable to implement our ideal contingency plan.  Because of our fully 
PC based platform, offsite backup storage, and office personnel capable of system and network 
restoration, we feel it would be possible to bring the office back on-line at nearly any location with 
power and phone lines should a disaster occur.. 
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Pooled Money Investment Board   (Agency #671) 
   Total IT support by Office of the State Treasurer 
BUSINESS PROGRAMS: Investments Management 
 
MISSION: We will effectively invest the funds of the State General Fund, the State’s agencies, and 

state and local governmental entities through the use of investments which provide an 
optimal balance of safety, liquidity and yield in accordance with K.S.A. 75-4201 et seq, 
adopted investment policies, and K.S.A. 12-1675 et seq.  Further, we will maximize the 
interest earnings of the State General Fund, State agencies, and state and local 
governmental entities though the effective use of cash flow forecasting and management 
techniques. 

SFY 2005 BUDGET:        $ Not available  
SFY 2005 FTE:      Not available   
SFY 2004 IT EXPENDITURES::  $  96,383 
WEBSITE ADDRESS: http://www.pooledmoneyinvestmentboard.com 
 
IT Profile: Total IT support is provided by the State Treasurer’s IT Group on a contract basis.    
  

 Computer Assets:   
 AS/400 Unix Linux MS Windows Apple 

   
Midrange   
Servers   

PC-Desktop  2 
PC-Laptop  9 

 
 SFY 2004 MAJOR APPLICATIONS:  None reported. 
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  Beta-tested our newly developed Participant 
Assistant Software.  This new application will allow Municipal Investment Pool participants to access 
their account data via the internet.  This software was developed by our outside vendor Evare. 
 
STRATEGIC DIRECTION & OBJECTIVES:  We will offer internet access to our new Participant 
Assistant Software, which will allow participants to perform account maintenance locally, generate 
their own account statements on demand and print locally, have on-line access to account balances, 
consolidate account statements and transaction detail, and request withdrawls and make deposits to 
their accounts. 
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 Veterinary Examiners, Kansas Board of   (Agency #700) 
BUSINESS PROGRAMS:   

License Veterinarians 
Register Veterinary Technicians 

  
MISSION: To promote public health safety and welfare relative to the practice of veterinary medicine. 
 
SFY 2005 BUDGET:        $281,238  
SFY 2005 FTE:   3.5    
SFY 2004 IT EXPENDITURES::  $3,830 
WEBSITE ADDRESS:  http://www.accesskansas.org/veterinary/ 
 
IT Profile:  The agency has no dedicated IT Staff. 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers    

PC-Desktop  3  
PC-Laptop    

 
SFY 2004 MAJOR APPLICATIONS: None reported. 
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: None reported. 
 
STRATEGIC DIRECTION & OBJECTIVES: The Kansas Board of Veterinary Examiners only has 
three employees, and three stand alone pcs.  I would anticipate that in the next 3 years, we may need 
to replace these pc's at a rate of 1 pc replacement per year, purchasing direct from Dell on the state 
contract. 
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Aging, Department on  (Agency #039) 
BUSINESS PROGRAMS:  

Agency Operations  Federal Grants 
Program & Policy State Funded Grants 
Medicaid Entitlement Grant  Licensure, Certification, Evaluation 

  
MISSION: The Kansas Department on Aging (KDOA) uses public and private resources to improve 

the security, dignity and independence of Kansas’ seniors, their families, seniors’ 
caregivers and all Kansans living in adult care homes.    

 
SFY 2005 BUDGET:        $429,761,213  
SFY 2005 FTE:    213.0    
SFY 2004 IT EXPENDITURES::  $707,500  
WEBSITE ADDRESS:  http://www.agingkansas.org/kdoa  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

1.6 0.7 1.6 0.7 1.7 0.7 

Application Maintenance and Enhancement   
(in-production systems) 0.9 0.1 0.7 0.1 0.7 0.1 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

3.2 0.1 3.4 0.1 3.4 0.1 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

1.1 0 1.1 0 1.6 0 

Network Engineering, Technical 
Management and Support 2.2 0 2.3 0 2.8 0 

Computer Operations, Management and 
Technical Support 3.7 0.1 3.5 0.1 3.5 0.1 

Web application development and 
maintenance 0.5 0 0.5 0 0.4 0 

IT Security 0.8 0 0.9 0 0.9 0 

Other IT Functions (please identify) 0 0 0 0 0 0 

TOTAL FTEs 14.0 1.0 14.0 1.0 15.0 1.0 
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Novell 

    
Midrange  9    
Servers    18 7 

PC-Desktop  1  178  
PC-Laptop    98  

 
Excluded from above count: 103 Windows desktop and notebook PCs on long-term loan from 
KDOA to Area Agencies on Aging in support of Aging programs, and PCs in storage awaiting 
disposal. 
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SFY 2004 MAJOR APPLICATIONS:  

Kansas Aging Management Information System (KAMIS) Sun Server 
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: During SFY 2004, there were few significant 
changes to KDOA’s IT computer and network infrastructure.  Support staff with involvement of 
Database Administrator upgraded the Reports/Testing database server due to maximizing the CPU 
usage of the old server in many instances. Support also worked on  user assistance, and improving 
security, performance and documentation of existing systems and procedures.  Applications staff 
developed and released 20 updates to the Kansas Aging Management Information System (KAMIS) 
to meet changing needs for business data and processes, and worked with project staff from the 
Department of Social and Rehabilitation Services (SRS) on rewriting the KAMIS/MMIS Interface.  
The Medicaid Management Information System (MMIS) replacement system, developed by the 
MMIS contractor, EDS, was implemented in October, 2003; in its interaction with KAMIS, it uses XML 
transactions for server-to-server data inquiries and updates. Integration of LCE staff that moved to 
KDOA from KDHE. This included pre-planning, move planning, hardware and software configuration, 
and network expansion to accommodate. Also, hardware and software agreements combined with 
inventory management were required. 
 
STRATEGIC DIRECTION & OBJECTIVES: KDOA will continue to increase functionality and 
improve performance for KAMIS users statewide.  The current mode of application deployment 
(client/server, with automated download of client updates) relies on high-speed data lines at Area 
Agencies on Aging (AAAs).  Aging service providers, an intended customer base, typically do not 
have high-speed network access.  Eight service providers, two dozen outstationed case managers 
(AAA employees) and six Quality Review employees of KDOA currently perform KAMIS data entry 
and reporting through Citrix Metaframe servers at KDOA.  The level of investment in server capacity 
that would be needed to accommodate all 1,100 service providers in Kansas makes this architecture 
a short-term solution at best.  Consequently, in FY 2004 KDOA begun development of KAMIS-II with 
100% web-centric design, as originally intended for this application - browser software and any 
Internet connection will be the only requirements at the user end.  In the five years since the Java 
language was selected for use in KAMIS, the industry has significantly improved server-side tools 
and design possibilities to support the web-centric approach (e.g., Enterprise JavaBeans (EJB), Java 
Server Pages (JSP) and STRUTS Framework).  These capabilities, along with the training and 
experience obtained during KAMIS development, and the fact that the business logic already built 
into the Java code in KAMIS is fully reusable, will allow in-house staff to perform the conversion.  
Allocation of in-house development staff will have to be carefully managed among this task and other 
planned system enhancements. 

 
KDOA will develop an application to support many front end business processes for financial 
management, purchases, facilities and property management, human resource management, and 
records and workflow management. ISD will use a commercial product for preparation of electronic 
form templates for select agency in-house forms to handle collection of the data elements for 
transferring to other systems and agency reporting needs. 

 
Data collected by the Nursing Facility Survey and Certification field staff is entered into systems 
managed by the Department of Health and Environment.  KDHE has a consolidated database used 
for statewide reporting of all such inspection and certification activity (hospitals, group homes, etc.).  
Due to this continuing need and to technical requirements of the existing system which KDOA is 
currently unable to support (Lotus Notes and AS/400), KDHE will continue to support data capture by 
now-KDOA field staff.  

 
To leverage the training and experience of IT employees, and to facilitate IT position cross-training, 
performance consistency and emergency response, KDOA will define a comprehensive methodology 
for application development and life-cycle support.  For development, the methodology will 
incorporate automated tools for modeling requirements and for generating software, and will be 
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inculcated in new staff through a strong training program.  The skill and experience of the 
development and support staffs will be captured in their products and procedures.  KDOA will strive to 
reach successive levels of development process maturity; to meet performance standards published 
as Control Objectives for Information Technology (COBIT); and to make sure measurable IT efforts 
directly support the agency’s needs.  

Agency Architecture: KDOA uses Sun Solaris computers for its mission-critical software 
(KAMIS).  KAMIS uses Java, BEA WebLogic Server, and Oracle9i as its major software and 
database components.  This infrastructure and the experience gained with KAMIS are extensible 
to new areas of business application, as well.  KDOA uses Novell products (NetWare and 
GroupWise) for primary Local Area Network operations.  Some Microsoft Windows Server 
computers provide miscellaneous services (e.g., web servers, Domain Name Servers, and Citrix 
MetaFrame).  All three types of server share XIOTech Magnitude disk storage, with RAID 
protection, in a fiber-optic Storage Area Network.  At the desktop, the current agency standard is 
Microsoft Windows 2000 and Microsoft Office XP.  KDOA prefers to stay one major release 
behind the current commercial release for nearly all products, to benefit from vendors’ bug fixes 
prompted by other users.  KDOA intends to keep this architecture for the foreseeable future, with 
periodic upgrades to software products. 

 
E-Government: E-government efforts within the Aging program are largely informational – guidance 
on where Kansas seniors and their families can turn for help, when needed.  Due to a variety of 
medical, social, regulatory and fiscal factors, assessments of Aging program customers, as well as 
their registration for services, must be performed by trained social workers. This business model 
prompts an emphasis in Aging information systems on supporting case workers and organizations in 
the field, rather than extensive direct interaction with the public. 

Security:  The KDOA Employee Handbook and the Information Systems Policy Guide, updated in 
June, 2003, specify expectations of all agency employees and of the Information Services Division for 
maintaining information systems security.  The IS Policy Guide and related training provide direction 
to KDOA employees, in language they understand, for elements identified in ITEC Policy 4230.  
Improvements to systemic (rather than behavioral) security measures have been highlighted by 
KDOA's April 2002 COBIT self-assessment, and are being pursued as the agency's budget allows. 

Electronic Signatures: KAMIS currently uses Entrust digital certificates, administered by KDOA, 
to perform user authentication.  KDOA is also participating as an evaluation team member in 
award of the first Kansas statewide contract for digital-signature certificates and related services.  
KDOA intends to use certificates from the new state contract for electronic forms and documents 
approved and stored within the planned Records and Workflow Management Systems (RWMS); 
for exchange of data extracts and contractual documents with the Area Agencies on Aging; and 
for exchange of privacy-sensitive e-mail with a variety of external business-associate 
organizations.  

Messaging: KDOA currently uses Novell’s Groupwise for e-mail platform to exchange information 
between internal department and external business organizations. Currently, not using any instant 
messaging for any KDOA business processes, but there is minimum usage of software to allow 
synchronization from personal computer to download e-mail messages to PDA’s. 

Disaster Contingency Planning:  KDOA has an interagency agreement with the Kansas 
Department of Agriculture to securely store media containing backup copies of the other agency’s 
data files, software and procedural documentation necessary to re-establish computing center 
capability after a disaster, but KDOA does not have the ability to resume normal business operations 
in a timely manner while system is being restored such as computer hardware and network services 
in disaster-recovery situations. 

 
AGENCY IT OBJECTIVES 
 
IT Objective #01:   Improve system security and recoverability.  As allowed by the agency budget, 
implement software products and reconfigure network components to increase system security 
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(intrusion detection for network and servers; vulnerability scanning to detect and correct 
weaknesses); provide KAMIS failover capability (internal redundancies, to allow automated recovery 
of service in the event any single computer fails); provide life-cycle replacement of the backup tape 
library; provide router-level data encryption between KDOA and major data-transfer points; improve 
facility security (KDOA server room); and provide better tools for analyzing network performance 
problems. 

 
IT Objective #02:   KAMIS-II: web-centric architecture.  With KDOA staff developers, use 
contemporary Java programming technology (JavaBeans, Java Server Pages and STRUTS 
Framework) to shift the processing load in KAMIS away from client desktops to powerful central 
server computers.  This will allow web-browser operation on client computers, rather than the current 
thick-client/high-bandwidth approach.  Current Java classes (program code) will be reused, to 
preserve the business logic.  Benefits: update soon-to-be-obsolete versions of software products in 
KAMIS; reduce annual software maintenance costs by $16K; improve KAMIS performance; allow 
wider use of KAMIS with minimal increase in system management or network costs. 

  
 IT Objective #03:   KDOA Records and Workflow Management System (RWMS) pilot.  Use a 

commercial off-the-shelf (COTS) product for electronic forms to prepare templates for select agency 
in-house forms (Time and Leave, other HR forms, and property management).  Integrate with the 
agency e-mail system for electronic routing of data, including electronic authentication (digital 
signatures). KDOA staff (IT and office specialists) will develop the form templates.  Use the new 
state contract for digital signatures (the central Certificate Authority).  This pilot project for RWMS 
and related business process changes is to be done in parallel with an agency-internal, high-level 
requirements study. 

   
IT Objective #04:   KAMIS Failover Capability.  Kansas Aging Management Information System 
(KAMIS) has many single points of failure – the loss of any one of several components would bring 
part or all of the system to halt, pending repair or replacement. Unplanned loss of KAMIS access 
means that KDOA and Area Agencies on Aging personnel normally entering or approving 
transaction data would be idled. Extra licenses and enhancement to software products already in 
use which allow them to transfer processing loads and user connections to other servers in the event 
of system failure. This capability would also support load-balancing across server computers. 

  
IT Objective #05:   KDOA Records and Workflow Management System (RWMS).  For documents 
which must be preserved in their hard-copy form (e.g., to maintain written signatures), scan and 
index their images into a central repository and archive or destroy paper copies. Manage images 
together with electronic-source documents, in terms of user accessibility, security and privacy 
concerns, electronic authentication (digital signature), and eventual disposition in accordance with 
state and agency record schedules. Identify and automate routine work processes which involve 
more than one person.  Managers will be able to tell immediately where in the chain of events a 
particular document is being processed or delayed, set and change priorities of staff activity, as well 
as balance workload across available staff. The system will provide a complete audit trail of 
document preparation and review. 

 
IT Objective #06:   Technology Applications for Aging Customers.  KDOA will regularly monitor 
technological developments within industry, academia and other governmental bodies, to identify 
likely candidates for agency sponsorship within available service categories and the KDOA Strategic 
Plan.  Information about any particularly useful innovative technology will be shared with the public 
and business-associate organizations (Area Agencies on Aging, service providers, and nursing 
facilities). 
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Guardianship Program, Kansas   (Agency #261) 
BUSINESS PROGRAMS: Guardian/Conservator Program 
 
MISSION: To assure that adults who are without family or financial resources and who are identified 

by SRS as in need of a court appointed guardian and/or conservator will have available a 
qualified, trained and caring volunteer to serve as their legally appointed guardian and/or 
conservator.    

 
SFY 2005 BUDGET:        $1,032,930  
SFY 2005 FTE:   12.0   
SFY 2004 IT EXPENDITURES::  $46,897 
WEBSITE ADDRESS:  http://www.ksgprog.org 

 
IT Profile:  Agency has no dedicated IT Staff. 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, and integration. 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
Midrange    
Servers  3  

PC-Desktop  27  
PC-Laptop  2  

 
SFY 2004 MAJOR APPLICATIONS: 
 Microsoft Business Solutions Server 
 Solomon IV Accounting System Server 
 Paradox Database System Server 
 Docuware Imaging System Server  
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: None Reported. 
 
STRATEGIC DIRECTION & OBJECTIVES: None Provided. 
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Human Services   (Agency #629)  
(Social and Rehabiliation Services) 
BUSINESS PROGRAMS:               Field sites in all 105 counties. 

Administration Larned State Hospital 
Integrated Services Delivery Osawatomie State Hospital 
Health Care Policy Parsons State Hospital 
Kansas Neurological Institute Rainbow Mental Health Center 

  
MISSION: To protect children and promote adult self-sufficiency. 
 
SFY 2005 BUDGET:        $2,515,434,722  
SFY 2005 FTE:   6,348.9    
SFY 2004 IT EXPENDITURES::  $19,567,130 
WEBSITE ADDRESS:  http://www.srskansas.org  

 
 IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

13.0 1.0 13.0 1.0 13.0 1.0 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes 
Maintenance and Enhancement) 54.0  54.0  54.0  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

13.0  13.0  13.0  

Network Engineering, Technical 
Management and Support 29.0  29.0  29.0  

Computer Operations, Management and 
Technical Support 13.0  13.0  13.0  

Web application development and 
maintenance 5.0  5.0  5.0  

IT Security 2.0  2.0  2.0  

Other IT Functions (Includes System Admin, 
Support and Testing; Project Management; 
Planning; and Facilitation) 

57.0  57.0  57.0  

TOTAL FTEs 185.0 1.0 185.0 1.0 185.0 1.0 

 
Computer Assets:  

 AS/400 Unix Novell MS Windows Apple 
    

Midrange  4    
Servers   97 72  

PC-Desktop    5500 1 
PC-Laptop    200  

 
SFY 2004 MAJOR APPLICATIONS:  

Electronic Benefits Transfer (EBT) Mainframe 
Family and Child Tracking System (FACTS) Mainframe 
Statewide Contractor Reimbursement Information and Payment 
Tracking System (SCRIPTS) 

Server/PC 
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Kansas Automated Eligibility and Child Support Enforcement 
System 

(KAECSES including AE and CSE systems) 

Mainframe 

Kansas System for Child Care and Realizing Economic 
Self-Sufficiency (KsCares) 

Mainframe 

Medicaid Management Information System (MMIS) Mainframe 
Alcohol and Drug Management Information System (ADMIS) PC 
Medical Records Management (MRM) PC 
Patient Accounts Management System (PAM) PC 
Financial Accounting Reporting Management System (FARMS) Mainframe 
Kansas Management Information System (KMIS) Mainframe 
Kansas Initiative for Decision Support (KIDS) Server 
Kansas Pay Center (KPC) UNIX Server 
WARDS Server 
SRS Motor Pool Server 
Expendable Inventory Control (EIC) Server 
Client Management System (CMS) Server 
Fixed Inventory Control (FIC) Server 

  
SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  During SFY2004, there were a number of 
significant IT accomplishments. Efforts began to enhance the EBT systems to include the issuance of 
Child Care Payments. SRS continued work on its integration effort and implemented the UNIX 
platform for the development effort to run on.   
 
STRATEGIC DIRECTION & OBJECTIVES: The Secretary of SRS has given a strong commitment to 
using Information Technology to help SRS staff serve its customers in the most efficient manner.  
SRS has embarked on a long term integration effort called the Enterprise Circle Plan (ECP) that will 
bring SRS systems into an integrated structure, that will determine how new systems are developed, 
and will incorporate legacy systems into the structure. The ECP consists of several major efforts. A 
TPR (TPR1) was issued and CTA was chosen as the contractor to help SRS build the framework for 
ECP and the High Level Use cases. A second TPR (TPR2) is being negotiated.  This effort will build 
the Information, Referral, and Intake piece, along with the common functionality for ECP, i.e. printing, 
sign on, security etc. Additionally, this TPR will result in the development of the new KAECSES-AE 
and LIEAP systems to replace the current legacy systems. It is SRS’s desire to use contract staff 
more specifically for supplementing resources to build new systems and for a defined period of time.     
SRS also must respond to new initiatives and mandates. A major effort underway  is the assessment 
of SRS systems to insure their compliance with the security section of the Health Insurance 
Portability and Accountability Act (HIPAA).   

 
Agency Architecture: In developing ECP a standard technical environment has been defined. 
JAVA application code will be created using IBM’s WSED v5.0. The desktop operating system 
used by developers and analysts will be Windows XP and 2000. The repository/change 
management system in use is Dimensions 7.2 by Merant. The modeling tool is System Architect 
v9 by Popkin. When applicable a rules engine to be used is Blaze Advisor by Fair Isaac. The 
server platform for new development is IBM AIX UNIX 5.2 running IBM Websphere Application 
Server 5.0 with the database being IBM UDB 8.0. This environment will evolve as appropriate 
product updates become available for the designated software. 

 
E-Government: SRS is continuing its e-government efforts by embracing the aspects of the 
Enterprise Circle Plan. Within this plan lies the basis for integrating SRS systems. This integration 
initiative will allow SRS to develop tools to allow citizens, businesses and governments to interact 
with SRS information. E-government processes built by the Enterprise Circle Plan may include 
client access to SRS information, the ability to report client changes, the provision for initial 
application of services online, the completion of a customer self assessment for potential eligibility 
for services, automated voice response systems, Electronic Benefit Transfer (EBT) for cash, child 
care and food stamp benefits, and other tools as the requirements are identified. SRS built and 
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deployed  an online system by which our consumers may complete a self assessment to 
determine what services may be available to them. Additionally, they can use the facility to apply 
for SRS services using an online application. This initiative improves consumer access and 
comes as the result of field office closings.   

 
Security: With compliance to the Federal HIPAA regulations as the driving force, Information 
Security is in the process of building a comprehensive information security program for the entire 
SRS enterprise which includes State Hospitals and Institutions, Area Offices, Central Office and 
our community partners. Policies, standards, and procedures being developed by ITS 
departments to support the security efforts, will be published in the SRS Information Security 
Policy Manual.  Effort is also being made to develop a comprehensive security awareness 
program for all SRS employees that will utilize web based training and periodic email security 
reminders for information delivery. Employee guidelines, the Policy Manual, and additional 
technical information about our security program is being published on the SRS intranet site.  

 
The HIPAA Security Rule contains eighteen “Standards” that a covered organization must 
address. These Standards are based on generally accepted security principles and practices. 
SRS Information Security is in the process of working with other ITS departments to integrate a 
Risk Management program, a requirement of the HIPAA Security Rule, which will assess and 
address the improvements that will need to be made in each of the identified information security 
areas. 

 
Electronic Signatures: SRS recognizes that it has some needs to encrypt confidential 
information that is being exchanged outside of our organization that are not being covered by 
current encryption solutions.  SRS recognizes that it has some requirement for electronic 
signatures for non-repudiation needs and that PKI might meet user authentication needs. SRS 
will need to study and pilot this technology to see if it will be a practical solution in our 
environment. 

 
Messaging: SRS uses Novell Groupwise as it’s messaging application.    

 
Disaster Contingency Planning: The Business Continuity Plan for SRS will be transitioning from 
a mainframe recovery managed by SunGard Availability Services to a combination of mainframe 
and client-server platforms. As SRS moves its primary legacy systems from the mainframe to a 
UNIX platform, DISC will have an increasing responsibility for recovery of the UNIX platform and 
increased back-up capability for the client-server environment. Another future challenge for the 
recovery plan may be addressing the needs of mobile workers during a recovery event. The 
primary assumption for the plan is that office sites for SRS Central Office locations in Topeka are 
affected by an event which interrupts normal business for 30 days or less and that other state 
office locations are not affected. An Incident Management Team directs the recovery activities of 
SRS business units that have been affected by a business interruption. 

. 
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Labor, Department of   (Agency #296) 
BUSINESS PROGRAMS:  

Administration & Support Services Unemployment Insurance 
America’s Job Link Alliance Tech Support Worker Compensation 

 
MISSION: We advance the economic well-being of all Kansans through responsive workforce 

services. 
 
 
SFY 2005 BUDGET:        $430,787,504  
SFY 2005 FTE:   652.8    
SFY 2004 IT EXPENDITURES::  $4,932,888 
WEBSITE ADDRESS: http://www.dol.ks.gov 

 
 

IT Profile:  
 SFY 2005 

ACTUAL FTE 
SFY 2006 

PROJECTED FTE 
SFY 2007 

PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

5 5 4 5 4 5 

Application Maintenance and Enhancement   
(in-production systems) 28 2 28 2 28 2 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

19 2 24 2 24 2 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

5  8  8  

Network Engineering, Technical 
Management and Support 1 13 1 10 1 10 

Computer Operations, Management and 
Technical Support 9  9  9  

Web application development and 
maintenance 3 14 3 14 3 14 

IT Security 1  1  1  

Other IT Functions (please identify) 
    Computer Marketing 
    Telecommunications 

3 
2  3 

2  3 
2  

TOTAL FTEs 76 36 83 33 83 33 

 
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers   70  

PC-Desktop  520  
PC-Laptop  130 4 

 
SFY 2004 MAJOR APPLICATIONS: 

 Unemployment Insurance Mainframe 
 Tax, Appeals and Benefits Self-Service System       Intel 
 America’s Job Link   Intel 
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 Support Services Mainframe 
 Worker’s Compensation Intel 
 Labor Market Information Intel 
  

SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  KDOL’s Information Technology Division 
continues to meet the objectives set by its management and business unit clients.  In FY 2004 the 
major accomplishments were: 
 
• Divesture of the Employment and Training Division to the Department of Commerce.  
• Complete migration of Microsoft Windows domain architecture from HRISNT domain on NT4  
 to DOL domain on Server 2003 with Active Directory. 
• Retirement of Novell Netware. 
• eMail Migration from Exchange 5.5 to Exchange 2003. 
• Implementation of Spam and content filtering for email. 
• Upgrade and consolidation of enterprise antivirus solution from multiple vendor solution to 
 complete Symantec solution. 
• Improved patch management for Windows platform through implementation of Microsoft  
 Software Update Services. 
• Upgrade of production hardware platforms, (servers, routers, backup devices), resulting in 
 increased platform availability and improved redundancy. 
• Upgrade and consolidation of hardware and software comprising the enterprise backup  solution 
 from multiple vendor solution to complete Veritas software solution 
• Webex - Cost saving method of supporting remote users/more timely resolution of user  issues. 
• Upgrade of all network services servers to Windows Server 2003. 
• Implementation of new file servers. 
• Siebel upgrade to version 7.5. 
• Network perimeter and security design. 
• Restructuring of staff to clarify roles and responsibilities and provide improved system support. 
• Cell phones for all members of Technical Support. 
• Move all equipment and users back to remodeled 401 SW Topeka building from State 
 Hospital grounds. 
• Installation and Configuration of 401 NT servers. 
• Implementation of 401 server environment prior to domain migration, including file server from 
 Novell to NT, DNS, WINS and DHCP. 
• Implementation of LTO backup tape libraries replacing older dat and dlt backup solutions and 
 improving backup capacity and performance. 
• DOL Backup implementation. 
• Improved Sun System administration. 
• Sun System application rebuild and hardware upgrade. 
• Wichita Call Center Network Servers reconfiguration. 
• Completed move of main Administrative offices from West Campus to 401 SW Topeka, voice 
 and data connections, and new switch installations. 
• Coordinated the re-connection of the fiber optic link between 427 SW Topeka (Legal Services) 
 and 401 SW Topeka. 
• Planned and coordinated the purchase and Installation of new phone system in Chanute  WDC. 
• Planned and coordinated the purchase and Installation of new phone system with voice 
 processing system in Emporia WDC. 
• Planned and coordinated the purchase and Installation of new phone system in Hays WDC. 
• Planned and coordinated the purchase and Installation of new phone system in Newton WDC. 
• Planned and coordinated the purchase and Installation of new phone system and voice 
 processing system in Olathe WDC. 
• Planned and coordinated the purchase and Installation of new phone system and automated 
 attendant system in Wichita Workers Comp. 
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• Planned and coordinated the purchase and Installation of new voice processing system in 
 Overland Park offices (WDC, UI Tax). 
• Planned and coordinated the purchase and Installation of new voice processing system in 
 Overland Park offices (WDC, UI Tax). 
• Planned and coordinated the purchase and Installation of new Ethernet switches at 1430 SW 
 Topeka office. 
• Planned and coordinated the purchase and Installation of new Ethernet switches at 512 SW 
 6th, Overland Park. 
• Developed entire new menu system for new voice processing system in Overland Park,  gained 
 consensus approvals, programmed system and recorded new announcements. 
• Planned and coordinated the purchase and Installation of new Ethernet switches at Wichita 
 Call Center. 
• Planned and coordinated the purchase and Installation of new Ethernet switches at Kansas 
 City Call Center. 
• Coordinated installation of new Fax machines for DOL locations for UI Tax and UI Appeals. 
• Assisted and coordinated Transfer of services to Commerce (voice and data services billings). 
• Smooth Relocation of Data Entry staff from 1309 to 401 SW Topeka. 
• Coordinated installation of new Fax machines for DOL locations for UI Tax and UI Appeals. 
• Planned and deployed two new Uniform Call Distribution groups at UI Tax Administration. 
• Eliminated the remote UI continued claims IVRs in Pittsburg, Hutchinson, and Salina and 
 redirected calls to Topeka. 
• Coordinated installation of new voice/data connections in Server/Telecom group area. 
• Coordinated installation of phone service for 2004 Wheat Harvest offices statewide. 
• Maintained, upgraded, and enhanced the Federal 203 systems. 
• Completed the Federal portion of the LMIS validation process. 
• Coordinated the name change from KDOL to DKOL for the computer generated forms and 
 correspondence.   
• Updated forms due to the Barfile conversion. 
• Transferred Fiscal and Personnel information to Commerce. 
• Assisted Commerce with Time and Leave interfaces and Fiscal reporting to the Feds. 
• Maintained day-to-day operations of Fiscal Management system, Personnel/Positions 
 systems, and Time and Leave Interface system. 
• Developed the TEUC-A and KAB programs and reports. 
• Converted the LMIS statistical processes to the new Barfile format. 
• Installed the PIN number calculations and pull cards. 
• Redesigned the daily contribution run to reduce the number of production runs that occur each 
 night. 
• Redesigned and automated the quarterly delinquent runs. 
• Installed the KDOL name changes. 
• Started the on-line checking project. 
• Automated the penalty and interest calculations.  This process used to be hand calculated by 
 the user and then entered into the system. 
• The Validation and ETA581 systems were tied together as well as the Experience Rating, 
 ETA204, and Quarterly Reimbursables. 
• The following processes were automated:  Quarterly Wage, Quarterly Delinquents, and the 
 Quarterly Inactive Process. 
• Added the Non-liable and the FEDI (940 certification) data to Siebel. 
• 141 work requests completed during the fiscal year.  
• Implementation of the TRA continued claim automation project.  They can now use the IVR 
 like regular claimants.  
• TEUC, TEUC-A, KAB programming changes to support the new benefits programs.   
• Started the Bar-File expansion project to allow for total benefit amounts greater than $9999  
• Planning for the rewrite of the benefits system, acquisition of $21,000,000 for the rewrite.  
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• Implementation of the ICON IB-6 system.  This system does the quarterly billing to other  states 
 for benefits paid. 
• Upgraded from the fat client version of Siebel to the web based version.  This included a 
 hardware and infrastructure upgrade. 
• Installed the following projects for Contributions:  210 automation of tax assignments, 940X 
 automation of tax assignments, and the S Tax Assignments.  
• Upgraded the version of Attachmate. 
• Assisted in the TRA automation project. 
• Installed the PEO online filings. 
• Moved the PIN request change to the mainframe. 
• Installed the Mass Layoff application. 
• Updated the KDOL name on the internet and inside of Siebel. 
• Installed a real-time PDF status report for user printing. 
• Upgraded to the new KDOL website. 
• Completed all internet/intranet work requests. 
• Implementation of the EDI system for electronic worker compensation reporting.  This is a 
 paperless version of the accident reports.  It includes both FROI and SROI data.  The SROI 
 data allows insurance companies to participate in the closed claim case study without having 
 to do separate process to build the data required.    
• Implementation of the CMS data exchange with Medicare to help prevent Medicare fraud.  
• Implementation of the SSA data exchange with Social Security to validate all names and  SSNs.  
• Developed the documentation templates to begin storing information on existing internal IS 
 systems.  To date, 874 templates have been completed or are in process. 
• Designating a central location for storage of the templates. 
• Working with IS staff to complete as much information as possible in the templates prior to 
 giving them to staff for completion.   
• Providing a central e-mail address for templates to be submitted to the unit. 
• Created an on-line work request submission form. 
 
STRATEGIC DIRECTION & OBJECTIVES:   
Unemployment Insurance - In efforts to improve its Unemployment Insurance (UI) system, the 
Kansas Department of Labor (KDOL) has embarked on a series of strategic information technology 
(IT) initiatives designed to improve business operations. KDOL is responsible for the administration of 
the Kansas UI system. As a result, the agency is tasked with the collection of UI Tax and the 
allocation of UI Benefits to unemployed workers. To support these functions, KDOL currently relies on 
a computer system that is over 30 years old, requires manual intervention, and provides only 
rudimentary support to business operations. The UI Benefits system is no exception, the application 
operates on an IBM mainframe that was developed in the late 1960s and early 1970s in an era when 
disk space was very expensive and batch processing was the norm. The system in its day was very 
well designed and efficiently managed data by storing it in a compressed format. However, over time 
this architecture has become overly complex and is difficult to maintain. Therefore, the architecture 
does not support the needs of today’s ever-changing UI business and the need for on-line processing. 
In addition to aging technology issues.  
 
KDOL is committed to the modernization of its current Unemployment Insurance System.  KDOL has 
received Legisative approval start an UI Modernization project that is estimated to last approximately 
thirty-six (36) months.  The project will be completed in two (2) phases.  Phase 1 of the project will be 
to determine the requirements of the new system.  Phase 1 is estimated to take approximately 10 
months to complete.  Phase 2 of the project will be the actual system integration, implementation, and 
data conversion for only UI Benefits, Integrity, and Appeals (not UI Contributions).  Phase 2 of the 
project is estimated to take approximately 20 months to complete.  There will be at least 4 separate 
RFP’s as part of this project that will be for the following project activities:  Project Management, 
Independent Validation & Verification, Requirements (Phase 1), and System Implementation, 
Integration, and Data Conversion (Phase 2). 
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The vendor shall demonstrate experience in developing requirements and business process 
reengineering for projects of this magnitude using both the waterfall and iterative management 
methodologies. 
 

KDOL seeks to establish less costly and more efficient ways of doing business.  KDOL also wishes to 
provide better customer service.  In order to do this, KDOL would like to develop a new integrated 
state-of-the-art UI System.  To move forward, KDOL shall articulate its goals and strategy to 
determine the complete set of business and technical requirements that the new systems shall meet.  
A new, integrated and state-of-the-art UI system will have numerous benefits to not only KDOL and its 
staff, but also to Kansas employers and unemployment claimants.  These benefits should result in 
improvements in areas such as timeliness, accuracy, systems availability, flexibility, reliability, and 
efficiency.   

Enterprise Content Management - The Kansas Department of Labor (KDOL) is drowning in paper.  
The agency’s transactions all involve paper.  KDOL sends letters requesting information to employers, 
employees, claimants, insurance carriers, and others.  These same entities respond by returning 
completed forms, reports, and legal documents that are valuable or admissible in court.  The paper is 
filed and stored in filing rooms and at the Kansas Record Center.  A needs assessment and feasibility 
study has been completed that includes the justification for implementing an enterprise content 
management (ECM) system within KDOL. 
KDOL operates two major business programs for the state of Kansas in additional to several minor 
programs.  The Workers Compensation program enforces compliance with state Workers 
Compensation laws, tracks accident reports, and settles related disputes.  The UI business program 
collects UI contributions that employers are required to remit to fund the UI fund.  It also provides 
unemployment benefits to qualified claimants who are laid off from their jobs, providing temporary 
economic support until they can return to work.  The Labor Market Information (LMI) System gathers 
and publishes statistics about Kansas labor and economic conditions.  KDOL staff gathers survey 
information and enter it into the Bureau of Labor Statistics federal system that aggregates labor 
information from all states.  The agency also has several support services organizations that provide 
services to each line of business. 
 
Agency Architecture:  As previously stated, KDOL plans on migrating from its current mainframe 
platform to a common application framework that will be utilized to support all business units within the 
agency on a new computing platform consistent with the State’s architecture plan. 

 
E-Government:  With the pending implementation of the new UI Benefits system and Enterprise 
Content Management, KDOL plans to implement an assisted self service model that will provide 
greater external access and improved customer service to the citizens of Kansas.  A good example of 
this is our current implementation of the Kansas INK payment portal to allow Kansas Employers with 
the ability to pay Employer Assessments over the Internet from their Checking account free of charge. 
 
Security:  Per ITEC Policy 4230, KDOL is responsible for the protection of data, systems and 
implementing acceptable user security policies.  To be in compliance with this policy, KDOL has 
implemented many internal policies and is current hiring an IT Security Officer for the first time.  KDOL 
has recently been awarded three grants fro the United State Department of Labor totally $299,000 
that will help develop a security plan, provide a security plan assessment and produce a business 
continuity plan for our Unemployment Insurance system.  The agency has also received a security 
grant from the U.S. Department of Homeland Security to implement a physical security access control 
system at our buildings in Topeka to provide additional control access protect.   
 
Electronic Signatures:  KDOL plans to include the implementation of electronic signatures and PKI 
has part of the UI Benefits system modernization project.  In addition, KDOL continues to implement 
technologies that will add multiple layers of security to its computing infrastructure. 
 



January 2005 

Chapter 2.2 – Human  Resources    Agency IT Management & Budget Plans 

 

2-136 

Messaging:  The Kansas Department of Labor currently uses Microsoft Exchange Server 2003.  At 
the present time the agency has not implemented instant messaging and is forbidden.  The agency 
has some staff with personal assistants. 

 
Disaster Contingency Planning:  KDOL’s data storage and backup policies are constructed so that 
within reason, whether due to a natural or contrived loss, that critical data, electronic or hardware, is 
retained or can be reconstructed within federal or state retention requirements.  Indexes are 
maintained for hardcopy information and data backup tapes. 

AGENCY IT OBJECTIVES 
 
IT Objective #1:  KDOL Strategic Business Plan – February 2005  The Information Technology 

department will be a significant participant in the development of the agency’s Strategic Business 
Plan.  By developing an agency Strategic Business Plan, the department will be including many 
various initiatives that will support the goals presented in the State of Kansas Strategic Management 
Information Management Plan. 

 
IT Objective #2:  KDOL Information Technology Architecture Plan – TBD  There are two critical 

challenges facing Enterprises as they emerge into the Information Age. These challenges affect its 
ability to operate effectively and dynamically respond to the ever-increasing rates of change in the 
competitive marketplace and regulatory environment. The Enterprise must:  

1. Begin making descriptive representations (models) of the Enterprise explicit. This entails 
populating various cells of a framework with instances of models, for example, defining 
specific models for the Enterprise, with the intent of producing system implementations that 
more accurately reflect the intent of the enterprise, and of retaining the models to serve as a 
base-line for managing Enterprise change.  

2. Formalize and enhance the Enterprise Architecture process. Initially, this would entail defining 
for the Enterprise, for example, the generic components (contents) of each of the cells of the 
Framework, that is, defining what is important to capture in each cell when building instances 
of models for that enterprise. This would enable formalizing the management system (plans 
and controls) for building the Enterprise models, for evaluating and deploying development 
methodologies and tools, for selecting and/or defining databases (repositories) for storing the 
Enterprise models, for defining the roles, responsibilities and skills required within the 
architecture process, etc.  
 

These two challenges go hand in hand. The Enterprise must produce the models in order to 
deliver systems implementations in the short term, and at the same time for the long term, 
instantiate the Architecture process in order to ensure on-going coherence of system 
implementations and to build an Enterprise environment conducive to accommodating high rates 
of change. The contents of some of the cells are well understood in the industry today. In fact, it is 
easy to buy, off the shelf, application development tools and methodologies that support building 
the models.  Although many Enterprises have been building information systems for many years, 
in general, few of them have actually understood enterprise models. That is, they have not 
understood the contents of the Framework cells (and therefore have not understood their 
methodologies and tools), and neither have they had a disciplined architecture process in place. 
Therefore, there has been little cohesion in the resultant system implementations, regardless of 
how valid or robust the methodologies and tools, plus the systems have provided little lasting 
value as the Enterprises have changed over time.  The development of an Enterprise Architecture 
plan for the department will implement a structured methodology of implementing Information 
Technology initiatives within the department and thus supporting all four goals of the State of 
Kansas Strategic Information Management Plan. 
 

IT Objective #3:  KDOL Structured Application Development Methodology – April 2005  The KDOL 
Information Technology department will implement a standard Application Development Methodology 
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for all internal and external development projects.  By implementing a Structured Application 
Development methodology, the department will be enhancing the successful completion of Information 
Technology projects. 

 
IT Objective #4:  KDOL Secession Planning  - Ongoing  The Information Technology department has 

many employees that are currently eligible for retirement and many more will become eligible in the 
next 5 years.  The department will develop a plan for a smooth and orderly transition.  The 
implementation of this project will support the effective and efficient management of IT resources as 
part of the State of Kansas Strategic Information Management Plan. 
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Veterans Affairs, Commission on   (Agency #694) 
BUSINESS PROGRAMS:  

Administration and Veterans Services Kansas Veterans’ Cemetery Program 
Kansas Veterans’ Home (KVH)  State Approving Agency 
Kansas Soldiers’ Home (KSH)   

   
MISSION:  The mission of the Kansas Commission on Veterans’ Affairs (KCVA) is to provide Kansas 

veterans, their relatives and dependents with information, advice, direction, and 
assistance through the coordination of state and federal programs and services in the 
fields of education, health, vocational guidance and placement.  The Commission also 
oversees the Persian Gulf War Veterans Health Initiative program (PGWVHI) and 
manages and operates the Kansas Soldiers’ Home (KSH) located at Fort Dodge, Kansas, 
the Kansas Veterans’ Home (KVH) located at Winfield, Kansas, and the Kansas Veterans’ 
Cemetery Program. 

 
SFY 2005 BUDGET:        $19,290,120  
SFY 2005 FTE:   557.8    
SFY 2004 IT EXPENDITURES::  $221,942 
WEBSITE ADDRESS:  http://www.kcva.org  

 
IT Profile:   

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

1.0  1.0  1.0  

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support 1.5  2.5  2.5  

Computer Operations, Management and 
Technical Support 0.4  0.4  0.4  

Web application development and 
maintenance 0.1  0.1  0.1  

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs 3.0  4.0  4.0  

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  4  

PC-Desktop  155  
PC-Laptop  3  
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SFY 2004 MAJOR APPLICATIONS: Currently there are no custom designed applications in 
development or use by the KCVA.  However, we are working with the federal Department of Veterans 
Affairs regional office in Wichita, Kansas to interface the field offices with the Benefits Delivery 
Network (BDN) provided by the DVA. Also, we are expanding the number of veteran’s cemeteries in 
Kansas.  Each cemetery site will utilize custom software linked to the federal cemetery registry. 

SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The KCVA, in collaboration with the DVA in 
Wichita, successfully installed the software necessary to provide access to the VA’s benefits delivery 
network from each of our field offices and selected staff at the KCVA Central Office in Topeka.  
Maintained existing systems and brought a new building on line at the Kansas Veterans’ Home.  
Established tele-communications and network connectivity at the new Kansas Veterans’ Cemetery at 
Fort Dodge. 
 

STRATEGIC DIRECTION & OBJECTIVES: The mission of the Kansas Commission on Veterans’ 
Affairs (KCVA), Department of Information Resources (DIR), is to provide information resource 
services to the entities under the Kansas Commission on Veteran’s Affairs, which include the Kansas 
Veterans’ Home at Winfield, the Kansas Soldiers’ Home at Fort Dodge, six Veterans Services 
Organization offices, 14 field offices state-wide, the new veterans’ cemeteries at four locations state-
wide, and the central office in Topeka.  These services include disaster recovery, business 
contingency planning, Local and Wide Area Network support, IT asset management, IT training, and 
information resource consulting to the Commission, executive director, and superintendents. 

 
An objective of the Department of Information Resources is to provide purposeful technological 
direction based on a long-range strategic approach to information system planning using best 
business practices. Today, and increasingly so in the future, new technology tools must be available 
to staff to deliver services to the veterans we serve and other internal and external customers.  
Technology will serve as the conduit for enhancing services to Kansas veterans.  Emphasis will be 
placed on interfacing the KCVA Field Offices with the Federal Benefits Delivery Network (BDN), and 
providing technology for the new Kansas Veterans’ Cemetery projects. 

 
The Kansas Commission on Veterans’ Affairs future IT plans include: expanding internet connectivity 
to the Federal Benefits Delivery Network to enhance services to veterans and their dependents; 
completion of opening new buildings at the new Kansas Veterans’ Home at Winfield; utilizing 
automated document imaging for mass document storage and retrieval; and possibly utilizing video 
tele-conferencing and tele-medicine technologies. When the Kansas Veterans’ Cemetery project is in 
place, these sites will include the need for advanced technology and support. 

 
Agency Architecture:  The KCVA expects to migrate to the Windows XP environment on the 
desktop and migrate the Novell server at KVH to a Windows 2003 based server. 

 
E-Government: The KCVA expects to utilize E-technology in enhancing the delivery of services 
and information to veterans and partnering with the federal Department of Veterans Affairs in the 
deployment of the Benefits Delivery Network (BDN) and other federal applications.  The KCVA 
has no legacy applications. 

 
Security:  The KCVA protects data and systems topology through an enterprise approach using 
best practices and current technology as the budget allows. 

 
Electronic Signatures: The KCVA will use best practices and procedures for the use of public 
key infrastructure (PKI).  If the KCVA Utilizes PKI, it will conform to the requirements as set forth 
in the “Certificate Policy for the State of Kansas Public Key Infrastructure.” 

 
Messaging:  The KCVA uses a variety of email platforms.  Those platforms are GroupWise, MS 
Exchange, Outlook and Outlook Express.  The GroupWise platform with be migrating to 
Exchange during 2005.  
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Disaster Contingency Planning:  Disaster contingency plans have been completed at each of 
the KCVA facilities. 

 

AGENCY IT OBJECTIVES 

IT Objective #1:  KCVA Central Office.  Upgrade existing computer equipment using best business 
practice standards.    

 
IT Objective #2:  Kansas Veterans’ Home.   Ensure that the technological environment at the Kansas 

Veterans’ Home meets the facility’s current and future needs.  The Kansas Veterans' Home will be 
expanding the network to include two (2) additional buildings and migrate the current token-ring 
network environment to an ethernet-based topology and upgrading its server environment from a 
Novell based server to MS Server 2003.  The Home will explore applications of tele-medicine with the 
Wichita VA Medical Center. 

 
IT Objective #3:  KCVA Field Office Connectivity.   Upgrade existing computer equipment using best 

business practice standards. 
 

IT Objective #4:  Kansas Soldiers’ Home.   Continue to increase the infrastructure of the Local Area 
Network and provide enhanced tele-communications and network connectivity services, which 
includes the Kansas Veterans’ Cemetery offices at Fort Dodge. The Home will explore applications of 
telemedicine with the Wichita VA Medical Center. 
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Arts Commission, Kansas   (Agency #359) 
BUSINESS PROGRAMS:  

Operational Support for Arts & Cultural Organizations Grassroots Program 
Kansas Touring Program Technical Assistance Program 
Arts in Education Program Arts Project Support 

  
MISSION: To enrich the diverse cultural life of Kansans by providing funds, services and information 

to artists, art organizations and communities; to promote the arts in their richness and 
variety for all citizens and visitors to Kansas; and to support works and performances of 
artists with a continuing commitment to excellence.    

 
SFY 2005 BUDGET:        $2,016,748 
SFY 2005 FTE:   8.0    
SFY 2004 IT EXPENDITURES::  $30,394 
WEBSITE ADDRESS:  http://arts.state.ks.us  

 
IT Profile:   

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers   1 

PC-Desktop   7 
PC-Laptop   1 

 
 
SFY 2004 MAJOR APPLICATIONS:  None reported. 
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 SFY 2004 AND RECENT IT ACCOMPLISHMENTS:   No major changes in IT assets or softwear for 
this fiscal year.  Routine software and memory upgrades were made.  Four new computers were 
purchased to replace aging equipment.  Total number of computers in use did not change.   
 
STRATEGIC DIRECTION & OBJECTIVES:  The Kansas Arts Commission continues to work 
towards a more electronic format for its various programs, including active Internet dissemination of 
program information. 

Agency Architecture:  All McIntosh OSX machines. 

E-Government: Continued progression towards online grant application, project management 
and reporting.  All agency program descriptions, guidelines and grant application forms are 
available on our web site and we are moving towards an Internet only mode of distribution of our 
grant publications. 

Security: Firewall utilized from Linux-based server system, Mac OSX. 

Electronic Signatures:  No plan at this time. 

Messaging: None reported. 

Disaster Contingency Planning:  None reported. 
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Blind, School for the  (Agency #604) 
BUSINESS PROGRAMS:  

Administrative Services 
Instructional Services 
Support Services 

 
MISSION: To empower students with the knowledge, attitudes, and skills needed to assume 

responsible roles in society and to lead fulfilling lives.  The school ensures equal access 
to a quality education for all blind or visually impaired students in Kansas through 
partnerships with parents, local schools, and community resources.    

 
SFY 2005 BUDGET:        $5,203,893  
SFY 2005 FTE:   93.5  
SFY 2004 IT EXPENDITURES::  $133,581 
WEBSITE ADDRESS:  http://www.kssb.net 
 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 0.5  0.5  0.5 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support 1.0 0.5 1.0 0.5 1.0 0.5 

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs 1.0 1.0 1.0 1.0 1.0 1.0 
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

    
Midrange      
Servers   4 1  

PC-Desktop    70  
PC-Laptop    20  
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SFY 2004 MAJOR APPLICATIONS: 
 Athena Patron Records Windows 2000 Server 
 Athena Web Server Bibliographic Records Windows 2000 Server 
 NetFilter/Squidguard Cyber Security Slackware 10 
 Qmail General Email Slackware 10 
 JAWS Screen Reader Access Windows XP Pro 
 Samba File/Printer Sharing Slackware 10 
    
SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  In an effort to reduce short-term and long-term 
operation costs, KSSB has undertaken strategic efforts to replace servers utilizing Microsoft server 
applications and costly licensing with free Linux server applications.  There is a comprehensive and 
systematic approach to migrate server platforms while continuing to address the technological needs 
of students, staff and citizens who are visually impaired and blind, to afford them full access to 
information and resources through adaptive technology, regularly enjoyed by others.  This program 
refurbishes donated computer systems and related equipment to augment and replace the IT 
resources currently available. 

STRATEGIC DIRECTION & OBJECTIVES:  This agency’s technology infrastructure is specifically 
geared to the accessibility needs of the blind and visually impaired.  All workstations have the standard 
software applications found in USD’s and a number of adaptive software applications (JAWS, ZoomText, 
Megadots, etc) and hardware modification needed to facilitate the individual learning challenges of each 
student. All servers have been configured to support the use of adaptive software applications and 
similarly beneficial resources.  Students not only learn curriculum, but methods and techniques in 
accessing the curriculum to continue their learning well after their graduation from high school.  On-going 
modifications and improvements are reviewed, implemented, and demonstrated. 

Agency Architecture: KSSB's physical network is laid out in a star configuration. At the center of 
our network we have an master switch that connects over a fiber optic lines to our 7 main 
buildings. Each building has a switch (or switch stack) that ties into the fiber optic backbone and 
handles the media conversion to 10/100 Ethernet. Approximately 75% of our end-point 
connections run directly to these switches, while the remaining 25% run through hubs to 
efficiently distribute connectivity. KSSB also has a low-cost wireless network in place that covers 
nearly 100% of our campus buildings where technology is used. 

 
E-Government:  This agency is an educational environment totally focused on the unique needs 
of blind and visually impaired children.  Instructional Services deliver both the general academic 
and disability-specific educational services required by this population of students through an 
accredited academic curriculum and individualized instruction.  This agency will be implementing 
a wireless framework to provide full network access to students with profound disabilities to 
access accessible services regardless of their location on campus and their physical challenges. 

 

Security: Servers are distributed at strategic points on campus in secure and locked locations, using 
file systems with POSIX ACLs for added security.  Redundant Linux Netfilter firewall servers reside 
at demarc, also running Open Source content filtering  and proxy software.  Our Wireless Access 
Points are all running 128 bit WEP encryption, and all confidential data is transferred over secure 
protocols. 

Management Controls- 
1-Risk Management is centrally controlled and monitored.  The upgrading or introduction of 
new hardware, software, or policy is reviewed and tested prior to going online at the general 
user level. 
2-Security Controls and procedures are reviewed annually, and prior to the implementation of 
new medium. 
3-Life Cycles of equipment, licensing, and contract agreements are routinely reviewed and 
factored into KSSB’s budget. 
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4-All technology activities are centrally authorize, and must meet established standards in 
order to be approved.  
 
Operational Controls- 
5-Personnel Security is enforced by requiring passwords to access all systems, and 
passwords must be changed each semester. 
6-Physical and Environment Protection is a critical component of our network architecture, in 
the all technology area have motion detectors, locked rooms with secure server racks.  
Servers are also strategically placed in three separate locations on the campus. 
7-Production Input/Output Controls are considered. 
8-Contingency Planning has been addressed. 
9-Hardware and System Software Maintenance is performed regularly. 
10-Data Integrity is maintained by journaling file systems and routine backups. 
11-All steps involved with adding or changing technology is documented both in print and in 
digital form, with the digital Documentation being stored in a centrally accessible file-share. 
12-Security Awareness is achieved by explaining our current security systems at our yearly 
staff in-services, as well as through Training and Education sessions offered periodically 
throughout the year. 
13-Incident Response Capability has been factored into our daily operations by having major 
critical functions performed by cross-trained primary and secondary IT and non-IT personnel. 

 
Technical Controls – 
14-Identification and Authentication is currently dependent on user name and password, 
following training and orientation to KSSB IT policies. 
15-Logical Access Controls are logically placed at key points within our network. 
16-Our servers log most access and traffic, maintain these logs automatically, and remove 
them after a specified period. 
 

Electronic Signatures: Currently planning agency-wide implementation through multiple steps 
and phases. 
 

Messaging:   Currently we block all instant messaging at the perimeter firewall. 

Disaster Contingency Planning: All of our services are provided by “cluster” servers, so that if 
one set of hardware fails for any reason, another can take over. We also make regular, manual 
backups of our mission critical data onto removable media that is stored in a fireproof safe. 

AGENCY IT OBJECTIVES 
 
IT Objective #1: IT Policies. Develop and implement new policies pertaining to Technology Use, 

Information Security & Protection, and Student & Staff Safety. Ensure that all policies are designed to 
handle adaptations and advancements in technology and use at KSSB. 

 
IT Objective #2:  Redundant Servers.  Create an environment where services will not be disrupted in the 

event of a single system failure. Attempt to eliminate any Single Point of Failure. 

IT Objective #3:  Open Source & Open Standards Software. Research, acquire, and implement software 
that is Open Source and based on Open Standards. Maintain interoperability and ADA compliance in 
the process of implementing these systems. 

 
IT Objective #4:  Wireless Networking. Implement end-nodes on KSSB's existing wireless framework to 

provide network access to students with profound disabilities. Train staff and students on how to use 
this technology in order to keep KSSB's network environment secure, stable, and efficient. 

 
IT Objective #5:  Reduce IT costs. Continue to research ways that KSSB can reduce the cost of 

providing IT services to its staff and students, while still maintaining a robust and accessible 
educational environment. 
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Deaf, School for the   (Agency #610) 
BUSINESS PROGRAMS:  

Administrative Student Information Services 
Instructional Services 
Support Services 

 
MISSION: School – Provide students with total accessibility to language and educational excellence 

in a visual environment.  Technology – Provide students and staff accessibility to 
emerging technologies to learn and work in a technologically advanced society.    

 
SFY 2005 BUDGET:        $8,720,779  
SFY 2005 FTE:   173.5    
SFY 2004 IT EXPENDITURES::  $176,126 
WEBSITE ADDRESS:  http://www.ksdeaf.org 

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 0.1  0.3  0.3 

Application Maintenance and Enhancement   
(in-production systems)  0.1  0.1  0.1 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 0.1  0.1  0.1 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support  0.2  0.5  0.5 

Computer Operations, Management and 
Technical Support  0.5  0.5  0.5 

Web application development and 
maintenance       

IT Security  0.5  0.5  0.5 

Other IT Functions: Distance Education      1.0 

TOTAL FTEs 1.5 2.0  3.0 
 

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange      
Servers   1 6 1 

PC-Desktop    160 8 
PC-Laptop    7  

 
 SFY 2004 MAJOR APPLICATIONS:  None reported. 
 
 SFY 2004 AND RECENT IT ACCOMPLISHMENTS: E-mail was moved from a local server to an 
offsite collocated redundant data center location. A Virus and Spam scanner was also placed at the 
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e-mail gateway.  15 D-Link video phones were donated to the school, and will be used for Video 
Relay Services (VRS). VRS provides an effective communications alternative so individuals who are 
deaf, hard of hearing or who have a speech disability can use American Sign Language (ASL) to 
communicate versus typing into a computer or TTY device. VRS is a free service through the Internet 
that enables deaf or hard of hearing users to communicate in ASL to hearing callers or when 
communicating directly with another deaf person. Our bandwidth was also increased to a T1. A 
campus wide Internet filter/Proxy server was setup to comply with CIPA requirements needed for E-
rate funding.  
 
STRATEGIC DIRECTION & OBJECTIVES: KSD is moving towards an increased use of video data 
to better support the deaf and hard of hearing in real time video application communications. Our 
goal is to have a cutting edge video/data system to provide this support. We are collaborating with 
other deaf schools, Kansas public schools, and the KAN ED network to evolve our classroom 
instruction to include distance education creation, and reception. 
 

Agency Architecture:  Current Server platforms consist of Microsoft and Linux servers.   

E-Government:   KSD currently uses the state’s available web based programs such as STARS, 
and SHARP. Business documents are stored on shared directories to provide a more efficient 
collaboration using electronic documents and reducing the need for paper. Our Web page posts 
all job listings along with contact information for the different departments while conforming to 
ADA requirements. A public PC is available to all employees to use the SHARP self service web 
applications. 

Security: Constant review of our infrastructure results in risk being identified, and the appropriate 
controls put in place to insure business systems are secure and available. Hardware is replaced 
on a four year cycle, and all OS platforms are kept current to ensure proper patching and support. 
Servers are located in controlled access areas with redundant power supplies and proper HVAC 
support. Multiple domain controllers are located across the campus to provide a better chance of 
continuing operations in the event of an emergency.  System logs are reviewed daily and all 
actions on the servers are audited for both success and failure. Only authorized users are given 
access to the KSD network after agreeing to the KSD Acceptable User Agreement. User account 
logins are restricted to their normal working hours, and are otherwise disabled. Network 
administrators are automatically paged, emailed, or called in the event of a system failure. 

Electronic Signatures:  Currently PKI is not is use, however in the second half of this year a test 
of PKI implementation will be implemented. It will be used and supported where deemed 
necessary. 

Messaging: E-mail was moved off campus to a secure collocated data center using E rate 
funding. A virus and Spam filter was placed at the gateway resulting in a 100 percent reduction of 
unsolicited e-mail and viruses. Using the new web based e-mail staff are able to check e-mail 
from home or while away doing business.  An LED Silent Messaging system is also used in the 
middle and high school buildings. It can be used to broadcast emergency information or daily 
scheduled messages to either specific areas, or to all end users. 

Disaster Contingency Planning: Copies of data are kept offsite. Redundant servers are spread 
across campus. Disaster recovery options are available and verified using Veritas IDR. 
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Education, Department of   (Agency #652) 
BUSINESS PROGRAMS:  

Fiscal Services and Operations Child Nutrition & Wellness  
School Improvement and Accreditation Planning and Research 
Computer Information & Communication Services Student Support Services 
Teacher Education and Licensure State and Federal Programs 
Communications and Recognition Programs School Finance 

 
MISSION: The Kansas State Department of Education promotes the mission of the Kansas State 

Board of Education through quality leadership, support, and service for continuous 
improvement of education in Kansas.    

 
SFY 2005 BUDGET:        $2,787,216,096  
SFY 2005 FTE:   210.8    
SFY 2004 IT EXPENDITURES::  $839,659  
WEBSITE ADDRESS:  http://www.ksbe.state.ks.us  

 
 

IT Profile:  
 SFY 2005 

ACTUAL FTE 
SFY 2006 

PROJECTED FTE 
SFY 2007 

PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

1.0 1.0 1.0 1.0 1.0 1.0 

Application Maintenance and Enhancement   
(in-production systems) 2.25 0 2.25 0 2.25 0 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0.65 1.5 0.65 1.5 0.65 1.5 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.95 2.2 0.95 2.2 0.95 2.2 

Network Engineering, Technical 
Management and Support 1.5 0 1.5 0 1.5 0 

Computer Operations, Management and 
Technical Support 2.75 1.0 2.75 *2.0 2.75 *2.0 

Web application development and 
maintenance 4.35 2.8 4.35 2.8 4.35 2.8 

IT Security 0.75 0 0.75 0 0.75 0 

Other IT Functions (Web Master)  1.0  1.0  1.0 

Technology Assistance fore KS Educators  4.0  4.0  4.0 

TOTAL FTEs 14.2 13.5 14.2 14.5 14.2 14.5 
       *  = 1.0 fte contingent upon Fed Grant funding. 

Computer Assets:  
 Netware Unix Linux MS Windows Apple 

    
Midrange      
Servers 3 6 4 16 1 

PC-Desktop    251 3 
PC-Laptop    132 8 
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SFY 2004 MAJOR APPLICATIONS:  
Annual Statistical Report (18E) Outcomes Accreditation School Information (OASIS) 
Assessed Valuation Performance Based Data Management Initiative 
Building Report Card Principals’ Building Report 
Bureau of Census QPA Annual Report 
Career & Technical Education (CATE) School On-site Accreditation Visits 
Certified Personnel Reporting System (Turnaround) Special Education Personnel Reporting System 
Child/Adult Care Food Program (CACFP) Special Education Student System 
Directory Special Education Teacher,Transp, Catastrophic… 
Driver’s & Motorcycle Education Special Education State Aid Form 308 
Even Start State Aid General Fund & Capital Improvement 
Federal Payments Superintendents’ Organizational Report & SO66 
Financial Processing (FISPRO) Teacher Education and Licensure 
Food Service (FSIMS) Technology Grant Application 
General State Aid Requests Technology Plan 
Indirect Cost Rates Time Entry/Personnel 
Internet Homepage USD Budget & USD Budgets 
Intranet Homepage Vocational Education (VocEd) 
Local Effort for General Fund Voucher System 
Migrant Student Information System  
 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  In SFY 2004, the agency: Developed a new 
mainframe application for reporting LCP Maintenance of Effort for Title 1 programs, re-wrote the 
Percent of Line Item Budget mainframe program based on legislative changes, and completed all 
regulatory changes and enhancement requests to the following mainframe applications: USD 
Budgets, SO66, 18E, Indirect Cost Rates, General State Aid, LOB State Aid, Special Education Aid, 
and twenty affected publications.  Completed federal government reporting for migrant student 
information and re-validation for past migrant data input history lines; enhanced mass enrollment 
capability; and implemented reports on the Migrant website for allocation to districts, including 
implementation of priority for services formulas for allocations.  Implemented various revisions to the 
KSDE Portal including a Reports section, a linked Forum, and consistent team pages through 
standard templates, resulting in a significant increase in usage.  Enhanced security of agency data 
and system assets by implementing offsite storage for backup tapes; securing the computer room 
and configuration center; implementing a Strong Password Policy (requiring coordination and 
implementation of a system-wide password change); adding servers to provide network and security 
services including scanning the network for, tracking, and escalating vulnerabilities, checking the 
system and/or applications for availability, and synchronizing system time; rollout and continued 
maintenance of updated antivirus on servers, work stations and email; and implementation of source 
code control for our major internet application projects. 
 
STRATEGIC DIRECTION & OBJECTIVES:  The mission of the Kansas State Department of 
Education IT group is to provide quality products and superior services through teamwork, 
technology, staff development and user empowerment.  We are dedicated to utilizing our skills and 
resources to ensure accurate and secure electronic distribution of state and federal funds to local 
education agencies through enhancement of applications to comply with legislative changes, laws, 
and regulations, as well as maintaining a secure and robust infrastructure for development and 
maintenance of systems and for collection and transmission of data.  We will continue developing 
new, and enhancing existing web-based applications for efficient and cost-effective collection and 
dissemination of information between KSDE and local education agencies, other state agencies and 
federal agencies. We will design and implement an enterprise information repository strategy 
accommodating historical, reporting, and operational information needs in order to minimize 
redundant data collection and storage which will result in a decreased burden on school districts and 
other reporting agencies as well as more consistent reporting and information. Through program 
leadership and outreach for funding, planning, integration, and professional development, we will 
coordinate an effective agency technology support structure for schools. 
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Agency Architecture:  KSDE’s current network architecture includes Dell/HP Compaq 297 
workstations and laptops running Windows 2000/XP, and IBM Intel 23 servers running Windows 
2000/NT connected over an ATM Fibre Backbone.  We utilize the Arionet wireless bridge to 
provide wireless connectivity in our conference rooms and satellite office.  Our web server and 
Sybase server are on Sun hardware running Solaris 2.6.  We plan to migrate both of those to IBM 
Intel 23 servers running RedHat Enterprise Linux V3.  At this time we are connected through 
Novell Netware 6.0 and GroupWise 6.5, however our technical support team is currently involved 
in Microsoft training in order to convert our network to Microsoft 2003.  We expect that conversion 
to be completed in early 2005.  We are currently researching the addition of a Storage Area 
Network (SAN), which would initially be utilized for our planned Enterprise Data Repository, but 
would also provide an efficient, cost effective, and flexible solution as the future direction for all 
our applications and file services.  Our mainframe applications reside on the DISC Mainframe, 
and are accessed through 3270 emulation via TCPIP 
 
E-Government: KSDE is committed to providing web-based solutions for seamless 
communication, data sharing, and exchange of information with schools and the public, as well as 
state and federal agencies.  Currently all of our schools access the internet to submit and collect 
data and information.  Almost two-thirds of our current applications are web-enabled, and we 
continue to convert and enhance systems on a regular basis. 
 
Security:   

Management Controls- 
1.  Risk Management –  

• We are completing our initial Risk Assessment and expect to have that completed by 
October 1, 2004.  We are currently ranking vulnerabilities in order to identify 
appropriate controls. 

2.  Review of Security Controls –  
• This is ongoing during our Risk Assessment.  Once the relative ranking of our 

vulnerabilities is established, we will develop priorities for implementing security 
controls.   

• We plan to develop a process for management reporting regarding security incidents 
and resolution. 

3.  Life Cycle –  
• We are in the planning stages of documenting and initiating a software lifecycle 

methodology.  One of the initial objectives of this methodology is to define and 
implement change management for submitting, prioritizing, and tracking all changes to 
our application software.  We are currently evaluating a software package to facilitate 
the change management process.  We plan to have the change management process 
documented and in place before the end of calendar year 2005, and have the other 
aspects of our software lifecycle methodology documented before the end of calendar 
year 2006.  

4.  Authorizing Production –  
• As part of our software lifecycle methodology we plan to implement application security 

design within the lifecycle design phase, and security validation as part of our lifecycle 
quality assurance phase, prior to implementation.   This methodology is planned to be 
implemented over the next 2-3 years. 

Operational Controls – 
5.  Personnel Security –  

• Currently administrator accounts are protected by strong passwords which are known 
only by the network administrators.  As we move to Microsoft 2003 OS we will take 
advantage of system capabilities to define roles and access requirements to further 
enhance access security. 



January 2005 

Chapter 2.3 – Education    Agency IT Management & Budget Plans 

 

2-151 

6.  Physical and Environment Protection –  
• KSDE staff utilize identification badges displaying pictures for personal identification.   
• The server and configuration center is secured in a keycode – protected room and 

access is restricted to authorized personnel.  The room is also automatically monitored 
for environmental anomalies including temperature, humidity and illumination.    

• A security guard is on duty monitoring building access from 5:00 pm – 10:00 pm during 
the work week and from 8:00 am – 5:00 pm on Saturdays and 12:00 pm – 5:00 pm on 
Sundays.   

• Our backup tapes are stored off-site weekly.   
7.  Production Input/Output Controls –  

• The KSDE IT Help Desk responds to requests 5 days per week during business hours.  
We are currently evaluating a help desk software package to facilitate automatic 
submission, notification, and tracking of help desk tickets.  

• Hardware assets are given identification numbers and are tracked within a software 
package.   

• Damaged or outdated media is collected by CICS, where hardcopy and CDs are 
destroyed via a shredder located in the CICS department.  We are currently developing 
a policy for disposal and sanitation of other confidential media.     

8.  Contingency Planning –  
• KSDE is in the process of contracting with DISC for space at the Kansas Historical 

Society to be used as our disaster recovery site.  We expect to have the site configured 
in early CY 2005. We have also begun planning to develop and document the Business 
Continuity Plan for our Agency.   This is an on-going effort, but we expect to have initial 
plans in place before the end of CY 2005. 

9.  Hardware and System Software Maintenance –  
• The windows systems utilize monthly scheduled maintenance to install released 

updates, and the Linux systems are setup with a RedHat update module that 
continually monitors for kernel and application updates.   

• Access to the administration accounts for hardware and software maintenance is limited 
to the system administrators.   

• The contents of software service packs and upgrades are reviewed by the system 
administrators.  If a potential problem is identified, the service pack is installed in a test 
environment where applications can be verified before the upgrade is committed to 
production.   

• We utilize the IDS system as well as other operating system utilities to monitor and 
track network usage. 

• We have implemented source code control for all our critical web applications.  We are 
currently in the process of planning a Change Management/Software Change Request 
procedure which will utilize a web-based system to submit software change requests, 
which are then prioritized and approved before being queued for the development 
team.   

 
10.  Data Integrity –  

• KSDE data assets are protected by an Intrusion Detection System which monitors and 
reports on signature-based intrusion attempts.    

• We utilize enterprise-level virus detection software which is updated multiple times 
daily.  We also utilize desktop virus software which is updated via server push.   

• Applications validate data input on screens according to appropriate business rules.   
• We will take advantage of the ability to establish group policies for access levels as we 

implement the Microsoft 2003 network over the next six months. 
11.  Documentation –  

• Documentation of security policies and verification procedures is in progress.    
• Currently we have established and implemented a password policy. 
• We plan to establish and document policies for backup procedures and standards for 

application development within the next year.   
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• We maintain a diagram and topology map illustrating the components of the Agency 
network. 

12.  Security Awareness, Training and Education –  
• Currently awareness is achieved through email and team/agency meetings.  
• An awareness training program is planned to be implemented before the end of CY 

2005 with required attendance from all personnel.  The plan will include a mandatory 
yearly update. 

13.  Incident Response Capability –  
• Incidents are reported to the Help Desk and escalated as needed per activity.  
• We plan to implement an Incident Response Team before July of 2005.  The IRT will be 

responsible for responding to and assessing incident criticality, and escalating and 
reporting appropriately. 

Technical Controls – 
14.  Identification and Authentication – 

• Our password policy includes required implementation of screen saver lockout after 10 
minutes of system inactivity.   

• Applications accessible from the internet use strong passwords as defined in the 
agency password policy (which is based upon accepted password best practices). 

15.  Logical Access Controls –  
• Current network identification and authentication are based upon a user name and 

strong password.  These are encrypted on the system and known only to the user.   
• Access to the network is controlled by a firewall.  By July 2005 we plan to establish a 

firewall policy which identifies allowable protocols on our network.    
• Remote access and dial up capabilities are restricted by login and strong password 

controls.   
• We have established a privacy policy which includes posting the policy verbiage on all 

of our internet-exposed sites. 
16.  Audit Trails –  

• Currently we log, track, and escalate server events on the Linux and Unix systems. The 
audit logs are available only to the system administrator.   

• We plan to implement a remote log server to collect all server, operating system, and 
firewall events within the next year. 

 
Electronic Signatures: KSDE plans to research the use of electronic signatures for identity 
verification as part of an upcoming revision of the Teacher Education And Licensure (TEAL) 
system.  We expect to implement IPSec PKI infrastructure as part of the implementation of the 
Microsoft network, and so will have the capability to include this feature as required. 
 
Messaging:  KSDE policy does not currently support the use of instant messaging.  KSDE’s 
current email platform is based upon GroupWise 6.5.  As we move to a Microsoft network later 
this year, we will convert to Microsoft’s Outlook as our email platform.  We expect that conversion 
to be complete in early CY 2005. 
 
Disaster Contingency Planning:  KSDE is in the process of contracting with DISC for space at 
the Kansas Historical Society to be used as our disaster recovery site.  We expect to have the site 
configured in early CY 2005. We have also begun planning to develop and document the 
Business Continuity Plan for our Agency.   This is an on-going effort, but we expect to have our 
initial plans in place before the end of CY 2005. 

 
 

IT Objective #1:   Modify and develop computer programs to comply with legislative changes, 
laws, and regulations.  Enhance agency applications, including critical data collection programs and 
fund formulas, to comply with legislative changes, laws and regulations.   
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IT Objective #2:  Maintain a secure and robust infrastructure for development and maintenance of 
systems, and for collection and transmission of data.  We will:  

• Establish, enhance, and maintain the network, servers, desktops, and system software to 
provide a robust and secure technical infrastructure. 
• Provide the necessary resources and training as well as the proper tools to CICS 
programmers and technical support personnel in order to effectively maintain KSDE 
applications and technical infrastructure. 
• Plan and implement strategy and tools for effective Help Desk procedures, Project 
Management, and Change Management Tracking. 
• Plan and implement effective security and Business Continuity programs to ensure the 
security of our data assets and infrastructure. 
• Ensure retention of required data elements per the KSDE Retention/Disposition 
schedule. 
Adequate system performance and appropriate training, tools and processes are 
necessary for timely development and maintenance of applications. In addition, in order to 
protect our data assets we must maintain security policies and procedures as well as an 
adequate level of data security, including an effective plan for continuity of business 
processes in the event of a disaster. 

 
IT Objective #3:  Continue the development and enhancement of web-based applications for 

seamless communication and exchange of information with customers and funding agencies.  
We will develop and enhance web-based solutions to collect and disseminate information between 
KSDE and local education agencies, other state agencies, and the U.S. Department of Education.  In 
doing this we will: 

• Enhance and modify web-enabled applications in response to customer needs, 
technological demands, and regulatory changes. 
• Develop/convert to web-enabled applications to provide enhanced and streamlined 
capabilities for collecting and disseminating information. 
• Use the Internet as the primary means of data collection and dissemination of 
information. 
Web-based technology provides a cost-effective, efficient method for streamlining tasks 
and reaching a broad audience with targeted information.  This technology also enables 
staff to increase effectiveness and provide more efficient communication with the general 
public, schools, state agencies, federal agencies, and other customers. 

 
IT Objective #4: Design and implement an enterprise information repository strategy 

accommodating historical, reporting, and operational information needs. We will: 
• Design an effective information repository strategy for KSDE’s long term needs. 
• Perform activities to ensure buy-in and support for the strategy from KSDE staff at all 
levels. 
• Design and implement student level data as part of the overall information strategy. 
• Provide appropriate training, resources, and tools for development and implementation of 
a KSDE Information Repository System. 
• Integrate KSDE operational systems and data collection into the KSDE Information 
Repository System. 
• Integrate KSDE reporting and information dissemination into the KSDE Information 
Repository System. 
• Maintain accurate and effective meta data as part of the KSDE Information Repository 
System. 
• Implement and maintain a robust technical infrastructure, including hardware and 
software, to support the KSDE Information Repository System. 
An effective data strategy is critical for providing the level of information required to fulfill 
regulatory reporting requirements as well as to analyze/model educational practices in 
order to provide the best possible learning experience for our students.  An integrated 
enterprise-wide data repository will minimize redundant data collection and storage, 
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resulting in a decreased burden on school districts and other reporting agencies as well as 
more consistent reporting and information.  

 
 

IT Objective #5: Coordinate an agency technology support structure for schools by offering 
program leadership and outreach for funding, planning, integration, and professional 
development.  TAKE will provide educational technology leadership to facilitate Pre-K – 12 school 
districts in: 

• Transforming the learning experience in Pre-K – 12 through the use of technology. 
• Empowering educators in the use of technology to enhance their effectiveness. 
• Equipping students for a technologically rich world through the use of 21st century skills. 
• Assisting schools with Federal and State compliance issues. 
Supporting schools in the use of technology empowers districts in managing available 
resources to develop a technology rich environment for teaching and learning. 
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Historical Society, State   (Agency #288) 
BUSINESS PROGRAMS:  

Administration Cultural Resources 
Education/Outreach Historic Sites 
Library/Archives Museum 

 

MISSION: The mission of the Kansas State Historical Society is to identify, collect, preserve, 
interpret and disseminate materials and information pertaining to Kansas history in order 
to assist the public in understanding and appreciating their Kansas heritage and how it 
relates to their lives. 

 
SFY 2005 BUDGET:        $8,077,214  
SFY 2005 FTE:   136.5   
SFY 2004 IT EXPENDITURES::  $156,105 
WEBSITE ADDRESS: http://www.kshs.org  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 
0.7 

  
0.7 

  
0.7 

 

Application Maintenance and Enhancement   
(in-production systems) 

 
0.1 

  
0.2 

  
0.2 

 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 
0.7 

  
0.6 

  
0.6 

 

Data Administration, Data nalysis/Validation 
and Database Administration 

 
0.3 

  
0.3 

  
0.3 

 

Network Engineering, Technical 
Management and Support 

 
0.4 

  
0.4 

  
0.4 

 

Computer Operations, Management and 
Technical Support 

 
1.0 

  
1.0 

  
1.0 

 

Web application development and 
maintenance 

 
0.9 

  
0.9 

  
0.9 

 

IT Security 
 

0.4 
  

0.4 
  

0.4 
 

Other IT Functions (Data Entry) 
 
 

     

TOTAL FTEs 
 

4.5 
  

4.5 
  

4.5 
 

        
 
Computer Assets:  

 Netware Unix Linux MS Windows Apple 
    

Midrange      
Servers   7   

PC-Desktop    186 8 
PC-Laptop    10  
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SFY 2004 MAJOR APPLICATIONS:  
Archives Inventory  PC 
Land Survey Reference Reports  PC 
Patron Registration Database  PC 
Cultural Resources Inventory PC 
Newspaper Database Web Database 
Civil War Soldiers Web Database 
GroupWise  Server 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The Society had minimal funding for IT 
procurements in FY 2003, and year-end funding was available for fifteen PCs and a handful of other 
PC’s were purchased with fee income during the year.  Likewise minimal funding was budgeted for 
computer purchases in FY 2004, but year-end funding allowed approximately two dozen desktops 
and two laptops to be obtained.  One server was replaced in FY 2004 with state funding, and a 
second was obtained with grant funding from SBC.  Normally the Society should replace thirty to forty 
of its over one hundred seventy five personal computers each year and one server.  The Society 
remains behind on its PC replacement cycle.  A few Society staff are still using PI-200 machines.  
Minimal repairs were made to keep servers and workstations operational, and routine funding for 
software maintenance and minimal upgrades were made.  Nevertheless, staff made great progress in 
several areas.  The primary stack of network switches purchased about seven years ago was 
upgraded from 10mB to 100mB connections.  Groupwise was upgraded to the most recent version 
and installed on the new server.  This was a mixed blessing in that the product proved to be unstable.  
Following a major upgrade of the Society’s web site in mid-FY 2003, web development focused on e-
commerce and other specialized application development in FY 2004.  Great progress was also 
made in planning, designing, and implementing new databases and upgrading old databases. 
 
STRATEGIC DIRECTION & OBJECTIVES: The ongoing lack of funding will prevent the Society 
from considering any objectives which require major technological upgrades or investments in the 
foreseeable future.  Overall the Society has lost twenty-five percent of its budget and staff over the 
past three years.  If little or no funding for technology is available during this next three year period, 
the Society anticipates continued struggles in maintaining its basic infrastructure. 

 
IT staff will continue to focus on activities, which without major financial investments, will have a 
significant impact on the Society’s ability to achieve its mission.  Technology has become essential to 
the efficient operation of the Society, and the IT staff are regularly these opportunities and potential 
efficiencies. 

 
The Society is looking at open source software, especially for word-processing, to alleviate the need 
to maintain its expensive Microsoft Office licenses on every desktop.  Only a handful of new licenses 
for Office have been purchased since FY 2001, and Office 2000 remains the standard office suite.  
Assistance from DISC with investigating other open source applications, such as spreadsheets, 
databases,  e-mail servers, and file and print servers would be useful.  The Society was not made 
aware of the results of the study of open source software which the legislature requested for the 
2003 legislative session.  It is anticipated that the major obstacle to the Society’s adoption of open 
source software for spreadsheets and word-processing will be the failure of other state agencies to 
do so and the requirements for the Society to share information with various sections of the 
Department of Administration in Word and Excel. 

 
Several steps are being taken to insure the reliability of the Society’s network and data.  Patches and 
security upgrades are applied as they become available. The most recent versions of Netware, 
Groupwise, Linux, and Apache are regularly  applied to the Society’s servers.  Planning is underway 
to address concerns about disaster recovery and security.  A low cost plan to provide more 
redundancy and prepare for equipment failures is being prepared will be implemented.  The first 
phase of this plan was implemented in FY 2004.  The Society has three groups of two servers each 
with a primary machine and a backup machine which closely, but not yet absolutely, mirrors the 
primary machine (Novel servers,  Web servers, and Database servers).  A storage server was also 
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added which allows faster and more reliable disk to disk backups in addition to the previous system 
of tape backups.  Continued improvement and research in this area are high priorities for FY 2005. 

 
A major redesign and upgrade of the Society’s web site went live in mid- FY 2003.  Site navigation 
was greatly improved.  In FY 2004 the site was upgraded by opening an online store and upgrading 
the site’s overall search engine.  An improved content delivery system is the top priority in this area at 
the beginning of FY 2005. 

 
A series of projects is underway to redesign and upgrade the Society’s databases. These include systems 
used to manage and access the Society’s collections as well as various databases used for research, such 
as the Kansas Biographical Index and an index to Kansas post offices. The Society has standardized on 
PostgreSQL, an open-source database management system, with MySQL used for some limited projects. 
Internal systems primarily use a Microsoft Access front end; those intended for general public use are 
accessible through a web browser. 

 
The Society has policies regarding the usage of technology, the internet, and e-mail which are in 
accord with ITEC policy 4230.  Passwords, anti-virus software, etc. are in place.  The Society is 
currently investigating its needs for public key infrastructure and electronic signatures.  A certificate 
has been obtained as part of the e-commerce project for the web server. 

 
Perhaps the major area of concern under investigation is firewall protection for the Society.  
Assistance from DISC in determining the available options and the current configuration of the 
Society’s router has recently been quite useful.  The Society plans on maintaining three lines of 
defense against security breaches.  First, restricting access through the router, which is entirely 
controlled and maintained by DISC.  Second, investigating implementation of a firewall, and 
segmenting its primary and backup servers from each other.   A Cisco Pix firewall was ordered at the 
beginning of FY 2005.  Third, maintaining the most recent versions and patches on its servers and 
closing unnecessary services on those servers. 

 
The Society webmaster has attended accessibility training and maintaining accessibility to the 
Society’s web site is a high priority.  The Society has worked with the Kansas School for the Blind to 
test the accessibility of its site and regularly uses Bobby to assess the accessibility of its site.  
Accessibility was a major goal of the FY 2003 web redesign project. 

 
The Society has taken steps to implement electronic records management within the agency.  We 
are currently working in four main areas:  shared network drive management, e-mail management, 
database management, and capturing periodic snapshots of the agency web site.  In our shared 
network drive we are developing a file structure that closely mirrors the agency retention and 
disposition schedule, with folders named to match the various record series created and maintained 
by each division.  Regarding e-mail management, we are building awareness within the agency to 
the importance of managing e-mail within a records context, thereby encouraging users to maintain 
messages appropriately in conjunction with the agency records schedule.  As the agency develops 
new databases, we are ensuring that historically valuable data in the databases are not overwritten 
as new data is entered.  And we are currently capturing snapshots of the agency web site on a 
quarterly basis, with the snapshots written to gold CDs and stored within the KSHS climate-controlled 
and secure storage vaults. 

 
Specific planning is underway with respect to two of the areas identified as priorities above:  image 
file management and spam control.  A project team is currently working on the management of the 
massive number of image files created by the Society through its various programs.  The Society’s 
management team vetoed the expenditure of any funding on a spam blocking appliance at the end of 
FY 2004, and IT staff are now investigating the implementation of a lower cost way to filter out more 
of the unwanted e-mail. 

 
The most important areas of cross-agency collaboration and joint application development relate to 
the areas of records management and the development of content for the agency’s web site.  
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KSPACe (see below) is a major new development in terms of records management at the end of FY 
2003.  FY 2003 also saw the approval of the first records keeping plans for electronic records by the 
State Records Board.  These are major collaborative efforts.  Joint efforts for the web site are 
exemplified by the Territorial Kansas Online Project which was completed in FY 2004.  The Kansas 
Collection of the University of Kansas was the partner in this project.  Also underway is a “This Day in 
Kansas History Project,” which is supported by the Hall Center for the Humanities at the University of 
Kansas.  This project also went live at the end of FY 2004.  These projects will add significant new 
content to the Society’s web site. 

 
The Kansas State Publications Archival Collection (KSPACe) is a joint initiative between KSHS and 
the State Library, with a Policy Advisory Group made up of representatives from DISC, INK, the 
Departments of Revenue and Heath and Environment, the Legislative Branch, the Judicial Branch, 
and Wichita State University.  A Technical Advisory Group has also been formed to provide guidance 
on technical issues with representatives from DISC, Revenue, and Legislative Computer Services.  
KSPACe is an attempt to capture and preserve reports and other publications submitted electronically 
to the Kansas State Legislature.  It is built on open source software developed by MIT Libraries and 
HP, and is designed to house information in a variety of formats.  In FY 2003 we developed a pilot 
project that continued into FY 2004.  The goal for FY2005 is to have a reliable and robust system 
available to ingest the first reports at the start of the 2005 Legislative session.  Funding to implement 
the project was recently obtained from INK, and a grant proposal has been submitted to the National 
Historic Publications and Records Commission (the funding arm of the National Archives and 
Records Administration) for further funding to expand the scope of KSPACe. 

 
 
AGENCY IT OBJECTIVES 
 
IT Objective #1:  Web Site:  Web site development is focusing on content delivery, including more 

interactive content and a topical system for accessing information.  The new content will include 
additional curriculum, cross database searching, improvements to the web search engine and portals 
for digital images and guides to our collections.  Procedures to develop sub websites for special 
events and featured programs and exhibits are also underway.  The new navigation system is ready 
for user testing and will include searches for topic, resource type, and keyword.   

 
IT Objective #2: Museum Collections Management System:  The society implemented the first phase 

of an integrated museum collections management system in May 2004. During FY05, development will 
continue to add additional functionality, including image management, standardization of vocabulary, 
and, as data entry is completed, public access via the web. 

 
  
IT Objective #3: Library/Archives Collections Management System:  Detailed planning and 

specification development are currently underway for a set of applications to manage library and 
archival collections. These applications will provide an enterprise-level tool to replace hitherto 
disparate and unrelated desktop databases and spreadsheets. Project goals include improved access, 
better utilization of staff time, and increased security and accountability. The first prototype 
applications are due in early FY 2005, and development will continue into FY 2006. 

 
IT Objective #4: Database Migration and Consolidation:  The Society is migrating its various internal 

databases, including mailing lists, subscription management, invoicing, and volunteer and patron 
registration, to a uniform interface (Microsoft Access 2000 front end, with PostgreSQL as database 
backend where appropriate). Previously, this information was maintained in a variety of desktop 
database (dBase III and IV, Alpha Five, and Paradox), spreadsheet, and word-processing formats. 
Data migration commenced at the end of FY02, beginning with the most heavily used data sources, 
and will remain underway through FY06. As part of the migration, the structure of the data is being 
reviewed and in many cases revised, and similar databases are being consolidated to reduce 
duplication of information and effort.  A notable portion of this objective is consolidation of invoicing 
functions and the implementation of the destination-based sales tax. 
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IT Objective #5:  Infrastructure Planning:  The Society has initiated a strategic planning project to 

examine records management and retention issues, security and backup issues, including 
redundancy of systems, and emergency plans.  This process includes a complete examination of the 
Society’s network infrastructure.  A Cisco Pix firewall was recently ordered and will be installed in FY 
2005.  Other security concerns include the potential lack of support and patches for Windows 98, 
which is still the operating system used on many Society computers, and the possibility of hackers 
taking advantage of this situation.   

 
A major planning effort is underway regarding the management of the voluminous image files 
produced by numerous Society programs.  This project will produce a centralized location for 
metadata of stored digital images for better retrieval of the images for both our staff and the patrons 
that we serve.  There will be an application written that will enable staff to enter the much-needed 
metadata when digital images are created by digital camera, scanning or other means.  The 
committee is looking at how this project can be used to obtain metadata for the thousands of digital 
images that are already stored on our servers. 
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Library, Kansas State   (Agency #434) 
BUSINESS PROGRAMS: 
 
 
 
 
MISSION: To provide information services for state and local governments, for local libraries and 

their users, and for people who communicate with the library in the Capitol Building and 
elsewhere in the state. 

 
SFY 2005 BUDGET:        $6,552,823  
SFY 2005 FTE:   27.0   
SFY 2004 IT EXPENDITURES::  $468,834 
WEBSITE ADDRESS: http://skyways.lib.ks.us/KSL  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 
.625 

 

 
.075 

 
0.6 

 

 
.075 

 
0.6 

 

 
.075 

Application Maintenance and Enhancement   
(in-production systems) 

 
.325 

 

 
.025 

 
0.3 

 

 
.025 

 
0.3 

 

 
.025 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 
.55 

 

 
.05 

 
.55 

 
.05 

 
.55 

 
.05 

Data Administration, Data nalysis/Validation 
and Database Administration 

 
.575 

 
.025 

 
.575 

 
.025 

 
.575 

 
.025 

Network Engineering, Technical 
Management and Support 

 
0.1 

 
0.1 

 
.125 

 
.125 

 
.125 

 
.125 

Computer Operations, Management and 
Technical Support 

 
.075 

 
0.175 

 
.075 

 
.125 

 
.075  

 
.125 

Web application development and 
maintenance 

 
0 

 
0 

 
0 

 
0 

 
0 

 
0 

IT Security 
 

.05 
 

.05 
 

.075 
 

.075 
 

.075 
 

.075 

Other IT Functions (Data Entry) 
 

0.7 
 

0 
 

0.7 
 

0 
 

0.7 
 

0 

TOTAL FTEs 
 

3.0 
 

0.5 
 

3.0 
 

0.5 
 

3.0 
 

0.5 
        

Computer Assets:  
 Netware Unix Linux MS Windows Apple 

    
Midrange      
Servers    4  

PC-Desktop    30 2 
PC-Laptop    3 5 

 
 
 
 
 

Administrative Services Local Library Development 
Library Information Technology Library Network Services 
Research & Information Services Talking Book Service 
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SFY 2004 MAJOR APPLICATIONS:  
Kansas Library Catalog (KLC) / Kansas List of Serials (KLS) / KICNET Developer 
KanFind Developer 
Blue Skyways Developer 
Reader Enrollment & Delivery Service (READS II) PC 
State Library Online Public Access Catalog Developer 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: COMMUNITY ACCESS NETWORK (CAN) INC. -- The 
agency continues to assist the Board of the Community Access Network (CAN) Inc., a non-profit 
corporation, in its efforts to develop and provide a statewide community service information resource 
integrating: Informative web pages focusing attention on community service issues and solutions in 
Kansas; an extensive database of community services available across Kansas, with emphasis on 
local level information and targeted search capabilities; responding to issues raised by the 
Governor’s Advisory Committee on Children and Families, a statistical analysis component available 
to state agencies for research purposes. 

 
In FY 2004, CAN Inc. was chosen by the Healthier Community Alliance of Emporia as the vehicle for 
their online community service information center. As a pilot project, this has given CAN a much-
needed real-world laboratory and contributed to development and enhancement of the project. Three 
of the seven Kansas regional library systems have scheduled overview sessions for member libraries 
in early FY 2005. With encouragement from the Governor’s BEST team, CAN continues discussions 
with INK that should lead to coordinated data sharing concerning government services. 

 
BILL & MELINDA GATES FOUNDATION’S US LIBRARY PROGRAM:  A training grant funded 28 half-day 
training sessions for public librarians on topics specific to public access computing in libraries. The 
majority of sessions were full to capacity. A grant extension until July 2005 was granted by the 
Foundation, another series of training is in development for FY 2006. 

 
July - August - Begin working with regional library systems to develop web resources to help public 
libraries comply with the Children's Internet Protection Act 
CIPA website http://skyways.lib.ks.us/KSL/libtech/cipa/ launched and updated to include the first 
round of evaluations of filtering products.  Begin review of proposal to offer statewide internet content 
filtering option to Kansas libraries 

 
December - January - Migration of KICNET/KLC to AGent version 2 
Kanguard internet content filtering option available to public libraries statewide 
Final version, Statement of Work for Rebid of KICNET/KLC contract to Division of Purchases 

 
April - Technical proposal review completed: Rebid of KICNET/KLC contract 

 
May - Combined ranking and recommendation completed: Rebid of KICNET/KLC contract 

       
June - Signed contract received from Auto-Graphics: KICNET/KLC contract awarded. 
 
 
STRATEGIC DIRECTION & OBJECTIVES:  During FY 2006, Kansas State Library’s IT objectives 
will accomplish the following: 
1. Expand and increase the use made by Kansas libraries and citizens of information resources 
provided by the State Library and its partners through technology-based means. Dedicate human 
and fiscal resources to increasing the use and users of major information systems such as  KLC / 
KLS / KICNET, KanFind, and Blue Skyways. 

The State Library will work closely with Kansas public libraries which, through the Bill and Melinda 
Gates Foundation’s US Library Program (see IT Accomplishments Summary) have previously 
received computers, software, and training to be used for public Internet access, and by extension, 
public access to government information. Additional funds expected from the foundation will with their 



January 2005 

Chapter 2.3 – Education    Agency IT Management & Budget Plans 

 

2-162 

approval be subgranted to regional library systems to build sustainable technical support and training 
initiatives. 

2.  Expand and improve information services provided to Kansans (Primarily through work with the 
Community Access Network, Inc.). 

 
AGENCY IT OBJECTIVES 
 
IT Objective #1. Under new contract with Auto-Graphics, Inc. use the AGent portal interface of the  
Kansas Library Catalog to provide federated searching of KLC bibliographic databases, those of 
partners Oklahoma and Texas, and all information and research databases contracted for by the 
State Library or the KAN-ED network. Make the customizable features of the interface available to 
the 800+ user libraries through pre-registration and training. Assist local libraries in adding local or 
locally purchased data sources to the search resources at their location. 

 
IT Objective #2. Support development and implementation of the KAN-ED Network. Seek continuing 
involvement in KAN-ED governance through IT staff membership in standing committees (Technical & 
Infrastructure and Content & Services). Implement federated searching, cross-database capabilities 
of the AGent interface for Kansas Library catalog. Cooperate with other libraries and entities in 
providing training in the use of these information resources, the KanFind databases, and Blue 
Skyways. Evaluate and revise services and procedures to ensure compliance with state policies as 
addressed in this plan. 

 
IT Objective #3. Community Access Network (CAN) - an initiative to develop and provide via the web 
a database of community services available across Kansas, with emphasis on local level information 
and targeted search capabilities. Website and Database development proceed under contract with 
Southeast Kansas Education Service Center. Data entry has been provided by offenders housed at 
Ellsworth Correctional Facility since July 2003. The Library Information Technology Division advises 
the board and developers of CAN on library issues - library-compatible data formats, library-
recognized indexing terms (Taxonomy of Human Services), search interfaces compatible with library 
environments, etc. The LIT Director serves as liaison between the State Library, CAN, and the 
Kansas library community. In FY 2005/6, LIT will assist CAN in coordinating and providing training in 
data collection, verification and entry for libraries or other community partners wishing to become 
actively involved in the project. 

 
IT Objective #4 . Review and document the state of the agency’s statehouse and Emporia 
networks concerning the issues identified in the Strategic Direction template. 

 
Agency Architecture: The statehouse facility uses two local area networks with Internet access; 
one for Business Office use only, the other for all employees plus Internet access for the public. 
The Talking Books Service in Emporia has a local area network and Internet access. A single 
workstation with Internet serves the Literacy office in Independence. No major changes planned. 

E-government:  Continue to use outside contractors for IT applications that maintain and 
enhance access to library information, whether source material (research and information 
databases, electronic state documents) or information that facilitates access and sharing (ATLAS 
online catalog, Kansas Library Catalog, List of Serials, Interlibrary Loan requesting network, Blue 
Skyways website). Work with Kansas State Historical Society on the Kansas State Publications 
Archival Collection (KSPACe) is typical of continuing efforts, on a realistic basis, to be proactive 
in creating digital information source material. It is in this area that our need and our strategic 
intent will be moving us forward. 
 

Security:  
1. Risk management: A proactive approach to risk management involves the use of shared 
expertise, and the incorporation of risk analysis into planning. This reduces the occurrence of 
risk-based crisis, while establishing a framework for quick, informed decisions. 
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2.  Security controls: Implemented to maintain compliance with IT Policy 4230 and the IT Security 
Policies and Guidelines. Review of security controls is ongoing as a part of the implementation, 
maintenance, and improvement of security processes and resources. 
 
3. Life cycle: Managed through coordinated efforts of IT staff, advising and consulting with 
management and administration at the divisional and agency levels. 
 
4. Authorizing production – N/A. 
 
5. Personnel Security: All current practices are believed to comply with IT Security Policies and 
Guidelines Section 10. 
 
6. Physical and Environment Protection: All current practices are believed to comply with IT 
Security Policies and Guidelines Section 10.  
 
7.Production Input/Output controls - N/A 
 
8. Contingency planning: Agency contingency planning is in need of review and centralization. 
Much that exists at an individual or Division level needs to be shared through a more formal 
planning and documentation process. 
 
9. Hardware and System Software Maintenance: Coordinated through IT staff. Assets crucial to 
security systems are maintained according to schedule. 
 
10. Data integrity: Assured through the implementation of access and security procedures as 
recommended in IT Security Policies and Guidelines. 
 
11. Documentation: Primarily a shared responsibility of the Network Administrator and Inventory 
Officer. A goal of any restructuring of our contingency planning effort will be to treat it as an 
opportunity to clarify and streamline documentation procedures. We have experienced no 
significant problems due to the current state of documentation, but there is room for 
improvement. 
 
12. Security Awareness, Training and Education: As a small and essentially concentrated 
agency, we have found most success in incorporating what might be called “security advocacy” 
into face-to-face individual or small group situations. A real-life incident can be turned into an 
opportunity that makes a lasting impression. Communicating the essence of these advocacies to 
the staff at large through memos, etc. helps create an environment of shared understanding and 
responsibility. We anticipate an increased amount of more traditional opportunities through 
periodic staff meetings or staff development sessions during FY 2006. 
 

13. Incident response capability: Is in need of review and improved documentation. Much that 
exists at an individual or Division level needs to be analyzed for adequate separation of duties. 

 
14. Identification and Authentication: Managed and controlled through Policies and procedures 
governing passwords, Email and internet usage, and network access. 
 
15. Logical access controls: Essentially a function of Identification and Authentication above.  
 
16. Audit trails: Comply with IT Security Policies and Guidelines Section 6.6 

Electronic Signatures: Staff attended the PKI 101 session in March 2004, and now has a better 
understanding of the implications and procedures necessary should it become desirable to 
actively pursue electronic transactions. There are no implementation plans for the immediate 
future. 
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Messaging: The State Library runs the mailserver pop3.kslib.info using Merak Mail server 4.4.2. 
Antivirus software on the server is updated at least weekly, and is backed up by Norton Antivirus 
on the networks. Use of personal assistant devices is in the early stages, and has been 
addressed thus far on case-by-case basis only. Instant messaging is not part of our 
communications strategy. 
 
Disaster Contingency Planning: All providers of information services and/or storage have 
backup and/or redundant systems in case of disaster. Local network data is backed up daily and 
stored offsite. 
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Regents, Board of   (Agency #561) 
BUSINESS PROGRAMS:  

Administration Postsecondary Education 
Student Financial Assistance Capital Improvements 
Kan-ed  

 
MISSION: The Kansas Board of Regents, through its diverse postsecondary education system, seeks 

to provide educational opportunities for all of Kansas’ citizens to achieve their greatest 
potential. 

 
SFY 2005 BUDGET:        $206,680,283  
SFY 2005 FTE:   56.5  
SFY 2004 IT EXPENDITURES::  $2,272,397 
WEBSITE ADDRESS: http://www.kansasregents.org; www.kan-ed.org 

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 1.0  1.0  1.0 

Application Maintenance and Enhancement   
(in-production systems) 1.0  1.0  1.0  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 2.0  2.0  2.0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 1.0  1.0  1.0 

Network Engineering, Technical 
Management and Support  2.0  2.0  2.0 

Computer Operations, Management and 
Technical Support  1.5  1.5 1.0 1.5 

Web application development and 
maintenance  3.0  3.0  4.0 

IT Security  0.5  0.5  0.5 

Other IT Functions (please identify)       

TOTAL FTEs 1.0 11.0 1.0 11.0 2.0 13.0 

 
 
Computer Assets:  

 AS/400 Unix Linux MS Windows Netware 
    

Midrange      
Servers   1 4 2 

PC-Desktop    35  
PC-Laptop    25  
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SFY 2004 MAJOR APPLICATIONS:  

Kansas Student AssistanceProgram (KSAP) Mainframe (KU) 
GED Database Program Win2000 Server 
Post Secondary(KSPSD) Win2000 Server 
KanEd Network Internet Servers 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: 
 Implementation of the Kan-ed Network: 
In the past year, Kan-ed staff have undergone an extensive process to make the Kan-ed network 
become a reality.  Challenged by an enabling statute in April of 2001, but no funding until January of 
2003, Kan-ed and KBOR staff began a detailed planning process which resulted in Procurement 
Negotiation Committee (PNC) process in June 2003 to award statewide contracts for leased 
bandwidth, leased equipment and network management services on December 31, 2003.  Kan-ed 
had several respondents and used an extensive matrix evaluation tool to evaluate and score 
responses.  Previous to the network RFP, Kan-ed engaged in a PNC process to hire an independent,  
vendor-neutral technology firm to complete a vendor-neutral engineering trade study and to assist 
with the network procurement process.  Several months of study, hard work and determination led to 
contract awards with SBC, Cox, Sprint and 7 independent telephone companies (initially) for leased 
bandwidth and equipment.  The Juniper M7i was selected as the network access point (NAP) 
equipment that Kan-ed would lease.  Based on the neutral consultant team recommendation and 
KBOR existing relationship with KanREN via  higher education, KanREN was selected as the Kan-ed 
network management agent.  As of June 30th 2004, 65% of the network and equipment was up and 
running and passing traffic.  August 24th 2004 is the projected date for 100% network completion.  
Kan-ed is also in the process of converting existing video sites under the “KDLC” umbrella to the Kan-
ed network.  This will be finished in August or September 2004, and Kan-ed will then be assisting 
schools that are converting from older technologies to the H.323 standard.  By December 2004, it is 
projected that Kan-ed will have approximately 130 K-12 full-mesh video sites on the Kan-ed network.  
Kan-ed has also entered into agreements to provide the Sprint Empowered Desktop, coupled with 
Learningstation, Atomic Learning, and NetTrekker.  Kan-ed members can also access five 
commercial databases and will have access to a customized Kan-ed portal that will be available mid-
August 2004.   Kan-ed is also providing a live web-streaming service called “Kan-ed Live!” to its 
membership, which has been very popular.  Finally, Kan-ed received preliminary indications that it will 
be awarded $1.7 million dollars in federal e-rate discounts, with an official confirmation letter to be 
received in July or August 2004. 

 
IT Infrastructure reorganization: 
In the past year, we’ve added a second NetWare server.  With this addition, we now have a ‘web 
server’ located in the ‘DMZ’ of our firewall.  The main office server was moved to the ‘internal’ or 
‘private’ zone of the firewall.  This has allowed us to:  split services between the two servers, easing 
the load on the office file server; add an additional layer of security between the internet and our 
office files by putting the office file server behind the most secure area of the firewall; add additional 
web services for office staff.   (Primarily methods of access by remote users who are temporarily 
away from the office - iFolder, and Virtual Office); provide greater flexibility.  We’ve been able to add 
the email Spam/Anti Virus filter after making these changes, and have been able to troubleshoot web 
server problems with less disruption to office staff. 

 
Implementation of Spam/Anti-Virus filtering on email gateway: 
Spam and email viri are an increasing problem for any organization.  Prior to this year, we relied on 
users to take care of their own spam, and relied on the antivirus software on each computer to 
protect again a virus.  But the rapid increase in both called for a better solution, one that could ease 
the burden of the user.  With the installation of the Spam/Anti Virus filter on our email gateway, email 
virus are deleted before ever reaching the user, and the amount of Spam has been significantly 
reduced.  From implementation  to the present, 13,732 viri have been deleted (5.9% of all email) and 
104,299 emails (44.5% of all email) have been flagged as S-P-A-M.  Of that spam, 39.4% has been 
deleted before ever reaching the user – the rest is automatically moved to the Junk Mail folder, 
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allowing for review before automatic deletion.  While it’s still not perfect, we feel this is a big boost to 
productivity in the office and peace of mind of users.   

 
Security enhancements: 
Security is an on-going process, always subject to review, but some significant steps were taken this 
year to further secure the office.  Changes were made to require complex passwords (using 
characters, numeral, and punctuation) that will greatly slow down anyone trying to hack a password.  
Passwords are now required to be changed at routine intervals.  Office computers are now set to go 
to a screen save and become locked after 10 minutes of inactivity, requiring a user password to 
resume work.  Staff are also encouraged to log-out each time they leave their PC.  This prevents a 
guest or unknown person from walking in, sitting down at a PC, and getting access to secure 
information.  Finally, a group policy is in place so that all computers will automatically download and 
install necessary patches from an internal Microsoft software update server as they are made 
available.  This protected us from both the Blaster and Sasser worms that caused significant trouble 
to computers around the world.  While no change by itself was huge, the combination of changes has 
made a big impact on the security of our IT environment. 

 
Uniform Online Application: 
The Uniform Online Application has been moved into production and is being utilized by all of our 
Regents universities.  This process, which takes a core set of data that a student enters into a 
database on an initial application for admission at one of our universities, then auto-populates the 
common data fields when the student logs onto (username and password) another university 
admission application to fill it out.  While extensive campus level integration and back-end 
development was required in some cases, the application system appears to be working and is 
functional.  Further developments and enhancements to the online application system will take place 
over the next year, including adding capability so a university can electronically receive contact 
information for an incomplete application so they may directly contact the applicant with follow-up 
questions or assistance.  The contract for these services with CollegeNet, Inc., is renewable annually 
through May, 2007. 

 
STRATEGIC DIRECTION & OBJECTIVES:  As we continue to utilize docking stations vs. desktops in 
our PC replacement cycle, wireless becomes more important to allow staff to become mobile across the 
office.  Due to restrictions in both in-state and out-of-state travel, staff has expressed an interest in 
increased audio and video conferencing.  We have installed video conferencing (H.323) and plan to 
utilize it heavily.  Cost analysis will have to be done to make sure these are fiscally prudent solutions to a 
reduced travel budget.  The development and production of our Postsecondary Database will continue to 
be a priority, as well as the continued development of Kan-ed.  We also plan on assisting our coordinated 
institutions with the ability to have a common online application for admissions, like our universities 
utilize.  We will also look to DISC to provide us with our telephone infrastructure and firewall support. 

 
Agency Architecture:  We are currently using Windows NT, Novell NetWare and Linux.  We will 
continue to support these three platforms. 

 
E-Government:  Our legacy operations have been migrated to e-government friendly solutions, 
but we will continue to evaluate our databases and web presence to ensure we are providing the 
public with friendly, fast, accurate access to KBOR content and services. 

 
Security:  We have an employee technology security policy and a KBOR security policy on file 
with the KITO office.  Additionally, we have contracted with DISC to provide firewall security for 
our internal network.  Kan-ed has hired a network security staff member to support security 
across the Kan-ed network.  KBOR conducts an annual security self-assessment per ITEC 
guidelines. 

 
Web Accessibility:  Our web page is outsourced to K-State, who assures our compliance with 
state accessibility guidelines.  We currently also provide a text-only version of our web page.  
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KBOR staff has also received training on web accessibility guidelines.  The Kan-ed web portal is 
also outsourced to K-State and follows state guidelines for accessibility. 

 
Records Retention: We have retention and disposition schedules developed in conjunction with 
the state archivist pursuant to KSA 45-406(c) and we follow the Open Records Act. 

Electronic Signatures:  At this time we have no plans to implement PKI, due to the limited 
amount of applications we utilize.  PKI may become more of an issue when we begin enhancing 
our E-Government programs and services.   

Messaging:  We utilize PDA’s for messaging and e-mail connectivity using SMTP.  Our office 
utilizes GroupWise for an e-mail client and we have no plans to migrate or change this platform.  
We have established a policy to keep instant messaging for personal use to a minimum but 
support no instant messaging common platform nor provide technical support for it. 

Disaster Contingency Planning:  KBOR has no formal disaster recover/contingency plan, 
however we expect to make this and security a priority in FY05.  KBOR files are backed up and 
stored offsite using the state Tivoli system.  Our postsecondary database makes local backups 
and stores them off-site.  Kan-ed utilizes a redundant network operation center for network 
operations and a disaster recover plan is incorporated into the Kan-ed/KanREN network 
operation center. 

 
 

AGENCY IT OBJECTIVES 
 
IT Objective #1:  Maintain a tight linkage with and responsiveness to KBOR business and academic 

objectives by streamlining server and support operations and establishing procedural and technical 
standards for the office. 

 
IT Objective #2:  Enhance the ability of office units to utilize technology to achieve their goals and 

objectives. 
 

IT Objective #3:  Provide enhanced training, career, and professional growth opportunities for ITU staff. 

IT Objective #4:  Evaluate, assess and develop physical and data security policies and procedures for 
ITU assets, including, but not limited to, the internal LAN, firewall, servers, desktop PC’s, laptop 
computers and wireless devices. 
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Regents, Emporia State University   (Agency #379) 
MISSION: Emporia State University is a comprehensive Regents university primarily serving 

residents of Kansas by providing leadership in quality instruction, related scholarship and 
service.  A student-centered institution, its central mission is to develop lifelong teaming 
skills, impart society's cultural heritage, and educate and prepare for both the professions 
and advanced study.  Faculty, staff and students interact in a collegial atmosphere that 
fosters freedom of inquiry and expression. 

 
 
SFY 2005 BUDGET:        $62,357,358  
SFY 2005 FTE:   754.1  
SFY 2004 IT EXPENDITURES::  $2,968,090 
WEBSITE ADDRESS: http://www.emporia.edu  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

1.0 2.0 1.0 2.5 1.0 2.5 

Application Maintenance and Enhancement   
(in-production systems) 2.0 1.0 2.0 1.0 2.0 1.0 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

8.0 0 8.0 0 8.0 0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

1.0 0 1.0 0 1.0 0 

Network Engineering, Technical 
Management and Support 7.5 2.0 7.5 2.0 7.5 2.0 

Computer Operations, Management and 
Technical Support 3.0 1.0 3.0 1.0 3.0 1.0 

Web application development and 
maintenance 0 1.0 0 1.0 0 1.0 

IT Security 0 0 0 0.5 0 0.5 

Instructional support 1.5 3.0 1.5 3.0 1.5 3.0 

Campus Liaison Help Desk 2.0 1.0 2.0 1.0 2.0 1.0 

Telecommunications 2.0 0 2.0 0 2.0 0 

TOTAL FTEs 28.0 11.0 28.0 12.0 28.0 12.0 

 
Computer Assets:  

 OS/390 Unix Linux Novell MS 
Windows Apple 

Mainframe 1  
Midrange  4     
Servers   2 21 34  

PC-Desktop     1512 250 
PC-Laptop       

 

 



January 2005 

Chapter 2.3 – Education    Agency IT Management & Budget Plans 

 

2-170 

SFY 2004 MAJOR APPLICATIONS:  
 

Student Information System (SIS) Mainframe 
Human Resource and Payroll Mainframe 
Students Billing /Receivable  Mainframe 
Library System (III) RS/6000 
Admissions (EMAS) LAN 
Financial Aid (PowerFaids) LAN 
Student Access to Web Mainframe/LAN 
Student Exchange Visa Info (SEVIS) LAN 
General Ledger Accounting Mainframe 
Budget LAN 
Housing System Mainframe 
Teachers Accountability/Tracking LAN 
Kansas Post Secondary Database Mainframe 
Telephone Billing Mainframe/LAN 
Blackboard/WebCT LAN 
E-Mail / Calendar Groupwise LAN 
Data Warehouse LAN 

 

SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  Information Technology underwent many 
changes in the past year in an effort to increase efficiency and service.  ESU applied for and received 
one grant:  the Title III Grant, “Strengthening Institutions” to build a decision support strategy for the 
University.  Six additional personnel were hired with support from grants, tuition and fees.  Campus 
technical support services have expanded.  Help Desk hours have increased to 80 hours per week 
including providing support for weekends.  A new software package to track problem calls to the help 
desk (HEAT) has been purchased and is being implemented.  Sixty-four of the University’s “Smart” 
classrooms were upgraded with new PC’s and new projectors.  The Interactive classroom in Visser 
Hall was completely upgraded with new equipment to support distance education.  A number of new 
Laptops, DVD players, and other pieces of equipment were purchased for use by students and faculty 
members.  Internet bandwidth was increased for Residential Halls and for the Campus.  Information 
Technology is featured in the University’s strategic plan and ESU participates in the Regents 
Information Technology Council (RCIT).  ESU continues to be a sponsored participant in Internet 2 
sponsored by Wichita State University.  While current I2 projects are limited to distance learning and 
teleconferencing, development activities among faculty in the Departments of Art, Music, and Science 
continue.  Another major project begun during the past year is the establishment of a Data 
Warehouse and related decision support technologies, supported by the Title III grant.  After 
considerable study of alternative software, the functionality of the Onbase Document Imaging 
application is being expanded to include support for electronic forms and electronic workflow 
processes.  The new electronic forms and their related workflow will replace the InForms software 
that no longer has vendor support.  Networking and infrastructure have seen significant 
improvements over the past year including installation of wireless connectivity in the William Allen 
White Library.  A new system to provide all students with access to central data storage (25 Mb) and 
web pages for academic projects is now available and used extensively.. 
 
 
STRATEGIC DIRECTION & OBJECTIVES:   It is anticipated that Emporia State University will move 
forward in its approach to providing broader and more functional access to information to support 
decision makers while maintaining appropriate safeguards and security.  At this time, ESU is working 
cooperatively with Wichita State University regarding the joint bid for a new administrative system to 
replace ESU’s current in-house developed legacy systems.  Wichita State has signed the 
agreements while ESU should follow in Winter 2005.  In terms of security, efforts are being increased 
meet the security challenges as the University’s information assets become increasingly web 
accessible.  Our networking capacity will also need to be increased as we become more involved 
with the Western Kansas Initiative and other distance education activities. 
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Agency Architecture: ESU uses OS/390 for the Enterprise Server (Mainframe) system and 
COBOL language for application programs.  The backbone is fiber and Ethernet is the network 
standard protocol, although some Token Ring currently is in place in several locations.  Local 
Area Network servers are Novell NetWare, MS Windows and Linux.  The midrange systems are 
UNIX (IBM AIX). 

  
E-Government:  A wide variety of information is available via the ESU web for both prospective 
and current students, faculty, staff and alumni. With the Student Information and Grades (STING) 
web access for students a variety of information is available to each student on-line. Graduate 
Studies and Lifelong Learning acquired an enrollment communications and management system 
(called E-Coms) for graduate admissions functions.  ESU currently offers more than 200 web-
based and web-supported courses per semester.  

 
Security: Security policies are in place and measures to ensure a secure computing environment 
are: Firewalls, login security (passwords), SSL, Intrusion detection, Software security alerts and 
networking monitoring. 

 
Electronic Signatures: PKI is not being currently used, however, secure (SSL) logins to web 
services are used. 

 
Messaging: ESU currently uses GroupWise as its email system for all students, faculty and staff. 

. 
Disaster Contingency Planning: All Mainframe and network servers are backed up and the 
tapes are taken to an offsite location and stored in a fire proof safe.  If a disaster were to occur 
and new equipment could not be obtained in a timely manner, ESU would work with the other 
Regents computer centers to load critical information for retrieval. 
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Regents, Fort Hays State University    (Agency #246) 
MISSION:  Fort Hays State University, a regional university principally serving western Kansas, is 
dedicated to providing instruction within a computerized environment in the arts and sciences, 
business, education, the health and life sciences, and agriculture.  The university’s primary emphasis 
is undergraduate liberal education, which includes the humanities, the fine arts, the social/behavioral 
sciences, and the natural/physical sciences.  These disciplines serve as the foundation of all 
programs.  Graduates are provided a foundation for entry into graduate school, for employment 
requiring well developed analytical and communication skills, and for coping with global complexities 
of the 21st century. 
 
 
SFY 2005 BUDGET:        $62,183,609  
SFY 2005 FTE:   701.3  
SFY 2004 IT EXPENDITURES::  $3,444,176 
WEBSITE ADDRESS: http://www.fhsu.edu  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination)Secretarial & Data Entry 

 2.0  2.0  2.0 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 5.0  6.0  6.0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 1.5  1.5  1.5 

Network Engineering, Technical 
Management and Support  2.5  2.5  2.5 

Computer Operations, Management and 
Technical Support  9.0  8.0  8.0 

Web application development and 
maintenance  1.0  1.0  1.0 

IT Security       

Other IT Functions-Telecommunications  3.0  3.0  3.0 

TOTAL FTEs 24.0 24.0  24.0 
 

Computer Assets:  
  Unix Linux MS Windows Apple 

Mainframe 1     
Midrange  1  2  
Servers  1 7 24 2 

PC-Desktop    1540 71 
PC-Laptop    70  
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SFY 2004 MAJOR APPLICATIONS:  
 

Student Information System Mainframe
Budgetary Accounting System Mainframe
Receivables Mainframe
Personnel Information System Mainframe
Admissions Mainframe
Degree Audit Mainframe
Facilities System Mainframe
Career Planning Mainframe
Time and Leave Mainframe
Payroll/Personnel System  Mainframe
Course System Mainframe
Scholarship System Mainframe
Transcript System  Mainframe
Course Equivalency System Mainframe
Financial Aid System  Mainframe
Endowment Accounting Mainframe
Housing System  Mainframe
Work History Mainframe
PowerFaids Server 
Voyager Server 
Alumni/Endowment System Server 
Telecommunications Billing System Server 
FHSU Data Warehouse Server 
Lotus Notes Applications Server 
Greentree Server 
Schedule/25, Resource/25 Server 
  

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS:   Administrative Systems - FHSU went live with 
the new Sungard Bi-Tech Financial system on July 1, 2004.  This system, also known as IFAS, 
replaces our legacy Financial system.  It provides a web-based interface for the campus community, 
and the database used is Oracle.  When all of the functionality is fully realized, this will provide a 
significant upgrade of the current system.  The system architecture is consistent with the 
recommendations in the Kansas Statewide Technical Architecture.  Because this Bi-Tech Financial 
system has been implemented, this provides the financial platform for the following Human 
Resources module from Sungard Bi-Tech.   We believe this system is a cost-effective system for 
FHSU.  After the decision was made to discontinue implementation of the Sungard Bi-Tech Student 
System, the Administrative Systems unit awarded a bid to Legacy Migration Solutions to convert the 
legacy Student System to a relational database structure (on IBM’s DB2).  The table definitions have 
been completed, and some CICS programs have been converted.  We expect to receive all of the 
converted code by the end of the calendar year.  In preparation for the conversion, FHSU purchased 
and installed a new Enterprise Server, an IBM 9672 R16.  We required a system of this power to run 
the DB2-based applications.  In addition, we purchased and installed a new ficon-connected fast 
access DASD Shark disk drive unit. The combination of new Enterprise Server and fast DASD had 
the effect of cutting our nightly batch processing from 9 hours to 1 ½ hours.  It will also provide a 
separate processor for Linux-based academic applications.  The Systems staff installed the latest 
versions of VM and VSE and the supporting third-party software for the new server.  As part of this 
purchase, we installed new tape drives and a new printer with and upper/lower case print band.   
 
Telecommunications - As reported last year, the Helpdesk function was moved to 
Telecommunications.  This year there a project team reviewed the level of service from the 
Switchboard.  The Switchboard operations have now expanded to 7:00 a.m. – 11:00 p.m. coverage 
seven days a week.  The Switchboard operation now reports to the Helpdesk supervisor.  The 
Helpdesk-Switchboard team meets with Departments and the Virtual College regularly to review 
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services and to update information for the switchboard operators.  The number of calls to departments 
are tracked hourly.  From all reports the services have improved.  FHSU has entered into a 
relationship with IBM Global Services to review voice and data wireless strategies.  IBM and FHSU 
will review VOIP directions, wireless VOIP options, 802.16 options, Third Party Neutral Hosting 
options, and other cellular options.  This has the potential to hasten a buildout of a data wireless 
network on campus and possibly a distributed antenna system for cellular use.   
 
Server Applications Upgrades - The Server staff initiated a purchase of an EMC Clariion CX300 
Storage Area Network.  They connected Lotus Notes, the Data Warehouse, and Image Now 
applications to the SAN.  The data access times were dramatically improved.  The Server staff 
installed an ImageNow document imaging system, which is presently used by Admissions and 
Student Fiscal Services.  These two offices are quite pleased with its functionality, and other offices 
will opt to buy licenses during the year.  The interfaces between Resource 25 / Schedule 25 room 
scheduling software and the Enterprise Server have been completed.  This is a web-based scheduling 
system to be used across campus so that departments can review which rooms are open and request 
space.  The Student Union purchased a different room scheduling system because they wanted those 
making reservations to have access to graphical room layouts.  CTC Staff installed and put CEO 
Scheduler Plus into production for the Union.  CTC Staff upgraded Raiser’s Edge Alumni and 
Foundation system to version 7.6.  This was a significant upgrade in power and functionality.  The 
Blackboard Course Management System showed signs of performance problems in Spring, 2004.  In 
view of increased course offerings on this system, the University decided to upgrade Blackboard in 
three ways:  purchasing a higher grade license, upgrading from version 5 to version 6, and purchasing 
a separate database server.  After installation on the two servers, the system appears to be much 
more scalable.  Last year viruses caused Lotus Notes to crash.  Lotus Notes ran on and IBM AIX 
platform.  This architecture caused us several problems:  the third-party virus-protection vendors were 
slow to port their software to AIX, and Lotus did not support AIX well.  We decided to move to the 
Microsoft platform because third party vendors support it well and because Lotus develops for the 
Microsoft platform first and supports it well.  In addition the staff added a Barracuda spam and virus-
prevention appliance in front of the Lotus Notes server.  It blocks roughly 70% of e-mail as Spam, and 
it detects many viruses before they reach the Lotus Notes Server.  So far, we have had good results 
because of these changes.   FHSU uses Samba on Free BSD to provide authentication, file, and print 
services for student lab use.  Samba version 2 did not work well with Microsoft’s Active Directory.  The 
staff upgraded Samba to version 3 and upgraded to the latest version for Free BSD.   
  
Microcomputing - The Microcomputing Staff upgraded the Math and Computing Science lab (30 PCs) 
with new PCs and changed the authentication system to use the Scatcat/Samba functionality.  This is 
important because the students can log on in this lab and access their work that might have been one 
in one of many labs across campus.  The Staff have upgraded the following academic labs:  IRC Lab:  
20 wireless laptops, new Macs, additional Sykes PCs, Tech Studies Lab in Davis Hall:  11 PCs, 11 
Macs; MACS Lab in Rarick Hall:  30 PCs; INT Lab in Picken Hall:  14 PCs, additional Sykes PCs; 
Rebuilt English Lab in RH 348:  30 PCs.  Sykes, Inc. donated 330 usable PCs to FHSU.  The 
Microcomputing Staff will be deploying these PCs across campus to the following labs.  In addition, 
they are being used to replace faculty and staff PCs as needed.  These PCs will extend the 
functionality in these areas a bit longer.  In addition the Microcomputing Staff deployed approximately 
70 PCs on short notice to support the new IFAS Financial application.  Javascript required more 
processing power than we anticipated.  They also deployed approximately 150 additional new PCs 
across campus upon request.   
   
Networking -  The Data Networking Staff will work closely the IBM Global Services consulting unit in 
its review of the campus data and wireless networks.  This review may result in a major buildout of the 
data wireless network and in enhancing improved 24/7 power to the networking closets.  If VOIP 
becomes deployed across the campus, this will have many implications for managing the data 
network.  The Data Networking Staff has started the process of converting all of the IP addresses 
across campus because FHSU chose to own its own address space.  Kanren wanted to recoup some 
of the addresses that it had given to Universities during the years, and so it seemed wise to purchase 
our own addresses.  The Networking staff created a VLAN to cover the Residential Hall users to 
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enhance security.  In addition, when a Residential Hall user has a PC infected with a worm or virus, 
the staff can restrict the access of that PC to one site – a site by which the PC can download software 
to clean his or her machine.  Once the PC is deemed virus-free, then that PC is given normal access 
to the campus network.  For those users not on the campus Ethernet network (often the dialup users), 
they can clean their PCs by purchasing a $1 CD from the Helpdesk that has tools to clean them.  The 
Data Networking Staff is working with the College of Education to extend wireless coverage over all of 
the COE’s labs, offices, and classroom space in second floor Rarick Hall (Fall Semester) and in Davis 
Hall (completed).  WiFi wireless now includes the Forsyth Library, the Memorial Union, Davis Hall, and 
portions of Tomanek Hall.   The Staff is preparing to run fiber to the new campus apartment complex 
expansion so that it will be a part of the campus network. 
 
STRATEGIC DIRECTION & OBJECTIVES:  
Administrative System/Executive Information System.  We have implemented the Sungard Bi-
Tech Financials System (IFAS), and we will begin implementing the HR Module starting in January, 
2005.  As noted last year these systems move us from an IBM mainframe environment to a 
UNIX/Oracle/IIS environment.  We chose to implement IFAS because it should help the University 
remain in compliance with a variety of accounting standards required by the Federal government, and 
the accounting system is superior to the functionality of the legacy system. The Sungard Financials 
and HR run on Sun Solaris, Oracle, and Microsoft’s IIS web server. These systems are fully compliant 
with the Kansas Statewide Technical Architecture.  The Sungard application and Oracle database 
currently reside on a very powerful Sun Sunfire V880.  FHSU chose to remain with its highly functional 
student system but to change its database architecture.  Strategically, we needed to have a relational 
database to support porting the Student System to a new portal environment.  The portal environment 
will enable us to provide role-based functionality to important classes of users (prospective students, 
current students, virtual college students, faculty, advisers, administrators, alumni, etc.).  It will enable 
us to establish a long term relationship with Kansans who become students at FHSU.  Operationally, 
FHSU is well on its way in converting the DL1 and VSAM database and applications to a relational 
database (DB2).  Legacy Migration Solutions has delivered all of the table definitions and the first 
round of converted applications.  The President’s Cabinet has approved the three year schedule for 
functional enhancements of the Student System.   Now that we have the data (table) definitions, 
programming for the initial Portal rollout has started.  FHSU has decided to use the open systems 
uPortal framework to deliver the Portal functionality.  uPortal will help us towards our goal of providing 
single signon so that students can move seamlessly from the Student System, to their e-mail system, 
to the Blackboard course management system, and other systems.  This framework will also help us 
in establishing on-line transactions for Virtual College and campus students.  In general, uPortal 
allows FHSU to shape its image and functionality and to use code developed at other Universities.   
To use uPortal as an entry point to the Student System, Blackboard, WebMail (for student e-mail), and 
other systems, we need to implement an Enterprise Directory.  We plan to use the Enterprise 
Directory for authentication and authorization using LDAP.  As functionality is added to the portal, the 
directory services will serve as important middleware.  FHSU will devote the Fall Semester to the 
issue of whether to make FHSU a Laptop University.  This decision has a number of implications for 
scaling back the use of computer labs across campus, enhancing WIFI coverage in campus buildings, 
increasing Helpdesk services for the laptops, and in training faculty to use them effectively in the 
classroom.   

 
Telecommunications.  FHSU has engaged IBM Global Services to create strategic business models 
for a number of areas:  Wireless (or wired) VOIP, Third Party Neutral Hosting, Wireless Broadband, 
and WIFI.  We are in the process of upgrading our Avaya switch for IP trunking and Voice over IP 
(making it an Avaya S8700), so FHSU will be in a position to take advantage of wireless VOIP (if that 
business plan looks favorable).  FHSU plans to move to all-cellular phones for staff use, and there 
should be options for student use as well whether it by through TPNH or other plan.  If wireless VOIP 
becomes a priority, FHSU will build out its WIFI network across campus.  TPNH would require FHSU 
to build out a distributed antenna system for cellular use across campus to provide excellent quality of 
service in all of the academic buildings and other designated buildings.   
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E-Government.  One of our more important constituencies is that of prospective students.  We 
cooperate with the other Regents institutions by using CollegeNet for prospective students.  We 
will also create a place on the portal so that the students will log in and enter information about 
themselves.  The system will then have role-specific information of interest to them.  Students will 
be able to track their progress to admission over the web.  Behind the scenes, database-driven 
letters (regular mail and e-mail) will inform them of documents needed, events in their area, and 
other items of interest.    Virtual College students as well as on-campus students expect to do 
more and more transactions on-line.  So, we will design modules which promote self-service over 
the web.  Virtual College students will enroll in a point-of-sale environment.   All students will be 
able to review their progress towards their degree (degree audit functionality).  If they would like to 
consider changing majors, they will appreciate the ability to do what-if scenarios that will identify 
which courses apply to new majors and which courses are still needed.  Virtual College students 
are able to enroll over the web now, but the new system will be truly realtime.  Students are able 
to review their financial transactions over the web.  When the portal is fully developed, the system 
will “level the playing field” to some extent between on-campus students and virtual college 
students because both types of students will view similar, personalized information using web 
browsers.   Students take courses over the web using our Blackboard course management 
software system. We have chosen to invest more heavily into this system because many faculty 
have been trained in using it, many students are accustomed to it, and because it is a proven 
system.  In the future if open systems software projects become more mature and are cost-
effective, we may revisit this decision.  Currently, this system is very heavily used.  In addition to 
the usual Internet connectivity to Blackboard and to the Tegrity web server, we have 7 point to 
point T1s with points of presence at seven community colleges.  These T1s are used for 
interactive videoconferencing to deliver courses using using Polycom video units.  In the future if 
Kan-Ed provides connectivity to those community colleges with bandwidth and quality of service 
acceptable for video connections, those point to point T1s may be discontinued.   

 
Business Contingency, Security, and Disaster Recovery.  To comply with ITEC security policy 
4230, several years ago the CTC formed a security committee, formulated policies, and filed 
those policies with the Board of Regents office.  In general we have attempted to architect our 
systems for security by acquiring secure versions of operating systems, by using firewalls, by 
using private IP numbers, Intrusion Detection Systems, and other measures.  Because wireless 
LANs have major security issues, we have worked hard to implement a secure wireless LAN.  The 
Networking staff has succeeded in requiring users to register their systems and then to use 
802.1x security protocols (PEAP, WEP).  So, all wireless LAN users must use 802.1x when 
accessing our LAN through 802.1x.  Our Intrusion Detection System (Enterasys Dragon), 
Packeteer, and the Enterasys network monitoring tools provide various kinds of functionality for 
monitoring network traffic, maintaining security logs, and managing port access.  The new IDS 
has helped us identify a many external attacks on our network and to detect systems that have 
been compromised.  If there is a machine on campus that is causing difficulties, we often 
quarantine that machine and require it to update the virus-checking software.  For the new 
Sungard IFAS system, we have upgraded our tape auto loader with new AIT-3 drives to improve 
efficiency and speed.  That tape backup system is located across campus.  The daily Student 
System backup tapes are stored away from the Computing Center.  In addition the data is 
mirrored on the Shark disk array.  The Physical Plant staff have installed a local generator that 
assists the CTC with power needs in the event of an outage.  In addition, we are beginning 
conversations with the Physical Plant and campus security for a new emergency services site on 
campus.  If this site is funded (some grants will be pursued), then we will review the possibility of 
a redundant telecommunications site.  In case of disaster, we would locate a number of critical 
servers at that same site.    
 
Electronic Signatures:  In order to do business with the federal government (federal grants, for 
example), we use PKI.  As the State of Kansas adds PKI-enabled services, we will expand our 
use of PKI.   
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Web Accessibility:  FHSU web pages are 75% ADA accessible as measured by the State of 
Kansas accessibility testing.  FHSU has adopted a standard web development application 
software package that produces accessible web pages, so we believe the percentage of 
accessible pages will continue to improve.  The campus web pages have undergone a complete 
revision by CJ Online, and those centrally-managed web pages are completely web accessible.   
 
Record Retention and Record Security:  The Buckley Amendment and FERPA regulations 
govern the use of much of our student data.  In addition the Gramm-Leach-Bliley Act regulates 
our use of student financial aid data.  The student Health information comes under the HIPAA 
security requirements.  Since the University’s main clients are students, student data is some of 
the most important of the data collected by the University.  Students have only read-only, 
password protected data for the most part (we do permit them to update their addresses on line).  
The data resides on servers with private IP numbers.  Systems administrators keep the security 
patches current on the servers and maintain firewalls where necessary.  Private IP addresses 
protect systems from off-campus attacks and probes.  Intrusion detection systems create logs 
used to maintain security.  Using PEAP and WEP maintain wireless security.  Current students 
have access to their data over the web protected by SSL encryption.  FHSU stores historical data 
on the data warehouse.  Data that is not governed by FERPA but subject to open meeting 
legislation is available upon request.   Much of the University’s financial information is public and 
available in the University Library.  The IFAS Financial System, however, is kept secure by 
enforcing strong passwords and by role-based security policies.  The University Auditor works 
closely with the CTC to monitor overall system security.  FHSU participates with other Regents’ 
institutions in the Kansas Digital Library Project.  In addition, the state has identified standards for 
exchanging GIS data, and FHSU works actively with the state in refining those standards.   FHSU, 
the City of Hays, and Ellis County have established a formal relationship to share data.   FHSU 
houses the GIS server for the city and the county. Through active participation in ITAB and 
CODDL, the University attempts to stay current with the Kansas Statewide Technical Architecture 
for data exchange, networking protocols, and standardized computer systems as well as archival 
standards.  The Data Warehouse gives FHSU a responsive tool in providing meaningful data to 
administrators and to the public.  Because it houses current as well as archived information, it is 
especially useful for trend analysis and decision support..    
 

AGENCY IT OBJECTIVES 

  

IT Objective #1:  Convert the DL/1 and VSAM databases and related applications to use DB2 (a 
relational database).   In order to web-enable the administrative applications, we need to convert 
our legacy databases into relational tables.  Legacy Migration Solutions has delivered the table 
definitions and the first installment of converted programs for us to test.  Timeline:  Receive all 
converted programs and data by December 31, 2004.   

 
IT Objective #2:  Improve the Virtual College course registration process and the “on-campus” 

course registration process.   Because the older mainframe had to shut CICS down to users 
during the night, we used files on the data warehouse for administrative access over the web.  The 
data was not current because it was up to 24 hours old.  We are creating relational tables and web 
access to those tables to access realtime data.  This course registration functionality will become 
part of the FHSU Portal.  Timeline:  March 31, 2005, for the Virtual College registration, January 1, 
2006 for the on-campus portion.   

 
IT Objective #3:  Implement web-based degree audit and the ability to analyze a number of 

alternative degree options.   Our current student system performs a degree audit for students, but 
it is not web-enabled.  We will web-enable the current system, and we will add functionality that will 
display requirements for select degree options (and majors).  When a student selects a major, the 
system reports which courses need to be taken, which courses meet a variety of requirements, and 
which courses are purely elective.  Students and faculty advisors can perform a variety of what-if 
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inquiries in terms of possible changes of major.  This is a valuable self-service tool as well as a 
valuable tool for advisors.  Timeline:  July 1, 2006  

 
IT Objective #4:   Convert the relevant databases for fee assessment.  Add fee assessment 

functionality to the student portal and implement selection of payment options.   We will 
convert the Student Receivables database, the Student Housing database, the Scholarship 
Tracking database, and the Financial Aid database.  After that is done we will display the results of 
the fee calculation and provide ways for students to pay.  Timeline:  August 1, 2005. 

 
IT Objective #5:  Implement the University Portal.  FHSU has chosen an open-source product, 

uPortal, as the platform for portal development.  We plan on using uPortal on a Windows-based 
server.  A variety of User Groups will assist in setting priorities for the campus portal and in 
identifying uses.  As with all such university portals, information is made available based on user 
roles.  Timeline:  March 31, 2005 

 
IT Objective #6:  Implement the Sungard Human Resources Module.  The HR Module will give 

FHSU employees information about their benefits, and it will give managers a way of controlling 
positions through position budgeting functionality.  Through the portal faculty and staff will see their 
personal and pay stub information.  Timeline:  December 31, 2006 

 
IT Objective #7:  Implement an Enterprise Directory.  The university has a number of directories.  

There is a need for an authoritative Enterprise Directory which will be accessed by key applications 
across campus.  The Enterprise Directory is a key enabling technology for the University Portal 
project because the Portal will use it for authentication and authorization.  It will also enable us to 
set some security parameters for individual users.    Timeline:  July 1, 2004 

 
IT Objective #8:  Use IBM Consulting to provide business models for voice and data wireless 

plans.  IBM will review Third Party Neutral Hosting options, Wireless VOIP, broadband 
wireless (802.16), and Wi-Fi.   Currently students are using Wi-Fi in Forsyth Library and the 
Memorial Union.  The CTC will build out Wi-Fi in the College of Education in the Fall.  IBM will 
review the campus infrastructure and do an RF audit with an eye towards building out a distributed 
antenna system for the cellular network.  At the same, time they will study the business model for 
wireless VOIP, TPNH, and broadband wireless.  The University will review which models best fit 
the needs of the University.  Timeline:  Fall Semester, 2004. 

 
IT Objective #9:  Complete Gigabit Ethernet Connections Across Campus.  We have connected 

six academic buildings with single-mode fiber.    The remaining five academic buildings will be 
connected using single-mode fiber throughout the year.   Timeline:  July, 2005 

 
IT Objective #10:  Active Directory.  Active Directory supports increased security (using the 

Kerberos protocol), increased flexibility (replaces other disparate directories), and standards-based 
(LDAP) directory services.      

 
IT Objective #11:  Continued Server Consolidation.  Because of various departmental and 

functional needs, Windows-based servers have multiplied.  We have acted to reduce the number of 
physical machines that we manage.  We use a very robust, four-way HP server running VMware on 
RedHat Linux to serve as our “super server.”  VMware allows virtual machines running different 
versions of Windows.  Different applications require different versions of Windows and they coexist 
on one physical machine.  Using VMware makes setting up new virtual machines very quick 
because it standardizes the setup for each version of the operating system.  The systems 
administrators become much more efficient using this system.  We will add more VMs to support the 
campus portal project.   Timeline:  January, 2005 

 
IT Objective #12:  Decide on Laptop University.  With the IBM Consulting project looking at wireless 

strategies, the University will also review whether to require laptops of students.   If the University 
decides to built out Wi-Fi across campus, then all students would be able to access the wireless 
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LAN across campus and instructors could routinely utilize the campus LAN (and Internet) in their 
classes.  Timeline:  April, 2006. 

 
Academic Systems and Support.   The university has put many resources into electronic course 
delivery.  The Computing and Telecommunications Center supports the infrastructure:  the campus 
network, the Internet connection, the servers, and database management functions.  The Center for 
Teaching Excellence and Learning Technology assists instructors in designing their courses for the 
web and other media.  FHSU has selected Blackboard as its strategic course delivery system over the 
web.  Blackboard is supplemented by streaming video presentations over the Tegrity servers.  On-
campus video is supplied by several video on demand servers that provide full-motion video.  The 
campus backbone supports the video traffic over full-duplex 100 Mbps connections and Gigabit 
connections over fiber.  These resources are used by 63 fully mediated classrooms in the academic 
buildings.  FHSU has built an IP-based interactive video network using leased T1s, Cisco routers, and 
Polycom video units to connect with seven off-campus sites.  This network has proven to be much 
more reliable and less costly than the legacy video network.   The CTC provides Helpdesk support for 
students (and faculty) for walk in or phone traffic.  The CTC campus operators provide phone support 
for Virtual College students. This support was previously provided by Sykes Enterprises.     

  
General Strategy   
Administrative Computing.  As highlighted above, we have gone live with the Sungard Financial 
system and are continuing to create reports and improve its interfaces with the state systems.  We are 
testing data converted to DB2 and we are creating the portal that will enable aqccess to the student 
data, student e-mail, and Blackboard server.  The system will provide browser-based access via a 
web-based portal for casual faculty, staff, and student users.  This system will provide current 
information over the web, and it will permit users to do a number of self-service kinds of functions.  We 
will implement a system that will facilitate enrollment over the web (with some intelligent checking of 
requirements behind the scenes), advising using the web, recruiting over the web, checking of degree 
requirements over the web, providing what-if capability in considering changing majors, and other 
functions.   
 
Academic Computing.  The CTC works closely with the Council of Deans, Faculty Senate, and 
ITPAC (Instructional Technology Policy Advisory Committee).  These units help determine policy and 
priorities for technology on campus.  The VP of Administration and Finance and the Provost 
participate in the Strategic Planning/Action Plan Committee to determine which technology (and other) 
projects receive funding.   The CTC supports academic computing in a number of ways.  The CTC 
maintains the university IPlanet (SunOne) web server, the Lotus Notes/Domino server, student e-mail 
and web servers, remote access modems and routers, the web course servers (BlackBoard), 
academic lab servers, the PHP-based course syllabus server, manages three computer labs, 
maintains a student Helpdesk, and provides a variety of other student services.  The CTC assists in 
supporting the Endeavor Voyager Library system and provide consulting and technical support for a 
variety of faculty research projects and web platforms.  The CTC provides microcomputer 
configuration and repair services for all academic and administrative uses.   The CTC maintains the 
campus wide network and the wide area network, and it provides special networking services (and 
authentication services) for the Academic Departments.  The CTC supports teaching lab needs and 
research networking needs.  The CTC plays an active role in giving leadership to the Instructional 
Technology and Advisory Committee.   
 
Networking Infrastructure.  Providing greater bandwidth, greater security for the network, managing 
the network bandwidth, increasing wireless access to the network and reviewing its suitability for wired 
and wireless VOIP are all strategic directions.  Making the network VOIP-ready will take some time 
and resources.  By deploying the gigabit connections to academic buildings, we should have 
adequate bandwidth for campus buildings and servers for some time.  The Intrusion Detection System 
greatly enhances our ability to monitor the network and to set security policies.  We are able to 
increase internet bandwidth relatively easily because we have a 50 Mb GigE (Gigabit Ethernet) 
connection through Kanren to the Great Plains Network Gigapop in Kansas City.  It is currently rate-
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limited to 15 Mbps, but it can easily be increased.  Becaise the SEGP Internet2 connection is live, 
faculty are using the Internet2 functionality for large downloads and other research needs.  
     

   
Electronic Agency Services 
FHSU uses the world wide web for publishing many press releases, admissions information, course 
offerings, campus directory services, and other information services.  Prospective students will be 
able to view specific information about the progress of their applications on the web (when the Portal 
becomes fully operational). Current students now view their financial information on the web, their 
course enrollment information, their grades, and they can change their demographic information using 
web browsers.  Eventually all students will be able to register and enroll electronically.  With the 
Blackboard course delivery system more and more professors are publishing course information on 
the web.  There are approximately 600 current “shells” on the web: course syllabi, quizzes, threaded 
discussion pages, etc.  Over 300 course syllabi are on a separate server.  A certain number of 
outreach courses are taught entirely via the web, but the web is used in some capacity for almost 
every course.  FHSU offers outreach materials in a variety of formats:  audio tape, video tape, ISDN, 
interactive TV (IP-based), and web so that outreach students can choose a format that best suits their 
needs.   Through the Endeavor Voyager system, the general public is able to view the library holdings 
on the web.  FHSU librarians are scanning archival materials and are in the beginning stages of 
creating a digital library.  There are a number of unique holdings that will be made available digitally.  
FHSU is participating in the Kansas Digital Library effort, and there is a new relationship with NASA to 
document the holdings in Hutchinson Cosmosphere aerospace museum.  The Hays Public Library 
has direct access into the university library system over a leased line.   The CTC provides Internet 
dialup services for off-campus students for library and other web services on the campus backbone.   
We facilitate credit card payments for courses over the web for Virtual College courses.  The 
University broadcasts the Spring commencement over the web in real time and archives it so that 
friends and relatives can view students they know accept their diplomas.  Faculty have digitized 
lectures onto the video server and the Tegrity internet servers, so video clips are available on demand 
in a variety of formats:  several formats for high-speed connections and a different format for low-
speed modem connections.    

 
Business Contingency, Security, and Disaster Recovery  
The CTC’s security committee formulated policies and filed those policies with the Board of Regents 
office last year.  FHSU is working with the rest of the Regents’ institutions on a common security 
reporting instrument that we will use to report the status of security yearly.  The Intrusion Detection 
System and the bandwidth shaping product gives the CTC tools for monitoring network traffic and 
managing access.  The Networking staff has also set up a separate physical network for containing 
wireless traffic because of security concerns in addition to implementing 802.1x and PEAP.  FHSU 
has taken steps to mitigate disaster recovery.  In particular, enrollment has traditionally been arena-
style.  Practically all students now enroll using a phone-in system we call Express Enrollment.  
Students speak directly to an operator who enters their information into the system, and those 
students bypass the arena-style enrollment lines.  In the older area-style enrollment a disaster would 
seriously impact that function.  In the event of a disaster affecting only the computing systems, 
students could still enroll manually.   FHSU stores mainframe administrative backup tapes off-site.   
There is some redundancy in that the Data Warehouse stores the VSAM and DL/1 files in a relational 
format.  The Data Warehouse, other non-mainframe administrative servers, and Departmental data 
are stored on a separate archiving server with tape backup away from the Computing Center.  Some 
of our systems are relatively independent of other systems:  Financial Aid uses PowerFaids, Alumni 
and Endowment uses Raiser’s Edge, Axis creates call detail records,  Resource/25 contains 
scheduling information, and there are a variety of other servers.  The new Sun-based Oracle system’s 
backup tapes are taken off-site.   The new system has two separate tape drive systems to do 
transaction logging and system backups.   As noted above, FHSU has purchased a generator that will 
supply power during cases of outage.  In cases where use of power must be prioritized the Computing 
Services and Security Services will have the top priority.   
 
Data Administration 
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The Buckley Amendment (FERPA) regulates the use of much of our student data.  Since the 
University serves students, student data is some of the most important of the data collected by the 
University.  Much of the data is read-only, is password protected, and resides on servers with private 
IP numbers.  The data passing over the network is encrypted in some cases.   Much of the 
University’s financial information is public and available in the University Library.  FHSU participates 
with other Regents’ institutions in the Kansas Digital Library Project.  In addition, the state has 
identified standards for exchanging GIS data, and FHSU works actively with the state in refining those 
standards.   FHSU, the City of Hays, and Ellis County have established a formal relationship to share 
data.   FHSU houses the GIS server for the city and the county. Through active participation in ITAB 
and CODDL, the University attempts to stay current with the Kansas Statewide Technical Architecture 
for data exchange, networking protocols, and standardized computer systems as well as archival 
standards.  The Data Warehouse gives FHSU new ways to provide meaningful data to administrators 
and to the public through its archiving and role in decision support.    

 
Executive Information Systems 
CACAO has developed policies on data to be shared among the Regent’s Institutions and with the 
Community Colleges.  The Vice-Provost’s office worked with the Council of Deans to identify a long 
list of data needs several years ago.  In response to that and other archival needs, we instituted a 
Data Warehouse.  We currently have many pre-programmed reports in our current administrative 
system that are run by semester, by year, by 20th day of the semester, etc., used by Deans, Directors, 
and the President.  The manager of the Data Warehouse has worked hard to produce queries and 
reports that provide essential information to a variety of administrative offices in a format that they can 
use with their desktop productivity software.  Many of these queries and reports are now available on 
the web.  Power users are offered mini-courses in using the Cognos Impromptu product, an on-line 
analytical processing tool.   Some offices prefer to download data into Microsoft Access, Excel, or 
other familiar programs.  In addition to the data warehouse reports, the CTC produces other ad hoc 
reports using CA-Earl and SPSS.   In addition to those tools, the new Sungard system provides a 
web-based, drill down tool similar to Impromptu called Click, Drag, and Drill which is currently used  
for Financial data (and later for HR data).  We have purchased software and installed it on the 
Enterprise Server that produces reports in pdf format, Word format, Excel, and other formats.  The 
combination of all these tools has helped us in the direction of the goal of going more paperless.      

   
Application Development 
The application developers have converted all of the DL/1 and VSAM data and loaded it into Oracle 
on the new Sungard IFAS system.  The programmers are still working through issues with interfacing 
IFAS to the state systems.  The programmers also are developing additional reports for IFAS.  Other 
programmers are working with the Student data tables on DB2.  The programmers are also in the 
beginning stages of working the uPortal (Java) framework.  The application developers will continue 
their role as data integrators in interfacing the new student relational tables with PowerFaids 
(Financial Awarding software), Resource/25 and Schedule/25, and Blackbaud (Alumni/Endowment, 
and the Data Warehouse).  FHSU continues to make more and more information available via the 
web from these client/server systems.   

Network Management 
The modularity and security features of the Enterasys Smartswitch Router has given us scalability and 
flexibility.   We are using the Enterasys management software for monitoring and control of the entire 
campus network.  Currently, key servers connect at 100 Mb/sec speed (duplexed 200 Mb/sec) and at 
gigabit speeds.  We have added switched-10 (and switched 10/100) hubs in every academic building.  
The fact that these hubs are switched (not shared) and centrally managed has made the network 
more secure and more configurable.  Certain key servers connect directly to the Cabletron 
Smartswitch router for additional security and dedicated bandwidth.  Because the network is centrally 
managed, networking staff have the ability to control ports, protocols, VLANS, and bandwidth.  VLANS 
assist in managing the system for security.  For example, placing the Residential Halls on a VLAN 
assists in monitoring and control.   The Packeteer appliance allows us to control traffic on the network.  
The Intrusion Detection System (Dragon) has proven to be very effective in detecting attacks on our 
servers and PCs. Three sensors have been placed in strategic locations to monitor the header (and 
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other) information.   FHSU has standardized on TCP/IP for network traffic.   The Enterprise Server 
uses TCP/IP for VSE, the College of Business Novell server now uses TCP/IP, and the Macs now use 
TCP/IP.  Furthermore, FHSU has purchased its own IP addresses and is in the process of moving to 
those addresses.   The networking staff has flattened the network by revising the IP-naming scheme, 
and that has been well-received.  The new IP address space is contiguous so that routing is now 
much more efficient.  The naming scheme for PCs changed so that users can find other PCs in an 
intuitive manner.  Microsoft’s Active Directory is now used extensively.   We have implemented SSL 
(secure sockets layer) at key points in the network.  Various servers have Verisign certificates.  E-mail 
is stored in an encrypted format, and users have the option to encrypt their Lotus Notes e-mail before 
sending it across the network.   

  
IT Asset Management 
The software that inventories the PCs across campus works well.  By having an accurate inventory of 
the hardware and of the installed software (including the service packs on the operating systems), we 
have a better handle on security and on hardware upgrade needs.   Since the CTC coordinates many 
of the PC orders for lab PCs, departmental PCs, and since the CTC sets up and configures many of 
the PCs and servers across campus, the CTC has some control over the types of PCs, printers, 
servers, and other peripherals that are purchased.  The system is not perfect because some 
departments do their own purchasing and their own set up, but the CTC staff members are often 
called assist in configuring the purchased machines and to troubleshoot problems that occur.  
Network management tools also monitor active IP addresses. 
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Regents, Kansas State University   (Agency #367) 
BUSINESS PROGRAMS: 

Computing and Network Services (CNS) 
Information Systems Office (ISO) 
Telecommunications 
Data and Information Administration 
Information Technology Assistance Center (iTAC) 
Office of Mediated Education (OME) 

 
MISSION: Kansas State University is a comprehensive, research, land-grant institution first serving 

students and the people of Kansas, and also the nation and the world.  The mission of 
the University is to enrich the lives of the citizens of Kansas by extending to them 
opportunities to engage in life-long learning and to benefit from the results of research.    

 
SFY 2005 BUDGET:        $508,461,290  
SFY 2005 FTE:   4413.0 
SFY 2004 IT EXPENDITURES::  $19,573,406 
WEBSITE ADDRESS: http://www.k-state.edu  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

6.6 22.3 6.0 23.3 6.6 24.3 

Application Maintenance and Enhancement   
(in-production systems) 9.9 11.55 9.9 11.65 9.9 12.15 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 22.62  24.65  27.15 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 16.9  18.4  18.4 

Network Engineering, Technical 
Management and Support 0.7 0.4 0.7 0.8 0.7 0.8 

Computer Operations, Management and 
Technical Support 14.4 8.9 14.4 9.4 14.4 10.9 

Web application development and 
maintenance 1.3 6.3 0.3 5.8 0.3 5.8 

IT Security 0.5 1.4 0.5 2.5 0.5 3.0 

Other IT Functions (please identify)       

TOTAL FTEs 33.4 90.4 32.4 96.5 32.4 102.5 

 
Computer Assets:  

  Unix Linux MS Windows Apple 
Mainframe 1     
Midrange  25    
Servers  70 40 70  

PC-Desktop    393 10 
PC-Laptop    8797 1025 
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SFY 2004 MAJOR APPLICATIONS:  
Human Resources Information System (HRIS) Server 
Billing Receivables (BRS) Mainframe 
Financial Aid Management System (FAMS) Mainframe 
Oracle Financials for Facilities (OFA) Server 
Student Information Systems (SIS) Mainframe 
Financial Records System (FRS) Mainframe 
Inventory System (INV) Mainframe 
K-State Access Technology System (KATS) Server 
Degree Audit Reporting System (DARS) Server 
Classroom Scheduling (Schedule/25) Server 
Event Room Scheduling (Resource/25) Server 
University Budget System (UBS) Server 
Facilities Management Information System (FAMIS) Server 
Housing and Dining Services–Foods Menu System Mainframe 
Student Loan Reporting Mainframe 
Annual Financial Reports Mainframe 
fsaAtlas (SEVIS) Server 
Research Extension Online Reporting..(RETORIC) Server 
Cashnet Server 
e-Forms Server 
e-Print Server 

 

SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  

COMPUTING AND NETWORK SERVICES 
The mission of Computing and Network Services (CNS) is to provide the enterprise server and network 
infrastructure for the K-State campus. A number of projects were accomplished in FY 2004 to maintain 
and enhance that infrastructure so K-State faculty, staff, and students can effectively fulfill their 
responsibilities.  FY 2004 saw several accomplishments in the area of project and change management. 
The K-State Enterprise Authentication System (KEAS) phase 1 and Storage Area Network (SAN) projects 
were both successfully completed on time and within budget. KEAS was the first large scale project at 
Kansas State University to utilize the state of Kansas Project Management Methodology and the SAN 
project was the first K-State project to require reporting under the guidelines of the Kansas Information 
Technology Office (KITO).  Both of these project benefited from the communications facilitated by the 
methodology resulting in excellent awareness and buy-in from the campus community.  The successes of 
these projects and the lessons learned from them have been instrumental in furthering the awareness 
and support of project management at Kansas State University.  Recognizing the benefits of project 
management at an enterprise level, IT leadership formed a committee of project managers to research 
the feasibility of implementation of an enterprise project portfolio management solution at Kansas State 
University.  CNS staff has been instrumental in this committee assisting the development of requirements 
and identifying solutions.  CNS implemented a Change Review Board (CRB) in the fall of 2003.  The CRB 
reviews proposed changes to production systems to insure effective planning, communications, and that 
the risk to the campus community is minimized.  The impact of the CRB has been well received by the 
campus and raised the awareness level of service and support activities to central systems.   
 
CNS provides coordination and administration of BMC Remedy Corporation software used by several K-
State IT units and administrative offices for IT service management.  CNS staff provides support for 
workflow processes using Remedy Help Desk and Remedy Change Management services.  Remedy 
production and development servers are collaboratively maintained by New Technologies, EST Unix 
team, ISO DBA team with strategic guidance from CNS Web Technologies and the IT Security 
Coordinator.  Remedy use is distributed across IT units--currently ISO, CNS, iTAC, KSRE/IET, and DIA.  
Management decisions are jointly made by the Remedy Steering Committee and the Remedy 
Management Committee (RMC) and subcommittees.  Remedy progress was made in the following areas: 
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The Solutions Working Group, tasked to recommend an operational approach 
to solutions content in Remedy Help Desk, presented its final report at the October 2003 meeting of the 
Remedy Steering Committee.   The RMC’s Design subcommittee that represents all IT service units who 
actively use Remedy software developed and published final requirements for permissions and security 
improvements.  The Remedy version 5 and Oracle 9i upgrade project (“Operation Take 5”) was 
completed, adding a much improved web interface to the application, integration with KEAS/LDAP for 
authentication, and improvements to the permissions infrastructure.  Areas of growth are the use of 
Remedy for change management activities, the use of Crystal Reports for custom reporting using 
controlled ODBC access, and the use of Remedy for LASER issue tracking. 
 
The flurry of KEAS and eIDs was a major focus of communications in FY 2004. With the eID website 
newly in place and the eID timeline being phased in, most of the spring was devoted to frequent updates 
of eID marketing and documentation, both on the eID website and related CNS webpages.   It moved to 
basic site maintenance in the summer, primarily on FAQs.  CNS Communications served on the eID 
Marketing Committee, and provided documentation and PR support including VPAST e-memos; a lab 
handout; notices to the Kansas State Collegian; and updating related web pages. CNS Communications 
continues work the development and maintenance of a variety of information technology web sites, at 
times in partnership with iTAC or other IT groups, as well as manage and maintain the CNS intranet and 
internal documentation.  Examples of these sites are: the CNS presence, IT Services & Resources 
(renamed to IT Index), password FAQs, K-State Computing IDs, CatPack, K-State site licenses, and a 
comprehensive list of IT-related policies.  CNS Communications also provides public relations materials 
for CNS- and IT-related efforts, including Admissions, University Publications, New Student Services, and 
the Collegian. The Welcome to K-State Computing handout was produced in spring, and transitioned to 
iTAC in August as part of the ongoing move to have iTAC be the primary contact point.  The May 2004 
Buying a Computer for College brochure was updated as usual for new student orientations and campus 
handouts, as was the /InfoTech/buying/ website.  
 
The weekly InfoTech Tuesday newsletter was a collaborative effort between iTAC and CNS.  It serves as 
a primary information conduit to the university community on information technology. 50 weekly issues 
were published (on Tuesday), for a total of 423 articles. CNS was responsible for 114 articles or 27 
percent and collaborated on 111 additional articles for a total of 225 articles or 53%.  The CNS Network 
Technologies team had several successes this last year: implementing a campus VPN service,  creating 
a secure environment for the SEVIS system through the uses of firewalls and VLANs, installed an 
Intrusion Detection Systems (IDS) at the Internet border, and participated in the Security Incident 
Response Team (SIRT) reacting to security incidents at the network level. 
 
The network team worked with Housing and Dining Services in upgrading the residence hall networks to 
switched 100Mbps to each building and provided auto-registration and DHCP service for easier service 
subscription by students. Several departmental network environments were also upgraded or moved as 
departments relocated or grew, including Chem-Biochem, Lafene Health Center (moving to Mercy 
Hospital), Printing Services (relocation), K-State Student Union network upgrades, and the English 
Department (relocation).  A notable success is the expansion of the wireless coverage on campus (almost 
doubled), plus adding service to Konza research site and Ag farms out north.  As a result of these efforts, 
K-State is 47th on Intel's "Most Unwired College Campuses" survey that ranks the top 100 U.S. schools 
for wireless computing access. More than half of K-State's current 172 wireless access points on the 
Manhattan campus were installed in the past year.  The Technology Service Center (TSC) continues to 
provide assembly (over 100 custom PCs and multiple special purposes servers), maintenance, warranty, 
and repair services for desktop computers and servers as well as being an authorized Gateway and 
Apple service center. In support of the university Technology Classrooms, TSC, built and installed 26 new 
PC’s in Technology Classrooms, upgraded or moved Macintosh computers in 13 Technology 
Classrooms, upgraded or installed projectors and video switching equipment in 10 Technology 
Classrooms, and installed core technology in two new centrally funded classrooms and two 
departmentally funded rooms. TSC also instituted a “Network Security Incident Prevention and 
Remediation” training and assistance program for the Greek Houses attached to the campus network. 
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The CNS IT Security Coordinator continued to provide guidance to departments, handle information 
requests (for investigations), and implemented an on-demand scheme for network based vulnerability 
scans to assist system administrators with hardening servers prior to final deployment. In FY 2004 the 
campus experienced over 2,000 faculty, staff, and student computers being infected with an e-mail virus 
or network worm. In many cases, this required that the computer's hard disk drive be wiped clean and 
everything reinstalled from scratch to eradicate the infection.  The Security Incident Response Team 
(SIRT), composed of professionals from every academic college as well as major administrative units, 
coordinated the campus response to the increasing threat of virus infection and hacker attack from the 
Internet. The result was shared expertise, units lending each other a hand when they needed one, and 
cooperative incident response on a campus-wide scale. 
 
The CNS Operations staff in the Data Center provides around-the-clock operational support of the IBM 
Enterprise server, Sun and LAN servers.  Part of the Operations staff responsibilities are meeting the 
batch production processing expectations and needs of users.  A total of 63,301 batch production jobs 
were completed in 2003 with a monthly average of 5,275 jobs.  The first quarter of 2004 shows an 
increase in the average monthly jobs to 5,599.  This represents a 6% growth in batch production 
processing for the coming year.  Effective April 12, 2004 Production Control Services (responsible for 
scheduling production jobs) was moved from iTAC to CNS Operations to integrate scheduling and 
execution of production jobs.  Operations staff also provided operational support to the university 
computing labs, InfoCommons, 25 technology classrooms and studio environments, and first tier support 
after regular business hours and on weekends. A major accomplishment this year was the completion of 
plan for the redesign of the IT Data Center and physical facilities and operational functions. 
 
The CNS Web Technologies team manages the central K-State web content repository which now 
contains over 1/2 million files.  As part of these management responsibilities, staff routinely consults with 
departments on web presentation of content and development.  The Web Technologies staff participated 
in the successful completion of the first phase of the KEAS project and transitioned KEAS to a production 
environment.  Web Technologies staff remain active partners in implementing KEAS's eProfile 
improvements and enhancements based on the user feedback and usability testing.  As part of the 
summer's New Student Orientation to help incoming freshmen registering for their eIDs, Web 
Technologies staff provided on-site assistance for students and advisors. 
 
A major focus of CNS Web Technologies has been participating in the development and delivery of a 
Portal Pilot for KAN-ED, the State of Kansas initiative to bring broadband Internet access to all Kansans.  
This resulted in the completion of a plan to develop a Portal Pilot for K-State and successful delivery of 
the pilot in the fall of 2004. Also, the number of web pages hosted centrally increased from 164,525 to 
284,998 (An increase of 29%) while the disk space used for web documents rose from 139,572 Mb to 
316,232 Mb (an increase of 126%).  CNS LAN Technologies staff partnered with Central Mail Services in 
an upgrade of workstations and installation of an updated version of the Pitney-Bowes mail tracking and 
delivery software. The LAN Technologies NST team worked with iTAC and KSU Libraries to purchase a 
dual Xeon processor server and high-end workstation for the Virage portion of the Digital Library project.  
The workstation will be used for the capture and delivery of streaming video.  The server will provide 
access to the archived video content with storage on the SAN. 
 
LAN’s Client Environment Academic Team upgraded the Dragon Natural Speaking speech recognition 
software, CD Reader and conversion software, and added a CD burner to the ADA (American’s with 
Disabilities Act) lab located in Hale Library.  The CET group also purchased and installed 31 PC's in 
support of the LASER project.  113 computers were purchased using student technology fee proceeds to 
replace three year old equipment in the InfoCommons.  The displaced hardware was redeployed to 
replace older systems in existing University Computing Labs and Modern Languages Lab as well as 
create a new computing lab in the Union Station that has been well received by the students. The 
remaining hardware was offered to the College of Arts & Sciences to upgrade aging staff hardware.  As 
part of this upgrade the majority of the systems in the University Computing Labs and Hale Library 
InfoCommons received an operating system upgrade to Windows XP. The Statistics Lab in Dickens 101 
was also upgraded receiving 28 new computing systems, tables, security systems, and an updated 
Classnet system. 
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With approval from Student Senate, the Provost, and the VPAST, CNS removed the free dot matrix 
printing from the University Computing Labs and InfoCommons due to cost and maintenance issues and 
implemented limited free printing on the HP Laser printers in all the University Computing Labs and the K-
State InfoCommons during March 2004.  Due to changes in the Union Copy Center (UCC) it became 
necessary to relocate the UCC lab.  The office space was redesigned allowing for the lab to be isolated 
with glass walls with access to the lab available during all Union hours. A printer with Pay-for-Print 
capabilities was installed since the lab was no longer co-located with the Union Copy Center.  The results 
are a more functional and accessible computing lab. 
 
ISO Desktop Support and CNS LAN Technologies Network Support Services were combined into a single 
unit providing services to administrative 1100+ LAN clients.  Many clients were migrated from legacy 
systems to new fault-tolerant cluster server environments having a total capacity of 1.75 terabytes of 
storage.  The implementation of these two cluster servers has allowed for reducing the number of 
individually supported servers by nine.  The number of users migrated to the staff cluster environment 
totaled about 700. 
 
In our continued efforts to combat virus and hacker attacks, CNS LAN Technologies implemented 
Microsoft Software Update Services (SUS) for Microsoft OS and security patches so that these updates 
could be automatically installed rather than the laborious manual method of installation.  The server has 
been highly successful and it is currently servicing all UCL/InfoCommons and Technology Classroom 
PC's (625) and about (800) staff PC's.   CNS LAN Technologies implemented an anti-virus server to allow 
for managed anti-virus updates to CNS workstations.  The system is currently working well covering 565 
academic PC's and 1,342 administrative PC's, plus 25 Windows Servers.  Bindview for Novell/Windows 
and the Internet was purchased this year.  The software allows K-State’s IT Security Coordinator and 
LAN Technologies staff to monitor, scan for vulnerabilities, audit activity, and report findings on Novell 
systems, Microsoft systems and the Internet.  CNS Enterprise Server Technologies (EST) began a 
process of shutting down the legacy mainframe services by announcing that all academic uses of the 
system must be migrated to other computing resources by July 1, 2004.  This is part of the on-going effort 
to de-emphasize the mainframe in preparation for eventual retirement from service.  CNS hired a 
Directory/Authentication Specialist in May who has assumed all production and management 
responsibilities for the K-State Enterprise Authentication System (KEAS). KEAS continues to evolve as a 
production system with much of the focus being on strengthening the infrastructure and redundancy of 
the system.  CNS has partnered with Data and Information Administration (DIA) in the formalizing data 
requests workflows to insure that data access is properly approved and documented. 
 
The EST team successfully completed the Storage Area Network Project (SAN) and moved the SAN into 
production.  To date 20 Solaris systems, 3 Microsoft systems (clustered servers), and the IBM mainframe 
has been migrated to the SAN environment. 
 
CNS began an upgrade and reengineering of the central e-mail services with the K-State E-mail 
Enhancement Project.  The goal of this project is to provide scalable, fault tolerant, utility-grade central e-
mail services while adding features and enhancements requested by the user community during the 
requirements phase.  As part of this project, central e-mail services will have the addition of spam and 
malware protection for all incoming and outgoing mail.  The central e-mail system has experienced 
unprecedented growth in the last year as the average number of daily e-mail sent increased from 130,885 
to 447,463 (an increase of 241%) and the average daily kilobytes transmitted through the central e-mail 
system rose from 6,205,242 to 28,756272 (an increase of  363%).  This illustrates the dependency the 
faculty, staff, and students have on centralized e-mail solutions as a means of communications and 
interchange.  As an effort outside of the e-mail enhancement project, the mail system hardware was 
upgraded twice this year to keep pace with the growth experienced. 
 
EST UNIX staff have worked diligently this year as part of the Security Incident Response Team (SIRT) 
combating malware attacks by identifying malware signatures and implementing filters to prevent the 
spread of malware throughout the campus via the e-mail system.  The installation of spam filtering at the 
campus Internet border significantly expanded the protection of the campus from spam and malware 
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attacks.  The EST UNIX group has addressed over 10,800 requests for assistance since May of 2003 this 
represents a 78% increase over last year.  Of these requests 273 were for DNS changes with 16 new 
registered domain names. 31 UNIX servers were reinstalled or installed new which included a complete 
reinstall of all KEAS systems. 11 of the 30 systems are running an OS new to K-State: Red Hat 
Enterprise Server (Linux). Six new systems now access the SAN. 

 
INFORMATION SYSTEMS OFFICE 
The Information Systems Office (ISO) participates in the implementation, operation, and administration of 
computerized databases and applications software within the context of mission critical applications 
systems serving students, faculty, staff and administrators. These systems support the business process 
and information management requirements of the instructional, research, and administrative operations of 
Kansas State University.  Since FY 2001, Information Systems Office’s database administration support 
services (including related technical support infrastructure) have included all centrally administered 
mission critical databases, which includes databases for the Information Systems Office, University 
Libraries, Division of Continuing Education (DCE), Information Technology Assistance Center (iTAC), and 
Computing and Network Services (CNS).   Theses responsibilities are effectively carried out by the 
Database Management Services staff in the Information Systems Office (ISO).  
 
Over the next one to three years, Kansas State University (facilitated by the Information Systems Office 
and Computing and Network Services) plans to introduce major new application systems to replace its 
aging legacy financial and student systems to eliminate dependence upon the Systems/390 platform.  
Oracle Financials will be implemented to replace the SCT/IA-CA/IDMS Financial Records System.  The 
Oracle Student System and Advanced Recruiting (Customer Relationship Management) Modules will be 
implemented to replace and enhance the K-State Student Information System, a home grown CA-IDMS 
based Admissions and Records application, the SCT/IA-CA/IDMS Financial Aid Management System, 
and the SCT/IA-CA/IDMS Billing Receivables System (BRS).  The current plan targets the implementation 
with all critical modules phased into production through FY 2006 and any remaining modules in FY 
2007.Expansion of the major database and application servers utilized by the Information Systems Office 
to support the growth in applications continues to be essential.  Routine storage capacity expansion is 
necessary to accommodate rapid growth of the distributed applications environment and ensure optimal 
performance to keep pace with the growing use of mission critical applications to enhance customer 
service to the students, faculty, and staff and to improve the operational efficiency of the University.  
Fortunately, the introduction of the Storage Area Network (SAN) continues to facilitate this need for rapid 
and flexible growth in storage capacity very effectively and efficiently. 

TELECOMMUNICATIONS 
In order to support the mission of providing the communication infrastructure to support the needs of K-
State, telecommunications has achieved the following accomplishments this past year.  The fiber plant at 
West Hall was reorganized to allow easier access and identification of fiber.  All fiber was relocated to one 
central location.  This will accommodate the ATM switch when it is moved from the Power Plant to West 
Hall, and this will help to facilitate the disaster recovery plan.   Added an Avaya S-8100 switch at the 
Mercy Health Center location (Lafene Student Health).  Fiber and copper were added back to Marlatt Hall 
to allow for this expansion.   Cable records are continuing to be verified and updated.  They are now 
online for the technicians use.  The emergency power transfer switch in the Power Plant was moved to a 
location within the Power Plant  that is more environmentally controlled.  This will allow for warranty of the 
switch which was not available in the former location due to conditions of the area.  Printing Services 
moved off campus and   T-1’s to their location were installed which provided data and voice.  Digital 
phones were required at this location so voice over IP was installed at this site. 
 
Enhanced 911 was installed to provide enhanced 911 services.  All stations on campus were identified to 
their correct locations, and this information was loaded into a central data base that provides emergency 
information to the Police Department.  Software was implemented to fully meet the specifications of this 
service.  The paging transmitter was moved to a new location to provide better service to our paging 
customers.  Eisenhower Hall 2nd floor terminal was relocated to an area that was suitable for data 
upgraded equipment.  This was formerly in an area that was deemed to be unsafe.  



January 2005 

Chapter 2.3 – Education    Agency IT Management & Budget Plans 

 

2-189 

 
KABSU phones and data services were moved to off-campus site.  This was coordinated with SWB and 
required a new voice mail system at this site.  Due to the sale of  KABSU, the fiber at the Forestry location 
had to be relocated off the property that was sold.  12 strands of single and 12 strands of multi mode 
were moved at this time.   Administration billing system has been completely converted to the Oracle/Java 
based billing system that was previously used exclusively for student billing.  Credit card charging system 
has been researched, developed and implemented.  We are currently awaiting administrative approval 
through the campus attorney and state offices.   
 
Complete refit of web pages for account management.  Students can sign up for four different services 
and manage those services online.  Credit card management and payment will be offered as well.  
Account authentication via the web and dialup internet access now uses the campus KEAS system.  This 
unification greatly streamlines management processes and allows accountability for administrative 
account management to individuals eID’s.  Paperless invoicing for the administrative billing has been 
implemented.  Invoices are currently available in four formats: web (html), Adobe Acrobat (pdf), plain text 
(txt), and postscript (ps).  Feasibility testing for ethernet in Jardine Terrace was performed for wired 
100baseT, wireless 802.11b and cable modem.  Installed new internal central NFS data store for 
departmental use which increases our data storage capacity by an order of magnitude. 
 
Several changes were made to the cable TV system.  Assisted with iTAC to upgrade the dial-in support 
software Cat Pack to version 7 which includes additional software programs.  Purchased 4 additional 
Polycom video conferencing units and 10 Via Video conferencing units.  Upgraded the software in all of 
the units to allow greater functionality and user operation.  Upgraded the units to accept IP as well as 
ISDN connections. 
 
INFORMATION TECHNOLOGY ASSISTANCE CENTER (iTAC) 
The Information Technology Assistance Center provides centralized information technology support to 
faculty, staff and students at Kansas State University.  The accomplishments of iTAC during the 2003-
3004 academic year are summarized according to the core iTAC functions including help desk, 
instructional assistance, mediated instructional design, user education, technology classrooms, and the 
Media Development Center.   The K-State IT Help Desk continues to evolve and develop an 
organizational structure that best fits the needs of the university and the IT mission. In addition to 
information technology resources at K-State, the help desk supports Midwest Education Connection 
Network Connection (MECNet) and the Kan-ed portal. This year the K-State IT Help Desk responded to 
an average of 150 calls per day. Full-time staff within the help desk reorganized into the areas of security 
administration, knowledge base, training and development and consultant manager. A quality of service 
plan was developed to measure help desk metrics and monitors the type and appropriateness of 
solutions for users. The Help Desk was instrumental in developing more than 3000 free CDs containing 
all security patches and the antivirus software for the campus community.  The iTAC is responsible for 
orienting faculty/staff/graduate assistants to the technology classroom environment.  This year, over 
1,125 course sections were taught in the technology classrooms. More than 290 technology training 
sessions were given to1,509 individuals on topics ranging from cascading style sheets to website 
accessibility. Total training contact hours were 2,142.  During the last five months, the technology trainers 
have been developing the documentation for the supported e-mail clients and for the new WebMail client 
(http://www.ksu.edu/InfoTech/e-mail/docs).   The iTAC also checked out laptops, tablet personal 
computers, LCD projectors, digital cameras, and camcorders to faculty, staff and students.  Usage of 
these materials alone constituted more than 2,000 check-out instances. 
The Media Development Center (http://main.itac.ksu.edu/mdc) located in 313 Hale has been upgraded 
with new software, scanners, and a photo and laser printer.  The newest service is an 8-by-8-foot, all-
enclosed sound booth with a fully functional digital mixer and an assortment of software including Acid 3.0 
Pro, SoundForge XP, ProTools 6.1, and Adobe Audition 1.0, for recording and customizing any audio file. 
In FY 2005, iTAC will continue to work with the IT units to develop and deploy communication strategies 
for informing the campus about upgrades, outages, security, purchasing agreements, etc.   InfoTech 
Tuesday http://www.ksu.edu/InfoTech/news/tuesday, is now in its fourth year reaching more than 800 
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subscribers. The K-State IT Help Desk continues to work towards 24x7 service.  Training opportunities for 
faculty/staff/students for proprietary and in-house developed products will continue. 

DATA AND INFORMATION ADMINISTRATION 
Based on acceptance by the University community and executives, the Integrated Information Initiative 
was launched with creation of the Data and Information Administration departmental budget for technical 
staffing and OOE, and plans for movement to the K-State Foundation Center building in late CY 2002.  
Staffing was recruited, and some very capable individuals were hired into the open positions.   Our 
planning activities led us to the conclusion that an electronic integration engine would be the keystone to 
our entire integration activity.  This integration engine would translate transactions from one application 
into a neutral format, and make it available for other applications’ use in a very nearly real-time situation.  
We proceeded with concept development, and contacted two leading integration software vendors 
(WebMethods and TIBCO) to work with us on a proof of concept.  Our proof of concept was shown 
publicly in early September, 2003, and we are planning several open presentations on campus for the 
University community to observe our progress, and provide feedback.  The Council of Data and 
Information resource stewards have been appointed and have formed three teams to address the issues 
related to three of the five top-level University entities. 

OFFICE OF MEDIATED EDUCATION 

Course Management System: K-State Online is the course management system developed by 
the OME that allows all KSU faculty to create online course components with tools such as: 
online grade books, assignments, quizzes/tests, message boards, chat rooms, calendars, 
student workgroups and file sharing. 

Survey System: The K-State Survey System is the web-based survey creation tool developed by the 
OME that allows instructors and researchers to create and distribute surveys, and access survey results 
online. Secure online surveys can be offered to specific persons with the use of a survey key or by open 
invitation through a public web page. Members of the K-State academic and research communities can 
use features such as weighted means questions, if - then questions, and the ability to allow or not allow 
users to skip a question.  

Instructional Design consultation: Instructional designers for Mediated Education are available to assist 
faculty in developing engaging and high quality learning environments for both on and off campus use.   

SGA Election System: The SGA Election System was developed to be the primary online election system 
for student elections at K-State.   

Tegrity: The OME has made available to the K-State community Tegrity systems which are used to create 
rich, web-based presentations that include audio, video and annotation of PowerPoint presentations.  
Tegrity can be used live for real-time meetings and lectures or recorded and archived for delivery over K-
State Online. CNS, iTAC, and the OME collaboratively support Tegrity systems at K-State. 

Live Audio/Video Broadcastsing: The OME offers live Webcasts from almost anywhere on campus. Audio 
and video can be streamed over the Internet in RealVideo or Windows Media format in multistream. On-
demand Audio/Video broadcasting is also easily available. 
Web Hosting and Design: The OME has designed hundreds of different Websites for many different 
university affiliated organizations.  OME encourages the best practices of web accessibility in site design. 
 
CD/DVD Duplication: The OME currently creates thousands of CDs every semester including course 
video CDs, conference proceedings, Tegrity content, meeting handouts, and many other educational 
projects. Our high capacity systems can quickly get your media polished and delivered. Electronic media 
services are available to the K-State Community.  Video/Audio Encoding and Editing: The OME has 
dedicated personnel available to encode video from analog or digital into any other type of format. Video 
and audio editing can also be done to enhance the content or to mix various source material together. 
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STRATEGIC DIRECTION & OBJECTIVES:  Information is a basic asset of the University. IT technology 
at K-State is a mainstay of supporting and leveraging that asset.  This is increasingly true in the learning 
environment at K-State, after first becoming a major tool to meet our research and administrative 
missions. Use of IT, in significant ways, has increased to include most of the faculty, staff and student 
body. To serve these people and to leverage the information assets, our strategy is to move to a 
networked system with capability to support the clients as the user access device; to create a system of 
information assets that are well organized on centrally managed relational databases; to create tools and 
sources of information to allow users to do most of their computing without assistance; to make 
information available widely on the campus; and finally to be very aggressive in providing remote 
monitoring and maintenance of IT systems. The university is evolving to one of active learning for the on-
campus student from which courses for the distant credit student can be leveraged. The university’s role 
for continuing professional education can and will be expanded, and those efforts will use the Internet as 
a major delivery tool.  Commerce within a service educational institution is a result. 
 
The network strategy, network centric, now is focused on client/server with peer-to-peer being 
investigated. Protocols are still in flux nationally so a strategy for high bandwidth backbone is under 
investigation with an experimental ATM the current project. The application strategy focuses on the 
information environment. Currently Oracle is the database of choice, and products are generally selected 
which can maintain this central strategy. Tools to allow the faculty to create more active learning 
environments and asynchronous information sources, e.g., electronic journals, web compendiums, or 
consulting databases, are a major need. The strategy is to purchase commercial products when they 
exist and to create tools to bridge the time until commercial products are available. Two major continuing 
efforts are Y2K and BCP/DR.  
 
Enhance assistance and support: effective use of the increasingly complex information technology 
environment will depend in large part on the quality of assistance that can be provided to the users.  The 
goal is to organize our resources in such a way as to effectively provide the services needed.  To 
accomplish this goal, standards for a supported system must evolve to a configuration that allows remote 
assistance from a command center and help desk.  Greater access to education and information will be 
established. 
 
Empower the user and expand user base with an increasing variety of computing and telecommunication 
tools, capability, and interfaces:  instructional use of e-mail and the WWW has been a major factor in the 
increase in user accounts and the need for additional access, bandwidth and computing capability.  
Introduction of computing technology into classrooms has increased the need for instructional support, 
instructional design and curriculum support services, and facilities for most all faculty, students and staff.  
Encourage mediated instruction, distance learning, e-tech transfer, digital library functions and e-life-long 
learning. 
 
Develop and implement policy:  information is a critical asset of the university in research, instruction, 
learning and administration.  Administration policy needs to be reviewed and established to guide the 
access, use, organization, confidentiality and integrity of this information.  Data is the encompassing 
element for which information technology exists, and policy must address the personnel, procedural, 
hardware and software realms to be effective. 
 
Develop and maintain integrated information structure and access:  provision for a homogeneous 
interface to information at the university and to make available in digital form all appropriate official 
university information.  The establishment of something commonly referred to as an information 
“warehouse” for administrative and essential operational data.  This concept of data and the processing 
programs to easily access it will need to be extended to instructional material, learning material for 
students and faculty, and to the university’s presence in electronic media.  Introduce initial database and 
web data mining. 
 
Seek additional funding sources:  state funding is inadequate to meet the needs in this rapidly changing 
university evolution to technologically-assisted outreach, research, and instruction.  A team of people has 
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been designated to write and to assist faculty to write competitive grant proposals seeking external funds.  
Develop partnership especially with business and industry. 
 
Increase and enhance Network infrastructure: movement to a higher bandwidth network using a more 
stable topology is essential.  Major pathways are currently close to capacity.  Partially implement 100 Mbit 
switched Ethernet as an interim solution to meet this challenge.  ATM (Asynchronous Transfer Mode) is 
under works, together with an experimental project.  Increase the capability for, and use of video and 
audio streaming on campus. 
 
Encourage a teamwork approach and enhance staff education:  the size of the problems to be solved 
gives an opportunity to build teams of individuals from various units.  Such teams this year have been 
very productive and effective.  Retraining of staff to meet the new challenges has to continue with cross 
training an objective. 
 
Continue interactions with the building contacts, departmental resource representatives (DRRs) within the 
distributed environment.  Establish data stewards (DSs) as part of the responsive team in the distributed 
environment. Develop a robust NOC to help support DRRs.  Create or acquire ongoing educational 
modules and experience to develop a set of certifications for DRPs, LAN administrators, and information 
security (IS) officers. 
 

E-Government:  K-State makes a wide variety of information about the University programs, 
people, and facilities for public access via its home page:  www.k-state.edu, which is best 
understood by viewing the page.  In October 1998, K-State began enrolling students via the K-
State Access Technology System (KATS - kats.k-state.edu), which now allows individuals secure 
to access their own student records including such things as admissions status, financial aid 
status, get their grades, and view a degree audit report and allows them to order parking stickers, 
yearbooks, and athletic tickets via KATS Market.  Ongoing development and support of the KATS 
System is continually adding to and improving the features and services offered to students and 
faculty.  KATS is both a Web and Interactive Voice Response front-end to K-State’s aging legacy 
student systems.  The services provided by the KATS system will be greatly enhanced and by the 
replacement of its legacy system with the Oracle Student System, which is currently being 
planned for implementation in July 2005.  K-State offers a wide variety of on-line educational 
services to teaching faculty and enrolled students via K-State Online, a course development, 
presentation, and learning environment via the Web.  K-State Online provides services for both 
on campus and off campus students interested in both credit and non-credit programs offered via 
K-State’s Division of Continuing Education. 

 
Security:  The campus IT Security Coordinator  and the Security Incident Response Team 
(SIRT), which has representatives from each academic college and major administrative units, 
coordinate all IT security activities for Kansas State University. While incident response is an 
important part of their responsibility, the strategic direction is to move from reactionary practices 
to more preventative measures. The move to “managed computing” is key to that strategy, 
starting with centrally managed Symantec anti-virus and patch management using Microsoft 
Software Update Service (SUS) and Novell’s ZENworks. Another preventative strategy already 
underway involves greater awareness by all users and specific training for users and IT support 
staff.   To facilitate communication and rapid response, security contacts have been identified in 
every campus department and given regular training opportunities. SIRT also developed a 
security web site available to all users and regularly provides security-related articles in the 
weekly IT newsletter. 

 
Each year the SIRT will develop a prioritized list of security issues and develop a plan to address 
the highest priority concerns.  Future plans call for requiring all computers on the campus network 
to use managed anti-virus and patch management software. Regular scanning of campus 
computers for vulnerabilities has begun and will be expanded in the future. Systems found to be 
vulnerable or infected are immediately removed from the campus network and remain blocked 
until repaired. All servers will have to be registered and pass a security audit, followed by a 
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similar requirement for any device on the network. Improvements to security and adding 
authentication to the wireless network is under development. 

 
A network-based intrusion detection system and numerous firewalls protect the campus 
information resources. Efforts to assess all information resources and protect them with the 
appropriate level of security will continue. A virtual private network (VPN) server was put into 
production to provide secure, authenticated remote access. Vulnerability scans are  run several 
times a day to identify vulnerable systems and services so they can  be isolated and repaired. K-
State’s Enterprise Authentication System (KEAS, pronounced “keys”) provides a central LDAP-
based authentication system to more securely manage authentication data for K-State faculty, 
staff, and students. Numerous systems now use KEAS for identity and authentication. All users 
are required to change their password twice per year and strong passwords are strictly enforced. 

 
Electronic Signatures:  Kansas State University plans to implement a public key infrastructure 
(PKI) in phase 3 of the KEAS project (see the Security section above) within the next four years. 
Centralized authentication services were provided in phase 1 by eIDs and passwords stored in a 
central LDAP server. Phase 2 extends the service to many additional applications and 
synchronizes IDs and passwords with Novell e-Directory and Oracle OID. Phase 3 of KEAS 
implements PKI to provide stronger authentication for supporting digital signatures and secure 
electronic transactions. 

 
Messaging:  None reported. 

 
Disaster Contingency Planning:  Kansas State University’s Information Technology Business 
Contingency Plan was first created in June 1999.  Due to an ever increasing reliance upon 
information technology in university offices, classrooms, research labs, and dorm rooms, IT 
services outages can be extremely disruptive to the operations of the university and the activities 
of the university community.  It is the intention of the plan to identify the most critical university 
facilities and their IT resources to facilitate recovery and increase awareness of the business risks 
of IT service outages.  John Streeter, Director of the Office of Information Systems, serves to 
coordinate the University’s efforts to develop and improve its IT disaster recover and business 
contingency planning process and procedures; Jay Alloway, Assistant Director of Computing and 
Network Services serves as coordinator for the IT team responsible for recognizing IT service 
outages, providing first response to IT service outages, and coordinating recovery efforts.  Two 
policies adopted by the Kansas Information Resources Council govern this process: Policy #3200 
which states that all agencies will develop business contingency plans, and Policy #3210 which 
outlines the business contingency planning process.  2001-2002 Progress:  K-State's first 
Business Contingency/Disaster Recovery Plan was submitted to the Kansas Chief Information 
Architect June 30, 2000.  Although the report is intended to be updated annually, only limited 
effort to maintain the document has been possible since that date.  The resulting working 
document provides a reasonable description of the University's plans to prevent avoidable IT 
service outages and to recover from actual information technology service outages; but the 
details of current assets and risks tend to change considerably over time.  The target date for 
completion of the next formal K-State's IT BCP/DR annual review and update is June 30, 2003.  
As part of K-State's ongoing strategic efforts to maintain and advance its information technology 
infrastructure, significant improvements in the reliability and recoverability of the technical 
resources deployed in the infrastructure continue to be made.  Computing and Network Services, 
the Information Systems Office, and Telecommunications have all been systematically improving 
components of the IT infrastructure relating to network reliability, redundancy, and recoverability, 
as budgets permit.  This is the principal outcome of the planning process, which generally results 
in the identification of those areas that need to be improved.  As K-State strives to achieve its 
mission and develop its future through the strategic deployment of information technology, 
continued awareness of the essential nature of information technology in enabling, maintaining, 
advancing, and ensuring the University's success must be maintained.  IT BCP/DR planning is 
coordinated with the University's overall BCP/DR planning efforts, which are coordinated by the 
Director of Environmental Health and Safety. 
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Regents, Pittsburg State University   (Agency #385) 
BUSINESS PROGRAMS:   
  
 

MISSION: Pittsburg State University, a comprehensive regional university, provides undergraduate 
and graduate programs and services to the people of southeast Kansas, but also to 
others who seek the benefits offered.  This is accomplished by the unique combination 
of academic programs in the four colleges of the University (Arts and Sciences, 
Business, Education, and Technology).  The University is equally committed to fulfilling 
its statewide mission in technology and economic development by facilitating 
partnerships with secondary and post-secondary educational institutions, businesses 
and industries. 

 
SFY 2005 BUDGET:        $71,598,632  
SFY 2005 FTE:   772.5  
SFY 2004 IT EXPENDITURES::  $2,712,179 
WEBSITE ADDRESS: http://www.pittstate.edu 
 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

1.0 5.3 1.0 5.3 1.0 5.3 

Application Maintenance and Enhancement   
(in-production systems) 3.0  3.0  3.0  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 9.0  9.0  9.0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 3.0  3.0  3.0 

Network Engineering, Technical 
Management and Support 3.0 1.0 3.0 1.0 3.0 1.0 

Computer Operations, Management and 
Technical Support 3.0 9.0 3.0 9.0 3.0 9.0 

Web application development and 
maintenance  1.0  1.0  1.0 

IT Security  1.0  1.0  1.0 

Other IT Functions (please identify)  1.0  1.0  1.0 

TOTAL FTEs 10.0 30.3 10.0 30.3 10.0 30.3 

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
Midrange  5    
Servers  6 14 16  

PC-Desktop   4 NA NA 
PC-Laptop   3 NA NA 

Instruction Student Support 
Academic Support Physical Plant 
Institutional Support Student Aid 
Research Auxiliary Enterprises 
Public Service Service Clearing & Debt Service 
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SFY 2004 MAJOR APPLICATIONS:  
Human Resource Information Systems Server 
Academic Information Systems Server 
Student Information Systems Server 
Business and Financial Information Systems Server 
Millennium System SQL Server 
Library Automation System Server 
University Police and Parking System WinServer 2003 
Blackboard Course Management Server 
Document Imaging System Server 
Local Windows Update WinServer 2003 

  
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: FY 2004 accomplishments focused on 
improved access to the following: campus network, campus resources, off-campus information/data, 
technologies, and services.  

Network accomplishments: Added redundancy to campus LAN backbone, implemented RADIUS to 
provide centralized authentication for management access to network devices, automated firmware 
upgrades of network infrastructure devices to run unattended, installed local Windows Update (SUS) 
Server, implemented an automated system to continuously monitor conditions on the network and on 
mission critical servers, performed a campus-wide survey of all buildings and created a wireless 
implementation plan, 30% of the campus has wireless access to the PSU LAN and the Internet, and 
implemented Network Address Translation (NAT) for 50% of campus 

IT projects:  Investigated strategic alternatives and directions for core administrative systems, 
completely redesigned the PSU website to improve functionality and usability, provided on-line 
telephone billing information, upgraded the Blackboard web-based instruction system from version 
5.5 to 6.1, implemented Anti-Spam and Anti-Virus email protection systems, updated systems and 
application documentation, and cleaned up converted Millennium data. 

Application development:  On-line graduate admission application, on-line summary payroll and 
personnel benefits, enhanced reporting features in the campus advisement system, implemented an 
on-line transcript request system, continued development on the Kansas Board of  Regents 
Database, developed web-based mid-term grade entry system, enhanced co-curricular transcript, 
enhanced various inventory and ordering systems, developed an on-line advisor profile page, and 
developed an on-line financial assistance system. 

Two OIS staff completed the certification for the State of Kansas Project Management Methodology.  
PSU adopted Project Management for all large-scale IT projects.  These included the Financial 
Assistance project, Continuing and Graduate Studies, e-Commerce project, On-line Application 
project, and the Network Infastructure project. 
 
STRATEGIC DIRECTION & OBJECTIVES: The development of the IT strategic plan at Pittsburg 
State University is part of the University’s overall integrated planning process.  IT projects and 
activities are coordinated by the Office of Information Services and overseen by the Director of 
Information Services.  The Director of Information Services receives direct supervision from the Vice 
President of Administration and Finance.  The IT governance process also includes several 
university committees.  These include the Faculty IS Committee, the Dean’s IS Committee, and the 
Information Technology Council (ITC).  The ITC is a standing committee of the President’s Strategic 
Planning Council that is responsible for the University’s overall Strategic Plan. 

 
Agency Architecture:  Pittsburg State University contracts with KanREN (Kansas Research and 
Education Network) for Internet service.  KanREN feeds PSU's main campus from their Wichita 
distribution point with an eight-T1 Inverse-Multiplexed ATM (IMA) connection over Southwestern 
Bell.  The IMA has an aggregate bandwidth of 12 Mbps, of which a rate-limited 9 Mbps is 
available for Internet traffic; and the remaining 3 Mbps is reserved for intra-KanREN traffic, 
principally H.323 video for distance learning.  The campus network is a gigabit ethernet 
backbone, which interconnects thirty buildings and provides 100 Mbps connectivity to the 
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desktop, including open computer labs and public access jacks in meeting rooms.  Campus 
residence halls are wired for a port per resident, with network and telephone service available to 
each resident. 
 

 
Security: The Office of Information Services also develops and enforces the security policies and 
practices. Pittsburg State University employs several measures to secure its computer systems 
and networks such as: Login security dealing with passwords and encryption; SSL; firewall; 
network monitoring; software security alerts; and log analysis. 

Electronic Signatures: PSU does not currently employ PKI.  PSU does, however, make 
extensive use of secure (SSL) logins to web services, and encrypted (SSH) logins to major 
systems. 

Messaging:  PDAs are acquired by individual departments and are not managed by the Office of 
Information Services. 

Disaster Contingency Planning:  Disaster contingency planning involves many areas and 
processes; the first focus areas identified and addressed were safety and health issues.  PSU 
started identifying the critical business processes and will continue throughout the year.  A 
general PSU business contingency plan will be produced from these findings.   The Office of 
Information Services is evaluating a second data/telecommunications center to provide 
redundancy for mission critical applications. 

 

The ITC Strategic Plan has identified 6 major goals for IT at Pittsburg State University.  These 
include: Global Access to improve access to the campus network, campus resources and off-campus 
information/data, technologies and services; Instructional Technology to improve the instructional 
support services for faculty who are or want to use technology in instruction and develop the related 
support services for students in classes utilizing instructional technologies; Research and Scholarly 
Support to improve the support for faculty who are or want to utilize information technologies in their 
research, scholarly or other creative endeavors; Infrastructure Support to maintain a state-of-the-art 
and reliable information technology and communications infrastructure; Administrative Applications to 
develop, maintain and improve information technology and communication applications that meet the 
administrative needs of the campus; and Evaluate Emerging Technologies to develop and support a 
campus-wide process to promote the identification, testing and possible implementation of emerging 
technologies. 
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Regents, University of Kansas   (Agency #682) 
BUSINESS PROGRAMS: 

Institutional Support Research 
Instruction Public Service 
Academic Support Auxiliary Enterprises 
Student Services Physical Plant Operations 

 
MISSION: The University of Kansas is a major comprehensive research and teaching university that 

serves as a center for learning, scholarship, and creative endeavor. The University of 
Kansas is the only Kansas Regents university to hold membership in the prestigious 
Association of American Universities (AAU), a select group of 63 public and private 
research universities that represent excellence in graduate and professional education 
and the highest achievements in research internationally. 

 
SFY 2005 BUDGET:        $471,662,560  
SFY 2005 FTE:   4181.0  
SFY 2004 IT EXPENDITURES::  $18,226,430 
WEBSITE ADDRESS: http://www.ku.edu  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

4.5 13.0 4.5 13.0 4.5 13.0 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 7.0  7.0  7.0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 1.0  2.0  2.0 

Network Engineering, Technical 
Management and Support 5.5 7.1 4.5 8.1 4.5 8.1 

Computer Operations, Management and 
Technical Support 8.5  8.5  8.5  

Web application development and 
maintenance       

IT Security  1.0  1.0  1.0 

Other IT Functions (please identify)       

TOTAL FTEs 18.5 29.1 17.5 31.1 17.5 31.1 

 
Computer Assets:        Agency did not provide a report for Computer Assets. 
 

  Unix Linux MS Windows Apple 
Mainframe 1     
Midrange      
Servers      

PC-Desktop      
PC-Laptop      
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SFY 2004 MAJOR APPLICATIONS:  

Financial Aid Management System (FAMS) Mainframe 
Student Administration System (SAKU) Midrange 
Human Resources/Payroll System (HRMS) Midrange 
Asset Management Server 
Financial Information System (FIS) Midrange 
Budget Information System (BIS) Midrange 
Integrated Library System Midrange 
 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS:. 
  
STRATEGIC DIRECTION & OBJECTIVES: The KU Information Services Strategic Plan is available 
at  http://www.informationservices.ku.edu/ .  A brief summary of specific projects in included below. 

AGENCY IT OBJECTIVES 

IT Objective #1:  Student Information System.  Purpose:  Provide the university community with a 
student records system that supports the necessary functions of recruiting, admitting, enrolling, 
transcripting, billing, and accepting payments from students.  Accomplishments and Plans:  The 
PeopleSoft student administration system consists of five modules: campus community, student 
records, admissions/recruiting, financial aid, and financial billing. It is a comprehensive system that 
includes Web access to data most commonly needed by students, faculty and staff. Student Records, 
Student Financials and Admissions are fully implemented.  Current focus is on the implementation of 
the Financial Aid module.  See System #1 below for more detail.     

IT Objective #2: Develop Digital Library Infrastructure and Services.  Purpose:  The Digital 
Initiatives (DI) program works closely with IT units, the Library, and  other campus units to develop 
infrastructure, content, and services for the University in support of research, instruction and 
outreach.  Accomplishments and Plans:  During FY04, the DI program continued to make 
significant progress on several key objectives.  Federated searching provides users with the ability to 
simultaneously search across 50+ databases, using the ENCompass Resource Access system.  The 
LinkFinderPlus system acts as a giant switch to quickly connect users from research citations to 
documents in the form of full text or delivery service.  DI has collected metadata and digital materials 
necessary for constructing local resource repositories using ENCompass for Digital Collections, the 
KU implementation of the DSpace system as KU Scholarworks, the newly acquired LUNA Insight 
visual resources system, and custom web development.  Other initiatives for FY05 include building a 
new digital gateway for access to digital collections, providing technological solutions for presenting 
collections with complex digital objects such as multi-page documents and those formatted as 
marked text, and outreach to content creators in the form of consulting services in space designed to 
enhance consultation with appropriate technology.  Continued development in all of these areas is 
planned for FY05 as well as the launch of a digital preservation program (see Initiative #3). 

 
IT Objective #3: Improve technology delivery for faculty, staff, and students.  Purpose:  This 
initiative consists of the realignment and/or reorganization of technology services to better leverage 
information resources.  Accomplishments and Plans:  Over the past year, Information Services (IT 
and Libraries) has engaged in a major planning process entitled High Velocity Change through High 
Volume Collaboration (HVC2).  Projects focused on three areas:  Collaborative Learning Spaces, 
Digital Preservation, and New Customer Quality of Service Models. Teams of individuals from across 
campus involving approximately 70 people researched these areas and made recommendations for 
service improvements.  Specific recommendations and actions underway are listed at the following 
web address http://www.ku.edu/~hvc2/ and include:  
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Collaborative Learning Spaces – A physical design for learning spaces has been designed along with 
adjustments in services provided by Information Services, Instruction Development Services, and the 
Center for Teaching Excellence.  The first space to be redesigned will be the Budig Hall Computer 
Lab.  Additional spaces have been identified and work is underway. 

 
Digital Preservation – A digital asset definition has been developed and a plan for digital asset 
management is almost finished.  Digital Asset Stewardship education is planned for campus units, 
which will include information technology security issues, ways of effectively disseminating digital 
information, and digital preservation strategies.  
 
New Customer Service Models – Three teams (student, scholar and decision-maker) have developed 
recommendations for service improvements to target groups.  Recommendations are being evaluated 
and implemented as appropriate, including a full evaluation of service points.         
 
As part of the ongoing efforts to communicate the implementations resulting from the HVC2 process, 
a publication, HVC2 Outcomes is distributed monthly to individuals involved in the HVC2 process as 
well as those interested in the new service implementations.  These publications are available at the 
web site above. 
 
Change and Collaboration Management – A publication is being developed for the EDUCAUSE 
Center for Applied Research (ECAR) discussing what we learned in relation to change management 
and organizational learning during the HVC2 process.   
 
Reorganization of Technical Operations by IT Architecture – At the University of Kansas, information 
technology systems and services have become more and more integrated, but the IT organization 
was organized to support stand-alone services rather than an integrated service-support model.  To 
better support an integrated service approach, the information technology groups were reorganized 
into centers of expertise as defined in our information technology architecture framework.  

 
IT Objective #4 – Improve Overall Information Technology Security.  Purpose:  In order to 
improve overall information technology security, KU has adopted the ISO definition of information 
security that encompasses more than just how technology is used and deployed, but focuses on 
securing the information itself.  The ISO 17799 definition states:  “Information is an asset that may 
exist in many forms and has value to an organization.  The goal of information security is to suitably 
protect the assets in order to ensure business continuity, minimize business damage, and maximize 
the return on investments.  Information security is characterized as the preservation of: Confidentiality 
(information is accessible to only those authorized).  Integrity (safeguarding the accuracy and 
completeness of information).  Availability (authorized users have access to information when they 
need it).”  Accomplishments and Plans:   Plans - Along with this ISO definition, the ISO standard 
also defines what an institution needs to do to create an environment that is security-compliant, and 
KU is working toward achieving this compliance.  To this end, KU has developed a security plan that 
addresses the ISO security components and an action plan for implementing the best practices for 
these components (whenever possible).  The action plan is currently in progress, with various 
activities addressing the following areas:  Security Policy; Organizational Security; Asset Clarification 
and Control;Personnel Security; Physical and Environmental Security; Communication and 
Operations Management; Access Control; System Development and Maintenance; Business 
Continuity Planning; Compliance. 

 
Accomplishments – As stated above, KU is currently engaged in a revamped security planning effort, 
but much has also been accomplished with regard to information security.  Some highlights include 
the following. 
 
Organization and Governance - The Security Policy outlines the role of the Information Technology 
Security office (ITSO), departmental managers, and technical liaisons.  Each unit is required to have 
a technical liaison and that person is required to attend training and pass an exam.  The ITSO and 
the incident response staff communicate on a regular basis with this group through closed listservs 
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and Web sites.  We have just begun developing a local unit extension of the ITSO by appointing Field 
Security Officers (FSOs), who are technical staff with additional training in IT security.   Incident 
response procedures are defined and coordinated with the University Crisis Coordinator, Public 
Safety Office, University Counsel, and external law enforcement agencies. 

 
Data Confidentiality and Critical System Determination - KU is in the process of rewriting its data policies 
to define confidential data.  This group includes all student related data as defined by FERPA, all financial 
aid data as defined by GLB, all protected health information as defined by HIPAA, all research data that 
needs protection, and any data that is confidential by contract.  An outline of record/data groups is being 
built and we are adding data stewards if we find that one is not already defined.  A critical system review 
policy is also under development which will define, with appropriate administrator input, a ranking for each 
system.   
 
Risk Assessments - Information Services has several processes designed to evaluate and mitigate risk.   
Risk and Vulnerability Assessments (RVAs):  The ITSO conducts assessments on individual systems and 
devices.  Our focus for RVA’s has been on systems that store confidential data and the eCommerce 
systems.  Recently we have acquired a device “self assessment” system developed for universities in 
Texas.  This system allows local IT staff to conduct their own RVAs but it gathers the information in a 
common format so that university-wide analysis is possible.  We hope to deploy this system during the fall 
semester. 
HIPAA and GLB Compliance:  KU is currently engaged in the implementation of the HIPAA security rules 
(deadline is April, 2005).  Clinics and faculty who store and analyze data that meets the broad definition of 
Protected Health Information according to HIPAA are included.  We have also worked to comply with the 
new provisions relating to financial aid and scholarship information imposed by the GLB legislation. 
Overall Risk Profile:  We are currently conducting an overall risk assessment in relation to our ISO 
organized security plan.  This assessment will inform our choices for where to invest resources. 
 
Preventative Measures - KU practices the concept of defense in depth, which means that we understand 
no one security method is fool-proof, and sometimes multiple strategies are needed.  The primary 
strategies employed at KU are listed below.   
 
Intrusion Detection:  KU has developed a campus-wide system for intrusion detection.  This system runs 
on the entire network of over 17,000 connections.  It provides ITSO staff an overall look at the network 
and also provides local Field Security Officers information about ongoing attempts at compromises within 
their part of the network.  It also compiles statistics on the types of attempts and devices included.   
Intrusion Prevention:  KU has placed intrusion prevention devices between the residence halls and the 
rest of the campus.  These intrusion prevention systems block malicious traffic from moving out of the 
residence halls onto the rest of the network, while allowing appropriate traffic access to the network.  
These devices ensure that students are able to complete their academic requirements but protect the rest 
of campus from potential problems that might come from unsecured machines in the interior of the 
campus network. 
 
Firewalls:  KU has deployed a series of firewall technology devices in the central Data Center.  These 
devices protect the central systems with confidential data on them, the eCommerce relevant systems, the 
KU card system, and other systems deemed to have a higher risk profile.  This firewall technology is also 
deployed across campus in front of systems that the ITSO determines needs protecting for either data 
confidentiality or critical functions, or in some cases, at the request of a specific department or unit 
 
Anti-Virus Software:  We have a campus-wide license for anti-virus software and require it for connection 
to the residence hall network.  All desktop devices on campus are required to have anti-virus installed and 
we disconnect those without this software when found.  Should a virus get on to our network in some 
way, our central email systems also have a strong anti-virus system running that cleans files as they are 
processed for delivery. 
  
Physical Environment:  The KU Data Center provides a secure environment for the care of hardware and 
increasingly large university systems are housed there to take advantage of dual power feeds, UPS, 
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operational support, physical security, etc.  New backup support systems were installed this past year, 
and we are in the process of engaging data center consultants to look at how to best update our data 
center for the foreseeable future.   
 
Electronic File Transmissions:  Files with confidential data that must be transmitted across the campus 
network use a secure file transmission protocol, and if necessary, are encrypted as well. 
 
Application Access Controls: Access to applications with personal information is controlled via the 
campus identification, authentication, and authorization system.  This system ensures that individuals are 
authenticated as part of the KU community, and determines the kind of access a given individual should 
get based on their particular security profile. 
 
Network Access Controls: When necessary, some traffic is blocked at the network router level and is not 
allowed on the internal campus network.  This feature is used less often, as it is very compute-intensive 
and difficult to define “bad traffic” on a global level. 
 
Computer Repair:  KU has a team of experts that can be deployed to help anyone on campus clean up 
infected machines.   
 
Security Training and Awareness Program:  With all of the technology that is put in place to mitigate 
security problems, the most common security vulnerabilities are created due to human error.  KU has 
initiated a mandatory university-wide security awareness and training program targeted at helping local IT 
staff better understand security issues, and become better trained at how to appropriately deal with any 
problems that they might encounter.  Campus-wide user education has been initiated with the top ten 
security tips and the campus will participate in the National Cybersecurity Week this fall with additional PR 
and promotional events. 
 
IT Objective #5:  Continued development of portal technology to enable users to access and 
utilize Web resources, services, and data more efficiently and effectively.  Purpose:  
Accomplishments and Plans: Kyou, a web portal for students, faculty, and staff that integrates access 
to electronic information and online services, was implemented in fall 2003.  By the end of the fall 
semester 2003, more than 25,000 unique individuals had used the Kyou portal.  The Kyou portal allows 
convenient single sign-on access to university information and personal data for the KU community.  
 
Through the Kyou portal students can access Blackboard courses, personal library account information, 
course schedules, grades, enrollment information, finances, KU Card services and more.  Faculty, staff, 
and student employees also have access to online pay advices and leave accrual balances.  Other 
features for all users include announcements from the university, daily news headlines from University 
Relations and the University Daily Kansan, the KU events calendar, as well as individual bookmarks and 
notepad tools.   
 
Fall 2004 portal development plans include the addition of a My Student Organizations channel, Briefcase 
storage, Survey capabilities, single click access to additional online services, and expanded library 
services, and KU Card History.  Portal developers will also devote time and resources to a uPortal 
software upgrade which will add additional user functionality and options for further growth and direction. 

IT Objective #6: Deployment of a campus-wide authentication system.  Purpose: Provide a secure 
infrastructure for managing identification, authentication, and authorization information for electronic 
resources, including student records, personnel information, online learning materials, communication, 
and workflow management.  Accomplishments and Plans: Successful transition from Microsoft Active 
Directory (AD) to SunONE LDAP for the primary campus authentication server was a key FY2004 
middleware development. While AD is still used for Microsoft-specific applications such as student 
computer lab logins, the enterprise LDAP servers now provide authentication for other academic and 
administrative systems including the student portal that became productional this year. Extensive updates 
were made to the Oracle-based identity management repository and software (AIMS/Argus) underlying 
both authentication servers. 
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Public key infrastructure (PKI) development is progressing on multiple fronts. Locally, an experimental 
OpenSSH-based system has been set up to generate and distribute client (end-user) certificates. Trial 
applications include SMIME email signing and encryption, digital signatures for document files, and 
identity verification. At the same time KU is participating in national higher education PKI activities to stay 
abreast of developments including the U.S. Higher Education Root (USHER) and the Higher Education 
Bridge Certificate Authority (HEBCA). In parallel with these developments, EDUCAUSE is negotiating a 
high-level contract under which schools could acquire client certificates through a commercial vendor at 
greatly reduced cost. The local open-source developments will position KU to take advantage of the 
national initiatives as they mature while providing campus resources for those who want PKI-based 
encryption and identity verification now. 
 
Other important campus-wide authentication activities include Shibboleth and role-based identity 
management. Shibboleth provides inter-institutional access control for shared resources. A rapidly 
growing number of universities, and companies providing services to universities, are using Shibboleth. 
KU currently operates an experimental Shibboleth system and plans to implement Shibboleth for 
production applications during the current year. Beyond the local campus, KU staff are playing a lead role 
in the roll-out of Shibboleth throughout the Great Plains Network. Role-based identity management will 
provide a way to authorize access to services based employee and student functions rather than personal 
identity, making management of access to these services more efficient. 
 
IT Objective #7:  Access Protocols and Records Retention:   Purpose:  To develop a strategy for 
defining access protocols and records retention practices that serve the needs of the university 
community while remaining aligned with state requirements.  Accomplishments and Plans:  KU is 
nearing completion of a new records retention and access plan.  This work, accomplished in partnership 
with the Kansas State Historical Society, is based on the recommended state records retention and 
disposition schedule.  It is coordinated by Jenny Mehmedovic, Coordinator of IT Policy and Planning, and 
Becky Schulte, University Archivist.  Several federal statutes also impact the ongoing work in this area, 
including the Health Insurance Portability and Accountability Act (HIPAA), the Gramm-Leach-Bliley Act 
(GLB), and the Family and Educational Rights to Privacy Act (FERPA).  KU has written policies and 
guidelines and provided training materials to assist the university community in achieving compliance with 
these regulations.  Additional upcoming policies that will aid university efforts in records management 
include the University Data Administration Policy and the Critical Systems Policy.  These policies work in 
tandem to outline various levels of critical and confidential data across the university, along with 
appropriate practices for data handling within each system that houses critical and confidential data.  In 
addition, work is being done to explore the issues involved in the creation, preservation and access to 
materials that are identified as KU digital assets.    

IT Objective #8 Information and IT Architecture:  Purpose:  Development of a specific architecture for 
our campus within the overall framework provided by the state.  Accomplishments and Plans:  As part 
of the reorganization in technical operations, KU instituted a more focused approach to managing 
information technology via an architecture-based model rather than a strictly project-based model.  An 
existing management position was redefined to provide focus in this area.  Plans for FY05 include 
documenting and further defining KU’s technical architecture plan (in conjunction with the State’s IT 
Architecture document) in the context of our local environment. 

IT Objective #9 Upgrades to the Campus Network:  Purpose:  Continued development of campus 
network to meet the demands of our users.  Accomplishments and Plans:  This FY KU completed the 
multi-year FIPSE funded data network upgrade, and enhanced those plans with some additional funding.  
KU’s backbone network is now a mesh of Gigabit Ethernet links running over Single Mode fiber.  Core 
router packet forwarding performance has also been improved.  Many individual building connections to 
the backbone have also been upgraded, as well as internal building distribution network infrastructure.   
An LDAP based Advanced Network Services Registry has been created, from which campus wide DHCP, 
VPN, and WLAN services access information for user authentication and authorization.  WLAN availability 
has been expanded, and security enhanced via a centrally supported infrastructure and policy.  Overall 
network security has been enhanced by the addition of multiple Intrusion Detection and Intrusion 
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Protection Systems.  On campus residence hall security has been enhanced via a variety of network 
equipment upgrades in those locations.  Internet resource management has been improved by a new 
system which can provide a much finer degree of control over bandwidth usage.   Planned network 
enhancements include continued upgrade of edge switches to facilitate port and MAC level authentication 
and authorization using the LDAP based Advanced Network Services Registry.  Network Configuration 
tools are planned to manage the rapidly expanding Wireless deployment across campus.   Initiatives to 
acquire long term use of dark fiber to some of our remote sites are in progress.   

IT Objective #10 Groupware (E-mail, calendaring, and shared folders) Services:  Purpose:  Provide 
to the campus community systems for personal information management.  Accomplishments and 
Plans:  During fiscal year 2004, the Information Technologies division implemented several changes 
resulting in gains in both performance and user security. Major performance gains were realized through 
improved backup procedures and Message Transfer Agent capacity.  User security was enhanced 
through spam tagging, authenticated SMTP implementation, encryption of POP/IMAP traffic, spam 
filtering, and upgrading Antigen to attack and remove viruses transmitted through email.  In fiscal year 
2005, we will focus on updating current email hardware and software and undertaking assessment 
activities designed to better understand and prepare for the future needs of students, faculty and 
administration in managing personal information. 
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Regents, University of Kansas Medical Center 
(Agency #683) 
BUSINESS PROGRAMS:  

Instruction Research Service 
 

  
MISSION: The University of Kansas Medical Center is a major research institution primarily serving 

the State of Kansas as well as the nation, and the world, and assumes leadership in the 
discovery of new knowledge and the development of programs in research, education, 
and patient care.  

 
 
SFY 2005 BUDGET:        $245,564,374  
SFY 2005 FTE:   2,347.0  
SFY 2004 IT EXPENDITURES::  $9,448,921 
WEBSITE ADDRESS:  http://www.kumc.edu  

 
 

IT Profile:  
 SFY 2005 

ACTUAL FTE 
SFY 2006 

PROJECTED FTE 
SFY 2007 

PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

10.0 6.0 10.0 6.0 10.0 6.0 

Application Maintenance and Enhancement   
(in-production systems) 1.0 2.0 1.0 2.0 1.0 2.0 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 17.0  17.0  17.0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 5.0  5.0  6.0 

Network Engineering, Technical 
Management and Support  21.0  21.0  22.0 

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance  24.0  24.0  24.0 

IT Security  2.8  2.8  3.8 

Other IT Functions, Telcomm & Library 20.0 17.4 20.0 17.4 20.0 17.4 

TOTAL FTEs 31.0 95.2 31.0 95.2 31.0 96.2 

 
Computer Assets:  

 AS/400 Unix Linux Novell MS Windows Apple 
   

Midrange  3     
Servers  15 16 47 55 0 

PC-Desktop  NA NA 0 ~3100 ~225 
PC-Laptop  NA NA NA NA NA 
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SFY 2004 MAJOR APPLICATIONS:  

HR/PAY System  SunServer / UNIX 
Financial System SunServer / UNIX 
Student Administration SunServer / UNIX 
Telephone Billing System Win2000 Server 
World Wide Web Service Servers / Win2000, Solaris 
Library Systems, Voyager Online Catalog SunServer / UNIX 
Data Warehouse, Integrated Reports SunServer / Solaris 
Identity Management System Servers / Solaris, Novell 
Blackboard Win2000 Server 

 

SFY 2004 AND RECENT IT ACCOMPLISHMENTS: 2004 was an extremely productive year for the 
Department of Information Resources at the University of Kansas Medical Center.  During the course 
of the year we completed the network migration begun in the spring of 2003 from a 100 mb backbone 
to a full gigabit switched network with private and public sides, extensive Quality of Service 
capabilities, traffic-shaping, SPAM management and other features.  This network is the foundation 
for future converged data, voice, and video services.  KUMC implemented a 7-terrabyte redundant 
Storage Area Network and migrated email, web, and key file servers to it.  We launched our portal for 
KUMC faculty and staff (after an earlier implementation of the student portal).  Employee services 
delivered through the portal include bi-weekly paycheck advices, individual employee benefit 
information,  25 active announcement channels with opt-in email capability, library services, other 
services, and a discrete portal view for ex-employees to receive their final paycheck advices and 
benefits information.  We implemented our “Identity Vault” (LDAP directory) populated with all 
members of the KUMC community using a custom “kumcPerson” schema; implemented maintenance 
procedures to assure currency of directory information; and filled a new (re-allocated) LDAP/Directory 
Specialist position.  Currently the Identity Vault manages authentication to 9 discrete information 
resources.  KUMC acquired and implemented the BlackBoard Learning System.  After the initial 
semester, some 80 KUMC courses have content on Blackboard.  The PeopleAdmin Human 
Resources Applicant Tracking System  was implemented (on the ASP model) for all classified and 
unclassified hiring transactions.  Implementing the plan developed in FY 2003, we completed the first 
year of a two-year program to re-purpose the Dykes Library of the Health Sciences as a computer-
based learning and testing center.  When it opens in August 2005, it will include a 90-station 
computer testing facility; wireless (predominantly) and wired connections for 160-180 additional 
computers; and new study facilities for students.  It will be available to KUMC students on a 24/7 
basis during academic terms. 
Implemented the WebSP system in the School of Medicine’s Clinical Skills Lab to document and 
assess student interactions with standardized patients.  The EnCompass digital library system was 
implemented.  KUMC began a second implementation of the PeopleSoft Financial System to 
accommodate the business practices and business rules of the KU Medical Center Research 
Institute.  Acorde Application Link for PeopleSoft was implemented enabling the display and viewing 
of scanned documents (e.g., vendor invoices) in PeopleSoft.  We created a Copyright Clearance 
Center in the Dykes Library to assist faculty in clearing copyright for materials they use in teaching 
and to assure university compliance with the copyright laws.  KUMC implemented the OCLC ILLiad 
interlibrary loan system in the Dykes Library.  A new online campus events calendar was 
implemented.  We began development of the MEDS (Medical Education Data Source) system to 
integrate existing School of Medicine data sources about applicants and students and provide (when 
complete) comprehensive data tracking students from early in their academic careers (high school, 
college) through their professional practice of medicine.  Continued development (working with the 
School of Nursing) of the National Database of Nursing Quality Indicators under a contract with the 
American Nursing Association (contract renewed in FY 2004) continues.  KUMC implemented a new 
release, with new customer self-service features, of the MySoft Telecommunications Management 
System.  The Center began a detailed audit of all network and voice connections to assure 
consistency between installed base and billing database.  We implemented (working with our HIPAA 
Compliance office) a comprehensive information security risk assessment based on the National 
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Institute of Standards and Technology (NIST) 800-26 risk assessment model; continued review of 
security policies, practices, tools, and strategies to assure full compliance with the HIPAA Information 
Security regulation by April 21, 2005.  KUMC implemented local instances of Microsoft’s Software 
Update Services (SUS) and Update Expert for patch management of Windows personal computers 
and servers; implemented daily (minimum) pushes of virus DAT files to assure currency of anti-virus 
capability. 
The Medical Center finalized information security training for faculty and staff including forcing of 
strong passwords for network access (rollout August 2004).  We implemented a local instance of the 
PeopleSoft Student Administration Reporting Database Service (RDS) and established processes for 
regular creation and maintenance of student network and email accounts from it. 
 

STRATEGIC DIRECTION & OBJECTIVES: Current “Strategic Initiatives” and “Tactics” of the 
University of Kansas Department of Information Resources are always available at 
http://www2.kumc.edu/ir/plan/irstrategicplan/index.asp.  The strategic initiatives are very high-level 
and change infrequently.  The “Tactics” describe all key projects currently underway in the 
Department and are updated four times per year.  Substantial detail about the “Tactics” is available. 

  
Computing support for teaching and learning: We have one of the premier application 
development programs for teaching and learning in the U.S. among academic health centers.  Our 
School of Nursing is nationally-recognized for the innovative use of technology in teaching.  Our 
School of Medicine is now planning a new, technology-based curriculum which will require substantial 
technical development and support.  We will develop and/or support new teaching and learning 
technologies in our schools including (for example) WebSP for medical student training; Aperio for 
Virtual Microscopy; curriculum management tools such as Ilios; and new computer-based testing 
environments (evaluation underway).  The Teaching-Learning Technologies Planning Group provides 
a common forum for KUMC schools and the Department of Information Resources to plan in a 
coordinated and integrated way. 

 
Research support, bioinformatics: We must meet the growing requirements of the biomedical 
research community for processor cycles, high-bandwidth connectivity (Internet2), terabyte storage, 
and assistance with the administration of complex systems. 

 
Digital library: We will continue to evolve towards a network delivery model of library service both by 
providing access to electronic resources developed by others (commercial firms, professional 
societies, communities of interest, etc.) and by developing local resources for educational and 
research use. 

 
Centralized data storage: We are rapidly migrating away from distributed (server-attached) storage 
and rapidly growing our Storage Area Network.  In the immediate future we will treat distributed 
storage as a custom, application-specific service rather than a default standard. 

 
Converged services: Our high-speed switched network provides the foundation for providing 
converged (data/video/voice) services over the network.  We are evaluating the implementation of 
Avaya S-8700 “media servers” to enable a gradual migration from our Definity G3R circuit switch to 
Voice Over IP and considering bringing up our new research building (spring 2006) as a 
predominantly VOIP environment.  We expect a full migration to VOIP to be completed by 2009.  We 
are at this time enabling H.323 video capability both on our network and in our video bridge (MCU). 

 
Wireless: We are rolling out 802.11g wireless in 6 campus buildings this fall with bluesocket devices 
for security and management.  We will move towards campus saturation as discrete locations require 
wireless connectivity. 

 
Handheld devices: Our schools of Medicine and Nursing and our Residency program all have formal 
programs requiring students to use Pocket PC PDAs in the course of their studies and work.  We will 
continue to work with them to support their needs for handheld platforms. 
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Identity management, targeted information delivery: We will continue to improve our capabilities 
to manage current identity information about individuals and refine group role definitions in our LDAP 
Identity Vault to enable information delivery to discrete communities of interest.  Our portals and data 
warehouse enable both individual- and group-targeting of information. 

 
Agency Architecture:  Network: Switched Ethernet, Gigabit core and distribution, mix of 
switched 10 and switched 100 to the desktop.  Security: Cisco Pix, IDS, VPN, Software Update 
Services, Update Expert, McAfee, EPO.  Directory: NDS.  Server: Netware 5.1, 6.0, 6.5; Windows 
2000; Solaris 2.x; some Linux.  Desktop: Windows 2000, XP; Macintosh.  ERP: PeopleSoft 
Financials, Human Resources/Payroll, Student Administration (Student Admin shared with Univ 
of Kansas, Lawrence).  Library: Endeavour Voyager, Endeavour Encompass.  Teaching 
Learning: BlackBoard, Perception.  Applications development: java, .Net, Access, Flash, others.  
Portal: uPortal.  Enterprise databases: Oracle, MS-SQL.  Data warehouse: Oracle.   

 
E-Government: Our extensive web resources (http://www.kumc.edu) provide information and 
services to KUMC customers and constituents.  The web is our primary environment for 
computer-based teaching and learning including distance education; see http://www.kumc.edu/vc.   
MyKUMC, our portal, provides role-based targeted services to students and employees; as we 
refine our roles, we will be delivering increasingly targeted service sets to increasing refined 
groups.  PeopleSoft Student Administration enables online registration and enrollment and 
access to grades and will in the future provided online advising and scenario-development for 
academic program planning. 

 
Security:  Management, operational and technical controls are evaluated based on industry best 
practices, including NIST security assessments, CIS benchmarking tools, SANS step-by-step 
guides, and vendor security checklists. Security practices are assessed to assure compliance 
with HIPAA and the Gramm-Leach-Bliley Act. Progress is measured using CobiT maturity 
models. 

 
Electronic Signatures: We are researching approaches for implementing PKI/Digital Signatures 
with a target implementation date of January 2006.  The first business processes that it will be 
used for include routing of documents (e.g. internal grant submission approval form) and digital 
signatures for online forms (e.g. Conflict of Interest Disclosure form).   

 
Messaging: Novell GroupWise is our email application of choice.  We do not at this time actively 
support any instant messaging platform. 

 
Disaster contingency planning: In FY2004 the Department of Information Resources renewed 
its understandings with KUMC business units about expectations under worst case scenario 
planning.  We have made a cost/benefit decision not to maintain hot or cold sites but have 
policies, plans, procedures, and data resources (contact lists, equipment inventories, network 
diagrams, configuration charts, etc.) in place to enable quick repair or replacement of equipment 
lost and restoration of normal operations.  All of the disaster recovery documents are on a secure 
server; key Information Resources managers have copies of those documents at home as well. 

 
Kan-Ed: We are a member of Kan-Ed.  We will use Kan-Ed connectivity as needed and 
available, primarily for H.323 videoconferencing with affiliated Telemedicine and outreach sites. 

 
Collaboration with other Regents institutions: We participate in the Regents Computing 
Advisory Committee (RCAC) and the Kansas Research and Education Network (KANREN).  We 
share with the Lawrence campus the PeopleSoft Student Administration System, the Voyager 
Library Management system, the Encompass Digital Library product, and hundreds of electronic 
journal and database subscriptions. 
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AGENCY IT OBJECTIVES 
 

IT Objective # 1:  Identity Management.  Develop a networking environment where users only 
have to authenticate once and where directory data is synchronized across diverse systems to 
enable integration of systems and elimination of redundant data where possible.  We will develop 
an integrated resource directory (people, network resources, access privileges) for KU Medical 
Center that provides single point of entry, update and removal of users; assure that KUMC 
directory information is current and consistent across the wide variety of systems that create or 
use such information; and reduce redundant collection and management of directory information.  
Target completion date is June 2005. 
 
IT Objective #2:  Data Management and Integration. Create and maintain standard data 
dictionaries, repositories, tools, and data models for KU Medical Center in the larger KU and 
State contexts.  Develop a decision support environment that provides data integration across the 
Medical Center and customized web-enabled information delivery to administrative, educational, 
and research areas.  Plan, develop and manage a data warehouse environment that supports 
those information needs.  Promote a culture of shared access to information to support the 
University's strategic goals. 
 
IT Objective # 3:  Web-based Financial Reporting System.  Work with the Office of Planning & 
Analysis to migrate the web-based financial reporting system that is currently on a server in 
Lawrence to the Oracle data warehouse environment at KUMC.   
As a part of this migration, the current system will be evaluated for enhancements that can be 
added.  One of these will be to integrate Research Institute financial information into the system 
after it is included in PeopleSoft Financials.  Target completion date is December 2004. 
 
IT Objective #4:  MEDS (student tracking system for the SOM). Integrate into a single 
interface information currently stored in the multiple School of Medicine databases (e.g. 
Admissions, Student Affairs, Graduate Medical Education) in order to provide reporting 
capabilities across all systems and historical trends analysis.  Pilot system development began in 
Spring 2003.  Target completion date is Spring 2006. 
 
IT Objective #5:  PeopleSoft Systems.  Manage HRMS, Financials, and Student Administration 
systems.  Upgrade to HRMS v.HE8.0 by March 2005 will replace current HRMS v.7.6.  Implement 
the Research Institute under Financials v.7.5 in 2005.  Upgrade of Financials to v.8.x in the spring 
of 2006 will replace current v.7.5.  The installation of new PeopleSoft releases in 2004-2006 will 
provide new web usage, process functionality and technical capabilities as these major 
administrative systems in PeopleSoft continue to mature. 
 
IT Objective #6:  Integrate Dykes Library and ITC.  Redesign the Dykes Library to centralize 
and improve services for teaching, research, and student learning.  This redesigned building will 
integrate the physically separate services of the Library and the Instructional Technology Center 
as well as provide a new 90 seat computer-based testing facility.  Target completion date is 
August 2005. 
 
IT Objective #7:  HIPAA Information Security Compliance. Ensure KUMC’s comprehensive 
security program includes all components necessary to comply with HIPAA security regulations 
by the federal deadlines.  According to the proposed security regulations, protected health 
information (PHI) must be safeguarded through documented security policies and procedures; 
incident response plan; disaster recovery plan; security  
awareness training; certification and auditing for network devices, servers, databases and 
applications; and technical solutions (e.g., firewall, VPN, PKI, authentication methods, encryption, 
and intrusion detection systems).  Compliance deadline for initiatives that directly support the 
privacy regulations was April 2003; security compliance deadline is April 2005. 
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IT Objective #8:  Security.  KUMC will use a full array of hardware and software tools - 
including, but not limited to, firewalls, strong authentication, intrusion management, device 
logging, and virus scanning - as well as industry-standard policies and protocols to maximize the 
security of KUMC information resources while minimizing the compromise of reasonable 
expectations of individual privacy and confidentiality.  We are developing methods to detect 
intrusions on our internal network and correlate firewall, IDS and host events.  We have 
developed a database to provide an inventory of campus systems including detailed security 
information.  In FY2005 we will recruit a security consultant to assess our vulnerability to 
intrusion. 
 
IT Objective #9:  Software License Compliance. Using the recently complete ZENWorks 
inventory for software on networked PCs, implement the software license compliance policy.  This 
policy identifies which software applications will be monitored and includes the annual business 
process for departments to follow in order to maintain compliance.  PeopleSoft Financials has 
been modified to more easily track software purchases.  Target completion date is November 
2004.  
 
IT Objective #10:  Portal Services.  Create a method of accessing enterprise applications and 
personalizing services via the World Wide Web.  A student portal was launched in January 2003.  
A staff portal was launched in October 2003 that included access to pay advices, leave accruals, 
compensation reports, insurance and other benefits information, as well as resources such as the 
library catalog and electronic journals.   
During FY05 additional resources will continually be added to both the staff and student portals 
and portals for other communities, such as alumni, will be planned.  
 
IT Objective #11:  Departmental Project Management Methodology (PMM). Using the 
guidelines recommended in the State of Kansas PMM and other project management best 
practices, develop a PMM for Information Resources that provides a framework for consistent 
project management across all units.  Implement MS Project Server 2003 to support the 
department’s methodology.  Target completion date is November 2004.  
 
IT Objective #12:  Desktop Video Conferencing Standards.  Information Resources is 
currently evaluating H.323 (IP video) based video-conferencing hardware and software.  Quality 
of service (QOS) in the data network in order to support limited IP video/H.323 will be 
implemented Fall 2004. Appropriate additional QOS will be implemented as needed.  Expected 
date for first H.323 video transmission from a hardware CODEC (non-desktop application) is 
winter or spring 2005. 
 
IT Objective #13:  Infrastructure for Biomedical Research Center. Design, plan and 
implement infrastructure that will support voice, data, and video.  The infrastructure will support 
both routine business, as well as educational and research programs.  The infrastructure will 
support both intra and inter building programs.  Target completion date is July 2005.  
 
IT Objective #14:  Integration of Voice Over IP.  Upgrade telephone switch processors to allow 
for voice over IP capabilities.  Target completion date is December 2004.  
 
IT Objective #15:  Mysoft.net Telemanagement Upgrade.  Enhance implementation of Mysoft 
telecommunications management software to allow customers to submit on-line work orders and 
track the progress of their moves, adds, and changes.  This will provide real time access to our 
customers on the status of their pending work orders. Target completion date is January 2005. 
 
 
IT Objective #16:  Audit Wiring Closets and Customer Bills.  Audit all wiring closets on 
campus to determine physical security and the mix of category 3 and category 5 wiring.  
Concurrently meetings will be held with customers to audit their voice and network services bill.  
Develop a plan and cost to meet physical security requirements.   
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Also develop a plan and cost to upgrade all category 3 wiring to category 5E wiring.  Target 
completion date is April 2005.  
 
IT Objective #17:  Wireless Networking.  Roll out a fully secured implementation of 802.11g 
wireless to six buildings initially (fall 2004) and expand towards campus saturation as the 
business, education, research, and clinical missions mandate and resources permit.   
 
IT Objective #18:  Change Control Process.  Enhance the current change control process by 
incorporating workflow and automation.  Significant strides have been made in the area of change 
control across and between entities on the KUMC campus.  We have now purchased the Change 
Control module for Service Center to be used to automate the approval and notification process 
when an enterprise computing change is to occur.  Target completion date is January 2005.  
 
IT Objective #19:  Public Key Infrastructure (PKI)/Digital Signatures.  Research the options 
for implementing PKI/Digital Signatures, determine which option is most appropriate and 
implement it.  The first business processes that it will be used for include routing of documents 
(e.g. internal grant submission approval form) and digital signatures for online forms (e.g. Conflict 
of Interest Disclosure form).  Target completion date is January 2006. 
 
IT Objective #20:  SOM Curriculum Management tool. Work with the School of Medicine to 
research the availability and feasibility of implementing a curriculum management tool.  
Requirements for the tool have been defined and a product from University of California at San 
Francisco is under serious consideration.  Target completion date for a decision is Fall 2004. 
 
IT Objective #21:  SOM Virtual Microscope.  Work with the School of Medicine to evaluate, 
select and implement virtual microscopy.  Four products were considered; the APERIO product 
was selected.  Target completion date for implementation is Summer 2005. 
 
Please note:  Current initiatives and tactics of the KUMC Department of Information Resources 
are always available at http://www2.kumc.edu/ir/plan/irstrategicplan/index.asp Strategic Initiatives 
at this site are high-level but the associated Tactics are specific and detailed. 
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Regents, Wichita State   (Agency #715) 
MISSION: To provide comprehensive educational opportunities in an urban setting.  Through 

teaching, research, scholarship, and public service, the University seeks to equip both 
students and the large community with the educational and cultural tools they need to 
thrive in a complex world and to achieve both individual responsibility in their own lives 
and effective citizenship in the local, national and global community. 

 
 
SFY 2005 BUDGET:        $162,511,937  
SFY 2005 FTE:   1,687.5   
SFY 2004 IT EXPENDITURES::  $8,523,508 
WEBSITE ADDRESS:  http://www.wichita.edu  

 
 

IT Profile:  
 SFY 2005 

ACTUAL FTE 
SFY 2006 

PROJECTED FTE 
SFY 2007 

PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

2.0 2.0 2.0 2.0 2.0 2.0 

Application Maintenance and Enhancement   
(in-production systems)  1.0  1.0  1.0 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 8.0  8.0  8.0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 1.0  1.0  2.0 

Network Engineering, Technical 
Management and Support  4.0  4.0  4.0 

Computer Operations, Management and 
Technical Support 4.0 9.0 4.0 9.0 4.0 10.0 

Web application development and 
maintenance  3.0  3.0  3.0 

IT Security  1.0  2.0  2.0 

User Svcs/HelpDesk/Training/Academic Spt 1.0 11.0 1.0 13.0 1.0 13.0 

Telecommunications Services 9.0 1.0 9.0 1.0 9.0 1.0 

TOTAL FTEs 16.0 41.0 16.0 44.0 16.0 46.0 

 
Computer Assets:  

 OS390 Unix Linux MS Windows Apple 
Mainframe/SC 1 1 1   

Midrange  12    
Servers    30 1 

PC-Desktop   300 5000 1200 
PC-Laptop    200 25 
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SFY 2004 MAJOR APPLICATIONS:  
Admissions System Network Management System 
Student Records System Purchasing System 
Residence Hall System Time and Effort Reporting 
Student Financial Assistance Blackboard  
Data Warehouse Query System Affirmative Action 
Library Management System Alumni/Foundation Records 
General Ledger Accounting  Student Union 
Budgeted Distributed Development Systems Bookstore 
Human Resources and Payroll Athletics Record System 
Telephone Billing System  Shocker ID Card System 
Document Management Imaging Self-Service Access System SOS 
Lotus Notes Email System SEVIS 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The selection and acquisition of the SunGard 
SCT Banner Enterprise Resource Planning (ERP) solution was the major focus of University 
Computing & Telecommunication Services (UCATS) during the year.  All units within UCATS used 
the year to continue the preparation for transforming the institution into an ERP environment.  
Development of legacy applications was curtailed with the exception of mandatory changes dictated 
by external organizations.   Training in the use of contemporary technology tools continues to be a 
priority for the staff.  The entire support staff participated in classes in Crystal reports and relational 
database development tools.  Significant effort was dedicated to documenting and converting legacy 
data of all existing applications into a relational database resource.  Extensive data warehouse 
access and reporting applications were developed to support current reporting needs as well as to 
provide transition data for the ERP conversion.  The network and server hardware to support the ERP 
solution was selected, acquired and installed.  New disk and tape storage area network was acquired 
and installed.  Disk and tape system will be used to support the UNIX and Windows based servers 
located in central computing.  The disk and tape resource will be expanded to meet the storage 
requirements of the ERP project.  WSU is prepared and anxious for the ERP implementation to begin 
in SFY 2005. 

 
Several campus buildings were upgraded to higher speed connections to the campus backbone 
network.  The National Institute for Aviation Research facility was upgraded to gigabit to the network 
and numerous gigabit connections to research servers and workstations within the facility.  Wireless 
access points were installed in several new locations to provide wireless access to students and 
faculty.   The goal is to have the campus 100% wireless within the next few years.  

 
The Blackboard Learning System (LS) was upgraded to the enterprise solution architecture to 
provide a robust integrated system for the future.  Blackboard’s LS Enterprise is designed to run on 
multiple servers (typically one server for the database and a second for the application); supports 
server “clustering” to scale the application as the user base grows; supports integration with WSU’s 
Student Information System and other campus system architectures, including the ERP; supports 
redundant servers to reduce or avoid catastrophic failure; supports the inclusion of third party tools 
and features. 

 
STRATEGIC DIRECTION & OBJECTIVES: WSU’s approach to information technology will be driven 
by the institution’s view of the digital domain WSU needs to meet our mission.  The institution is 
committed to creating a digital domain that is Internet based and provides easy self-service 
applications for all our constituents.  The domain must be totally integrated, seamless and secure.  
The SunGard SCT ERP software suite will replace our core legacy systems over the next three 
years.  The ERP project will provide the information technology foundation for changing the business 
processes of the institution to improve campus productivity, the quality of services, and to contain 
costs.            

 
Intrusion detection/protection, bandwidth monitoring, and network security, especially between the 
campus and the Internet will continue to require major resources to meet the needs of the campus.   
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Support for wireless networks will be expanded to provide seamless access to the campus network 
through a secure, authentication-based system.  Telecommunications will continue to upgrade the 
fiber network infrastructure to accommodate gigabit Ethernet connectivity between buildings and 
switched 100/1000 Mb within the buildings.  WSU’s central telephone switch and voicemail system 
will be upgraded to current technology.  A virtual private network (VPN) concentrator will be installed 
to provide secure access from off-campus end-users to on-campus services.  The ERP project will 
require VPN access for training and operational access.  

 
Agency Architecture:  WSU currently uses an OS/390 IBM Enterprise Server (mainframe) for 
our core administrative applications.  The campus Ethernet data network is fiber based and 
supports over 7,500 connections.  Servers are a combination of Windows and UNIX systems.  
WSU’s architecture complies with the State Architecture, per K.S.A. 75-7209, 
http://da.state.ks.us/itec/Statutes/KS75-7209.htm.     

 
E-Government:  New self-service web applications have been developed to provide anytime, 
anywhere access to information.  Students, employees and visitors can visit WSU’s website and 
quickly find information and services available.  The website provides an easy-to-use interface for 
conducting personal university business in a secure manner.  The web environment is crucial for 
the daily operation of the institution.  The ERP project will provide a new portal application that 
will become the central access point for the self-service applications within the project.        

 
Security:  WSU has formed an IT security committee to review IT security policies – particularly 
in relation to departmentally owned and administered machines.  Development of policies for 
other aspects of security policy continues, including incident response, past and future DMCA 
violations, education of students, faculty, and staff, and more.  Wireless is currently secured via 
WEP key and MAC address registration.   The need for a campus network edge firewall, intrusion 
detection/protection software, and a central LDAP-based authentication system are being 
planned for the future.  An external audit of the security of critical IT systems and network 
penetration tests will be completed in SFY 2005.  A new position to support the security and 
access control needs of the ERP project will be filled in SFY 2005.  WSU’s ERP project will 
include a comprehensive security process for change management compliance.  Management, 
operational and technical controls will be covered in our change management plan.   

 
Electronic Signatures:  WSU does not currently use PKI but continues to be involved in the 
State project.  Secure authentication and authorization options will be implemented as we identify 
the business need and when federal/state requirements require.  WSU does use secure (SSL) 
data encryption logins in our web-enable self service applications.  Single sign-on access will be 
implemented as part of our ERP portal project.      

   
Messaging:  WSU uses Lotus Notes for our central email, calendar and office collaboration 
communications.  Students use WebMail to access their email from a central email server.    

 
Disaster Contingency Planning:  WSU’s enterprise server storage is backed up incrementally 
on a daily schedule and a full back-up is done on a weekly basis.  All other servers are backed-up 
nightly.  Two storage area network (SAN) systems are used to store data from all servers.  The 
SAN uses contemporary disk array technology that provides high availability and hot swappable 
disk storage in the event of a disk failure.  New back-up tapes are created and stored in another 
campus building on a daily basis..  If new equipment could not be delivered in a timely basis 
following a major disaster WSU would seek help from the other Regent’s institutions to restore 
basic operational needs of the campus.  
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Adjutant General   (Agency #034) 
BUSINESS PROGRAMS: 

Kansas Department of Emergency Management State Comptroller’s Office 
Office of State Human Resources  

   
MISSION: To have a motivated and caring organization built on the values and tradition of the 

people of Kansas.  To mobilize, deploy and fight as a part of America’s Army and Air 
Force. To protect life and property. To preserve peace, order, health, and public safety.    

 
SFY 2005 BUDGET:        $36,379,966  
SFY 2005 FTE:    215.0    
SFY 2004 IT EXPENDITURES::  $418,313 
WEBSITE ADDRESS:  http://skyways.lib.ks.us/kansas/adjutant  

  
IT Profile:   

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

1.3 0.4 1.3 0.4   

Application Maintenance and Enhancement   
(in-production systems)  0.35  0.35   

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0.35 0.25 0.35 0.25   

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.4 0.3 0.4 0.3   

Network Engineering, Technical 
Management and Support 1.0  1.0    

Computer Operations, Management and 
Technical Support 0.7 1.5 0.7 1.5   

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)  0.2  0.2   

TOTAL FTEs 3.75 3.0 3.75 3.0   
 
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  9  

PC-Desktop  174  
PC-Laptop  59  

 

SFY 2004 MAJOR APPLICATIONS:  
 

Training TMS PC 
Computer-Aided Management of Emergency Operations (CAMEO) PC 
Emergency Information System (EMERS) Server/PC 



January 2005 

Chapter 2.4 – Public  Safety    Agency IT Management & Budget Plans 

 

2-215 

Fiscal Database Server/PC 
ArcView / ArcInfo / ArcPad GIS Server/PC 
ArcIMS / Arc SDE IIS Server 
Web EOC IIS Server 
Land View 5 Server/PC 

   
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: During FY 2004 The Kansas Department of 
Emergency Management began operation of a Web-based Emergency Operations Center (referred 
to as WebEOC).   This will provide for a more centralized and consistent exchange of information 
between the several agencies during emergencies, natural disasters, or other catastrophic events 
effecting Kansas. 

 
Additionally, a blackberry server and 20 blackberry units were installed to increase and assure the 
secure communication of data between related collaterals for the purpose of emergency 
management and homeland security duties. 

 
To increase and enhance the efficiency and security of the agencies databases an SQL server was 
installed.  Prior to this installation the databases were malfunctioning due to their size and the 
number of users accessing them.  Since the installation of SQL database problems have been nearly 
eliminated. 

 
A Software Update Service (SUS) server was installed in FY 2004.   This permits the automated 
update of security patches and upgrades to client machines, thus eliminating staff having to manually 
upgrade each computer indidually. 

 
Several State and Federal employees received training on several IT applications.  Training was 
provided by IT staff utilizing the agencies distance learning classroom in Topeka.  It is planned that in 
the near future Adjutant General employees will be able to receive training at any location via an 
instructor located in Topeka. 
 
STRATEGIC DIRECTION & OBJECTIVES:  Greater use of the Internet, Web-based applications, 
document-imaging management, video conferencing and increased end user training will be the 
focus of IT over the next few years.  The agency is anticipating a greater use of Web-based 
programs and to increase its web presence.   A Homeland Security website is planned for FY 2005.  
Additionally it is anticipated that the agency will have Voice over IP in the near future. The blending of 
resources, both human and information, between state and federal will permit the agency to more 
effectively accomplish its mission. The agency is also making greater use of the Internet and web-
based applications in the fulfillment of its mission.  
  The Kansas Division of Emergency Management (KDEM), specifically the Technical Hazards 
section, has been tasked by the Governor and the Adjutant General to develop and maintain a 
Hazardous Materials Spills Website.  This Website will provide centralized reporting of HazMat spills 
and permit reporters one location and agency to report the specifics of such spills and allow ready 
access to spill data for the several state and federal agencies requiring this data.  This project is 
being funded by the Technical Hazards section of KDEM, database programming will be provided by 
the Adjutant General’s Application Programmer, the Website will be developed and hosted by the 
Information Network of Kansas.  This project was to be completed by March 2002, but due to the 
events of 9/11 completion has been delayed.  It is anticipated the project will be completed in Early to 
Mid-FY04.  The Directorate of Information hired a full-time Webmaster (Federal Employee) to create 
an agency portal. The Webmaster also coordinates and facilitates all agency web development.  The 
military archives office hopes to update the method of document management, moving from microfilm 
to a digital recording solution.  The agency will make increased use of video conferencing to reduce 
travel costs, and permit more efficient utilization of resources.  The DOIM Administrative Support 
Branch has been tasked with defining the needs of the Archives Section for the storage of  the 
records of all State Military personnel.  It will be the task of the Information Systems Support Branch, 
to provide input as to possible technologies, which concur with the requirements of the State 
Historical Society.   It is anticipated that digital storage of information will be completed by early 2005.  
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The projected cost for equipment is approximately $60,000, however, at this time the state portion of 
the costs has not been agreed upon. 
 
 

Agency Architecture:  There are no plans to change the current IT Architecture at the present 
time.   The present architecture may be enhanced, but no changes are anticipated. 
 
E-Government:  The Emergency Operations Center is planning on being web-based in FY 2004 
or 2005.   A Homeland Security Web site is planned for FY 2004. 
 
Security:  Physical Security was been greatly increased in 2003 and the inclusion of a Firewall 
for the State Network was installed.  No additional IT security is planned unless conditions 
warrant. 
 
Electronic Signatures:  None reported. 
 
Disaster Contingency Planning:  None reported. 

 
INFORMATION PROCESSING GENERAL BUDGET ITEMS 

 
Personnel:  The Adjutant General’s Department is not making any budget-year requests for 
additional FTE’s either classified or unclassified to support the agency’s IT needs. 
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Corrections, Department   (Agency #521) 
BUSINESS PROGRAMS:  

Central Administration  Facilities Operations 
Community Supervision Debt Service 
Treatment & Programs  Capital Improvements 
Kansas Correctional Industries Parole Offices in 19 Cities 
Eldorado Correctional Facility Larned Correctional Mental Health Facility 
Ellsworth Correctional Facility Norton Correctional Facility 
Hutchinson Correctional Facility Topeka Correctional Facility 
Lansing Correctional Facility Winfield Correctional Facility 

  
MISSION: The Department of Corrections, as part of the criminal justice system, contributes to 

public safety by exercising safe and effective control of inmates, by managing offenders 
in the community, and by actively encouraging and assisting offenders to become law-
abiding citizens.    

 
SFY 2005 BUDGET:        $244,901,382  
SFY 2005 FTE:   3126.0    
SFY 2004 IT EXPENDITURES::  $2,688,254  
WEBSITE ADDRESS:  http://www.dc.state.ks.us  

 

IT Profile:  
 SFY 2005 

ACTUAL FTE 
SFY 2006 

PROJECTED FTE 
SFY 2007 

PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 1.0  1.0  1.0 

Application Maintenance and Enhancement   
(in-production systems) 5.0 2.0 6.0 1.0 6.0 1.0 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

3.0 1.0 3.0 1.0 3.0 1.0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

1.0 1.0 1.0 1.0 1.0 1.0 

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support 26.0 5.0 27.0 5.0 27.0 5.0 

Web application development and 
maintenance  1.0  1.0  1.0 

IT Security 1.0  1.0  1.0  

Other IT Functions (please identify) 5.0  5.0  5.0  

TOTAL FTEs 41.0 11.0 43.0 10.0 43.0 10.0 
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

    
Midrange 3     
Servers   1 92  

PC-Desktop    2462 7 
PC-Laptop    191  
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SFY 2004 MAJOR APPLICATIONS:  

Offender Management Information System (OMIS) AS/400 
Total Offender Activity Documentation System (TOADS) AS/400 
Electronic Medical Reporting System Win2000Server 
Kansas Adult Supervised Population Electronic Repository Win2000Server 
Document Imaging System AS/400 
Photo Capture & Badge System Win2000Server 
Canteen Operations AS/400 
Time & Attendance System KRONOS Win2000Server 
Automated Fingerprint Identification System (AFIS) Win2000Server 
Level of Service Inventory (LSI-Rev) Win2000Server 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: KDOC Information Technology implemented 
several department initiatives.  A few of the major accomplishments were; Direct IP access for 
authorized staff to Dept of Admin STARS system, upgrade of Lotus Notes and JJA software, 
movement of all KDOC facilities to VFR Network, and migration of computer services from LSOB 4th 
floor to the DISC Data Center in LSOB 8th floor.. 
 
STRATEGIC DIRECTION & OBJECTIVES:  There is a broad range of information technology 
deployed within KDOC.  While the hardware environment is relatively current, much of the software in 
use has evolved over the course of the past 20 years.  A major portion of the aging software provides 
mission critical services to KDOC.  The challenge will be to introduce new software development 
techniques in addition to software architectural designs without undermining present delivery 
capabilities.  Associated with this effort will be the introduction of new approaches for managing IT 
and customer expectations with regard to the utilization of technology within KDOC.  Other aspects 
that need to be addressed are business continuity and defining ownership of various technologies 
such as database management, Web presence, architecture and operational processes.  The 
department needs to move into a managed system environment with a view to managing all of our 
technology assets as an enterprise resource. 

 
Agency Architecture:  KDOC operates two AS-400 computers, one is in a traditional procedural 
application environment and one is in the Notes/Domino environment.  Fifty-six WinTel servers 
are used to provide network services, electronic mail, electronic medical records, photo capture, 
and document image. 

 
E-Government: Initiatives in FY2005 through FY 2007 will be to move many department systems 
to an Intranet that will provide employees with access to any required data from anywhere.  The 
legacy non-Intranet applications will be either replaced or converted to be Intranet capable.  The 
goal is to provide systems that will require only a browser and network connection for access. 
Agencies external to KDOC will then be able to access the same capabilities through portals, 
based on their need to know. 

 
Security 
Management Controls 
I. Risk Management – KDOC has installed (with the assistance of DISC) a VRF along with a 

Cisco firewall so all our facilities are routed through the firewall before any are allowed out of 
the network. This has eliminated a lot of the web surfing and non work related e-mails. Along 
with this we have install a SPAM e-mail filter to better control the e-mail in and out of our 
network.  We also depend on the DISC Prevention Detection system and IDS to control the 
internet access to us. 

2.       Review of Security Controls – The KDOC firewall is constantly monitored by DISC and we 
have had several instances where the firewall is unplugged or lost power so that the 
redundant firewall takes over; this has worked very well and on every occasion.  Since we 
are part of the DISC WAN, the WAN and equipment is monitored by DISC. 
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3.  Life Cycle - The Kansas Department of Corrections complies with the Kansas State 
Architecture and is in the process of replacing 25% of computer systems each year. Given 
the present budget situation, this may not always be possible. In those cases, we are 
refurbishing the replaced computers with additional memory and larger hard drives in an 
effort to gain more time from the units.  Each refurbished computer is tested before 
deployment and if it has any malfunction, it is not used. We are very alert to the needs of 
staff and will always strive to have them in a productive mode and not without access to 
equipment to complete their assigned tasks.  KDOC through its Internal Management 
Policies and Procedures manual details how we follow the state architecture model. This 
is shown in the following IMPPs:  

• 5-108 – Records Management 

• 05-121 – Electronic Network Usage 

• 05-131 – Platform Usage 

• 05-141 – Asset Management 

• 05-147 – Change Management 

• 05-151 – Application Development 

4. Authorizing Production – All applications developed by the department are written by our 
programmers and maintained on a test side of the AS/400 prior to any deployment on the 
active system. All aspects of the application are evaluated and tested before any 
deployment. Programmers maintain an active role after deployment and each one 
participates with the Help Desk.  The departments IT Steering Committee (developed 
under IMPP 05-147 – Change Management) reviews requests for new applications and 
manages existing or older application.  

Operational Controls 
5.  Personnel Security - Employees are required to receive orientation training and stand a 

background check prior to being allowed access to the network. Further, they are required 
to sign documentation that they have read IMPPs and understand the usage of e-mail, 
internet, offender information, confidentially, and dissemination of that information. 
Specific IMPPs address those issues: 

• 05-121 – Electronic Network Usage 

• 05-131 - Platform Usage 

• 05-145 – Customer Service 

• 05-157 – Workgroup Software 

• 05-171 – System Security 

• 05-172 – KCJIS Network Usage 
6. Physical and Environmental Protection – All KDOC facilities have equipment rooms which 

are locked and controlled by key access and logging through Security Control Centers. All 
rooms are required to be posted “Authorized Personnel Only”.   All IT equipment is 
protected from fire, weather and user damage by building protection and/or facility orders to 
prevent tampering. Audits are conducted as well to evaluate what the user is doing. IMPPs 
that cover this area are: 

o 05-171 System Security 
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7.      Production Input/Output Controls – The department has recently installed Insystek software 
which enables us to inventory all computers and software over the network. The software 
allows an administrator to search each computer for not only authorized application but 
ones that may be pirated or brought in from home.  KDOC maintains a Customer Service 
Center to deal with user problems and assigns those issues to specific IT staff for 
correction.  IMPPs that deal with these are: 

• 05-141 – Asset Management 

• 05-145 - Customer Service 
8.  Contingency Planning – KDOC maintains back-up tapes for their AS/400. These tapes are 

stored off site in two separate location and rotated back to the central office daily. Server 
backups are handled in the same manner. The department has recently been awarded a 
grant to establish a “Warm Site” to be utilized in the case our central site should become 
unstable or destroyed.  We are also in the process of revising our Contingency Plans to 
cover the warm site.  IMPP covering this are:05-135 - Storage Architecture 

• 05-163 – Data Management 

• 05-171 – System Security 
9. Hardware and System Software Maintenance – IMPP specifically states that only IT staff is 

authorized to work on or repair IT equipment. The IMPPs also list only that hardware or 
software that is authorized to be on KDOC equipment (including contractor equipment); 
there is also working for disciplinary action regarding this.  This is also covered under 
section I Risk Management above.  IMPPs regarding this are: 

• 05-145 – Customer Service 

• 05-147 – Change Management 
10.    Data Integrity – KDOC requires users to attend orientation and complete a questionnaire 

prior to access to the network. IMPP 05-172 KCJIS Network addresses this. 
11. Documentation – The Insystek application for Asset Management addresses this section 

and compiles a list of software, hardware, users and other information for KDOC. IMPP 05-
141 Asset Management. 

12.  Security Awareness, Training and Education – KDOC is working on an enterprise security 
training presentation to all staff to be developed and implemented by January 2005. This 
plan will address viruses, unauthorized software, internet surfing and many other areas 
which all users need to be aware of. This plan will show the user what happens when a 
virus hits, what unsupported software does and how it affects their computer and work. 
IMPP 05-171 System Security addresses this section. 

13.  Incident Response Capability – IMPP 05-121 Electronic Network Usage discusses the 
KDOC T.E.A.M. concept where we will call together a group of IT staff to work on a 
specific issue/problem at KDOC locations. This describes the group and how they will 
function. IMPP 05-171 System Security also discusses how computer incidents will be 
handled, logged and relayed to appropriate authorities. 

Technical Controls 
14.  Identification and Authentication – When users attend KDOC orientation and complete the 

appropriate paperwork they are entered into the network system for access to E-Mail, 
AS/400 and TOADS (or whatever application they need for their duties). They are also 
given a password which must be changed the first time they log on and then they are 
prompted to change it every 30 to 60 days (depending on the application). IMPP 05-145 
Customer Service discusses the use and protection of passwords, the size and 
composition of them and what the password will allow them to access. 

15.   Logical Access Controls – Our AS/400 access is based on user needs. Users are allowed 
access only to specific areas and no others. Only specific IT staff is designated as 
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Administrators and only those have complete access to our network. IMPP 05-171 
System Security addresses this. 

16.  Audit Trails – Our e-mail filter maintains a list of quarantined items which are review daily 
for acceptance and forwarding. A log is also maintained for 30 days which shows all e-mail 
in and out of the network.  The firewall maintains a sys.log file which is review weekly. 
DISC maintains log files on other aspects of the network, not necessarily specific to KDOC 
but all agencies. 

 
Electronic Signatures:  KDOC is preparing plans to use PKI for verification of official documents 
where court scrutiny of signature is possible and where the time that the information is entered on 
the document is important.  PKI implementation is planned for FY2006.. 

 
Messaging:  KDOC does not allow any personal equipment, including PDA’s, to be connected to 
our network.  Few PDA’s are purchased by the department and those are authorized only on an 
“as needed” basis..  Instant messaging is not allowed on the network.  Our current e-mail is MS 
Exchange v 5.5   KDOC is very comfortable with MS Exchange and would not move to change to 
any other system at this time.  We are researching migrating to MS Windows 2003 Server and at 
that point may migrate to MS Exchange 2003 server as well. 
 
Disaster Contingency Planning:   KDOC is currently in the planning stages of the creation of an 
off-site location that would ensure continued operation of vital IT functions in the event of a 
disaster. A Federal Homeland Security grant to secure monies to fund this project was applied for 
and received during early FY 05. Currently there are procedures stored with the system backup 
tapes which outline the location of assets, steps to be taken and contact personnel necessary to 
return a system to operation, in the event one or more of the department’s computer systems 
became inaccessible or damaged. 

 
AGENCY IT OBJECTIVES 
 
IT Objective #1:  IT Management Best Practices – Identify and implement management tools along with 

associated policies and procedures relating to program, project, issue, asset and resource 
management representative of IT industry best practices.  The completion of this effort will help to 
improve the coordination of IT to more closely align with that of the KDOC Strategies and end user 
expectations.  These efforts will increase the value realized from activities already in place such as “IT 
Steering Committee” and project prioritization.  This is an FY2005 project. 

 
IT Objective #2: Data Management and Integration. Initiate the creation of standard data dictionaries, 

repositories, tools, and data models for KDOC.  Develop a decision support environment with the 
ultimate objective being to provide data integration across the agency.  Aspiring to ultimately develop 
a comprehensive understanding of the organization's information base and information needs.  
Synchronize the data bases of KDOC with the potential elimination of redundancies.  Provide 
authorized users a complete view of the process and data required for them to operate efficiently.  
Provide management with decision reporting tools to generate ad hoc queries of data. The objective 
within FY2005 will be to focus within a few key areas to deliver the decision support environment as 
identified above.  A comprehensive documented view of the agency’s information and integration of 
defined Data Management policies will be completed in FY2006. 

 
IT Objective #3:  .Net Enablement System.  Commence with the implementation of a .Net enabled 

development environment.  Initial applications will target new systems development whenever 
practical, thereby building a base of knowledge from which may then be efficiently applied to legacy 
application migration.  With a .Net applications interface all applications could be Intranet enabled and 
then require only a browser for interface.  Also, Internet business services could be offered from 
legacy applications simply by addition of an Internet object.  This is a FY 2005 project which will then 
be an ongoing effort related to legacy systems redevelopment. 
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IT Objective #4:  Technology Customer Service System.  Create and maintain a customer service 

system providing a “Single Point of Contact” into IT for requested support of help desk, application 
development, desktop software assistance and quality control from a single support organization.  
Metrics will be identified and subsequently captures which will include request categorization, 
application Service Level agreements, volume of requests by type and category and recommended 
actions to eliminate similar future requests.  This will also result in the submission of requests to create 
“Self-Help” capabilities for our customers.  This system will closely coordinate its actions with that of 
Production Control who will perform a customer advocacy role internally with IT to better ensure that 
IT delivers positive customer performance. This will be submitted as a FY 2005 project. 

 
IT Objective # 5:  Enterprise Information Portal – Assess potential benefits to be realized from 

implementing an EIP within KDOC.  This effort will also include a proposed Architecture, feature list 
and plan for installation.  Presumed features to be included are single sign-on, departmental 
communication tools, consistent look and feel via a form of web templates, content management 
practices and defined integration with KDOC application architecture.  This will be submitted as an 
FY2005 project with implementation beginning  FY2006 depending on financial justification. 

 
IT Objective # 6:  Workstation Management System.  Will provide the capability to resolve most of the 

workstation concerns over the enterprise telecommunications network.  Computers will be inventoried 
electronically and the software inventory on each computer will be tracked and managed.  Software 
will be installed, upgraded or deleted as required over the network.  This system will not only increase 
the service on computers but also reduce the cost of operation. This is a FY 2005 project. 

 
IT Objective # 7:  Electronic Records Management procedures review.  There were significant 

improvements implemented in FY2004 with additional improvements scheduled for early FY2005.  
This objective is directed towards reviewing our present procedures to identify required changes to 
realize maximum economic and usability benefits related to these investments.  This review will also 
determine to what degree we can transform our paper based Offender files to an electronic based 
system resulting in a near “paperless” file system. 

 
IT Objective # 8:  IT operations continuity verification – Develop a plan to ensure that continuous 

operation of Central Office IT in the event of a service disruption.  Integral to this plan will be the 
identification of an enterprise information backup plan, off site processing capabilities and testing of 
this plan to ensure completeness.  A Homeland Security grant administered by the KHP will be used 
to secure additional infrastructure required to implement this plan.  This is an FY2005 project.  We 
anticipate additional effort and funding will be required in FY2006 to fully deploy this capability. 
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Emergency Medical Services Board   (Agency #206) 
BUSINESS PROGRAMS: 

Regulation 
EMS Integration 
Technical Assistance 

  
MISSION: As the lead agency for Emergency Medical Services, the Kansas Board of Emergency 

Medical Services exists, primarily, to ensure that quality out-of-hospital care is available 
throughout Kansas.  This care is based on the optimal utilization of community resources 
that are consistent with the patient’s needs.  The delivery of optimal care is supported 
through the adoption of standards; definition of scopes of practice; and provision of 
health, safety, and prevention education and information to the public, Emergency 
Medical Services services/agencies, Emergency Medical Services providers/instructors, 
related health care professionals, and other public service and political entities.    

 
SFY 2005 BUDGET:        $1,494,135  
SFY 2005 FTE:   13.0   
SFY 2004 IT EXPENDITURES::  $46,018 
WEBSITE ADDRESS:  http://www.ksbems.org 

 
IT Profile:   

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.1  0.1  0.1  

Application Maintenance and Enhancement   
(in-production systems) 0.2  0.25  0.25  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0.2  0.25  0.25  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.2  0.3  0.3  

Network Engineering, Technical 
Management and Support 0.05  0.05  0  

Computer Operations, Management and 
Technical Support 0.05  0.05  0.05  

Web application development and 
maintenance 0.025  0.05  0.05  

IT Security 0.0125  0.025  0.025  

Other IT Functions (Data Entry) 2.25  2.25  2.25  

TOTAL FTEs 3.0875  3.325  3.275  

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange   1   
Servers      

PC-Desktop   1 2  
PC-Laptop    6  
Thin Client   13   
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SFY 2004 MAJOR APPLICATIONS:  
Registry Inventory 
Ambulance Services Pediatric & Trauma Surveys 
Ambulances Source Tables 
Courses Regulatory Compliance 
Teachers Accounting System 
Examinations  

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: Completed programming to automate the 
attendant audits of continuing education.  Completed the migration from AIX on the RS-6000 to Red 
Hat Linux on an agency built server for word processing, spreadsheet and web browsing.  Started 
posting and provided weekly updates of statewide continuing education courses and their availability 
on our website.  Web browsing and email available at each X-station on the employee’s desktop. 
 
STRATEGIC DIRECTION & OBJECTIVES: The Board of EMS will strive to use top notch technology 
that minimizes hardware maintainance and software licensing fees. Towards this end, we are planning to 
completely phase out the AIX/RS6000 and move to the new and reliable Red Hat Enterprise Server. We 
intend to build a second server that will serve as a cushion against down times and therefore provide full 
backup. This will also help us to confidently provide enhanced online services. 
Online Certification Renewal for Attendants: As it has been mentioned in several Board meetings, this 
agency plans to have a fully functioning service for all certified attendants to renew their certifications 
online. We think the service should be available before the end of FY2005. 

 
Data Warehouse: We will move the Informix DBMS to the Red Hat Enterprise. While we continue 
moving towards the open source environment, it is too early to determine whether Informix will be 
replaced.  It would be a big challenge for our staff who have been using Informix for several years to 
switch to another application. Cheaper alternatives like PostGres and MySQL do not have a front end 
that is user-friendly. However, we believe we will be able to reduce the fee we pay to IBM-Informix, by 
getting rid of unnecessary features in the package.  
 
Security: We believe that the Red Hat Enterprise Server has strong built in security features, which, 
coupled with rigorous security procedures that we put in place, will substantially reduce breaches and 
disruptions. All databases, tables and fields have specific permissions.  The computer room which 
contains the switches, routers and patch panel is locked nightly.  DISC configured a Cisco PIX firewall to 
restrict outside access our server.  Users who connect from outside dial through A VPN tunnel that 
enhances security.  
 
The RedHat Enterprise also restricts the usage of the traditionally unsecure rsh, rlogin and ftp by using 
more secure methods like ssh and scp. The staff who connect from outside will be trained on how to 
learn about this methods. 

 
Agency Architecture:  None reported. 

E-Government: We will strive to comply with the State of Kansas' objectives to provide  a user-
friendly gateway for citizens to access government service, utilizing technology to bring enhanced 
government performance to our citizens. 

Security: None reported. 

Electronic Signatures:  We have not addressed this issue and this will be pursued during 2004. 

Messaging:  None reported. 

Disaster Contingency Planning: None reported. 
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AGENCY IT OBJECTIVES 
 
IT Objective #1:  We will provide customized web-enabled services to Kansas EMS Attendants. An Online 

Certification Renewal system should be in place before FY2006. 
 

IT Objective #2: We will strive to become a technology-oriented organization that uses the most cost-efficient 
methods. We will use the most of what the Open Source community can offer and reduce the amount of 
fees we pay for software licensing and hardware maintainance. This will help us achieve our major goal of 
using public funds in the most efficient manner. 

 
IT Objective #3: We will establish secure on-site and remote access to information, in the most convenient 

way. 
 

IT Objective #1: We will constantly look for ways to optimize our technology usage by researching, learning 
and applying improvements in our systems to reduce redundancies, waste and less effective methods. 
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Fire Marshal Office, State   (Agency #234) 
BUSINESS PROGRAMS:  

Administrative Programs Fire Prevention 
Fire Investigation Hazardous Materials (HAZMAT) Response 
Technology Division Youth Programs 

 
MISSION: The Office of the Kansas State Fire Marshal is dedicated to protecting the lives and 

property of the citizens of the State of Kansas from hazards of fire, explosion, and 
hazardous materials by fostering a fire safe environment through public education, 
inspection, enforcement, regulation, investigation, data collection, and liaison to the 
Kansas fire service.    

 
SFY 2005 BUDGET:        $4,183,773  
SFY 2005 FTE:   51.0   
SFY 2004 IT EXPENDITURES::  $144,606 
WEBSITE ADDRESS:   http://www.accesskansas.org/firemarshal 
 
IT Profile:   

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.1  0.4  0.4  

Application Maintenance and Enhancement   
(in-production systems) 0.1  0.1  0.1  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0.05  0.15  0.15  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.6  1.30  1.30  

Network Engineering, Technical 
Management and Support 0.05  0.05  0.05  

Computer Operations, Management and 
Technical Support 0.4  0.6  0.6  

Web application development and 
maintenance 0.1  0.1  0.1  

IT Security 0.1  0.1  0.1  

Other IT Functions (Data Entry) 0.75  0.25  0.25  

TOTAL FTEs 2.25 3.05 3.05  
 
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

    
Midrange    
Servers  1  

PC-Desktop  26  
PC-Laptop  36  
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SFY 2004 MAJOR APPLICATIONS:  

Kansas Inspection Data System (KID) PC/LAN 
Kansas Fire Incident Reporting System (KFIRS) PC/LAN 
Kansas Insurance Loss Reporting System (KILRS) PC/LAN 
Kansas Arson Information System (KAIS) PC/LAN 
Kansas Burn Injury Reporting System (KBIRS) PC/LAN 
Centers for Medicare & Medicaid Services (Aspen) PC/LAN 
NCIC Datamaxx PC/LAN 
Explosive Licensing PC/LAN 
Certified Arson Investigator PC/LAN 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The State Fire Marshal Office continued 
improvement of its information technology for FY 2004.   We replaced 6 Pentium II laptops with 
Pentium IV PC’s,  five Pentium II PC’s with five Pentium IV PC’s, three Pentium II laptops with 
Pentium IV laptops, and two Pentium III PC’s with Pentium IV PC’s.  All computers are either 
Windows 2000 or Windows XP.  We distributed 58 copies of FireHouse Software to the fire 
departments for electronic reporting.  We now have 425 of 656 fire departments reporting 
electronically.   We also replaced a HP5si printer with a HP4200 printer.  We changed two ( one 24 
port, one 12 port) 3com 10Mbps to one 48 port 3Com switch with 100MBps. 
 

STRATEGIC DIRECTION & OBJECTIVES: The State Fire Marshal's Office is continuing to move 
into the future with information technology.  Current programs (KAIS, KFIRS, and Aspen) are now 
using Internet technology or modems to transfer data electronically to our office.  Although data entry 
time for KFIRS has been reduced, validation processing time for the local data has increased 
because bulk validation processing of the data files is not available. Each data file has to be validated 
separately.  The overall processing time has been significantly reduced.  At the end of this year, all 
paper processing for fire reporting will cease.  Only electronic reporting will be accepted.  KIDS 
should be utilizing electronic data transfer later in calendar year 2004. 
 
As we have advanced our technology with new software and hardware, we have not moved as fast in 
providing training to our personnel to adequately and effectively use the software and hardware to its 
full potential.  With the trend moving to do more with less it will be imperative we get our users and IT 
personnel trained so we can achieve greater production with less material.  

 
Agency Architecture:  The KBIRS, KILRS, and KJIRS (Kansas Juvenile Firesetter Information 
reporting System)  programs need to be redeveloped using a web-based application, allowing 
users to enter the data on-line and eliminating agency data-entry.  This will require outside help 
from a commercial developer.  We also need to upgrade the KAIS program  to a more compatible 
record/reporting system for fire investigations. The system needs to be one that is upgradeable to 
other working systems and truly be used by both our investigators and certified investigators. The 
system needs to be able to allow transfer of all data from the current system and main query 
functions of past, present, and future data entry.  It needs to be expanded to accept more usable 
data for investigations. 
 

E-Government:  Also the new KIDS program has an available added function to use Pocket 
PC’s to do inspections and then transfer the information back to a laptop, thus improving their 
ability to perform their on-site inspections.  Obtaining Pocket PC’s to use in conjunction with the 
laptops will greatly assist the inspectors.  The KIDS program also allows the inspectors to 
electronically send their inspections and activity for each week.  We also hope to have this 
implemented in FY2005. 

Security: We have various security procedures for our agency.  The server is in a locked room 
and the office/building is secured after hours.  Backups are performed nightly on critical 
files/databases and tapes are taken off-site daily.  We have firewalls installed to limit intruders into 
the server.  Permissions have been set on various data files/personal folders on the network to 
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reduce the risks of accidental/intentional harm to these folders by others.  Password complexity 
has been implemented.  The database applications have relational edits built in that reduce data 
entry errors.  The Health Insurance Portability and Accountability Act (HIPAA) requires us to 
protect certain elements we collect in both the KFIRS program from fire departments and the 
KBIRS program from hospitals.  We are working on in-house procedures to insure we follow the 
directives required with HIPAA. 
 
Electronic Signatures:  Our agency has reviewed the Public Key Infrastructure, but has not 
implemented it. 
 
Messaging:  None reported. 

Disaster Contingency Planning: We hope to have an agency contingency plan completed by 
the end of FY2005.  We continue to enhance our web site with statistical information, FAQ's, and 
other information pertinent to the fire service and other agencies.. 

 

AGENCY IT OBJECTIVES: 

Summary: Current applications for KILRS and KBIRS need to be redeveloped into network 
compatible systems that use the Internet for electronic transfer of data.    Due to an ever changing fire 
investigation environment, the KAIS program needs to be improved and we are looking into a new 
program for this enhancement. We will continue to explore the need for Public Key Infrastructure.  We 
will continue to enhance the security of our systems.  Software training will continue to be a high 
priority to get agency personnel trained on using the software available to the fullest extent.  The IT 
function will need additional training on server administration and programming.  We also need to 
continue to improve the web-site to provide better information to the fire service and other agencies 

IT Objective #1:  Agency Training.  Provide software training to our employees so they are more 
effective and efficient in their use of software technology to enhance job performance.  Provide 
training to the IT personnel to ensure skills are acquired to adequately manage and maintain 
servers, operating systems, and application systems. 

 
IT Objective #2:  Continue to Enhance Web Home Page.  The agency has developed a Web 

home page.  This Web site allows interface with the public on basic information, statistical 
summaries, and Frequently Asked Questions (FAQ’s) concerning inspections, investigations, fire 
reporting, and training.   

 
IT Objective #3: Improve existing program applications.  We need to continue to improve the 

KBIRS and KILRS programs to reach our goal of a common platform for applications within the 
agency (SQL 7.0 or Access2002 DBMS) as well as inter-agency use.  The Insurance Department 
could use information from the KILRS program.  Hospitals and other medical facilities could use 
the KBIRS program 

 
IT Objective #4: Continued Technical Support and Distribution of Fire Reporting Software.  

State statutes require all fire departments to report fires to our office. We have about two thirds of 
the 656 fire departments reporting on software. The rest submit their reports via paper and most 
of these are non-paid volunteer fire departments.  The software is free to the fire departments and 
we provide the installation and training.  We are currently running two reporting programs:  
Computer based and paper based.  Since the paper-based is a DOS program and requires 
significant data entry for one person, we are phasing out the paper version at the end of calendar 
year 2005 and make all reporting computer based. 

 
IT Objective #5:  Public Key Infrastructure.  We will continue to look at the needs for implementing 

Public Key Infrastructure and continue to improve system security.  At the moment we do not 
have external agencies accessing our databases.  If we get some of the systems designed for 
web based access then we may move to the PKI for security on these databases. 
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INFORMATION PROCESSING GENERAL BUDGET ITEMS 
 

Personnel 
No additional personnel needs are expected if our IT initiatives are met, however, if we continue to 
expand the technologies used in the office and the field we may require more IT resources to fully 
manage the maintenance and support requirements. 

 
Service Contracts and Fees 
In FY2005 we expect to have a need for the following service contracts: 

 
1. Local Area Network - Hardware/Network Support 
2. FireHouse Software (Fire Departments) - Technical Support 
3. Kansas Inspection Data System - Technical Support 
4. Kansas Burn Injury Reporting System – Enhancement 
5. Kansas Insurance Loss Reporting System - Development 
6. Kansas Juvenile Firesetter Program – Development 
7. Kansas Arson Investigation System – Technical Support 
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Highway Patrol   (Agency #280) 
BUSINESS PROGRAMS:  

Highway Patrol Administration  Motor Carrier Inspection 
Capitol Police Patrol of the Kansas Turnpike 
Homeland Security Program General Local Law Enforcement Support 
Emergency Management Program  

 
MISSION: The Kansas Highway Patrol is devoted to improving the quality of life in our state through 

spirited and dedicated service. We pledge to be responsive to the concerns of our 
citizens while providing professional law enforcement services in the most effective 
manner possible. We believe in treating all persons with courtesy and respect. The 
preservation of individual dignity and constitutional rights is paramount in the 
performance of our duties. Protecting the rights of our employees and providing them 
with a safe, secure working environment is of equal importance. We are committed to 
providing protection of life and property through enforcement of traffic and other laws of 
the state of Kansas. We recognize that our authority to uphold and enforce the law is 
derived from the people. Therefore, we will endeavor to exercise this authority in a 
competent, fair, and honest manner. 

 
SFY 2005 BUDGET:        $84,941,380  
SFY 2005 FTE:   823.8    
SFY 2004 IT EXPENDITURES::  $1,959,233 
WEBSITE ADDRESS: http://www.KansasHighwayPatrol.org  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

2.0 1.0 3.0 1.0 3.0 1.0 

Application Maintenance and Enhancement   
(in-production systems) 2.5  2.0  2.0  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

3.0  3.0 1.5 3.0 1.5 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

1.5  1.5  1.5  

Network Engineering, Technical 
Management and Support 3.0  3.0  3.0  

Computer Operations, Management and 
Technical Support 4.0  3.5  3.5  

Web application development and 
maintenance 1.0  1.0  1.0 0.5 

IT Security 1.0  1.0 0.5 1.0  

Other IT Functions (please identify)   1.0  1.0  

TOTAL FTEs 18.0 1.0 19.0 3.0 19.0 3.0 
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Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

    
Midrange 1     
Servers      

PC-Desktop    695  
PC-Laptop    385  

 
SFY 2004 MAJOR APPLICATIONS: 

 Accident Index System (ACC) AS/400 
 Case Management System (CMS)       AS/400 
 Criminal Interdiction (CID)   AS/400 
 Fleet Management System (FMS) AS/400 
 Procurement System AS/400 
 Central Stores System AS/400 
 Asset Inventory System AS/400 
 Notice to Appear System (NTA) AS/400 
 Motor Vehicle Enforcement (MVE) AS/400 
 Professional Standards System (PSU)       AS/400 
 Pursuit Tracking System (PTS)   AS/400 
 Time and Activity AS/400 
 Computer Aided Dispatch (CAD) Intel Client Server Based 
 Records Management System (RMS) Dell Server Cluster 
  

SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  During 2004 the IT department went through 
some fairly major reorganization of staffing responsibilities and well as services.   In and effort to 
provide additional uniformity three primary areas where established; Support, Infrastructure and 
Development.  The staff was reassigned into these areas and several positions located in Salina were 
transferred to GHQ.  As part of the reorganization efforts we completed numerous consolidation of 
services, upgrades of our Novell backbone, Microsoft servers, e-mail systems, firewalls onto new Dell 
rack mount servers placed into an IP controlled rack.  During that time we also moved many database 
services from the Salina office to GHQ onto a newly Created SAN.   During this time we evaluated all 
services, platforms and support applications to minimize the number of these required to support in 
order to maximize our time for development or enhancement.  We installed a secure web portal into 
the KHP system.  As stated in last years report this effort was done to enable web access of legacy 
applications and to set the foundation for new web enabled application development.  The portal is a 
secure single point of entry into KHP information and application sources.  This project will continue 
to be enhanced during current fiscal year.  In an effort to continue the improvement of our AFRS 
(Automatied Field Reporting System) there was cross agency efforts made with KDOT and KBI.  This 
project of continued enhancement is being done to incorporate the validation routines of those two 
state repositories to move us toward electronic XML data transfer that is pre-qualified to pass the 
screening of that data by the respective agencies.  To date, KHP has worked out agreements with 
KDOT and KBI for the code requirements to allow us to integrate them directly into our AFRS 
application.  We also have one form that gets reported to KDOR and plan to work out an agreement 
with them as well. This project is scheduled for completion in fiscal 2005.  Our goal with this form 
application is to develop it in such a way that it meets not only the needs of KHP and state 
repositories but also flexible enough that KHP can provide this application to ALL local law 
enforcement entities in the state of Kansas to enhance inoperability and uniformity across the state.  
We worked in cooperation with KLETC to take training information of KHP and to provide that 
information to them in electronic format.  The first official month of this was the start of fiscal year 
2005.  We meet that deadline and successful transfer of data has been completed and will now be 
updated electronically on a monthly basis.  Our desktop and laptops were further secured by 
enhancing our use of ZenWorks and “run only allowed” updates.  We have firewalled district and zone 
PC’s along with VPN enhancements for the continued need to maintain the security required by CJIS.  
A project started, which is to complete in 2005, is the enhancement of our CAD (Computer Aided 
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Dispatch).  The creation of an integrated Archive server to compliment the needed history 
requirements of radio traffic logs, incident and accident information.  This service of additional history 
of either criminal activity or traffic and accident information was deemed necessary after the 9/11 
travesty.  The Kansas Highway Patrol was pointed the POC for the Rixx-Atix application.  This is a 
secure e-mail, chat and update platform to disseminate information from Homeland Security to 
various individuals, organizations, and law enforcement entities across the state.  This includes, 
emergency mangers, local, municipal and State officials, hospitals, etc.  This project will also be 
expanded during current fiscal year.  KHP was involved in several “BEST” committee and 
subcommittees during this fiscal year.  We have moved aggressively forward in training areas for the 
new architecture, platforms, and security.  We have and are continuing the training for application 
development in the use of Java, Oracle and XML. 
 
STRATEGIC DIRECTION & OBJECTIVES:   The overall KHP approach is to move into a Web 
enabled environment using Java and Oracle utilizing a single secure web portal for access.    Legacy 
applications will be moved in behind the portal for access to allow us to web enable them while the 
recreation of those applications are moved into the Oracle database.  One of the primary goals is to 
maximize the use of Oracle based SAN to gather information into a single location, thus allowing the 
extract of day-to-day management reporting as well as fiscal and forecasting reporting.   We are 
currently in process of upgrading our CAD (Central Aided Dispatch) and RMS systems. This will allow 
for continued custom development and the integration of a Personnel system.  This personnel system 
will encompass the areas of Trooper scheduling on a 24/7/365 basis that’s maintains our 
memorandum of agreement, fairness of assignments, and required coverage for the continuous 
special events across Kansas.  Also included in this application will be interfaces with our accounting 
section to reflect proper funding sources are applied to “type of work preformed”.  The final interface 
will be back to the SHARP system to allow for electronic submission of hours and time for pay 
purposes.  The plan is to complete the AFRS (Automated Field Reporting System), which will include 
the integrations of the KDOT, KBI, KDOR validation routines, and the XML formatting for electronic 
transfer of that data.  KHP is the state repository for the Commercial Vehicle (MSCAP) reporting, so 
along with the above development we plan to include improvements in gaining this Commercial 
Vehicle information electronically back from KDOT.   Our plan is to make this application generic 
enough that any law enforcement entity could use this application to also provide for same electronic 
transfer.  Other plans will be to start the process of re-writing the 40+ existing RPG legacy 
applications into Java and placed on the Oracle SAN platform.  As funding allows, we will be gradually 
move forward with getting Mobile Data Units into our Patrol cars.  Due to the fact that KHP covers 
areas within the entire state of Kansas including the rural areas, it presents the difficultly of 
communication issues pertaining to data transfer.  Cellular service in rural Kansas is spotty and 
handled by multiple vendors.  With the upcoming 700/800 Mhz technologies the possibility exist for 
enough bandwidth to effectively move data as well as radio communication.  Discussions are 
underway to determine planning requirements and pilot testing.  
  

Agency Architecture:  Dell rack mounted servers providing the perimeter of our Firewall, then 
into our Novell backbone, DMZ, Web Portal, Citrix and Win2003 applications servers placing data 
on a Small SAN with Oracle 10g.  Also within the KHP network is an AS/400 system. 

 
E-Government:  This fiscal year, the Accident log was placed with efforts of Access Kansas 
through their portal.  This provides up to date accident information available on the web, for the 
media, and citizens.  It is being discussed the availability of other KHP record information being 
made available via this website. 

 
Security:  Security is the forefront of our business to ensure the safety of information per CJIS 
requirements.  Currently using intrusion detection and firewalls, DMZ, VPN and encryption.   

 
Electronic Signatures:  Currently, we have not moved forward with Electronic signatures. 

 
Messaging:  Current E-mail is Novell GroupWise.  Currently on latest release.  We are in 
discussion on limited uses of IM for particular law enforcement areas. 
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Disaster Contingency Planning:  KHP has placed contingency planning in the areas of our 
Central Dispatch functions. This being our most critical area, it is where we have started and 
implemented policy and procedures and tested in regular intervals.   As time allows we are 
moving onto less critical areas to perform risk assessment and to determine proper contingency 
planning. 

 

AGENCY IT OBJECTIVES: 

IT Objective #1:  The consolidation efforts are done with two primary goals in mind.  One to 
simplify the variety of equipment and platforms staff currently supports.  This will not only make 
KHP more efficient, but with the reduced variety it will also allow us to use our time in making 
enhancements and improvements to our infrastructure for security efforts, better risk assessment, 
and disaster recovery.  
 
IT Objective #2:  By moving to the Oracle based SAN, this allows for more efficient data 
management,.  It will allow us to retrieve better management information for better decisions as 
well as reduce the required skill set in order to make additional enhancements, new development 
and the re-write of our legacy applications.   
 
IT Objective #3:  The addition of the Personnel system, will reduce the required time it takes to 
ensure our memorandum of agreement is being meet, plus the reduction in time to accurately 
determine the proper accounting codes and the data input.   
 
IT Objective #4:  The work preformed on our AFRS (Automated Field Reporting System) will 
reduce the errors and rejection rate of the state statue required reporting to KDOT and KBI and 
Revenue.  With the electronic transfer of that data, the paper reduction will be enormous as well 
as reduction in time.  The creation of this application with an ability to allow any and all Kansas 
Law enforcement the use of this application will provide benefits in not only inoperability but also 
improve the state’s ability to provide more accurate and timely information up to the federal level.   
 
IT Objective #5:  The implementation of Mobile Data units, will provide increased officer safety, 
and improved safety for Kansas citizens and out-of-state travelers that use our highways. It will 
reduce the ever-increasing load on our central dispatch center, allowing them to provide better 
service to officers and the public.   
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Investigation, Kansas Bureau of   (Agency #083) 
BUSINESS PROGRAMS:  

Investigations 
Forensic Laboratory 
Administrative/Support Services 

  
MISSION: Dedicated to providing professional investigative and laboratory services to Kansas 

criminal justice agencies, and the collection and dissemination of criminal justice 
information, for the purpose of promoting public safety and the prevention of crime in 
Kansas. 

 
SFY 2005 BUDGET:        $19,688,420  
SFY 2005 FTE:   200.0    
SFY 2004 IT EXPENDITURES::  $3,381,379 
WEBSITE ADDRESS: http://www.accesskansas.org/kbi  

 
 

IT Profile:  
 SFY 2005 

ACTUAL FTE 
SFY 2006 

PROJECTED FTE 
SFY 2007 

PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 1.0  1.0   

Application Maintenance and Enhancement   
(in-production systems) 1.0  2.0    

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

1.0  2.0    

Data Administration, Data 
Analysis/Validation and Database 
Administration 

1.0  1.0    

Network Engineering, Technical 
Management and Support 3.0  3.0    

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance 1.0  1.0    

IT Security  1.0 1.0 1.0   

Other IT Functions_Comm & Help Desk 10.0  10.0    

TOTAL FTEs 17.0 2.0 20.0 2.0   

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange 1     
Servers    78  

PC-Desktop    290  
PC-Laptop      
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SFY 2004 MAJOR APPLICATIONS:  
Accounting system AS/400 
Agents Time Management System Server 
Automated Fingerprint Identification System Server 
Computerized Criminal History System Server 
Kansas Incident Based Reporting System PC/LAN 
Laboratory Case Management System AS/400 
Missing Persons System PC 
Report Processing System Server 
Telephone Toll System AS/400 
A/R invoicing AS/400 
Violent Offender Registration PC 
DNA Databank Server 
Agent Case Management System Server 
Private Investigation System PC 
Agent Locator Card System PC 
Laboratory Meth Tracking System PC 
Laboratory Training Manual System PC 
Laboratory Statement of Qualifications System PC 
Criminal Justice Web Portal PC 
Master Name Index PC 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: During fiscal year 2004 the KBI staff worked in 
cooperation with AccessKansas to design, program, test and implement the web based Criminal 
History Public Access System.  Any person, from anywhere Internet access is available, can sign 
onto the AccessKansas public web site and for a fee, obtain the public portion of the criminal history 
record if the person they requested has one.   The user enters demographic’s of the person they are 
searching for (last name, first name, date of birth, sex, social security number,etc), and the system 
returns likely candidates that the user can select from.  To assist the user, the system allows the user 
to enter two last names for a single search, which allows for a maiden and married last name. 

 
Kansas Criminal Justice agencies complete an Incident Based Report on criminal activities within the 
state of Kansas, and this data is used to provide crime statistics for Kansas and also at the federal 
level.  Some 300,000 plus incidents are reported to the KBI each year.  In fiscal year 2004 KBI 
programmers developed a comprehensive, but easy to use, query system that allows this data to 
also be used by law enforcement agencies as a criminal investigative tool.     

 
In fiscal year 2004 the KBI converted the Laboratory Case Management System from our antiquated 
legacy AS/400 to a new web based case management system.  The new data management system 
allows the KBI laboratories across Kansas to synchronize with the KBI headquarters laboratory 
multiple times per day.   Electronic data collection continues to expand as more local agencies begin 
the process of submitting their fingerprints, prosecution reports, and incident based reports.  
 
STRATEGIC DIRECTION & OBJECTIVES: The KBI Information Technology department’s strategy 
is to address the following Kansas Strategic Information Management Plan goals when creating 
specific KBI goals and strategies:  All Kansas citizens will have access to necessary information,     
KBI information will be managed as a valuable state resource, KBI information will be shared across 
organizations, The KBI will have IT tools/training to meet service objectives, All KBI investments in IT 
will support business needs,  All KBI investments in IT will be based on sound business rationale,   
The KBI will streamline internal processes by using new technologies, and The KBI will apply risk 
management and security/integrity processes. 

 
Understanding who are customers are, and their unique expectations, allows the KBI information 
technology team to focus and prioritize our efforts to obtain the greatest benefits for those dependent 
on our services.   
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The KBI business programs, to be successful, require the timely implementation of technology.  
Therefore, the KBI Information technology team has focused on implementing and enhancing a 
number of existing and emerging technologies, such as the Internet and web dissemination, E-mail, 
document imaging, digital photo’s, mug shots, desktop video conferencing, bar coding, remote 
access and network faxing.  These technologies benefit KBI agents and agency staff as well as 
agency customers such as local law enforcement agencies, courts and prosecutors. 

 
Emphasis will always be placed on collecting accurate data, and collecting that data electronically to 
improve its timeliness and accuracy.  Authorized data will be disseminated over the Internet and via 
the dedicated law enforcement network (NLETS).  Both data collected and disseminated will occur 
twenty-four hours per day, 365 days per year, and will be encrypted when transported over public 
carriers. 

 
Information that can be shared, both internally and between agencies, will be shared rather than 
collecting and storing duplicated data that would eventually lead to data inaccuracy.  A good example 
is where the KBI accesses adult supervision data stored in the KDOC database. 

 
Access to existing criminal data is vital to KBI agents and supporting staff.  Therefore KBI agents 
have been provided with laptop computers and provided with remote access capability to input timely 
and critical criminal justice information into their database case management system and the KsLEIN 
system, and to receive sensitive information from federal and state databases in a timely secure 
manner 

 
Agency Architecture:  The KBI, implementing the KCJIS project, began moving in 1998 from the 
IBM AS/400 to a PC based operating system and network.  The purpose for the move was to 
utilize open architecture and to take full advantage of the Internet and web browsers.  The move 
has allowed the bureau to cost avoid $2.5 million per year in telecommunications costs.  In 
addition, by using the Internet and local Internet service providers, we have allowed the smallest 
Kansas criminal justice agencies to participate at almost no cost.  Our current projects and future 
plans are to continue to take advantage of the Internet to collect and disseminate data 
electronically, and to maintain or improve upon our FBI approved (the only agency approved for 
the last five years) information security system. 
 
E-Government: The KBI maintains a significant amount of confidential data that is available only 
to authorized law enforcement agencies, the courts and prosecutors.  In addition, open records 
data must be available to the general public. The KBI implemented our new Microsoft SQL Server 
based central repository system in FY 2002 to provide access to secured data through encryption 
devices based on agency authentication.   Commercial Internet access has been available to the 
public since 1999.  Specific criminal justice information may be held in servers outside the KBI, 
such as data stored by the Kansas Department of Corrections.  This information is accessed by 
the KBI (data sharing) and the process will be transparent to the receiver of the data.  The 
Criminal Justice Information System has distributed case management systems for local law 
enforcement agencies, courts and prosecutors.  Agencies may use these case management 
systems to maintain local databases, and the system automatically sends data to the KBI 
electronically.  Livescan fingerprint machines are submitting electronic fingerprints and arrest data 
to the KBI.  A primary KCJIS objective was to disseminate criminal history data to criminal justice 
agencies using a standard web browser and public Internet Service Providers.  The web browser  
system allows court service officers to obtain criminal history abstracts in less than one minute 
whereas the old paper system might have taken four to six weeks.   A web server for the general 
public to obtain open record criminal justice information will be available in FY 2004.  

 
KBI departments have been trained to maintain departmental web pages and to update them as 
needed to better serve and educate Kansas’s taxpayers and criminal justice agencies.  An 
example is the criminal justice hot files and Meth laboratory tracking system. 
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Security:  The KBI had to receive approval from the FBI to use the Internet to transmit federal 
criminal history data.  Obtaining approval required the KBI to install a comprehensive security 
system.   In September 1998 the KBI designed and acquired a security system that included 
multiple layers of hardware and software designed to address our key security objectives: 

 
• Protect all devices and data on the KBI LAN. (KBI requirement) 
• Identify the specific user of our data.  (FBI requirement) 
• Identify the specific device used by the end user.  (FBI requirement) 
• Protect data transmissions over a public carrier.  (FBI requirement) 
• Monitor for intrusion.  (KBI requirement) 
• Analyze network vulnerability. (KBI requirement) 

 
The KCJIS security system requires every user to obtain a password token (the password changes every 60 
seconds).  All data is encrypted.   To further protect the integrity of the databases, the KBI has purchased 
and implemented virus detection software for the network and for the servers.  The KBI out-sources system 
intrusion to supplement our internal security efforts.  System administration rights are restricted to only three 
KBI employees. 

 
In 1998, the KBI was the first agency, and the only agency until 2003, to receive approval from 
the FBI to transmit federal criminal justice information over the Internet.    KBI staff administers 
the KCJIS network and security system.   Portions of the security system can be utilized by other 
Kansas criminal justice agencies such as the Kansas Juvenile Justice Authority, Johnson County 
Sheriff, etc..     

 
KBI employees sign an Acceptable Use of the Internet/Email policy form and a KBI Personal 
Computer and Network Security Policy form.  Employees of vendors sign a Vendor Employee 
Computer and Network User Agreement prior to obtaining access to the KBI computer room.  The 
KBI conducts multiple network and computer security training classes during the year to ensure 
security awareness among our employees. 

 
Electronic Signatures:  KCJIS has been our own Certificate Authority since October 1998.  
KCJIS uses Entrust PKI CA.  Certificates are distributed to KCJIS users and used to authenticate 
devices to the KCJIS VPN.  These certificates are distributed at no cost to the local criminal justice 
and law enforcement agencies.  KCJIS administrators maintain and administer the CA and 
certificates.  Certificates are not used for signing official documents or conducting financial 
transactions.  All data between the local law enforcement agencies and the bureau has and is 
being encrypted at the most current specifications.  The KBI was the only criminal justice agency 
in the country approved by the FBI to submit federal criminal history data over the Internet.  Our 
approval was received in 1998, and the second state received approval in 2003. 
 
Messaging:  None reported. 
 
Disaster Contingency Planning: The KBI currently employs grandfathered data backup onto 
removable disks and these backup disks are maintained off premise.  This system is expected to 
meet our major business needs for data recovery.  Personal computers access and store their data 
on the server, which is backed up by the IT staff.  The KBI has a backup diesel powered generator 
as well as an UPS system.  The building is staffed twenty-four hours per day, although this staff 
itself is not equipped to handle most major disaster situations.  For major disasters, the bureau has 
a computer security response team with written operating procedures.   The KBI has developed a 
business continuity plan for all the mission critical computer components.  The plan identifies 
services that will be restored in the event of a disaster, the location of the backup site, staff 
involved and steps that will be followed to restore service to Kansas law enforcement as quickly as 
possible.   The KBI implemented a backup site located at the Kansas Highway Patrol facility in 
Salina, Kansas.  The backup site will allow critical KCJIS activities to continue in the event of a 
disaster at the KBI headquarters, as well as provide the ability to send KBI data off site for 
redundant data storage at a secure location. Installation was completed in calendar year 2002.   
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AGENCY IT OBJECTIVES 
 
IT Objective #1: Computer Hardware and Software Infrastructure.  To maintain a high 

availability, high speed performance network for timely and accurate mission critical KBI and KCJIS 
criminal justice information protected by a state-of-art multi-vendor, multi-product network security 
system.   Maintain and support extensive (AFIS Host, AFIS Livescans, Message Switch, Central 
Repository databases, e-Media, Intelligence, and Web Servers) mission critical computer 
infrastructure.   Maintain mission critical interfaces to national and state databases (NCIC, III, NLETS, 
KDOR, KDOC, NCIC, IAFIS, and ALERT). 

 
IT Objective #2:  Telecommunications Connectivity and Support.  To provide Criminal Justice 

Agencies statewide, mission-critical technical help desk telecommunications connectivity support 24 x 
7.  Create specific Computer Based Training (CBT) modules to provide KBI staff and local criminal 
justice agencies with low cost, up to date training and testing.  Increase the number of agencies and 
users with connectivity to the KCJIS databases and information systems.  Assist in maintaining 
network and database availability at 99.9%.  

   
IT Objective #3:  Application Development and Enhancement.  To design, develop and implement 

new KBI and KCJIS mission critical web-based application software systems to meet the changing 
criminal justice needs for rapid and accurate data collection and reporting.  To maintain KBI and 
KCJIS web portal and to port legacy KBI applications to SQL database.   To reduce expensive vendor 
maintenance fees by producing timely in-house software enhancements.  
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Juvenile Justice Authority   (Agency #350) 
BUSINESS PROGRAMS: 
 

   
MISSION: The mission of the Juvenile Justice Authority is to promote public safety, hold juvenile 

offenders accountable for their behavior, and improve the ability of juveniles to live more 
productively and responsibly in the community. 

 
SFY 2005 BUDGET:        $87,172,906  
SFY 2005 FTE:   675.2  
SFY 2004 IT EXPENDITURES::  $1,814,275 
WEBSITE ADDRESS: http://jja.state.ks.us  

 
 

IT Profile:  
 SFY 2005 

ACTUAL FTE 
SFY 2006 

PROJECTED FTE 
SFY 2007 

PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.5 0.7 0.5 0.7 0.5 0.7 

Application Maintenance and Enhancement   
(in-production systems) 1.6  1.6  3.6  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

1.1 0.1 1.1 0.1 1.1 0.1 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

1.25  1.25  1.25  

Network Engineering, Technical 
Management and Support 1.3 0.1 1.3 0.1 1.3 0.1 

Computer Operations, Management and 
Technical Support 5.0 2.0 5.0 2.0 5.0 2.0 

Web application development and 
maintenance 0.3  0.3  0.3  

IT Security 0.95 0.1 0.95 0.1 0.95 0.1 

Other IT Functions (please identify)       

TOTAL FTEs 12.0 3.0 12.0 3.0 14.0 3.0 

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange      
Servers    20  

PC-Desktop    490  
PC-Laptop    12  

 
 
 
 

Administration Prevention & Community Programs 
Operations Kansas Juvenile Correctional Facility 
Atchison Juvenile Correctional Facility Larned Juvenile Correctional Facility 
Beloit Juvenile Correctional Facility Topeka Juvenile Correctional Facility 
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SFY 2004 MAJOR APPLICATIONS:  
Interstate Compact for Juveniles (ICJ) Web 
Juvenile Justice Intake and Assessment Mgmt. System (JJIAMS) Server/PC 
Juvenile Correctional Facility Software (JCFS) Server/PC 
Community Agency Supervision Information Mgmt (CASIMS) Server/PC 
Juvenile Correctional Facility 1600 (JCF1600) Server/PC 
Purchase of Service Management (POSsuM) Server/PC 
Juvenile Information Folder (JIF) Server/PC 
Accounting SQL server 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS:   The primary focus of the JJA IT unit in SFY 
2004 was the support of the Juvenile Justice Information System (JJIS) and the Technology 
infrastructure for the Kansas Juvenile Correctional Complex (KJCC).  With the initial versions of the 
JJIS applications being completed and installed state wide, the agency now has the ability to extract 
data that is being collected.  The need for data reporting is only surpassed by the need for accurate 
data entry.  The agency has worked on enhancements to the JJIS applications to ensure data 
capture is done consistently across the state and the reporting needs are being developed and 
verified.  As the agency prepares to open and operate the KJCC facility, the agency worked with 
DISC to have the proper network and phone cabling done in the building.  This was a large project 
that was started in January and continued though the end of the budget year.  When the 
infrastructure is completed and in operation the design will allow the state to share phone and data 
services with the adjacent Topeka Juvenile Correctional Facility, reducing long-term operation costs. 

 
STRATEGIC DIRECTION & OBJECTIVES: The agency continues to develop the JJIS applications 
to meet the needs of the State.  One of the goals in the near future is to develop a strategy that will 
help stabilize the operating environment for the JJIS applications.  Currently, some of the JJIS 
applications are decentralized, and as the desktop operating systems and office applications are 
upgraded, there are impacts to the JJIS applications.  The focus over the next few years will be to 
simplify support efforts and improve the JJIS applications.  As part of the continued JJIS 
development, the agency will expand information sharing as part of the KCJIS efforts of the State.   
The agency is also developing a strategy to upgrade any existing Windows NT 4 systems currently in 
operation, as the vendor will not support the product in the near future. 

 

Agency Architecture:  The agency implements Win-Intel platforms and builds its business 
applications on standard development languages. 

 
E-Government: Many of the initiatives outlined in E-Government are being embraced by JJA.  
We are utilizing our web presence to deliver more and more material to the citizens of Kansas 
and working partners of the agency.  The Juvenile Justice Information System (JJIS) was 
developed with major portions being interconnected through a secure web portal. 

 
Security:  Statements regarding what agency IT security measures are in place or are being 
planned for IT systems compliance in the following areas: 

Management Controls 
1-Risk Management – The agency manages risk depending on the size and scope of the 
system or project.  Most have review meetings with internal staff that evaluate the current 
status.  The use of the Web-enabled Questionnaire is referenced when appropriate. 

 
2-Review of Security Controls – The responsibility for ensuring security controls are in place 
has been distributed to the key functional areas of the agency.  Application development, 
desktop support, DB administration and network services all work with the Security Analyst.   

 
3-Life Cycle – The agency does not have a formal life cycle process at this time. 
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4-Authorizing Production – Systems are tested to the best of our ability prior to being 
implemented.  A roll back process is available during new releases. 

Operational Controls  
5-Personnel Security – The agency has acceptable use policies, warning banners, 
progressive discipline policies and an access approval process.  Every employee is required 
to pass a background check prior to be hired. 

 
6-Physical and Environment Protection – Access to the agency is controlled through an 
electronic keypad, with other areas within the agency controlled by a separate system.  
Required systems have climate controls and UPS systems that are monitored daily. 

 
7-Production Input/Output Controls – The agency has paper shredders that are used when 
disposing of confidential materials.  All electronic media are destroyed before being 
discarded. 

 
8-Contingency Planning – The agency has some contingency planning in place but will be 
revising and improving the documentation.  Tape backup media is cycled to an offsite 
secured storage location. 

 
9-Hardware and System Software Maintenance – All desktop and server hardware and 
software is maintained through our Networking and Helpdesk staff. 

 
10-Data Integrity – The agency has a virus scanning system deployed that is configured to 
do automatic updates from a central location in the agency. 

 
11-Documentation – Vendor supplied hardware and software documentation is in secured 
storage in the agency.  IT staff have also developed installation documentation that is 
specific to the agency. 

 
12-Security Awareness, Training and Education – As part of the new employee orientation 
every staff is required to review the agencies policies and sign off that they have read and 
understand them.  Each employee also has a review meeting with primary units of the 
agency to ensure they understand the working environment of the agency. 

 
13-Incident Response Capability – The agency relies on the Security Analyst to mitigate all 
incidents and request additional staff when needed. 

Technical Controls  
14-Identification and Authentication – The agency uses a combination of password controls 
when accessing systems.  Depending on the system, some are controlled through a simple 
password, where as others require a two factor authentication process.  Controls are in place 
to disable accounts after a preset number of failed attempts.  Passwords are forced to be 
changed on regular basis and cannot be reused again. 

 
15-Logical Access Controls – Users are instructed to lock their workstation before they leave 
their offices.  Users are defined in the systems to only have access at the level required by 
their position and as approved by the data owner and their supervisor. 

 
16-Audit Trails – The agency has many systems that log the activity of users, hardware and 
software.  The logs are available and stored for a length of time determined by the type of 
log.  With the number of logs and audit trails created by the agencies systems and the limited 
IT staff available, not all the logs are given the detail of review dictated by best practices. 
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Electronic Signatures: JJA does not currently employ PKI.  JJA does, however, utilize both two-
factor authentication and SSL encryption to major systems. 

 
Messaging:  The agency provides email to their employee that complies with the IT Management 
Council’s recommendations.  All other usage of electronic communications software, such as 
instant messaging and commercial web email, is forbidden by the agency through policy and is 
monitored for compliance. 

 
Disaster Contingency Planning:  This is one area where the agency is planning to have 
improvements in the upcoming year.  The agency currently has some internal IT plans but intends 
to develop them into a formal plan.  
 
 

AGENCY IT OBJECTIVES 
 
IT Objective # 1:  Juvenile Justice Information System (JJIS) Maintenance.  As the agency 
gains better business understanding of how JJIS can be utilized, the system and applications will 
be modified to meet changing requirements.  The State of Kansas has never before had access 
to this level of data that is centralized and near real-time.  The need for enhanced reporting and 
data analysis has been realized by the agency and is driving many of the application 
improvements. 
Two of the JJIS applications were written in VBA and has lead to a complicated support 
environment.  As Microsoft has released upgrades newer than the versions that the software was 
developed with, the agency has to maintain compatibility with the upgrades, and this has caused 
us to focus on these issues which has reduced the time the programmers have to address actual 
application issues and improvements.  With this in mind, the agency is looking into centralized 
application serving where we can control the software environment in which the applications run. 
A continued initiative to improve the juvenile identification process will be ongoing as resources 
allow. 
 
IT Objective # 2:  Internal Support Structure.  During the development of the Juvenile Justice 
Information System (JJIS), the agency relied on contracted development staff.  Although the 
contracted staff has done a great job for the agency and the number of contracted staff has been 
reduced, the cost is hard to fund on a long-term basis.  The agency is intending to transition the 
JJIS application support to internal agency employees as funding for staffing allows.   
 
IT Objective #3:  Disaster and Contingency Planning.  The agency needs to develop a formal 
plan to address all aspects of the IT and business infrastructure.  The agency has worked on this 
off and on over the last year but has not combined any working documents or done any testing. 
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Parole Board   (Agency #523) 
BUSINESS PROGRAMS: Inmate Release Administration and Supervision 
 
MISSION: The Kansas Parole Board, as part of the criminal justice system, strives to provide public 

safety by determining the conditions under which offenders may be released from prison 
in order to maximize their potential to become law-abiding citizens. 

 
SFY 2005 BUDGET:        $433,043  
SFY 2005 FTE:   3.0   
SFY 2004 IT EXPENDITURES::  $10,796 
WEBSITE ADDRESS: http://docnet.dc.state.ks.us/KPB 
 
 

 
IT Profile:  Agency has no dedicated IT Staff. 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange      
Servers      

PC-Desktop    5  
PC-Laptop      

 
 
 SFY 2004 MAJOR APPLICATIONS: None reported. 
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SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The Kansas Parole Board and the Department 
of Corrections collaborated to provide basic information regarding the parole board and notice of the 
monthly public comment sessions on the Department of Corrections’ website. 
 
STRATEGIC DIRECTION & OBJECTIVES: The Kansas Parole Board does not anticipate any 
changes in IT resources over the next three years. 
 

Agency Architecture:  The Kansas Parole Board has no plans to move towards a different 
platform. 
 
E-Government:  The Kansas Parole Board provides access to the monthly public comment 
sessions on the website.  
 
Security: The Kansas Parole Board works with the Department of Corrections to ensure the 
security of the system pursuant to ITEC policy 4230.  
 
Electronic Signatures: The Kansas Parole Board will work with the Department of Corrections to 
ensure PKI is implemented.  
 
Messaging: The Kansas Parole Board does not utilize personal assistants or instant messaging, 
in the current email platform.  
 
Disaster Contingency Planning: All records generated by the Kansas Parole Board are kept in 
the Department of Corrections’ files.  The Kansas Parole Board will work with the Department of 
Corrections to ensure the ability to continue business objectives in the event of a disaster. 
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Sentencing Commission, Kansas   (Agency #626) 
BUSINESS PROGRAMS:  Kansas Sentencing Commission 
    Implementation of SB 123 
 
MISSION: To develop post-implementation monitoring procedures and reporting methods to 

evaluate guidelines sentences; to advise and consult with the Kansas Secretary of 
Corrections and members of the Kansas Legislature in developing a mechanism to link 
guidelines sentence practices with correctional resources and policies, which includes the 
review and determination of the impact of the sentencing guidelines on the state’s prison 
population; to consult with and advise the Legislature with reference to the 
implementation, management, monitoring, maintenance and operations of the sentencing 
guidelines system; and to make recommendations to the Legislature relating to 
modification and improvement of the Kansas Sentencing Guidelines Act.    

 
SFY 2005 BUDGET:        $6,321,366  
SFY 2005 FTE:   7.0    
SFY 2004 IT EXPENDITURES::  $18,829 
WEBSITE ADDRESS:  http://www.ink.org/public/ksc    

 
IT Profile:  The agency has no dedicated IT Staff. 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  2  

PC-Desktop  11  
PC-Laptop  6  
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SFY 2004 MAJOR APPLICATIONS:  None reported. 

SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  This agency is not large enough to have any 
employees allocated specifically to perform IT duties.  While various staff members are occasionally 
able to assist other staff members with minor software and hardware problems, any/all significant 
repair are performed by an outside source, predominately DISC. 

STRATEGIC DIRECTION & OBJECTIVES: The sentencing commission’s office is working with the 
Kansas Department of Corrections to enable a system of document imaging.  The hardware 
requirements and software licenses necessary for this system are to be funded from the 
administrative portion of grant funds.  As such, the primary goal of this document imaging system is 
for historical document retention related to grant administration (note - grant administration has 
moved to the Office of the Governor).  No products have yet been purchased for this project. 

Kansas Statistical Analysis Center Grant (SAC Grant)  The Kansas Sentencing Commission has 
applied for a SAC Grant to purchase a computer, software, printer and a server.  This will allow our 
agency to enhance efficiencies and to centralize and ensure the method of data back-up.  Should 
this grant be received, it will enable the networking of the office’s machines. 
 

 
Agency Architecture:  The agency’s microcomputers are networked peer to peer. 
 
E-Government: This agency will continue to update the web site for citizens, businesses and 
governments by providing timely information and access to our publications on our web site. 
 
Security: Antivirus software (i.e., eTrust InnoculateIT, Version 6.0.96) has been installed and is 
updated regularly on all personal computers. In addition, all personal computers with sensitive 
information are password protected and in addition, firewall software has been installed on the 
four personal computers that are networked. 
 
Electronic Signatures: This agency does not have any data encryption, or any need for the 
digital identity of the user because no information is encrypted. 
 
Messaging: None reported. 
 
Disaster Contingency Planning: None reported. 
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Agriculture, Department of  (Agency #046) 
BUSINESS PROGRAMS:  

Administration & Support Agricultural Laboratories 
Food Safety & Consumer Protection Programs Environmental Protection Programs 
Regulation of Water Resources  

 
MISSION: The Kansas Department of Agriculture strives to establish itself as the premier food 

safety, consumer protection and natural resource protection agency in Kansas.  The 
strong foundation provided by the agency’s regulatory programs allows the secretary to 
effectively advocate and educate on behalf of Kansas agriculture.  This vision is 
implemented by administering the laws and programs assigned to the department for the 
benefit of the people of Kansas.  KDA administers its programs in an effective and 
efficient manner, which, if challenged, will be proven credible.    

 
SFY 2005 BUDGET:        $20,657,533  
SFY 2005 FTE:    302.5   
SFY 2004 IT EXPENDITURES::  $777,742 
WEBSITE ADDRESS:  http://www.accesskansas.org/kda  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.4 0.6 0.4 0.6   

Application Maintenance and Enhancement   
(in-production systems) 2.9 0.1 2.9 0.1   

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0.4 0.2 0.4 0.2   

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.4  0.4    

Network Engineering, Technical 
Management and Support 0.8  0.8    

Computer Operations, Management and 
Technical Support 1.8  1.8    

Web application development and 
maintenance 0.5  0.5    

IT Security 0.8  0.8    

Other IT Functions (please identify) 8.0* 0.1 8.0* 0.1   

TOTAL FTEs 8.0 1.0 8.0 1.0   
 * Data Entry and Keyboard Positions do not fall under IT FTE positions 
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

    
Midrange      
Servers    17  

PC-Desktop    352  
PC-Laptop      

 



January 2005 

Chapter 2.5 – Agriculture & Natural Resources    Agency IT Management & Budget Plans 

 

2-248 

SFY 2004 MAJOR APPLICATIONS:  
Automated Office Management System (AOMS) Server/PC 
Registration, Enforcement and Compliance System (RECS) Windows 2003 Server 
Water Rights Information System (WRIS) Windows 2003 Server 
Automated Inspections Programs (AIP) Server/PC 
Kansas Automated Plant Pest Regulatory Information System 
(KAPPRIS) 

Server/PC 

  
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: Continuing to develop new applications to 
replace old File Pro applications.  Completed  licensing for Weights& Measures, ACAP and Pesticide 
Products and Dealers.  Department started its move from a pure Corel Office environment to a 
Microsoft Office Platform.  The transition is has brought the MS Office environment to all department 
systems.  KDA will phase the transition in over the next year.  Much effort was placed on bring the 
department to a single desk top operating system.  The department has converted over 95% of all 
systems to MS Windows XP environment.  The remainder will be transitioned out through system 
replacements by the close of the FY 2005 Year.  KDA has converted all but one server to MS 
Windows Server 2003, bringing the agency under the Active Directory environment.  Additionally, the 
agency began a website redesign effort. 
 
STRATEGIC DIRECTION & OBJECTIVES: After internal reviews, the agency has identified several 
weak areas of the current IT organization.  The agency, being proactive in its IT support and 
development direction,  hired a Chief Information Officer (CIO) to improve the overall strategic 
direction of the department.  This function did not increase the overall IT structure, but rather from a 
reallocation of positions.  The new organization (see attached organizational chart) will provide the 
Secretary an individual that will provide strategic vision, direction, and have functional control of the IT 
applications functional area.   The previous position, Director of Information Resources and 
Technology, was reclassified and will serve under the CIO as the IT Operations Manager (OM). 

Agency Architecture:  KDA is pushing to move all it’s systems to a one-platform base.  The 
agency has set the goal of applying the Microsoft XP Pro Operating system to all KDA systems by 
mid SFY 2005.  All base units at the headquarters and field offices will be at the XP operating 
system by end of SFY 2004.   KDA is taking the same approach for office systems. 

 
E-Government:   KDA is continually moving toward more efficient processes.  As technologies 
advance, we must accommodate our end-user.  Electronic government (e-gov) allows for end-
user convenience while improving the department’s efficiency.  Also, improving the methods and 
technologies used to support field staff and home office users is necessary if we are to transfer 
data in a real-time environment.  The completion of the Registration, Enforcement and 
Compliance System (RECS), has made the single point of entry into a system that could be 
accessed by a variety of users to meet the needs of management and the department’s 
customers.  The implementation of the Registration, Enforcement and Compliance System 
(RECS) means the department will have a system of integrated applications to allow expedient 
business processing.  Access to this information is available to all who are authorized to use it 
through e-gov concepts.  KDA now has an operational one stop licensing center to process all 
contacts with users.  Still lacking is an easy and efficient method of transferring data from field 
and home office staff.  KDA has pushed  toward one licensing center to process all contacts with 
users. 

Security:  The agency has instituted the state guidelines for password protection.  Additionally, 
the agency has implemented the use of Virtual Private Networking (VPN) through the addition of 
Virtual Local Area Network (VLAN) technology.   The department’s security procedures 
delineated the necessity to use firewalls and virus protection services.  The department has a 
single point of entry for all LAN and VLANS through implemented firewall. 

Electronic Signatures:  None reported. 

Messaging:   None reported. 
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Disaster Contingency Planning:  This agency along with other state agencies, departments, 
boards, and commissions is struggling with electronic record retention.  Current hard-copy 
retention services and directives are implemented and are working appropriately.   Although 
major strides have been made in electronic mail, the agency has yet to develop or adopt a policy 
for other electronic records.  The agency does have excellent policy for providing public access to 
electronic information.  Since the implementation of the RECS application many of the requests 
for information are handled totally electronically. 

         
AGENCY IT OBJECTIVES 
 
IT Objective #1: Web-enable various application processes and database information services to 

support a near paperless environment and to implement the concepts of e-government, and to 
make our application processes for the many licenses, certificates and authorizations available 
via the Internet and intranet.  The purpose of this is to decrease paper flow, increase agency 
productivity and enhance customer service.  All agency programs will benefit from this objective. 

  
 

IT Objective #2: Convert the Fiscal operations from File Pro based system to Oracle Financials or 
another application that uses Oracle as its database of choice.   The purpose of this objective is 
to decrease paper flow, increase agency productivity and enhance customer service.  All KDA 
programs would benefit. 
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Animal Health, Department of  (Agency #055) 
BUSINESS PROGRAMS: Brand Registration division utilizes File Pro and Drafix Plus to track and 

draw the registered brands for the State of Kansas. 
 
MISSION: To ensure the public health, safety and welfare of Kansas’ citizens through prevention, 

control and eradication of infectious and contagious disease and conditions affecting the 
health of livestock and domestic animals in the State of Kansas; to regulate facilities that 
produce, sell or harbor companion animals and enforce the laws governing such facilities; 
to direct an effective brand registration and inspection program to identify ownership of 
lost or stolen livestock and to inform the public of the status of the health of livestock in 
the State to promote understanding and gain public assistance in achieving this mission.    

 
SFY 2005 BUDGET:        $2,902,027  
SFY 2005 FTE:    33.0   
SFY 2004 IT EXPENDITURES::  $43,427 
WEBSITE ADDRESS:  www.accesskansas.org/kahd 
 
IT Profile:   

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:   

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  2  

PC-Desktop  15  
PC-Laptop    

SFY 2004 MAJOR APPLICATIONS: None reported.. 

 SFY 2004 AND RECENT IT ACCOMPLISHMENTS: Installed a firewall to secure agency network. 
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STRATEGIC DIRECTION & OBJECTIVES: The agency is working with DISC Small Agency Support 
Group to install 2 servers that will provide data backup and give the agency domain functionality.  We 
are also upgrading all of our PC’s to Windows XP and Microsoft Office 2003 for added security; 
convert work group to active directory domain; update database to SQL server and MS Access; 
combine different areas of agency job functions to provide cooperative work efforts. 

Agency Architecture:  Our agency is a Windows platform with Microsoft Server 2003 with active 
directory in a domain structure. 

E-Government:   Our agency does not participate in E-Government. 

Security:  We have up to date licenses for Computer Associates Anti-Virus and a SISCO PIX 501 
firewall blocking external access and connecting to Department of Administration via an encrypted 
VPN. 

Electronic Signatures:  The agency does not utilize electronic signatures. 

Messaging:  The agency uses INK for Pop3 e-mail and several of the employees use YAHOO 
Instant Messenger. 

Disaster Contingency Planning:  We are currently in the process of implementing office site 
backups for agency data. 
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Conservation Commission  (Agency #634) 
BUSINESS PROGRAMS:  

Water Resources Cost-Share Program Multipurpose Small Lakes Program 
Non-Point Source Pollution Control Program Land Reclamation Program 
Kansas Water Quality Buffer Initiative State Aid to Conservation Districts 
State Assistance to Watershed Dam Const. Water Rights Purchase Program 
Riparian & Wetland Protection Program  Watershed Planning Asst. Program 

 
MISSION: The State Conservation Commission administers conservation programs designed to enable 

local entities and individuals to protect and enhance Kansas’ natural resources.    
 
SFY 2005 BUDGET:        $9,699,939  
SFY 2005 FTE:   14.0    
SFY 2004 IT EXPENDITURES::  $28,893 
WEBSITE ADDRESS:  http://www.accesskansas.org/kscc  

 
IT Profile:   Note:  SCC has no IT Staff positions.  The Kansas Department of Agriculture provides 
IT support through a written agreement with the SCC.  The annual cost billed to the SCC by KDA is 
estimated at $10,000.  These services cover network engineering, technical management and 
support. 
 

 

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange      
Servers    4  

PC-Desktop  1  15  
PC-Laptop    3  

 
SFY 2004 MAJOR APPLICATIONS:  

Cost-Share Processing Database UNIX 
Financial Management Server 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
       

Application Maintenance and Enhancement   
(in-production systems)       

Application Development       

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       
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SFY 2004 AND RECENT IT ACCOMPLISHMENTS: In November 2004, the SCC completed the third 
and final development phase of a three phase IT project to automate information systems and cost-
share database processing functions using a web based design.  The SCC began planning the Cost 
Share Information Management System (CSIMS) in October of 2001. The first phase, IT Needs 
Analysis, identified areas compatible with automation systems. The second phase involved the 
integration of systems to manage the various cost-share and other conservation programs 
administered by the agency and was competed June 30, 2004.  Phase II of this project has reduced 
cost-share contract processing and payment time by 70% and resulted in the reduction of clerical 
staff by 1.5 positions.  Phase III is targeted for completion by October 15, 2004.  Agency computers 
were upgraded to upgraded to Windows XP Professional.  A new web server was purchased for 
CSIMS and a server was purchased for SCC operations. Five PC workstations were upgraded. 
 
STRATEGIC DIRECTION & OBJECTIVES:   “ To continue development and implementation of IT 
design and implementation that addresses current and future IT needs of the SCC with a focus on 
effective and efficient program delivery and administration” 
 
The SCC is currently developing Phase III of the project that will incorporate Geographic Information 
Systems (GIS), a personnel management and reporting system, bulletin board, and system 
enhancements.  This phase will be completed by October 15, 2004.   It is estimated some of Phase III 
may be completed in FY 2005.  The GIS component of Phase III will be developed mostly by the Data 
Access and Support Center (DASC) at the Kansas Geological Survey and may not be totally refined until 
spring 2005.  In support of the development of CSIMS, DASC will develop an interactive mapping 
application that enables a geographic view of the cost-share implementation component of CSIMS.  The 
application will support basic map navigation, layer control, feature identification, and provide connectivity 
to the CSIMS allowing the user to begin at the statewide extent, navigate to an area of interest, and then 
hyperlink to the detailed information in CSIMS.  The ability to quickly produce a map will be of great 
benefit to resource managers at both the state and local level.  The CSIMS reporting and mapping 
functions will be available to the 105 county conservation districts as well as the SCC.  The agency 
program manuals will be available to conservation districts through CSIMS in a PDF format.  Additionally, 
the SCC will be posting business documents on the agency web site such as annual reports, minutes, 
agendas and personnel directories.  Updates and a revised version of the cost-share database will be 
pursued in FY 2006 and later years.  Funding for future annual maintenance and enhancement of CSIMS 
is budgeted in the FY 2006 budget at $20,000.  The SCC will in future years begin planning the 
replacement of the Filepro applications currently used by budget staff for agency financial operations.  
The SCC will upgrade 20% of its 19 computer systems in FY 2006.  The agency’s computer upgrade 
plan forecasts upgrading 20% of its systems each year to maintain current technology and system 
reliability estimated at $2,500.  Additionally current services budget requests will address annual 
management and technical network and server support provided by KDA at a cost of $10,000.  
Annual software and license maintenance costs are estimated at $3,000. 

 

Agency Architecture:  The SCC currently maintains a UNIX system to process cost-share 
application transactions for 2002 and 2003 encumbered fiscal years.  The system will be phased out 
in favor of the Oracle system over the next year when the SCC closes out FY 2002 and 2003 
encumbered year contracts.  SCC operations are conducted using a Microsoft environment.  Filepro 
applications are used by fiscal staff which was a design created by KDA. Other MS applications are 
used by agency staff. 

E-Government: The SCC will increase the electronic access to business documents and agency 
program related information through the use of web site posting of these documents.  Licensing fees 
in the Land Reclamation Program may be paid electronically with the use of credit card software 
installation.  In FY 2004, conservation districts gained the ability to access the online cost-share 
database developed by CTA and the SCC. 
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Security: The SCC has adopted the Kansas Department of Agriculture Information Technology 
Security Policy (KDA 2001-01) dated February 20, 2001.  In FY 2004 the SCC adopted new 
password security protocols. 

Electronic Signatures:  The SCC currently has no electronic signature functions.                        

Messaging: The SCC has no personal assistants.  The SCC uses Microsoft Message Exchange 
2003.  The email system used is Microsoft Outlook.  The use of instant messaging is discouraged. 

Disaster Contingency Planning: The SCC is working with KDA on contingency planning.  
Currently, the KDA IT staff back-up data daily on tape.  The KDA IT staff is negotiating with 
Department of Aging to move SCC data tapes monthly to their storage facility. 
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Fair, Kansas State   (Agency #373) 
BUSINESS PROGRAMS:  

Operations 
Maintenance 
Capital Improvements 

 
MISSION: To promote and showcase Kansas agriculture, industry and culture, create opportunity 

for commercial activity, and provide an educational and entertaining experience that is 
the pride of all Kansans.    

 
SFY 2005 BUDGET:        $5,365,677  
SFY 2005 FTE:   23.0    
SFY 2004 IT EXPENDITURES::  $57,015 
WEBSITE ADDRESS:  http://www.kansasstatefair.com 

 
IT Profile:  Agency has no dedicated IT Staff. 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange    
Servers  2  

PC-Desktop    
PC-Laptop  22  

 
 
SFY 2004 MAJOR APPLICATIONS:  None reported. 
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SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The The fair made enhancements with the 
purchase of three new microcomputers and one new laptop for the Administration Department. We 
purchased a laser printer.  Improvements continue to be made to the website to allow for online 
transactions, fair information, and e-mail marketing. 
 

STRATEGIC DIRECTION & OBJECTIVES: The Kansas State Fair will continue to use the e-
commerce aspect of its website through the retailing of various tickets and Fair-related items.  We will 
work toward making it possible for commercial and competitive exhibitors to renew their contracts 
and make payments via the Internet. 

Agency Architecture:  The agency has two servers with Windows 2000.  One server is used for 
a backup to the other server.  We currently use a DSL for internet use.  We have a star network 
topology with 16 nodes. 

 
E-Government: In the past year, the Kansas State Fair continues to grow in the e-commerce 
aspect of its website through the retailing of various tickets and Fair-related items. We anticipate 
continued growth in the next few years to allow our customer to make and pay for their entries via 
the website. We will work towards making it possible for commercial and competitive exhibitors to 
renew their contracts and make payments via the internet. 

 
Security:  The Fair utilizes the services and resources of DISC to monitor security issues and to 
make sure the necessary firewalls and procedures are in place. 

 
Electronic Signatures: No plans.  

 
Messaging:  The Kansas State Fair currently uses Microsoft Outlook Exchange offered through 
DISC for E-Mail. 

 
Disaster Contingency Planning:  Back up tapes are made every night of the files saved on the 
server.  We have a back up server that provides one week of back up information.  Periodically, 
the server is backed up on CDs.  CDs are stored off-site and through selected staff members to 
provide a secure and safe location in the event of an emergency 
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Health and Environment, Department of   (Agency #264) 
 
BUSINESS PROGRAMS:  

General Administration/Management Division of Health 
Center for Health & Environmental Statistics Division of Environment 
Division of Health & Environment Laboratories  

 
   
MISSION: KDHE ‘s mission is to optimize the promotion and protection of the health of Kansans 

through efficient and effective public health programs and services and through 
preservation, protection, and remediation of natural resources of the environment. 

 
 
SFY 2005 BUDGET:        $188,969,359  
SFY 2005 FTE:   889.0    
SFY 2004 IT EXPENDITURES::  $8,694,447 
WEBSITE ADDRESS: http://www.kdhe.state.ks.us  

 
 

IT Profile:  
 SFY 2005 

ACTUAL FTE 
SFY 2006 

PROJECTED FTE 
SFY 2007 

PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

9.4 0.5 9.4 0.5 9.4 0.5 

Application Maintenance and Enhancement   
(in-production systems) 4.9  4.9  4.9  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

8.3  8.3  8.3  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

6.8  6.8  6.8  

Network Engineering, Technical 
Management and Support 7.0  7.0 1.0 7.0 1.0 

Computer Operations, Management and 
Technical Support 16.0 3.0 16.0 3.0 16.0 3.0 

Web application development and 
maintenance 1.4  1.4  1.4  

IT Security 0.2 1.5 0.2 2.5 0.2 2.5 

Other IT Functions (please identify)       

TOTAL FTEs 54.0 5.0 54.0 7.0 54.0 7.0 
 
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

    
Midrange 3     
Servers  4  97  

PC-Desktop    1355  
PC-Laptop    383  
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SFY 2004 MAJOR APPLICATIONS:   
Aquatic Biological & Chemical Database Win2000 Server 
Storage Tanks  AS/400  
Solid Waste Facility System AS/400 
Well drillers logs (Water Wells) AS/400 
Wastewater Treatment AS/400> Win2000 Svr 
Public Water Supplies AS/400> Win2000 Svr 
GPS System AS/400/PC 
Vital Statistics Database AS/400 
Vital Statistics Information and Imaging System  Midrange 
VitalTrak Custom Software Suite N/A 
Infocorp Point of Sale Plus System (POSPLUS) Server 
VitalChek  Server 
Electronic Birth Certificate (EBC) System PC 
Spills AS/400 
Identified Sites AS/400 
Recycling database AS/400 
I-Steps Win2000 Server 
MCH/FP Data System Win2000 Server 
Newborn Hearing Screening Program Win2000 Server 
Livestock Waste AS/400 
Health Insurance Information System AS/400 
Health Care Provider Database AS/400 
Lab Neonatal Screening AS/400 
Special Health Services for Children AS/400 
KIIS (Kansas Immunization Information System) AS/400 
Child Care Licensing and Registration AS/400 
Lab Data Acquisition AS/400 
EPA National Databases AS/400 
Asbestos Program AS/400 
Lab Certification AS/400 
Universal Help Desk System AS/400 
Food and Lodging AS/400 
Children and Family Section AS/400 
Laboratory Information and Reporting System Midrange 
ACTION (Health Facility Regulation & Occupations Credentialing) AS/400 
HAWK PC 
KDHE IT Asset Database PC 
Laboratory Optical Disk Archive System Win2000 Server 
Infant Toddler System PC 
Certified Operators Win2000 Server 
BWM Solid Waste Siting Tool Win2000 Server 
Site Identification System AS/400 
SWAP Win2000 Server 
Jordan System Tier II WinNT Server 
BWM database AS/400 

   
 

SFY 2004 AND RECENT IT ACCOMPLISHMENTS: During SFY 2004, KDHE has spent a significant 
amount of time and resources focusing on information and system security throughout the agency 
and has made significant improvements to the security and management of our technology assets.  
The security tasks implemented include:  Creation of a Security Council, Creation of a security policy 
manual, An awareness-training program for users and programmers, A security incident reporting 
process, Implemented SMTP firewall, Implemented SSL VPN access to KDHE network, Implemented 
Intrusion Detection, Implemented Change Management and Performance Monitoring for Firewalls, 
Implemented Strong Authentication for Critical Applications, Implemented Enterprise Log Manager to 
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correlate Unix and Windows system logs into one location for monitoring, Enforced password 
screensavers, except on NT machines, Enforced KDHE password policy, except on NT machines, 
and Implemented Websense Web Filtering Software. 

 
Several major projects have been completed and placed into production including: 
 
CLARIS – The Child Care Licensing and Registration Information System Licensing and registration 
functions for Child Care programs including, application, inspection, renewal, inventory, complaint and 
enforcement tracking and background checks related to licensed and registered child care facilities 
 
WIC - Kansas Women, Infants and Children (WIC) Automation Initiative replaced its current manual, 
paper and batch oriented WIC processing with a fully automated statewide, WIC system.  This 
system increases the programs ability to efficiently and effectively serve eligible women, infants, and 
children in Kansas, to support a caseload of up to 75,000 participants monthly, and to improve 
participant processing services. 
 
HAN – Health Alert Network – Phase II, which helped establish communications system 
redundancy, and establishment of data links between the Kansas Health and Environmental 
Laboratory (KHEL) and KDHE’s Bureau of Epidemiology and Disease Prevention (BEDP). 

 
One Stop Phase I – The integration of five databases from within our Environment division into a 
data warehouse application.  Those databases were: Identified (Contaminated) Sites, Storage 
Tanks, iSTEPs (air emissions), Solid Waste, and Wastewater Treatment.  The program (called 
Facility Profiler) enables the identification of these databases from one GUI front end. 
 
Several major projects were initiated or are on-going: 

 
One Stop Phase II – the continued integration of nine additional databases into the Facility Profiler’s 
data warehouse, including two databases from the EPA using their new “node” technology. 

 
SDWIS - Kansas Safe Drinking Water Information System - An upgrade of the Kansas Drinking 
Water Database was necessitated by increases in the federal Safe Drinking Water Act requirements 
that were adopted to satisfy the 1996 amendments to the act.  The SDWIS project will develop 
auxiliary business systems in order to meet the remaining percent of automated needs.  Some 
examples of these business areas are non-compliance determinations for state requirements, 
permits and fees and billing and inspections.   

 
Vital Statistics  - The replacement of the current legacy Vital Statistics system that was built in 
1980s-1990s. KDHE ‘s Vital Statistics is one of the most complex client/server-based systems in 
Kansas State Government.  The system facilitates storage, management, and retrieval of more that 
8 million records that include birth and death certificates.  Business motivators include (but are not 
limited to); need to replace legacy Genexus-based system, standard certificate revision, general 
improvement of processing, need to increase systems reliability, further automation of manual 
processes, need to replace obsolete hardware, need to replace obsolete 16-bit Filenet software 
environment, need to upgrade the electronic birth registration system (EBC), and need to upgrade 
the point of sales software. 
 
Kansas Immunization Registry - Redevelopment of the registry as a web enabled system is 
intended to make the registry available to more providers and utilize existing or planned systems as 
a source for immunization data to populate the registry.  The Kansas Immunization Registry will be 
the state managed repository of immunization information that will receive data from and provide 
data to multiple trading partners.  The Registry will be designed to meet the minimum functional 
standards that have been defined by CDC, which include stringent guidelines on confidentiality and 
security.   
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Network Infrastructure: KDHE’s network needs and requirements have changed since the current LAN was 
installed three years ago.  KDHE has a much greater need for redundancy to provide high availability and 
less network downtime for the Health Alert Network and other systems.  Additionally, the changes proposed 
will allow gigabit connections between servers and faster backups.  The network changes will add more 
capacity to accommodate GIS capabilities today and into the future while ensuring confidential and integrity 
of KDHE information.   

 
 

STRATEGIC DIRECTION & OBJECTIVES: The IT strategic direction and objectives for the Kansas 
Department of Health and Environment through SFY 2005-2007 can be summarized by a couple of 
key points. 

 
First, the alignment and priorities of I/T resources must reflect the agency’s goals; we’ll obtain that by 
creating a detailed strategic plan based on the Agency’s vision and objectives and tied to the 
individual’s bureau’s goals.  The creation of an executive I/T committee will help in the prioritization of 
tasks and projects.  Possible organization changes may be made to better reflect the way projects are 
initiated, created and implemented.   Roadmaps will be created that will detail out time lines and 
resources. 
 
We will/are increasing the visibility of KDHE’s data, increasing the sharing of data between bureaus, 
and identifying and defining key datasets to allow us to publish this data to the appropriate audience 
including E-Government initiatives. GIS will play an important part in this initiative. The use of data 
warehousing techniques will enable users of the data to access and see the data in completely new 
ways.  This process will include the identification of the toolsets that will allow us to manage this 
effectively and to produce timely results. 

 
An effective measurement system will be installed to monitor the health and performance of 
technology at KDHE.  We will be developing a scorecard to benchmark technology with key indices to 
monitor our progress and I/T will be entering into Service Level Agreements (SLAs) with our 
customers. 

 
And lastly, we will consolidate and simplify the technology architecture to allow us to be much more 
effective with I/T resources.  This standardization will be on mainstream technology and have to be 
phased in over a period of years to allow for the replacement of systems and hardware.    

  
 

Agency Architecture:  KDHE continues to migrate away from the AS/400 platform and related DB2 
database due to lack of applications vendors using that platform, although the migration may take 
several years to complete.  We have standardized on an Intel Windows 2003 server environment 
wherever possible.  Significant network storage is kept on enterprise storage area networks.  KDHE’s 
network protocol is TCP/IP, and we use Active Directory for our directory services.  Our email system 
is Lotus Notes.  We use a number of different databases currently, including DB2, Oracle, SQL 
Server, Informix, Access, FoxPro, Excel, QuatroPro, Domino, and Sybase.  An initiative is underway 
to consolidate those technologies and determine migration paths.  Imaging products include FileNet-
IMS and ARC-GIS for GIS applications.  Our server platforms currently consist of Sun, AS/400, 
RS6000, and HP Intel products.  Our server O/S include AIX, SOLARIS, OS/400, NT, Windows 
2000, and Windows 2003.  An initiative is underway to consolidate those technologies and determine 
migration paths.  Our application development environment consists currently with Oracle, RPG, 
ASP, .NET, Visual Basic, Access, ARC-GIS, SAS, Lotus Notes, Java and some legacy PL/1 code.  
An initiative is underway to consolidate those technologies and determine migration paths.  Our six 
district offices have local services and attach to the Curtis building through the KANWIN frame relay 
network. 
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E-Government:  Consistent with our overall plan, KDHE is committed, where appropriate, to provide 
web access to citizens, businesses, and governments with equal, efficient, electronic access and 
interaction with government information. 

 
Security:  KDHE has implemented a considerable amount of information security policies, 
systems and changes over the last year.  Security in these three areas (Management, 
Operational, and technical) remains our top objective and continued support and maintenance is 
being exercised to protect information assets.   

 
Electronic Signatures:  KDHE currently has no plans of using PKI for electronic signatures. 

 
Messaging:  KDHE has standardized on Blackberry for personal assistants.  Instant messaging is 
being considered for use by KDHE top administration.  KDHE's current groupware application is 
Lotus Notes. 

 
Disaster Contingency Planning: Currently, there is NO statewide contract for assistance 
with continuity planning.  KDHE is in the process of contracting with an entity to assist with the 
update of our business continuity plan. 

 
 

AGENCY IT OBJECTIVES 

IT Objective #1: Enhance I/T Strategic Plan and Develop Roadmap:  While an I/T strategic 
plan exists, we envision a much more comprehensive plan to include strategies to obtain our goals 
with detailed roadmaps of applications that include timetables and I/T resource requirements.  This 
plan will be built with each individual’s bureau’s goals and objectives in mind and aligned with the 
Agency’s overall goals and objectives. 

 
IT Objective #2: Technology Consolidation and Standardization:  The proliferation of 

technology continues to make support and maintenance of systems difficult and costly.   A plan is 
being developed that will guide KDHE to consolidate on mainstream technology platforms for 
database, programming languages, hardware server platforms and O/S. 

 
IT Objective #3:   Dissemination of Data Resources:  Historically, KDHE has been limited in 

their ability to distribute data both internally and externally.  A process team will be established to 
develop a comprehensive approach for the collection, analysis and dissemination of data.  Data 
standards will be established, and systems and applications will be developed with the idea of 
sharing data where appropriate.  

 
IT Objective #5: Balanced Scorecard:  Development of an I/T balanced scorecard that will 

enable I/T and clarify their vision and strategies and translate them into action. It will provides 
feedback around both the internal business processes and external outcomes in order to 
continuously improve strategic performance and results.  

 
IT Objective #6: Security:  While considerable security has been added to KDHE over the last 

year, security remains one of our top objectives and continued diligence must be shown to protect 
system and data assets.  Our business continuity plan will be updated and we will continue to 
improve upon our processes. 

 
IT Objective #7       GIS:   Develop sustainable, robust geographic information system (GIS) 

capabilities to support regulatory obligations and establish resources to enable our divisions to 
better respond in emergency response, bio-terrorism events.  Our future goals are to enhance all 
agency databases to include spatial components and establish real-time spatial data access. 
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IT Objective #8: Web Accessibility:  All new systems considered for development, depending on 
the nature and scope of the system, should incorporate browser-based capabilities.  This will 
provide the greatest flexibility in allowing intranet and Internet accessibility. Initial application areas 
include Health Occupation and Credentialing, Immunization Registry, Vital Statistics Integrated 
Information System, Lead Program, KSTRAIN, and Brownsfield and data collection.  

 
IT Objective #9:  Provide excellent technology support and training to KDHE:  Use new 

technologies and tracking mechanisms in order to provide and maintain a high performance 
desktop environment for all KDHE staff.  Also, continue to use technology and innovative training 
techniques for superior technical training. 
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Water Office, Kansas   (Agency #709) 
BUSINESS PROGRAMS:  
  

Water Policy Planning Water Marketing Program 
Basin Planning Water Assurance Program 
Agency Management Planning Water Conservation Program 
Assessment and Evaluation  

  
MISSION: The mission of the Kansas Water Office and Kansas Water Authority is to develop water 

policies through an open planning process, facilitate the coordination of agency activities 
regarding water, and operate a raw water marketing program to ensure an adequate 
supply for the citizens, environment and industries in Kansas. 

 
SFY 2005 BUDGET:        $5,620,154  
SFY 2005 FTE:   22.5    
SFY 2004 IT EXPENDITURES::  $318,632  
WEBSITE ADDRESS:  http://www.kwo.org  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.1  0.1  0.1  

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance 0.2  0.2  0.2  

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs 0.3  0.3  0.3  

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange      
Servers    2  

PC-Desktop  1  26  
PC-Laptop    7  

 
SFY 2004 MAJOR APPLICATIONS: None reported.. 
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SFY 2004 AND RECENT IT ACCOMPLISHMENTS: The Kansas Water Office completed nominal 
software and hardware upgrades to both servers and workstations to current standards in SFY 2003.  
Upgrades will allow the agency to function more efficiently and effectively. 
 

 STRATEGIC DIRECTION & OBJECTIVES: The Kansas Water Office is transitioning the state water 
planning process from a paper driven planning function to an electronic approach.  Core planning 
information will be entered by both Kansas Water Office staff as well as staff from other state agencies 
through the agency web site.  Key planning and report documents will be generated from this database. 

 

 

Agency Architecture:  The Kansas Water Office uses microcomputers and servers running 
Microsoft XP; the sole UNIX workstation will be surplused as the application running on it is now 
available for the Windows environment. 

 
E-Government: the Kansas Water Office is transitioning the state water planning process from a 
paper driven planning function to an electronic approach.  Core planning information will be entered 
by both Kansas Water Office staff as well as staff from other state agencies through the agency web 
site.  Key planning and report documents will be generated from this database. 

 
Security:  External security is maintained by use of a firewall maintained under contract by the 
Kansas Department of Agriculture.  Internal security is based on individual access to information 
permissions set at server and drive level. 

Management Controls- 
1-Risk Management -– Maintained through agreement with Department of Agriculture. 
2-Review of Security Controls– Maintained through agreement with Department of Agriculture. 
3-Life Cycle– Maintained through agreement with Department of Agriculture. 
4-Authorizing Production- Kansas Water Office has no production databases. 

Operational Controls – 
5-Personnel Security – Limited access to only staff work on personnel. Network administrator 

has gone through a KBI background check. 
6-Physical and Environment Protection – Building is secured by electronic door locks.  Server 

and data room is further secured and monitored at all times by electronic entry locks. 
7-Production Input/Output Controls - Kansas Water Office has no production databases. 
8-Contingency Planning – Maintained through agreement with Department of Agriculture. 
9-Hardware and System Software Maintenance – Maintained through current SA on Microsoft 

products, E-Trust and TrendMicro.  Hardware on three year replacement schedule. 
10-Data Integrity – Data is on mirrored set and backed up nightly.  Data access is limited to 

staff working directly with data through permissions settings. 
11-Documentation – Maintained through agreement with Department of Agriculture. 
12-Security Awareness, Training and Education – Using Microsoft recommendation of user 

identification and behavior as far as gaining access to network data.   Security training 
provided via E-mail, employee handbook and staff meeting discussions. 

13-Incident Response Capability – maintained through agreement with Department of 
Agriculture. 

Technical Controls – 
14-Identification and Authentication – Limited who has access to user name and password of 

sensitive data.  Passwords changed at least monthly.   
15-Logical Access Controls – Minimal access allowed. 
16-Audit Trails – Turned on and tracked through Microsoft products. 

 
Electronic Signatures: There is no need for the Kansas Water Office to use electronic 
signatures due to size and all access is local within building. 
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Messaging:  Many of the professional staff use Handspring Visor Pro PDAs; however, the 
agency is migrating to the use of Toshiba PDAs that operate under the Pocket PC OS, rather 
than the Palm OS, due to improved compatibility with agency Microsoft Office software. Instant 
messaging is not used at the Kansas Water Office. Current email platform is Microsoft Office. 

 
Disaster Contingency Planning:  Back up of all network drives is completed to tape format.  The 
tapes are stored in a fire safe enclosure.  A year’s worth of back up is retained before being 
overwritten.  Each day’s back up is stored off-site.  The agency does not maintain basic core data of 
interest to the public. 

 
AGENCY IT OBJECTIVES 
 
IT Objective #1:  Replacement Plan - Systematically upgrade and replace software and hardware 

components to maintain agency capability at current technological standards.  The agency will implement 
a policy to upgrade hardware on a three year replacement cycle.  The Kansas Water Office will evaluate 
each new software release to determine whether to upgrade based on agency need and software 
capability as the release is made by the vendor.  Currently, the Kansas Water Office has maintenance 
agreements with Microsoft, SAS Institute and Environmental Systems Research Incorporated. 
 

IT Objective #2:  Electronic Document Production - To transition the production of all major documents 
from a paper format to an electronic system.  The agency will begin this process by focusing on the 
planning functions and documents of the State Water Plan.  The documents will be made available 
primarily through the agency’s web site. Core information will be entered by both Kansas Water Office 
staff as well as staff from other state agencies through the agency web site.   
 

IT Objective #3:  Staff Training - The agency will implement a policy of providing training to staff to fully 
utilize the capabilities of available software.  Training will be made available to staff, prioritized based on 
the expected amount of software usage by each individual staff member.  Successful completion and 
utilization of gained skills will be included in staff performance outcomes. 
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Wildlife and Parks, Department of   (Agency #710) 
BUSINESS PROGRAMS:  

Administrative Services  Parks 
Executive Services Fisheries and Wildlife 
Grants-in-Aid  Capital Improvements 
Law Enforcement  

  
MISSION: The mission of the Department of Wildlife and Parks is to conserve and enhance Kansas’ 

natural heritage, its wildlife and its habitats to ensure future generations the benefits of the 
State’s diverse, living resources; to provide the public with opportunities for use and 
appreciation of the natural resources of Kansas, consistent with the conservation of those 
resources; and to inform the public of the status of the natural resources of Kansas to 
promote understanding and gain assistance in achieving this mission. 

   
SFY 2005 BUDGET:        $43,233,692  
SFY 2005 FTE:   406.5    
SFY 2004 IT EXPENDITURES::  $930,196 
WEBSITE ADDRESS:  http://www.kdwp.state.ks.us  

 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

1.0  1.0  1.0  

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

2.0  2.0  2.0  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support 0.5  0.5  0.5  

Computer Operations, Management and 
Technical Support 2.0  2.0  2.0  

Web application development and 
maintenance 2.0  2.0  2.0  

IT Security 0.5  0.5  0.5  

Other IT Functions (please identify)       

TOTAL FTEs 8.0  8.0  8.0  

 
Computer Assets:  

 AS/400 Unix Linux MS Windows Apple 
    

Midrange      
Servers   2 6  

PC-Desktop    334 17 
PC-Laptop      
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SFY 2004 MAJOR APPLICATIONS:  
Boat Registration Server Big Game System  AS/400 
Law Enforcement System AS/400 License Agent System AS/400 
Property Inventory AS/400 Environmental Permitting and Project Tracking Server 
Cost Accounting System (CAS) AS/400 Creel Survey (Creel) Server 
Hunter Education Server Aquatic Data Analysis System (ADAS) Server 
Planning System AS/400 Reference Library System Internet 

   
SFY 2004 AND RECENT IT ACCOMPLISHMENTS:  Reorganized IT efforts with the hiring of a Web 
Services Manager and Web Applications Designer.  Enhanced the online sales system through the 
development of an online Spring Turkey Application and Permitting module.  Created a formal Help 
Desk to better manage calls for assistance from agency staff.  Designed and coded the Law 
Enforcement Ticket System.  Revised Big Game system to handle two counties and the new January 
Deer Season.  Enhanced Boat Registration System.  Completed planning for Pratt IT office remodel 
to improve ergonomics and minimize unsupervised access.  Installed new server rack and intranet 
server.  Continue major update to network documentation.  Participated in evaluation team for new 
automated licensing project.  Purchased own web servers.  Selected content management system 
software.  Negotiated web server hosting arrangement with DISC.  Performed needed changes to 
existing web site while finalizing plans for development of new web site design  and content 
management. 
 
STRATEGIC DIRECTION & OBJECTIVES:  Wildlife and Parks has identified the following strategic 
direction and objectives:   

 
Agency Architecture:  None reported. 

 
E-Government:  The agency will continue to pursue broader use of the Web to conduct agency 
business. KDWP will enter into a contract with a vendor to install an automated licensing and 
permitting system at  KDWP offices and vendor locations statewide. Installation of such a system will 
produce benefits such as adding customer information to our demographic database and generally 
eliminate the number of permits filled out by hand are steps that will enhance customer service. As  
customers are served through the online sales system, that customer information already stored in 
the customer database can become self-populating when purchasing future permits. Expansion of 
our demographic database will aid in program development and long term strategic planning. In 
addition, the Department plans an overhaul of the agency web page to better assist our constituents. 
The agency will continue to review the Department web site for timeliness and accuracy of 
information. Content will be added or removed to meet the needs of our constituency. Even with the 
implementation of the new automated licensing system, the system will continue to be researched 
for added accessibility to the public. Aspects of added accessibility to be considered would be 24/7 
hardware similar to ATMs or kiosks at select Department locations; installation of similar hardware in 
large volume retail outlets that carry hunting, fishing, camping and other outdoor recreation products 
and other installations as determined through future study. 

 
Security:  The agency will continue to monitor security measures for all agency-managed computer 
data. As more advanced security products become available, these products will be evaluated, and 
installed if found to be acceptable. Installation and configuration of a new firewall appliance is to be 
done.   

 
Electronic Signatures:  PKI technology will be studied as it pertains to the business operations of 
the Department. The viability of using PKI will be considered as it relates to allowing field staff to 
digitally sign time and leave documents.  

 
Messaging:  Currently, KDWP makes limited use of messaging technology. It is being researched 
for viability with field operations. 

 
Disaster Contingency Planning:  Existing plans are being reviewed for modification in relation to 
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the addition of the new automated licensing system. Vendor for new automated system has provided 
plan detail as it relates to the continuation of automated sales. 

 
AGENCY IT OBJECTIVES 
 
IT Objective #1:  Maintain very high level of system security across the agency.  Eliminate all unwanted 

system intrusions.  Redirect additional staff time to network security training and oversight.  Assure up-
to-date hardware and software protection from intrusions.  By continuing to emphasize system 
security, we are striving to eliminate instances of compromising the KANWIN backbone, protect the 
privacy of information, and disruption of agency operations.  

  
IT Objective #2:  Take over complete management of all web services.  Complete the housing and 

installation of our own servers at DISC.  Transfer our public web services functions to our own servers.  
Complete redesign of web site.  Develop a content management system.  By taking over management 
of all web services, we will provide more timely and “personalized” information through the web. 
Department staff directly involved in the management of agency areas and operations will be able to 
post information of interest to the public that is pertinent their area or sphere of operation. 

 
IT Objective #3:  Update hardware and software environment for major applications.  Move all major 

applications from the AS/400 platform to server architecture and eliminate the AS/400 Platform.  
Convert all major applications from AS/400 to server.  Shifting all major applications from the AS/400 
to the server environment will allow for a more flexible management by parceling applications across 
several servers rather than reliance on one device. Failure by a single server may only interrupt 
selected business operations and allow continuance of unaffected applications. 

 
IT Objective #4:  Provide support to Licensing Section during development and implementation of 
automated licensing system.  IT staff, as necessary, will be adjunct members of agency team and 
participate in discussions between contract vendor and Department.  IT staff will provide Necessary 
support to successfully interface automated licensing system database(s) with KDWP database(s).  
Although the Licensing Section will be the primary manager of the automated licensing system, 
integration of demographic and sales data from that system to KDWP systems will allow the Department 
to improve upon marketing efforts. Having such information will be critical to KDWP in managing for our 
constituents needs in the future. 
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Transportation, Department of   (Agency #276) 
BUSINESS PROGRAMS:  

Highway Maintenance Construction 
Local Support   Management 

   
 MISSION: To provide a statewide transportation system to meet the needs of Kansas. 
 
 
SFY 2005 BUDGET:        $882,470,291 
SFY 2005 FTE:   3,251.5 
SFY 2004 IT EXPENDITURES::    $  14,812,952 
WEBSITE ADDRESS:   www.ksdot.org 
 
IT Profile:  

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

20.6  20.6  20.6  

Application Maintenance and Enhancement   
(in-production systems) 16.9  16.9  16.9  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

22.9  22.9  22.9  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

4.0  4.0  4.0  

Network Engineering, Technical 
Management and Support 13.3  13.3  13.3  

Computer Operations, Management and 
Technical Support 11.7  11.7  11.7  

Web application development and 
maintenance 6.7  6.7  6.7  

IT Security 17.9  17.9  17.9  

Other IT Functions (please identify) 18.0  18.0  18.0  

TOTAL FTEs 132 132 132 
 

Computer Assets:  
 AS/400 Unix Linux MS Windows Apple 

   
Midrange      
Servers   2 199  

PC-Desktop    2053  
PC-Laptop    931  

 
SFY 2004 MAJOR APPLICATIONS: 
  

AASHTO Pontis - Structures HP/Compaq  Integrated Financial Information 
System (IFIS) 

 Amdahl MVS 

AASHTO Virtis Bridgeware) HP/Compaq KANROAD HP/Compaq 
 

AASHTO Virtis/Opis (OPIS) HP/Compaq Kansas Accident Records System 
(KARS) 

HP/Compaq 
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Adv Traveler Info Sys (511)  KC-Scout Proprietary 
Automated Budget System Amdahl MVS Laboratory Information Management 

System (LIMS) 
HP/Compaq 

Bid Analysis Mgmt Sys (BAMS) Amdahl MVS LEAP HP/Compaq 
Bridge Office Management System 
(BROMS II) 

HP/Compaq Learning Management System (LMS) HP/Compaq 

Budget System Amdahl MVS Legislative Bill Tracking Amdahl MVS 
Control Section Analysis System 
(CANSYS II) 

HP/Compaq Long Term Pavement Performance 
(LTPP) 

HP/Compaq 

Capital Inventory (CPN) Amdahl MVS LPILE Plus HP/Compaq 
Cash Receipts Amdahl MVS National Bridge Inspection Program 

(NBIP) 
HP/Compaq 

Computer Aided Drafting and 
Design/Computer Aided Mapping 
(CADD/CAM) 

HP/Compaq Non-System Roadway Amdahl MVS 

Construction Management System 
(CMS) 

Amdahl MVS Pavement Management System (PMS) HP/Compaq 

Construction Management System 
Materials Inspection 

Amdahl MVS Personnel and Position Management 
System 

Amdahl MVS 

Consumable Inventory Management Amdahl MVS Program Development Model HP/Compaq 
Cost Center Feedback (CCFB) Amdahl MVS Public Involvement Database (PID) HP/Compaq 
Comprehensive Program Mgmt System 
(CPMS) 

Amdahl MVS Reinforced Concrete Box (RCB) HP/Compaq 

Crossing Inventory Information 
Management System (CIIMS) 

HP/Compaq Right of Way Beautification System  HP/Compaq 

Comprehensive Trans. Program 
Comparison Report System (CTP 
Report) 

Amdahl MVS Right of Way Tract Tracking HP/Compaq 

District Employee Database HP/Compaq Road Weather Information System 
(RWIS)  

HP/Compaq 

Electronic Accident Data Collection & 
Reporting (EADCR) 

HP/Compaq SHAFT HP/Compaq 

Electronic Surveying/Photogrammetry HP/Compaq Shop Management System (SMS) Amdahl MVS 
Employee Time Reporting System Amdahl MVS Snow & Ice Removal Reporting System 

(SNICE) 
Amdahl MVS 

Equipment Management System (EMS) Amdahl MVS Strategic Management Plan (SMP) HP/Compaq 
Features Inventory Amdahl MVS Traffic Counts HP/Compaq 
Federal Aid Billing System (FABS) Amdahl MVS Traffic Data System (TRADAS) HP/Compaq 
Financial Model HP/Compaq Treasury Management Spreadsheet HP/Compaq 
Fuel Tracking System (TRAKS) HP/Compaq Truck Routing Information System 

(TRIS) 
HP/Compaq 

Highway Maintenance Mgmt System 
(HMMS) 

Amdahl MVS Voucher Entry System (VES) Amdahl MVS 

 
SFY 2004 AND RECENT IT ACCOMPLISHMENTS: SFY 2004 was a year in which the physical Data 
Center was moved from the Thacher Building to the renovated Harrison Center, the first step in 
moving all KDOT headquarters functions and employees to a new location.  As a result, a modern 
Data Center was established, complete with Storage Area Networks, uninterrupted power systems, 
backup generators, fire suppression, environmental controls, and controlled access.  Application 
systems were continuously improved during the year with several hundred enhancement and 
maintenance service requests completed for various business units.  New systems were implemented 
including the Truck Routing Information System, Project Portal, 511 System, and KANROAD.  An 
Enterprise Architecture for KDOT was developed which identifies possible future initiatives and 
strategic directions for information technology.  During the year, KDOT has collaborated with a number 
of other state and federal agencies on IT projects, including:  development of a statewide 
communication approach using the 800MHz system in conjunction with the Kansas Highway Patrol 
(KHP), local law enforcement agencies, and emergency management groups; development of the 
Electronic Accident Data Collection and Reporting System (EADCR) which the KHP and local law 
enforcement agencies may use to collect and report accident data electronically to KDOT; 
development of an interface for the Kansas Department of Revenue (KDOR) to access the KDOT 
collection of accident records for support of driver’s license integrations; development of the Truck 
Routing Information System (TRIS) in collaboration with KDOR for issuing oversize truck permits; 
development of the 511 traveler information system with cooperative input from the Federal Highway 
Administration (FHWA), Kansas Turnpike Authority (KTA), KHP, the Attorney General’s Office, and the 
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Amber Alert Task Force.  Individually, KDOT employees accomplished the following:  KDOT IT 
employees made presentations to the IT Executive Committee (ITEC) and to the Information Systems 
committee of the American Association of State Highway and Transportation Officials (AASHTO); 
KDOT IT employees served on state and national committees, including the AASHTO GIS-T 
Symposium, the Transportation Research Board, and the Governor’s IT BEST committees and work 
groups; KDOT received the 2004 GeoSpatial Innovations in Transportation Award for the KANROAD 
and KGATE web applications presented by Intergraph Corp. at the 2004 GIS-T Symposium in Rapid 
City, South Dakota; KDOT IT employees have written or contributed to various technical articles 
published in national magazines or newsletters.  Eight (8) IT employees were certified in the Kansas 
Project Management Methodology, and others completed the introductory and advanced project 
management classes.. 
 

STRATEGIC DIRECTION & OBJECTIVES: As a consequence of the highly technical engineering 
work performed by the agency, it is necessary to utilize technology to allow KDOT employees to 
perform their duties as efficiently as possible.  KDOT has focused its efforts on continuously improving 
agency IT applications and infrastructure assets as a way of mitigating the high costs associated with 
complete system replacement.  Combined with effective management techniques, this approach has 
allowed KDOT’s IT budget to remain fairly stable from fiscal year to fiscal year without the large peaks 
and valleys often seen elsewhere.   
 
Enterprise Architecture: Over the last year, KDOT has adopted the use of Enterprise Architecture 
and Portfolio Planning methodologies to evaluate all business improvement and technology efforts.  
By developing an agency-wide vision of KDOT’s IT resources, the Enterprise Architecture will allow 
the agency to better use and manage public, private, and government resources.   
 
Resource Tracking: Many of our systems must undergo major changes to support better resource 
identification and tracking.  Technologies such as bar coding, RFID tagging, and GPS location 
information will be necessary to support future business needs.   
 
Business Intelligence: KDOT’s base systems contain quality information, but it is sometimes difficult 
to access that information in a timely manner and in the necessary format.  Therefore, we are focusing 
on a series of efforts to provide access to this information by all KDOT staff, our business partners, 
and local agencies.  Access and delivery of business information will be improved by:  comprehensive 
business intelligence and reporting; geospatial Information Systems (GIS) work efforts to display 
appropriate information geographically; data warehousing efforts to provide quality data at the 
enterprise level.   
 
Infrastructure Solutions: To support a more effective work and development environment, we are 
focusing on a series of infrastructure solutions that can be used to build and deploy systems quicker.  
These include:  collaboration components, such as e-mail, web conference, instant messaging, etc.; 
workflow engines; document and content management; e-Government modules; Security to support 
all of the above.  KDOT is looking at possible ways that we could support some of the infrastructure 
solutions of smaller state agencies with minimal additional cost and effort (such as e-mail, instant 
messaging, or web conferencing).   
 
Collaboration: The collaboration efforts will provide time savings and promote more effective working 
relationships with our business partners and local agencies.  It is our intent to build systems that can 
run in disconnected mode when required, wireless when available, and real-time as appropriate.  To 
support this we will continue to look at leveraging our fiber network, 800 MHz radio network, wireless, 
and other communication capabilities to support our staff and others as appropriate. 
 

Agency Architecture:  KDOT’s architecture consists of a Wide Area Network using Microsoft 
Windows 2000/2003 Server as the network operating system.  A Storage Area Network (SAN) 
provides data storage for many of the servers on the network.  Windows XP Professional serves 
as the client operating system.  Outlook/Exchange 2003 is the e-mail system in use and is also 
part of the KDOT collaboration infrastructure.  Active Directory (2003) is the focal point of our 
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Windows 2000/2003 server network and provides the desired levels of scalability, interoperability, 
and manageability.  There are no plans to move toward a different architecture. 

 
E-Government:  KDOT continues to provide e-Government services to citizens and business 
partners through technologies such as browser-based applications, interactive voice response 
systems, and data sharing and exchange via KDOT’s File Transfer Protocol (FTP) server.  This 
year the 511 system, KC Scout and KANROAD were implemented, examples of the continued 
commitment to improving the experience and safety of traveling in Kansas.  Work will continue on 
existing e-Government applications such as Records and Workflow Management (RWM) 
electronic forms, internet Web Portals, and Customer Relationship Management (CRM) software 
to provide communications with citizens and business partners in a secured environment.  While 
few of KDOT’s legacy applications will be rewritten into e-Government systems, data extracts 
from these existing database structures will provide the basis for the Data Warehouse.  Data 
Warehouse information will be delivered to the public using Portal technology authenticated with 
Public Key Infrastructure (PKI) methodologies when appropriate.  Collaboration software will 
evolve using technology to allow consultants, city officials, and KDOT personnel to view the same 
set of documents, photos, maps, plans, etc. from many locations, without the need to travel, while 
still providing effective communication on proposed changes.  Bid proposals will be converted to 
electronic bid submission as soon as security and systems support it. 

 
Security:  KDOT has a Security Manager responsible for overall agency IT security.  Measures 
are in place or being planned for IT system compliance in the following areas: 

Management Controls: 
1. Risk Management - Ongoing reviews of assets are performed with necessary 

actions taken to protect those assets, as needed, by either physical or logical 
steps. 

2. Review of Security Controls - Daily reviews of security mechanisms are in place 
both internally and at the perimeter of the KDOT network.  24x7 network 
monitoring of security is also in place.  External security audits have also been 
conducted. 

3. Life Cycle - KDOT has embarked on an Enterprise Architecture review of all 
current and forthcoming applications which will phase out old systems over time 
and coordinate all new development and enhancements that are being 
performed to fit the new design and life cycle models. 

4. Authorizing Production - KDOT has established mechanisms for daily production 
routines.  Tight quality controls are in place to ensure all work is performed in a 
secure and timely manner. 

Operational Controls: 
5. Personnel Security - KDOT personnel are only granted the needed security 

access to the logical and physical facilities that KDOT operates and maintains. 
6. Physical and Environment Protection - Controlled access points are in place at 

the building level to provide necessary security.  Data Center physical and 
environmental controls are in place to provide required protections of KDOT’s 
computer assets. 

7. Production Input/Output Controls - KDOT’s Computer Operations staff has 
established tight quality and operational controls on daily production jobs such as 
batch programs and plotting activities. 

8. Contingency Planning - KDOT has established a disaster recovery plan and is 
continually refining the plan to accomplish necessary contingency planning 
should a disaster or interruption of service occur.  At least once a year, a disaster 
recovery exercise is staged. 
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9. Hardware and System Software Maintenance - Hardware and software 
maintenance is performed by highly trained personnel under the guidance and 
control of the respective manager and in coordination with affected customers. 

10. Data Integrity - Processes are underway that will identify and eliminate the 
existence and maintenance of redundant data.  The Data Warehouse and 
Enterprise Architecture efforts are intended to address this issue.  Only KDOT 
personnel who require access to data are given access.  Server hardware and 
software provide immediate protection of data, while daily backups provide 
disaster recovery and rollback capability of KDOT data. 

11. Documentation - The KDOT Records and Workflow Management (RWM) system 
continually documents system requests on a daily basis, and technicians 
continually evolve the system documentation to provide necessary information to 
other staff members. 

12. Security Awareness, Training, and Education - The KDOT Policy, Procedures, 
Standards, and Guidelines (PPSG) committee is developing and recommending 
a security awareness program for KDOT personnel.  It will address new 
employee orientation, as well as continuing education for existing employees. 
Currently all new employees receive security awareness training as part of 
KDOT’s Employee Orientation Program. 

13. Incident Response Capability - The KDOT Security Manager, in conjunction with 
the BCS Bureau Chief and Data Center Manager, is in charge of incident 
response, and coordinates a formal response in the event of an incident. 

Technical Controls: 
14. Identification and Authentication - All KDOT systems are protected from use and 

misuse via userid and password.  Some applications will begin to incorporate the 
use of digital signatures to identify and authenticate access. 

15. Logical Access Controls - File and database access rights, in conjunction with 
userid and password controls, are in place to control access to the network and 
file assets in KDOT. 

16. Audit Trails - KDOT servers automatically maintain audit information locally 
regarding access.   

 
Electronic Signatures:  KDOT is using some digital certificates for e-mail encryption and 
verification of user identity.  Steady increases in the use of digital certificates within the agency for 
e-mail is expected with some use starting to develop with KDOT business partners.  An electronic 
bidding process is being considered which will include the use of digital signatures.  KDOT is 
currently using Silanis’ ApproveIt software for electronic signatures. 

 
Messaging:  Instant messaging has been used on a limited basis and several competing IM 
services have been evaluated.  In July 2004, KDOT selected Microsoft’s Instant Messenger and 
began a limited rollout for further evaluation of the product.  The current Instant Messenger rollout 
is limited to internal use only; a project for the use of IM externally will begin this fall.  The 
eventual rollout to the entire agency should be completed by the end of SFY 2005.  KDOT 
upgraded Microsoft Exchange from version 2000 to 2003 in January 2004.  Office 2003 rollout, 
which includes Outlook 2003, should be completed by the end of the 2004 calendar year. 

 
Disaster Contingency Planning:  KDOT has a current and up-to-date IT Disaster Recovery plan 
maintained by SunGard Availability Services, and a contract with HP Business Recovery Services 
to provide quick delivery of critical servers in the event of a disaster.  The objectives of this plan 
and contract are to:  reduce the consequences of an IT-related disaster to an acceptable level 
and to aid in an orderly recovery of these IT functions; identify and document procedures to 
implement the IT recovery process; identify and document the persons authorized to declare a 
disaster on our behalf; identify and document the required resources to recover and continue the 
operation of identified critical applications. 
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AGENCY IT OBJECTIVES 
 
KDOT’s future IT direction is determined by KDOT’s Executive Committee.  Keys to the development 
of future strategies are various documents and internal committees: 

 
Strategic Management Plan (SMP).  KDOT annually publishes or updates the SMP, which consists 
of a Strategic Plan and a Management Plan.  The Strategic Plan encompasses issues that are critical 
to KDOT’s future success; the Management Plan encompasses those ongoing responsibilities 
performed as part of its statutory requirements.  Included among the strategic goals is the following 
goal for technology:  KDOT will optimize its use of technology to improve the efficiency and 
effectiveness of the department’s operations. 

 
Strategic Information Technology Plan (SITP).  This plan was completed in SFY 2004 and 
documents current technologies and needs to provide IT direction for the next few years.  The SITP 
places an emphasis on supporting the Comprehensive Transportation Program, improving the user 
environment, and extending access to and analysis of information.  The plan is based on the KDOT 
Enterprise Architecture (EA). 

 
Enterprise Architecture (EA).  The EA provides detailed information about KDOT’s business 
context, applications, data, and needs.  It contains information about programs, modules, and 
components contained in the agency’s application inventory.  Context diagrams, data model 
diagrams, and workflow diagrams graphically present an agency-level view of how information flows 
and where various systems and processes are integrated together.  The EA process has provided 
valuable information to the SITP and vice versa.  Because of the many uses of plans like these, the 
agency is looking at different ways to integrate the information using portfolio views and a program 
management approach to collection and categorization of the plan components.  These portfolio 
views allow the agency to effectively evolve technology support for major business functions while 
maintaining ongoing business support.  KDOT’s Technology Architect will be assisting in the 
development of a statewide architecture.   
 
The vision for IT is:  To widely deploy information systems and technology which will provide 
KDOT and partners with the information necessary to support the Agency’s Goals and 
Objectives while optimizing the cost and effort of collecting, processing and presenting 
information. 

 
Executive IT Committee (EXIT).  An important part of KDOT’s management strategy is the IT 
committee structure put in place by the Secretary of Transportation.  The Secretary of Transportation 
is ultimately responsible for determining the direction of major system development and technology 
acquisitions.  The Division of Administration, through the Bureau of Computer Services, ensures that 
systems are developed and technologies are acquired that follow the direction provided by the 
Secretary.  EXIT recommends policy to the Secretary and oversees how information technology in 
KDOT is planned, approved, developed, and monitored.  The Information Technology Advisory 
Committee (ITAC) reviews opportunities and funding, facilitates the exchange of information among 
the various IT subcommittees, and recommends courses of action to the EXIT Committee 
 
 
 
KDOT’s information infrastructure relies on a strong Data Center to manage and support day to day 
IT operations.  The Data Center is the backbone of the KDOT computing infrastructure.  It is a 
complex and tightly integrated infrastructure that supports the agency’s core computing applications, 
data services, and communications services.  The Data Center has four (4) areas of concentration: 
platform support, database support; desktop support and computer operations. 
 
KDOT will continue to expand the Records and Workflow Management System (RWM), which 
standardizes the storage and handling of department records; update the RWM plan; continue to 
expand the Data Warehouse; update and implement the Geospatial Information System (GIS) 
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Strategic Plan; and implement the Integrated Design Environment (IDE) in the districts with the 
implementation of electronic construction plan distribution.  The consolidation of systems and data 
storage will continue, allowing for greater centralization.  The agency is also implementing important 
new technologies, just now becoming practical, that allow real-time collaboration among employees, 
business partners and the public over the internet or intranet. 
 
KDOT will continue to enhance or update the Comprehensive Program Management System 
(CPMS), the Control Section Analysis System (CANSYS II), the Pavement Management System 
(PMS), the Construction Management System (CMS), the Truck Routing Information System (TRIS), 
the Financial Information Management System (FIMS), and the Laboratory Information Management 
System (LIMS).  The agency will also continue to expand and improve the use of internet and intranet 
technology to reach more KDOT users, partners, and customers.  Several of these systems require 
coordination and data sharing with other state and federal agencies.  Some applications may be 
replaced or rewritten with new technology to remove high risk and/or obsolete technology.  Evaluation 
is done continually to monitor all applications and technology platforms to determine the schedule for 
review and rework. 
 
KDOT is continually working to develop and enhance e-Government applications that provide 
information to our business partners, other state agencies, and the traveling public. 
 
KDOT is committed to staff development and the retention of quality employees.  From classes that 
provide basic computer skills to highly technical training on specific job-related duties, KDOT is 
dedicated to providing essential education to employees. 
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Statistics On Technology Resources 
The following statistics are intended to provide a high level perspective of the resources employed by state 
government organizations and state universities.  The total budget data was obtained from the Governor’s 
SFY 2005 Budget Comparison Report.  Information technology expenditures were obtained from the 
Department of Administration, Accounts and Reports and the Division of Personnel Services, which includes 
IT salaries and benefits, DISC mainframe charges, and all vendor payments (equipment, services and 
consultant fees). IT expenditure categories include:  personnel, host systems, micro systems, 
telecommunications and consultants.  Physical hardware asset data were provided by each responding 
agency.   
 
The total costs of technology as a percent of total state budget indicate that Kansas continues to invest 
conservatively in information technology. 
 
 

Three-Year Trend of IT Expenses 
   Includes Classified Salary Costs.   
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SFY 2002 $195,271,902 $145,613,492 $49,658,410

SFY 2003 $184,272,635 $134,077,634 $50,195,001

SFY 2004 $186,118,417 $121,893,811 $64,224,607

1 2 3

 
     Total    General Government Regents 

 
 
Distribution of Hardware SFY 2004 – General Government / Regents Institutions 

Category Mainframe Midrange Server PC_Desktop PC_Laptop
General Government 1                  52                     1,389                18,435         3,603          
Regents Institutions 5                 66                   627                15,724         10,117      
Total  6                  118                   2,016                34,159         13,720         

Note:  Physical hardware assets data were provided by each responding agency, however figures for Regents Server and 
PC  assets are not reliable due to some institutions not reporting those assets. 
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SFY 2004 State Budget & SFY 2004 IT Expenditures 
             

Total State Budget:       $10.3 Billion 
Total IT Expenditures: $167.9 Million (Does not include salary costs) 

Total State Budget
SFY2004

Total SFY04 
IT Expenditures

2%

 
 
Distribution of SFY 2004 IT Expenditures  

General Government:   $37.3 Million  Public Safety:     $10.5 Million 
Human Resources:     $29.5 Million  Agric-Natural Resources:   $6.8 Million 
Education:     $69.0 Million  Transportation:       $14.8 Million 
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Distribution of SFY 2004 IT Expenses – General Government 
  

$121.9 Million 
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    Personnel includes Classified Salaries only. 

 
 
 
Distribution of SFY 2004 IT Expenses – Regents Institutions 
   

$64.2 Million 
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    Personnel includes Classified Salaries only. 
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Three-Year Trend of Total Authorized Classified IT Staff 
   Total  General Government  Regents Institutions 
SFY 2002  1,380   1,085    295 
SFY 2003  1,344   1,045    299 
SFY 2004  1,549   1,051    498 
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Authorized Classified IT Staff SFY 2004 – General Government / Regents Institutions 

General Government Total FTE Regents Institutions Total FTE
Social & Rehabilitation Services, Department of 212 Kansas State University 146
Administration, Department of 142 University of Kansas 166
Transportation, Department of 142 University of Kansas Medical Center 45
Revenue, Department of 117 Emporia State University 55
Highway Patrol 97 Wichita State University 46
Labor, Department of 93 Pittsburg State University 23
Health & Environment, Department of 47 Fort Hays State University 16
Others 201 Board of Regents 1

1,051 498
Grand Total 1,549
 
Unclassified IT Staff SFY 2004 – General Government / Regents Institutions Estimated 

General Government Total FTE Regents Institutions Total FTE
Social & Rehabilitation Services, Department of 1 Kansas State University 90
Administration, Department of 11 University of Kansas 50
Transportation, Department of 0 University of Kansas Medical Center 95
Revenue, Department of 1 Emporia State University 11
Highway Patrol 1 Wichita State University 40
Labor, Department of 36 Pittsburg State University 30
Health & Environment, Department of 5 Fort Hays State University 24
Others 35 Board of Regents 11

90 351
Grand Total 441
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Distribution of Classified IT Personnel SFY 2004 – General Government 

Total FTE: 1,051 
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Distribution of Classified IT Personnel SFY 2004 – Regents Institutions 
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Project Management 
 
The objective of the Kansas Project Management Methodology is to provide common standards to ensure 
information technology projects are conducted in a disciplined, well-managed, and consistent manner.  
The field of information technology traditionally has a poor track record in delivering projects on time and 
within budget.   
 
In 1998, after extensive research on national and industry best practices, Kansas adopted its standards 
and created a 350-page textbook based on industries’ best practices.  Today, the State has trained and 
certified over 200 project managers through a rigorous 120-hour in-class instruction program.  All 
participants must pass a final exam as a condition for certification. 
 
The methodology, which requires the application of generally accepted project management processes to 
all State IT projects, provides a standard approach to the management of IT projects by State agencies.  
The methodology places a heavy emphasis on planning in the early stages of a project. It provides well-
documented procedures for implementation of the required management processes. 
 
The Kansas Standards and Certification program is highly popular in Kansas government and among 
vendors who do business with the State. We have trained and certified a number of vendor personnel, 
and subject matter experts, and we have responded to numerous requests from other states and foreign 
countries to use the text and certification materials.  
 
In October 2000, the Project Management Methodology in Kansas won a first place National Association 
of State Information Resource Executives (NASIRE) award.  In 2001, Kansas received an award for IT 
achievement from the National Association of State Chief Administrators (NASCA) for the State of 
Kansas’ IT Project Management Methodology Training.  The NASCA award is given annually for 
Recognition in Outstanding Achievements in the Field of Information Technology.   
 
As project management is applied to ever increasingly complex projects, tools and more advanced 
practices come into play across projects, programs and organizations. As projects become more and 
more demanding, managers must apply these practices more consistently and extensively. Agencies 
expect project managers to apply skills and techniques which enable both the small and large projects to 
meet budget and schedule milestones, yet at the same time, exert control over the most advanced IT 
project development work. Thus, each project manager is expected to demonstrate continuous, personal 
improvement through further enhancement of their skill and knowledge levels in order to satisfy their 
agency’s expectations.  
 
This need for additional project management has been evaluated and the State of Kansas has added a 
fourth module to project management training. It focuses on providing both lecture and hands-on 
experience at solving complex problems often encountered in the IT application development world. It 
provides a bridge between the current Kansas Project Management Methodology and the opportunity for 
current Kansas certified project managers to take the exam for certification by the Project Management 
Institute. 
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Overview 
As part of the planning process, agencies were asked to report information on planned projects with a 
total cost of $250,000, which the agency is proposing new state funding or has spending authority. A 
table summarizing each planned project by agency has been provided.  The table contains the project 
name, estimated project cost, and start and completion dates of each project. 
 
"Planned" projects identifies new projects by agencies that are planned only and IT Project Plans may or 
may not have been submitted to the Chief Information Technology Officer for project approval. 
 
For the latest information on projects that are in Active, Completed, or Recast status, please refer to the 
Kansas Information Technology Office (KITO) website listed below: 
  
 http://da.state.ks.us/kito/projstatusreport.htm 
 
 
 
 
 
 
Summary of Projects-Planned 
Identifies new projects by agencies that are planned only and the IT Project Plan may or may not have 
been submitted to the Chief Information Technology Officer for project approval. 
 
 

Department Project Name Project Cost Start Date Finish Date Page 

Administration, Kansas 
Department of (DofA) 

Capitol Complex Fiber-
Optic Reinforcement $350,000 12/2004 5/2005  

 SHaRP Upgrade to 8.9 $655,389
Late Fall 

2004/ 
Spring 2005 

Spring 2006  

 
Statewide Financial 
Management System  
(FMS) 

$30,000,000 To Be 
Determined 

To Be 
Determined  

Investigation, Kansas 
Bureau of (KBI) 

Automated Finger print 
Identification System 
Upgrade 

$3,986,005 7/2005 12/2006   

Labor, Kansas 
Department of (KDOL) 

Workers 
Compensation 
Imaging 

To Be 
Determined 

To Be 
Determined 

To Be 
Determined   

Revenue, Kansas 
Department of (KDOR) 

Remittance 
Processing System 
Upgrade 

$798,552 7/2005 2/2006   

 Source Verification 
Subsystem Solution $369,200 1/2005 6/2005   
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Department Project Name Project Cost Start Date Finish Date Page 
Social and Rehabilitation 
Services, Kansas 
Department (SRS) 

SRS Document 
Management Project $2,000,000 7/2005 6/2006   

Transportation, Kansas 
Department of (KDOT) 

Comprehensive 
Program Management 
System Replacement  

To Be 
Determined 7/2006 6/2010   

 Customer Relationship 
Management 

To Be 
Determined 7/2007 6/2008  

 Enhanced Radio 
System 

To Be 
Determined 

To Be 
Determined 

To Be 
Determined  

 
Integrated Financial 
Information System 
Replacement 

To Be 
Determined 7/2006 6/2008  

 Kansas GIS/Data 
Warehouse Portal 

To Be 
Determined Fall 2005 6/2006  

 Maintenance 
Management Study 

To Be 
Determined 1/2007 12/2007  

 Priority Formula 
Development 

$850,000 - 
$950,000 7/2005 6/2006  

 
Substantial 
Maintenance Program 
Development 

To Be 
Determined 7/2006 6/2007  

 
Traffic Safety 
Information 
Management System 

To Be 
Determined 7/2006 6/2008  

Regents:  Emporia State 
University (ESU) 

Information 
Management System 

To Be 
Determined 

To Be 
Determined 

To Be 
Determined   
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Administration, Kansas Department of 

Capitol Complex Fiber-Optic Reinforcement Project 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $350,000 
 Estimated Start: 12/2004 Estimated End:  5/2005 
 
Project Business Objective(s) or Motivator(s):  The buildings that comprise the Capitol Complex in 
Topeka are linked together with both copper and fiber-optic cables allowing us to provide voice, data and 
video services between these buildings without having to pay for connectivity from the phone company or 
similar carrier.  As the data requirements for the agencies in the Capitol Complex continue to grow and 
become more integral to the agencies ability fulfill their mission; the utilization of these cables (specifically 
the fiber-optic cabling) is rapidly being exhausted.  We are now at a point where the existing cables 
require augmentation so as not to limit the potential for additional and/or faster agency data 
communications.  In addition to the growth factor, more and more agencies are considering their data 
communications supported on these facilities (fiber-optic cabling) critical to their ability to deliver services 
to the citizenry of the State of Kansas and/or to fulfill their corporate mission.  In other words, the 
requirement for reliability of the network has become so critical we need to look at methods to increase 
network “up-time”.  One technique to accomplish this goal is to provide redundancy in critical components 
and inter-building linkages.  This proposal, in addition to providing additional capacity; also is creating 
diverse routes between the building so in the event of a failure (cable dug-up in construction, sabotage, 
power failures, etc.) all inter-building linkages would have redundant and diverse paths to increase the 
likelihood that the network would continue to function while the problem was repaired. 
 
E-Government:  This project enhances both the capacity and the diversity of the underlying infrastructure 
used by state agencies located within the Topeka Capitol Complex, and to some degree all agencies in 
Topeka; to provide services to citizens, businesses, and governments with equal, efficient, electronic 
access and interaction with government information. 
 
Project Description and Scope:  The scope of this project is to add fiber-optic capacity between the 
following buildings utilizing an existing route: 

• Landon State Office Building to Docking State Office Bldg – 144 single-mode fibers 
In addition, we will be adding the fiber-optic capacity between the following buildings utilizing new routes 
for diversity: 

• Eisenhower State Office Bldg to Landon State Office Bldg (thru the Capitol) – 144 single-mode 
fibers 

• Docking State Office Bldg to the Judicial Center – 96 single-mode fibers 
• Judicial Center to the Curtis State Office Bldg – 96 single-mode fibers 

 
Project Status:  Funding for this project has been identified.  This project was included in the Homeland 
Defense Grant Money awarded the Governor’s office and administered by the Kansas Highway Patrol.  
DISC has partnered with the Division of Facilities Management to assist us with the design of the optimal 
routes to be used for this project.  They have in turn contacted an engineering firm to assist us with the 
surveys and design.  Authorization to proceed is on hold pending CITO approval of the project. 
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Administration, Kansas Department of (Continued) 
SHaRP Upgrade to 8.9 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $655,389 
 Estimated Start: Late Fall 2004/Spring 2005 Estimated End:  Spring 2006 
 
Project Business Objective(s) or Motivator(s):  The software that forms the basis for the SHARP 
system will go out from under maintenance by the vendor in the spring of 2005. To reduce the risk of 
failure of one of the state’s most mission critical systems, it is important that the system be upgraded to a 
version that is fully supported by the vendor. In addition, the upcoming release of the software will be the 
last version for which a direct upgrade path from the current version of the system will be provided.  The 
system must be upgraded at this time if we are to avoid the costs associated with a reinstall of the 
system. 
 
Project Description and Scope:  The SHARP system provides human resource, payroll, and benefits 
services and information of the state’s workforce of over 52,000 full and part time workers. It is used by 
over 800 central and state agency HR/Payroll workers, and the employee self-service features are 
available to all state employees. 
 
Project Status:  Preliminary planning. 
 
Statewide Financial Management System 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $30,000,000 
 Estimated Start: To be determined   Estimated End:  To be determined 
 
Project Business Objectives or Motivators:  A needs assessment has been conducted for a statewide 
client/server central accounting system using PeopleSoft financials or a highly compatible equivalent for 
full integration with the Department’s HR/Payroll PeopleSoft system.  The system will be fully GAAP 
compliant and integrate purchasing, HR/Payroll, budgeting, general ledger and reporting. 
 
E-Government:  FMS would provide an enterprise replacement for STARS, integrating processes for 
strategic financial management, procurement and accounting.  When complete, FMS could include web-
based voucher systems and functionality integration between and among state agencies. 
 
Project Description and Scope:  
     Phase I:            Needs Assessment is complete.  
     Other Phases:  On hold. 
 
Project Status:  Needs assessment completed in December 2001.  Implementation postponed until 
funding is secured.   
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Investigation, Kansas Bureau of 

Automated Fingerprint Identification System Upgrade 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $3,986,005 
 Estimated Start: 7/05 Estimated End:  12/06 
 
Business Motivator(s):  The KBI has been using the AFIS technology since September of 1989 when the 
first generation of AFIS (ORION) was implemented.  On April of 1998, the second generation of AFIS 
(AFIS2000) was installed.  The following objectives or motivations have been considered for the development 
of the next AFIS Upgrade Project: 
 
The KBI has received a notification letter from Printrak, A Motorola Company, explaining the limitations 
involved in the technical support of the current AFIS due to the system obsolescence.  Printrak will 
guarantee unlimited technical support until December 31, 2006.  After this date, there will not be 
guarantee on the availability of the required critical parts, as they are needed to maintain normal system 
operation.  The vendor’s support limitation will also include the operating system, security issues, 
accuracy issues and issues related to the KBI AFIS and the FBI (Federal Bureau of Investigation) AFIS or 
the Integrated Automated Fingerprint Identification System (IAFIS). 
 
The KBI is planning to be ready to support the various initiatives of the Homeland Security Office for the 
background check and the identification of individuals involved in: hazardous material transportation, crop 
spraying, water treatment, power plant, military detainee, food supplier and other critical areas of security. 
 
The KBI is planning to improve support to law enforcement agencies as well as local and state agencies in 
the areas of response time processing and search results accuracy.  
 
The KBI is very close to matching the storage capacity requirement for tenprints cards. 
 
The KBI is in need of implementing the new generation of AFIS technology that includes the processing of 
palmprints.  This feature is not available in the current KBI AFIS system.  The technology to process 
palmprints has already been in implementation plan for the Johnson County Sheriff Office.   
 
Law enforcement agencies as well as other state and local agencies wishing to connect to the new KBI AFIS 
will be able to do so with the current AFIS equipment.  However, in order to take advantage of the new AFIS 
technology, these agencies will have to replace their existing equipment to be compatible with the KBI AFIS.  
 
Currently, the KBI AFIS supports twenty livescans (connected to the KBI AFIS) of thirty-two livescans 
installed in the state of Kansas.  As more livescans are connected and as they start transmitting fingerprint 
data at the same time to the KBI AFIS, the more will be the degraded impact on the system throughput. 
 
E-Government:  The AFIS technology processes and stores fingerprint data that can be used to uniquely 
identify an individual.  It is used in conjunction with the Criminal History Database to identify, arrest, 
prosecute, and convict criminals.  Law enforcement and non-law enforcement agencies also use it.    
 
In some cases, it can be used to determine if an individual is suitable to work with children or the elderly.  
AFIS would also be a key player for licensing approval for airplane pilots and the personnel involved in 
the transportation of hazardous material.  The AFIS tenprints and latent databases have been available 
for search and retrieval by law enforcement agencies since 1989. 
 
It requires special technology to be able to process, submit, search and retrieve fingerprint data to 
and from the KBI AFIS electronically.  The AFIS database stores criminal fingerprint images 
and minutiae (fingerprint classification) to be shared only with criminal justice agencies. 
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Investigation, Kansas Bureau of (Continued) 
Automated Fingerprint Identification System Upgrade (continued) 
 
Project Description and Scope:  The AFIS Upgrade project consists of the replacement of the core 
system and peripheral equipment utilized by the KBI and other law enforcement agencies.  The project 
could be accomplished in one of two different alternatives.  The first alternative would consist of two 
phases:  1) Replacement of the KBI AFIS Core System and 2) Replacement of the KBI (HQ and Regional 
Offices) peripherals.  The second alternative is the same as Alternative #1 with Phase #1 and Phase #2 
as part of one phase.  In other words, these two phases will be considered part of one single installation. 
 
Printrak, A Motorola Company, has advised the KBI that there will be an associated cost related to the 
professional services when the upgrade is implemented in multiple phases vs. one single-phase installation.  
At this point, the KBI does not have the actual cost for the implementation of the single-phase installation.  
The AFIS vendor is preparing the actual cost for the KBI.  Once the KBI receives the actual cost, the 
estimated cost for the single installation alternative will be provided to KITO. 
 
The proposed AFIS upgrade will benefit the KBI and the local and state agencies utilizing the AFIS 
technology by being able to: 1) process and storage palmprints, 2) maintain the required level of throughput 
as more remote peripherals (latent workstations and livescan workstations) are connected to the KBI AFIS, 3) 
guarantee the proper level of support required by the law enforcement community by reducing or avoiding 
system downtime, and 4) reduce maintenance service cost. 
 
Either one of the two alternatives will include the cost associated with the implementation of palmprint 
technology as well as the expansion of the system to store up to 2,500,000 fingerprint records.  The current 
system is configured to accept up to 1,100,000 fingerprint records.  
 
Project Status:  At this point, the KBI is just starting the process by communicating with the KITO office 
and preparing the Planned Project Template, the Preliminary FSR, and the Risk Assessment Model.  The 
KBI is planning to prepare the required documentation to be able to request the required approval and 
funding from the Kansas legislature.  The planned funding sources are: State General Fund, Kansas 
Development Finance Authority (KDFA) and Federal Grants.  The KBI would like to propose the following 
method of payments: Leasing Method (over three to five years plan), One time payment or two phase 
payment. 
 
Also, since the KBI has been using the AFIS technology from the same vendor (Printrak, A Motorola 
Company), including the first (1989) and second generation (1998) of AFIS, the KBI would like to request 
approval for Sole Source Vendor Procurement.  The Printrak AFIS technology is considered the best in 
the market.  In addition, the KBI has an excellent business relationship with the current vendor.  At the 
same time, the KBI would like to avoid potential unplanned costs as a result of changing AFIS vendor.   
 
The next step will be to prepare the full FSR. 
 
The KBI would like to point out that the above estimated cost is just an estimate since the actual cost 
could be more or less.  The AFIS vendor is preparing a cost proposal for the KBI.  So, the KBI will provide 
an update to the estimated cost as soon as it becomes available. 
 
 
 
 
 
 



 January 2005 

Chapter 4   Planned Projects  Agency IT Management & Budget Plans 

 

4-8 

Labor, Kansas Department of   

Workers Compensation Imaging 
  
 CITO Approval: Not yet requested 
 Estimated Cost: To be determined 
 Estimated Start: To be determined Estimated End:  To be determined 
 
Business Motivator(s):  The goal of this project is to replace our current microfilm processing and paper 
document storage with imaging technologies and workflow improvements that will increase productivity, 
reduce paper flow, and offer a centralized electronic storage solution alternative for current paper records. 
 
The KDWC currently receives, enters, processes, and microfilm’s paper records that include 1 page 
Accident Reports, multiple page Undocketted Settlements, 1 page Election forms, and 1 page Research 
Requests.  On average, the KDWC receives over 75,000 Accident Reports, over 4,000 Undocketted 
Settlements, over 4,500 Elections and over 36,000 Research Requests per year. 
 
The KDWC has a history of records stored on microfilm that include over 2,250 microfilm cartridges with 
over 56,275,000 total pages.  In addition, we have paper hardcopy records that are currently archived and 
stored at an offsite location.  We currently have paper documents known as Administrative Law Judge 
files that contain legal applications for hearings, hearing transcripts, medical transcripts, ALJ documents 
and written correspondence that are not currently microfilmed, but are physically stored in our offices or 
an alternative offsite location. 
 
System Description and Scope:  The scope of work for this project is to provide consulting services and 
workflow analysis of the current paper processes within each of the Division’s business units.  In addition, 
the contract shall cover the procurement of document management, imaging and workflow, along with 
professional services to implement a working application including hardware, software, support services, 
and training that meets requirements and will support the Kansas Division of Workers Compensation. 
 
Project Status:  The Department will be issuing a task order to engage a consulting group to provide a 
complete Needs Assessment for this project.  
 

Revenue, Kansas Department of 
Remittance Processing System Upgrade 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $798,552 
 Estimated Start: 7/05  Estimated End:  2/06 
 
Project Business Objectives or Motivators:  Upgrade the existing Channel Management Remittance 
Processing systems with current technology Unisys hardware and TMS SE (SQL Edition) Sort Patterns 
and workflow software written by J & B Software Company.  This equipment was originally purchased and 
installed in 1997 utilizing Unisys proprietary CTOS operating system software on the DP500 Transports, 
and an early DOS based Pascal compiler version for the (11) Sort Patterns that cannot even be 
purchased at this point. 
 
Project Description and Scope:  To remain in contact with the latest release of products from Unisys 
and J & B Software to insure KDOR receives quality support for the hardware and software. 
 
Project Status:  Project is in the planning phase. 
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Revenue, Department of (Continued) 
 
Source Verification Subsystem Solution 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $369,200 
 Estimated Start: 1/05  Estimated End:  6/05 
 
Project Business Objectives or Motivators:  Providing secure, verified driver’s license and identification 
documents to the citizens of Kansas.  This portion of the vendor’s contract will work in conjunction with 
earlier installed processes to ensure the most secure documents possible.  This amendment to the 
existing contract helps the Division fulfill the requirements of legislation that was passed in the 2003 
legislative session (Senate Bill 16) to verify all facts relative to such applicant’s right to receive a driver’s 
license or identification card including age, identity, social security number and residency of the applicant. 
 
E-Government:  This project will work with existing software provided by the current vendor to provide 
information to the Division regarding the identity of DL and ID card applicants. 
 
Project Description and Scope:  This is a software solution provided by the current digital imaging 
vendor (Digimarc ID Systems, LLC) to provide the Division of Vehicles with additional data on driver’s 
license or identification card applicants so better decisions regarding document issuance can be made.  
This software will work with other software provided by the vendor to assist the Division in determining if 
the proper individual is being issued a document. 
 
Project Status:  This project is awaiting approval of the amendment to the existing contract.  The vendor 
has begun preparation to integrate the SVS solution with existing software that they provide for the 
Division. 
 
Social and Rehabilitation Services 

SRS Document Management Project 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $2,000,000 
 Estimated Start: 7/05  Estimated End:  6/06 
 
Project Business Objectives or Motivators:  The objective of this project is to purchase software and 
hardware that will allow SRS to manage electronic and paper documents. The intent is to make available 
documents and forms to SRS staff in a more timely and efficient manner. Additionally, it may reduce the 
amount of paper that is currently being stored in offices. 
 
E-Government:  It has not been determined if e-government processes will be used at the deployment of 
this project. It will a part of the SRS integrated systems which will use electronic processes to interact with 
staff and clients so it is assumed that e-government processes will come out of this project. 
 
Project Description and Scope:  Many of SRS employees and clients will be affected as they use SRS 
services in some way. Those services that require eligibility determinations will be included within this 
project. 
 
Project Status:  This project is in the pre-concept phase, the concept statement phase has not yet been 
scheduled.   
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Transportation, Kansas Department of 

Comprehensive Program Management System Replacement 
 

 CITO Approval: Not yet requested 
 Estimated Cost: To be determined 
 Estimated Start: 7/06  Estimated End: 6/10 
 
Project Business Objective(s) or Motivator(s):  KDOT has a mission-critical project management 
system that is aging.  The system needs to be updated with newer technologies and functions to support 
transportation project development and tracking. 
 
E-Government:  Part of the need for upgrading the CPMS is to incorporate more electronic access to the 
system.  This access would include data collection functions and data querying and reporting functions.  
Users of the system are expecting more real-time functionality in the system which is usually fulfilled by 
allowing electronic access. 
 
Project Description and Scope:  The functionality of CPMS will be improved with a system that 
incorporates industry best practices. 
 
Project Status:  A vendor has been selected for a preliminary study of the CPMS system.  The purpose 
of the CPMS study is to provide KDOT with a comparison of the high level business models (business 
process/functional model, context diagrams, data flow diagrams, data models, system interfaces, logical 
data model, conceptual data model, technical architecture, and security model) of CPMS as it exists 
today with industry best practices, Commercial-off-the-Shelf (COTS) software, and custom built solutions.  
This effort will result in a document that will include enough information to understand the functionality of 
CPMS, a survey of current best practices in this area, enumeration and comparison of available COTS 
software, and recommendations for future CPMS strategies. 
 
Customer Relationship Management 
 
 CITO Approval: Not yet requested 
 Estimated Cost: To be determined 

Estimated Start: 7/07 Estimated End:  6/08 
 
Project Business Objective(s) or Motivator(s): The CRM will improve our relationship with local public 
authorities to ensure they are receiving a consistent message from KDOT and we are hearing a 
consistent view of their concerns and needs.  It will allow for geographical or business groups to share 
and hear consistent messages about topics, projects, opportunities, and directions.  The basis for CRM 
came from our Strategic IT Planning efforts and ideas by KDOT’s Partnership Program (P2) initiatives and 
needs. 
 
E-Government: This application will provide opportunities for e-Government functions.  Local business 
partners, local government agencies, and individual contacts will be able to access information via the 
internet and/or direct connections to KDOT.  Examples of information they will be able to access include 
our plans for current and future work in their areas, grant applications, grant availability, funding 
scenarios, and infrastructure planning.  In some instances, GIS technologies will provide an added benefit 
of having raw data displayed in graphic form on a map image for a more intuitive presentation of 
information. 
 
Project Description and Scope: CRM will provide a comprehensive system to identify all business 
partners and local government agencies as well as individual contacts; provide a mechanism to track all  
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Transportation, Department of (Continued) 
 
communication to individuals, organizations, and business groups; and provide information delivery to 
view from many perspectives the ongoing communication so that the local area and project groups have 
the best resources available to support local needs. 
 
We will need to adjust business processes to incorporate the CRM into the business model and identify 
potential users of the information.  This will be supported by agency standard workflow technologies, 
Public Key Infrastructure (PKI) and an agency or state identity management system, collaboration suite of 
tools, with the information delivered via the business intelligence and GIS delivery systems. 
 
Project Status: Planned project. 
 
Enhanced Radio System 
 
 CITO Approval: Not yet requested 
 Estimated Cost: To be determined 

Estimated Start: To be determined Estimated End:  To be determined 
 
Project Business Objective(s) or Motivator(s): This project enhances the statewide 800 MHz radio 
system to meet the needs for interoperability in the state.  This effort will bring the 800 MHz system to a 
level of capability and capacity that fulfills the needs of public and approved private non-800 MHz users 
who have a valid need to use the system.  
 
This project is an upgrade of the current statewide 800 MHz radio system to bring it to a higher level of 
operability.  The effort involves upgrading the 800 MHz radio system to a Project 25 compliant wide-area 
trunking system to support public safety interoperable communications.  This level of operability will be a 
strong enabler of some of the Homeland Security initiatives for the State of Kansas. 
 
E-Government: To be determined. 
 
Project Description and Scope: The project will be upgraded in four phases based on criteria being 
developed. 
 
The higher level of operability will provide integrated voice and data capabilities.  It will bring other public 
safety users on the system in a manner consistent with the Radio Business Plan.  
 
Project Status: The project is in the conceptual stage.  A steering committee and project team is being 
established.  Work is beginning to define the scope of the project and eventually a project plan will be 
developed for submittal to CITO. 
 
Integrated Financial Information System Replacement 
 
 CITO Approval: Not yet requested 
 Estimated Cost: To be determined 

Estimated Start: 7/06 Estimated End:   6/08 
 
Project Business Objective(s) or Motivator(s): KDOT’s general ledger system, IFIS, is an aging 
system that is no longer vendor supported and is based on VSAM technology.  Updates to the system 
have kept it running, but there are risks that the system will not remain compatible with future technology 
changes in the state. 
 
E-Government: There is anticipation that some manual/paper processes will be replaced with 
electronic/paperless processes.  Additional processes in the new system will involve electronic workflows  
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Transportation, Department of (Continued) 
 
and the need to identify and authenticate users who access the system.  The existing records and 
workflow system and the digital signature technologies in use at KDOT will be a consideration in the new 
system. 
 
Project Description and Scope: The general ledger system is the main cornerstone of a series of 
integrated management system modules.  There is an expectation that this primary component should be 
leveraged such that the same packaged solution suite will eventually be migrated into KDOT and will 
replace the whole series of related subsystems in the financial area.  These systems include but may not 
be limited to the following functional modules: Budgeting, Purchasing, Grant Management, Treasury 
Management, Accounts Receivable (electronic billing of local sources, project related billing, federal 
source billing), and Asset Management (capital inventory, consumable inventory). 
 
Project Status: In SFY 2005, KDOT will study the IFIS system in order to provide recommendations on 
how to replace the current mainframe general ledger system and associated financial components.  The 
study will include financial management options, recommendations on CCFB, and distribution of financial 
data to other systems. 
 
Kansas GIS/Data Warehouse Portal 
 
 CITO Approval: Not yet requested 
 Estimated Cost: To be determined 

Estimated Start: Fall 2005 Estimated End:  6/06 
 
Project Business Objective(s) or Motivator(s):  KDOT provides a variety of information to business 
partners and managers.  Our objective is to make quality, geospatially represented information more 
accessible and understandable. 
E-Government: The portal will allow KDOT staff, business partners, and the public to have electronic 
access to information that is pertinent to their interests and have the added benefit of having raw data 
displayed in graphic form on a map image of the highways in Kansas.  In some instances, where there 
are stronger than normal data security requirements, digital signatures could be incorporated to identify 
and authenticate the person who is accessing the information. 
 
Project Description and Scope: The purpose of the KGATE project is to provide for the presentation of 
data from multiple business units within KDOT and other sources using GIS and Data Warehouse 
technology and methodologies.  The project provides for the development of the KGATE GIS portal,  
business user training, data warehouse data and process design, and contractor programming 
assistance.  By leveraging a GIS view of business data, and by providing an enterprise view of business 
data, we are working toward a comprehensive information access approach that is presented in the 
intuitive manner that graphics bring to data for all KDOT staff and business partners. 
 
Project Status: KDOT has been testing the software and technologies through a proof-of-concepts 
project.  A project plan is under development for developing the KGATE system.  This project currently is 
using the Intergraph Geomedia web server and the Oracle Warehouse Builder toolset. 
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Transportation, Department of (Continued) 
Maintenance Management Study 
 
 CITO Approval: Not yet requested 
 Estimated Cost: To be determined 

Estimated Start: 1/07 Estimated End:  12/07 
 
Project Business Objective(s) or Motivator(s): The current Maintenance Management system is built 
on aging technologies and platforms.  There are additional needs to be met and there are transportation  
initiatives that are underway that KDOT needs to determine are appropriate for its purposes (AASHTO 
and other efforts).  The Transportation Infrastructure maintenance efforts and cost are a significant part of 
the KDOT overall management objectives and plans. 
 
E-Government: Any opportunities to gain efficiency of use and savings in cost through electronic access 
and reporting will be evaluated.  Additionally, electronic signature and digital signature technologies will 
be considered for situations requiring assurance of identity and authentication. 
 
Project Description and Scope: The effort will review the current Maintenance Management system for; 
existing functionality, unmet needs, information delivery enhancements needed, and process 
improvement opportunities.  The study will determine the appropriate system model to support KDOT 
business needs and review Commercial-off-the-Shelf (COTS) packages for a partial or total match, 
determine industry best practices and possible information delivery with other business partners, and 
develop a replacement plan or an evolution plan for the existing system. 
 
Project Status: The conceptual planning stage of this project will begin in SFY 2006.  A steering 
committee and project team will be established.  Work will begin to define the scope of the project and 
eventually a project plan will be developed for submittal to CITO. 
 
Priority Formula Development 
 
 CITO Approval: Not yet requested 
 Estimated Cost: $850,000 - $950,000 

Estimated Start: 7/05 Estimated End:   6/06 
 
Project Business Objective(s) or Motivator(s): KDOT evaluates the entire transportation infrastructure 
each year to look at its current conditions, projects underway and future needs.  This process takes a 
very objective look at the funding scenarios and state objectives.  The Priority Formula Development 
system will upgrade the current approach with an automated and geographically viewable solution.  It will 
allow for multiple project scenarios before final project selection is determined. 
E-Government: The current system does not allow electronic accesses.  The upgrade will allow 
electronic access for querying and reporting by staff in headquarters and access by district and area 
engineers throughout the state.  The new system will also provide information about projects and their 
priorities to the public via the internet. 
Project Description and Scope: The effort to update the Priority Formula system will upgrade the 
current approach from one that uses outdated technology methods such as LOTUS 123 spreadsheets 
and FORTRAN programs to the use of newer technologies such as Data Warehouse and Geospatial 
Information System (GIS).  The formulas themselves will be evaluated to determine they are still the best 
way to objectively prioritize projects. 
Project Status: The project is in the conceptual stage.  A steering committee and project team is being 
established.  Work is beginning to define the scope of the project and eventually a project plan will be 
developed for submittal to CITO. 
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Transportation, Department of (Continued)  
Substantial Maintenance Program Development 
 
 CITO Approval: Not yet requested 
 Estimated Cost: To be determined 

Estimated Start: 7/06 Estimated End:  6/07 
 
Project Business Objective(s) or Motivator(s): The KDOT construction program provides for a 
category of projects classified as Substantial Maintenance.  This category delivers point solutions specific 
to improving the safety and longevity of the transportation infrastructure.  Requests originate from many 
parts of KDOT, including Bridge Design, Traffic Engineering, Transportation Planning, Construction and 
Maintenance, and local District and Area offices. 
 
This is a highly manual process that involves bringing together lists of requests or proposals, reviewing 
each individually as a comprehensive set, and finally delivering a yearly project list.  The objectives of this 
system are to reduce the effort involved in developing the project list while providing better information 
about where each project is.  The system will also provide a Geospatial Information System (GIS) view of 
alternative scenarios and packages. 
 
E-Government: Local units of government frequently want to know what efforts are underway in their 
area so that they can negotiate with the contractor for other work.  This system will provide access to this 
data.  The current jurisdictional approach for local government keeps local efforts from being bid at the 
same time as state efforts. 
 
Project Description and Scope: Develop a business flow model of the various initiating organizational 
units to identify the source data, the value added, or the approval steps in the process.  Determine the 
timing and the commonality of the business flows and then build appropriate workflows to support this 
need.  Provide additional reporting to show where each Substantial Maintenance program development 
effort is in its yearly process.  This will be built using agency standard workflow technologies with the 
information delivered via the business intelligence and GIS delivery systems. 
 
Project Status: The project is in the conceptual stage. 
 
Traffic Safety Information Management System 
 
 CITO Approval: Not yet requested 
 Estimated Cost: To be determined 

Estimated Start: 7/06 Estimated End:  6/08 
 
Project Business Objectives or Motivators:  TSIMS is envisioned as a system that will develop a 
common information management infrastructure to support state and local transportation safety 
information requirements.  TSIMS will allow KDOT to incorporate the TSIMS Data Warehouse capability 
to integrate our Crash System and other related systems.   
 
Project Description and Scope:  TSIMS is a Joint Application Development program sponsored by the 
American Association of State Highway and Transportation Officials (AASHTO).  The original TSIMS 
vision was to provide a uniform data platform for traffic safety-related information, supported by a core set 
of data capture services, workflow management and data analysis tools.   
 
Project Status:  A national contractor developed the first phase of the TSIMS program that focused on 
system requirements.  Phase II (Development and Initial Deployment) was expected to begin in FY 2002 
and run through FY 2003.  KDOT participated in the first phase of the project along with fifteen other 
states.  However, when the solicitation for the second phase went out, state Departments of 
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Transportation (DOTs) did not sign–on, citing high costs ($15,000,000 for the whole project and $850,000 
per state) and a scope that was too broad.  The national project went back to the drawing board and they 
have dramatically reduced the scope of the project to make it more affordable.  AASHTO’s latest plans 
are to incorporate those other systems, such as data collection and analysis that have already been 
developed and focus the efforts of this project on data management and manipulation.  The final project 
solicitation has not yet gone out to the state DOTs. 
 

Regents – Emporia State University 

Information Management System 
 

 CITO Approval: Not yet requested 
 Estimated Cost: To be determined 
 Estimated Start: To be determined Estimated End:  To be determined 
 
Project Business Objectives or Motivators: Purchasing a new system will produce cost 
reduction/avoidance in several ways:  (1) fewer technology staff hours devoted to maintaining the system 
since it will be a commercial package with vendor support; (2) faculty, staff, and students will utilize less 
time (and thus cost) obtaining information as the connectedness of an integrated system allows for easier 
exchange of accurate, reliable, timely and relevant information; (3) elimination of current system 
limitations that will reduce numerous manual processes and data entry redundancy; and (4) reductions to 
future staffing additions, the result of automating increasingly complex administrative functions.  The new 
system will bring improvements in decision-making and administrative and academic support.  It will also 
help to secure the University’s future growth and self-sufficiency in today’s competitive educational 
environment. 
 
System Description and Scope: The University has determined that it is time to consider an integrated 
enterprise system.  The main components being considered are student information, finance and human 
resources/payroll.  Consideration will also be given to incorporating additional areas such as the alumni 
foundation, physical plant and library.  When reviewing systems, attention will be given to the platforms 
on which the systems run so that the new system can interface with other packages already implemented 
most recently (e.g. library system financial aid, etc.).  Interfacing with the State of Kansas and other 
governmental agencies is also an important matter to be given attention.  Consideration is being given to 
two different approaches of implementation of an enterprise system:  “best-of-breed” versus “integrated 
software”.  A comprehensive “needs analysis” will be the foundation of this project. 
 
Project Status:  The Information Management System project has not started as planned.  CITO 
approval of a proposed project plan occurred on January 22, 2002.  The Needs Assessment was 
completed and reviewed with the project steering committee (no cost to date because internal staff 
completed work).  However, Emporia State University’s proposal for an Information Management System 
has been on inactive status due to lack of funding.   
 
The University has been allowed to participate in Wichita State University’s final interview of bidders for 
their proposed Information Management System project.  Now that WSU’s final selection has occurred 
and been announced, ESU will be analyzing the applicability of WSU’s selection to ESU needs.  The 
University will be completing and filing a proposed project plan document with the CITO.  
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K A N S A S 
                                                              ______________________ KATHLEEN SEBELIUS, GOVERNOR 
VICKIE ROGERS, ACTING DIRECTOR HOWARD R. FRICKE, SECRETARY 

DEPARTMENT OF ADMINISTRATION 
KANSAS INFORMATION TECHNOLOGY OFFICE 

 
 
 
 
June 15, 2004 
 
RE:  Three-Year Information Technology Management & Budget Plans 
 
 
It is time to begin preparation of the Kansas Three-Year Information Technology (IT) 
Management and Budget Plan for SFY 2005-2007.  These IT plans assist in coordinating 
systems and activities of agencies throughout Kansas State government and are also used as a 
source of information for evaluating common contract requirements and demand, examining 
resource issues, and coordinating technology projects. 
 
KSA 75-7210 requires these plans be submitted to the Joint Committee on Information 
Technology no later than October 1 of each year.  In order to facilitate the production of the 
Annual Summary, Agency plans are due in the Kansas Information Technology Office (KITO) 
no later than Friday, September 3, 2004. 
 
A template for creating a Three-Year IT Plan is included in the attachments to this letter. 
 
Thank you for your efforts. 
 
 
 
 
Vickie Rogers, Acting Director 
Kansas Information Technology Office 
 
 
 
 
Attachments 
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K A N S A S 
                                                                                                                KATHLEEN SEBELIUS, GOVERNOR 
VICKIE ROGERS, ACTING DIRECTOR                                                           HOWARD R. FRICKE, SECRETARY 

DEPARTMENT OF ADMINISTRATION 
KANSAS INFORMATION TECHNOLOGY OFFICE 

 
 
15 June 2004 
 
From:  Kansas Information Technology Office 
 
To:       All State Agencies 
 Chief Information Technology Architect 
 Chief Information Technology Officers 
 

Instructions for FY 2005-2007 IT Management and Budget Plans 
 
 
Agencies with IT Expenditures in FY 2004 of less than $100,000 are only required to complete 
Section I of the following Plan Template. 
 
 
Agencies with IT Expenditures in FY 2004 of more than $100,000 are required to complete 
Sections I – IV of the following Plan Template.  Special attention in this plan should be given to 
aligning IT applications and objectives to current agency business plan processes. 
 
 
 

Please submit one digital copy and one hard copy of your agency's plan by 
Friday, September 3, 2004 and any questions to: 

 
Ivan Weichert 

Kansas Information Technology Office 
900 SW Jackson, Room 751-S 

Topeka, KS  66512-1275 
785-296-0257 

Email: ivan.weichert@da.state.ks.us 
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 [AGENCY NAME] 
 

INFORMATION TECHNOLOGY 
MANAGEMENT AND BUDGET PLAN 

  
 
 
Plan Date:  [Date approved] 
 
Approved By: [Agency head: name and title] 
 
Contact: [Agency staff member to contact with questions about this plan; name, 

title, organization, address, telephone number, fax number and e-mail 
address] 

 
Website:  [Agency URL: http://] 
 
  

SECTION   I   ~  AGENCY PROFILE 
Mission 
[Agency mission as reported on budget form DA-400.] 
 

Business Programs  
Program #: [Identify and provide brief description of each program established to assist with 

the agency mission, as contained on budget form DA-400; separate title and 
paragraph for each; number sequentially for reference, no priority implied.]  

 
Organization  
Personnel Strength: [Total authorized agency staffing, classified and unclassified, FTE as of 

6/30/04.]  
 
Locations: [Number and description of campuses / sites, within or beyond Kansas, 

with agency staff.]  
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IT STAFFING  
Functions:   Agency IT staff allocations by function (approximate):  

 
[Example:  Someone who spends half their time modifying existing software, one-
third testing new applications, and the remainder doing database administration 
would have 0.5, 0.3 and 0.2, respectively, in the Application Maintenance, 
Application Development and Data Administration blocks.]   
 
Include the following:  
• All classified and unclassified IT positions 
• Any positions that may be designated within SHaRP as non-IT classification, but 

which perform IT functions. 
 

 SFY 2005 
ACTUAL FTE 

SFY 2006 
PROJECTED FTE 

SFY 2007 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency coordination)       

Application Maintenance and Enhancement   
(in-production systems)       

Application Development 
(includes general and tactical plans, business area 
analysis, process reengineering, prototyping, 
application design, coding, integration and testing) 

      

Data Administration, Data Analysis/Validation and 
Database Administration       

Network Engineering, Technical Management and 
Support       

Computer Operations, Management and Technical 
Support       

Web application development and maintenance       

IT Security       

Other IT Functions (please identify)       

       

       

TOTAL FTEs       
 

Computer  Assets 
[Please indicate quantities in appropriate cells in the table below] 
 

 AS400 Unix Linux MS Windows Apple 
   

Midrange   
Servers   

PC-Desktop   
PC-Laptop   
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AGENCY IT ACCOMPLISHMENTS 
Provide a brief summary of IT accomplishments for SFY 2004.   
 
Summary:  [Please include any cross-agency collaboration or joint application development efforts.  This 

summary will be included in the agency’s section in the Annual Summary.] 
 

AGENCY IT STRATEGIC DIRECTION 
This section summarizes agency direction in several key areas of information technology 
and business system management. 
 
Summary:  [Highlight expected evolution or changes of agency IT resources & applications 

and summarize the future IT direction for your agency. Identify what technology 
is needed in order to accomplish agency objectives and the current business 
programs that are supported by the objectives in order to demonstrate that IT 
investments have a direct impact on agency mission performance.  Examples of 
information to be included are electronic agency services, business contingency 
and disaster recovery, data administration, executive information systems, and 
applications development.  Please indicate any cross-agency collaboration or 
joint application development efforts.] 

 
 Please also include the following areas when producing this summary: 
 

• Agency Architecture:  [Brief statement about the agency’s current platform(s), any plans for 
major changes to current platforms, any areas where your agency deviates from the State 
Architecture, per K.S.A. 75-7209, http://da.state.ks.us/itec/Statutes/KS75-7209.htm] 

 
• E-Government: [Brief description highlighting expected evolution of agency IT legacy 

applications  to e-government over the next three years. E-government provides citizens, 
businesses, and governments with equal, efficient, electronic access and interaction with 
government information.] 

 
• Security:  [Statement regarding what agency IT security measures are in place or are being 

planned for IT systems compliance in the following areas:] 

Management Controls- 
  1-Risk Management 
  2-Review of Security Controls 
  3-Life Cycle 
  4-Authorizing Production 

Operational Controls – 
  5-Personnel Security 
  6-Physical and Environment Protection 
  7-Production Input/Output Controls 
  8-Contingency Planning 
  9-Hardware and System Software Maintenance 
  10-Data Integrity 
  11-Documentation 
  12-Security Awareness, Training and Education 
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  13-Incident Response Capability 

Technical Controls – 
  14-Identification and Authentication 
  15-Logical Access Controls 
  16-Audit Trails 

 
 
 
• Electronic Signatures: [Brief statement of agency plans to implement PKI; data encryption and 

verification of a user's digital identity.] 
 

• Messaging:  [Brief statement regarding personal assistants, instant messaging, current email 
platforms and any changes to same.] 

 
• Disaster Contingency Planning:  [Brief statement regarding policies or plans to continue your 

business objectives in the event of a disaster.] 
 
 

 
 [This summary will be included in the agency’s section of the Annual Summary. ] 
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SECTION  II  ~  AGENCY IT OBJECTIVES 
 
Details of Objectives: The following information should be supporting documentation to your  
summary of Strategic IT Direction, and should include how your strategic direction supports 
agency goals and enterprise wide collaboration efforts. 
 

IT Objective # __: [Title and brief description of objective; include target data to 
complete; number sequentially for reference, no priority implied.] 
 
Strategic Information Management Plan Goal(s) Supported: [Identify which 
numbered goal(s) in the SIM Plan are supported by this agency IT objective.  Purpose:  
show how well the agency's IT direction matches overall direction established for state 
government. 
 
 
 
 
[Example]  IT Objective #4: Data Management and Integration. Create and maintain 
standard data dictionaries, repositories, tools, and data models for the agency in the larger 
agency and State contexts.  Develop a decision support environment that provides data 
integration across the agency and customized web-enabled information delivery to 
administrative, educational, and research areas.  Develop a comprehensive understanding 
of the organization's information base and information needs.  Plan, develop and manage 
a data warehouse environment that supports those information needs.  Promote a culture 
of shared access to information to support the agency's strategic goals. 
 
[Example]  Strategic Information Management Plan Goal(s) Supported: 
Goal #2 (Financial Perspective):  Use public and private resources effectively and 
efficiently. 
Goal #3 (Internal Business Perspective):  Manage government IT resources effectively 
and efficiently.   
By developing data standards, reducing the number of redundant systems, creating a data 
warehouse and providing customized web-enabled information delivery we will provide 
more effective use of our information resources and improve the efficiency of both our 
systems and employees. 

 
  
 
 

[Repeat this section for each agency IT objective listed.] 
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SECTION  III   ~  MAJOR IT APPLICATIONS 
 
This section identifies the agency's principal software applications or systems now in production.  
This list is limited to mission-critical batch or multi-user applications, which directly perform 
business functions for the agency.  This list should not include standard third-party software 
products, such as word processors and spreadsheets.  Projects still in planning, design or 
development (pre-production) should be listed in IT Project Budget Proposals. 
 
Application #: [Title and acronym; repeat this section for each major business 

application; number sequentially for reference, no priority implied.] 
 

Purpose: [Describe how this application supports your agency’s business 
processes.] 

 
Functions: [Brief list of business functions performed; example:  driver records, 

agency general ledger, student academic records.] 
 
Interaction: [Customer groups deriving benefit through this application; examples:  

agency-internal, other state agencies, private sector, general public.] 
 
Technical Environment:  
 

Hardware: [Hardware platform(s).]  
 
Network Protocols: [e.g., TCP/IP] 
 
System s/w: [Operating system.]  
 
DBMS: [Database Management System, if any.]  
 
Client:  [web-based, thin client, thick client, terminal pc.]  
 
Special s/w: [Other special software required for this application.]  

 
Language: [Developmental language(s); what maintainers must know.] 
 
Implemented:    [Date first put into production.] 
 
Revision: [Date current revision put into production; version number.] 
 
Developer: [Vendor or organization which produced the application; examples: 

"AMS, Inc." and "agency in-house."] 
 
Maintenance:  [Organization which performs software maintenance.] 
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SECTION   IV  ~  IT PROJECT BUDGET PROPOSALS  
 
Planned Projects  
 
Provide information below for all planned projects with an estimated total cost of $250,000 or more from 
source of funds, in which the agency is proposing new state funding or has spending authority.   Planned 
projects identify new projects by agencies that are in planning stages only and the IT Project Plan may or 
may not have been submitted for CITO approval.   
 
Project Name:   [Full project name or title] 
 
Project Acronym:  [Short name, acronym or code, if any] 
 
Estimated Project Cost: [Total estimated cost of the project over the life of the project from any 

source of funds, over all fiscal years. Exclude costs of state government 
staff and operational costs after project implementation.] 

 
Estimated Operational Cost: [Total estimated operational cost from any source of funds, for three 

ensuing state fiscal years after project implementation.] 
 
    SFY _____ $ ___________ 
    SFY _____ $ ___________ 
    SFY _____ $ ___________ 
     
Estimated Start Date:  [Date the project is estimated to begin.] 
 
 
Estimated Completion Date: [Date the project is estimated to be completed.] 
 
 
Project Business Objective(s) or Motivator(s): [Situation prompting development of the proposed 
project; programs, activities and other needs and intended uses of the proposed technology.  Please 
include opportunities for cross-agency collaboration, if appropriate.] 
 
 
E-Government: [Brief description outlining how the project utilizes electronic government to provide 
citizens, businesses, and governments with equal, efficient, electronic access and interaction with 
government information. Include level of functionality from forms, which can be downloaded, printed and 
sent through conventional means to advanced electronic forms where the entire process can be completed 
and submitted online along with the payment.] 
 
 
Project Description and Scope: [Includes identification of the organizations and individuals to be 
affected, and a definition of the functionality to result.] 
 
 
Project Status: [Brief description of the current status of the planned project.] 
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INFORMATION TECHNOLOGY 
MANAGEMENT AND BUDGET PLAN 

VARIATIONS FOR SPECIFIC ORGANIZATIONS 
 
The standard format for agency Information Technology Management and Budget Plans is 
insufficient for some organizations in Kansas state government.  This enclosure describes the 
variations from the standard format to be observed by these organizations.  All other Plan 
components should be in standard format. 

DISC FEE-FOR-SERVICE BUREAUS 
Background 
The Department of Administration's Division of Information Systems and Communications (DISC) has two separate 
missions and therefore must submit two plans.  The first plan shall be for the Department of Administration.  This 
plan should cover all systems and IT assets sponsored by Divisions in the Department of Administration, excluding 
items covered in DISC's fee-for-service bureaus. 
 
The second plan should be prepared specifically for DISC.  The same format and content should be provided in both 
plans for all major agencies with exceptions to the variations listed below for the DISC plan.   
 
DISC customers need visibility of the Information Technology Plans for these bureaus -- the plans show how the 
bureaus will support customers' technology needs in the future.  However, the bureaus themselves generally do not 
sponsor business applications for which descriptions are required under the standard format. 
Variations 
In preparing an Information Technology Management and Budget Plan for their fee-for-service operations, DISC 
should use the following variations from the standard plan format: 
IT Profile 
Report any systems supporting the "fee-for-service" mission, which meet the criteria for internal "Major IT 
Applications" using standard IT Management and Budget Plan format.   
 
In an additional section entitled "Major Software Service," report this same information for each major software 
service or product (for example, a Database Management System environment used by more than one application, or 
file management utilities used by system operators). 
 

• For "Functions," list the software's primary technical functionality. 
• For "Interaction," list any major applications or user groups known to use the software. 
• Omit the entry for "Language." 

 
In an additional section entitled "Data Communications Services," identify agency or outside customers receiving 
data communications support; this does not include dialup data service over voice lines.  Show the number of district 
sites for each customer, categorized by level of service (e.g., "TCP/IP over 56Kbps dedicated line," "guaranteed 
14.4Kbps frame relay access to Sprint network via public gateway").  Indicate which sites and data lines service 
multiple agencies (e.g., backbone circuits). 
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INFORMATION TECHNOLOGY 

MANAGEMENT AND BUDGET PLAN 
VARIATIONS FOR SPECIFIC ORGANIZATIONS 

 
The standard format for agency Information Technology Management and Budget Plans is 
insufficient for some organizations in Kansas state government.  This enclosure describes the 
variations from the standard format to be observed by these organizations.  All other Plan 
components should be in standard format. 

REGENTS INSTITUTIONS 
Background 
At each of the six Regents universities in Kansas, authority and responsibility for managing IT resources may rest 
with individual academic departments or with a department of academic computing or with a central IT 
organization.  Administrative computing service and telecommunications services may be organized separately or 
under a single authority.  The IT Management and Budget Plan should reflect the organization of each of these 
functional groups, at each Regents university. 
 
Funding for IT resources at Regents schools is only partially provided by state appropriation.  Other fund sources, 
including grants, contribute to their Information Technology resources.  However, since computing and networking 
resources at Regents universities access and impact the state's wide-area network, it is important to reflect in this 
Plan the overall equipment configuration and profile of data processing and transmittal for each school. 
 
Representatives from each institution form the Regents Computer Advisory Committee (RCAC), which coordinates 
general systems planning.  The Regents' schools also share network resources (including Internet access) with 22 
other higher-education institutions in the state, through the Kansas Research and Education Network (KANREN).  
KANREN is operated as an independent, not-for-profit organization. However, KANREN leases bandwidth on the 
state's wide-area data transmittal backbone for connectivity with the Regents' schools. 
Variations 
The IT Management and Budget Plan focuses primarily on each school's central IT operation.  Some specific 
information is also required about IT in academic departments.  However, since use of academic IT resources tends 
to be highly focused, full plan details are not expected in this area.  However, significant additions to the computer 
and communications infrastructure and major IT-based university programs should be covered. 
 
Note: Since the Information Technology Management and Budget Plan is primarily a means of explaining and 
coordinating submission to the state budget process, a Regents institution may, as an alternative, submit a copy of 
their regular annual report, provided all content is included as specified in this Plan format with prescribed 
variations. 
 
In preparing Information Technology Management and Budget Plans for Regents institutions, the managers of IT 
functions at each school may apply these variations of the standard plan format. 

Cross-Regent Collaboration 
Describe efforts with other Regents institutions that involve sharing of resources, information, knowledge or any 
type of collaborative endeavor in information technology. 
 
IT Profile 

Physical Systems 
The central IT organization(s) should report those resources under their management, including backbone 
LAN/WAN services at the campus.  If IT assets in academic departments are managed by a single department of 
academic computing or similar organization, these should also be included in the inventory whenever possible.  
Estimates should be used when accurate inventory records are not available and should be listed as such. 
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Network 
Each school should report information on their own point of connection to the KANREN network.  In addition, the 
University of Kansas should provide a copy of KANREN's most recent annual report if available, describing overall 
network configuration, services, objectives, membership and financial plan. 
 
Each school should report what plans, if any, there are to support the KAN-ED network. 

IT Organization 
Identify all organizational components at the university, which deal with IT functions.  Include an organization chart 
and narrative to describe how IT responsibilities are managed at the university. 

Strategic Direction 
Sections in this part must address any cross-departmental objectives, strategies, etc. as well as those specific to the 
central IT function. 
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FY 2005-2007 3 YR IT PLAN 
Agency IT Expenditure Levels 

 

   IT Expenditures under $100K    IT Expenditures over $100K

Agency No. Agency Name Agency No. Agency Name
016 Abstracters' Board of Examiners 034 Adjutant General
028 Accountancy, Board of 173 Administration, Department of
055 Animal Health Department 039 Aging, Department on
359 Arts Commission, Kansas 046 Agriculture, Department of
094 Bank Commissioner 082 Attorney General
100 Barbering, Kansas Board of 604 Blind, School for the
102 Behavioral Sciences Regulatory Board 300 Commerce, Department of
122 Citizens Utility Ratepayer Board 143 Corporation Commission, Kansas
634 Conservation Commission 521 Corrections, Department of
149 Cosmetology, Board of 652 Education, Department of
159 Credit Unions, Department of 234 Fire Marshal Office, State
610 Deaf, School for the 105 Healing Arts, State Board of
167 Dental Board 264 Health and Environment, Department of
206 Emergency Medical Services Board 280 Highway Patrol
247 Governmental Ethics Commission 288 Historical Society, State
252 Governor, Office of the 296 Human Resources, Department of
261 Guardianship Program, Kansas 328 Indigents' Defense Services, State Board
270 Health Care Stabilization Fund 331 Insurance Department
266 Hearing Aid Board of Examiners 083 Investigation, Kansas Bureau of
058 Human Rights Commission 677 Judicial Branch
349 Judicial Council 350 Juvenile Justice Authority
360 Kansas, Inc. 428 Legislature
422 Legislative Coordinating Council 434 Library, State
425 Legislative Research Department 450 Lottery, Kansas
446 Lieutenant Governor, Office of the 482 Nursing, Board of
204 Mortuary Arts, Board of 553 Racing & Gaming Commission, Kansas
488 Optometry, Board of Examiners In 561 Regents, Board of
523 Parole Board, Kansas 379 Regents:  Emporia State University
531 Pharmacy, Board of 246 Regents:  Fort Hays State University
671 Pooled Money Investment Board 367 Regents:  Kansas State University
540 Post Audit, Legislative Division of 385 Regents:  Pittsburg State University
543 Real Estate Appraisal Board 682 Regents:  University of Kansas
549 Real Estate Commission 683 Regents:  University of Kansas Medical Center
579 Revisor of Statutes 715 Regents:  Wichita State University
622 Secretary of State 365 Retirement System, KS Public Employee
625 Securities Commissioner of Kansas 565 Revenue, Department of
626 Sentencing Commission, Kansas 629 Social & Rehabilitation Services, Department of
562 Tax Appeals, Board of 276 Transportation, Department of
663 Technical Professions, Board of 670 Treasurer, State
371 Technology Enterprise Corp., Kansas 694 Veterans Affairs, Commission on
700 Veterinary Examiners, Board of 709 Water Office, Kansas

710 Wildlife and Parks, Kansas Department of
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K A N S A S 
                                                                    ______________________ KATHLEEN SEBELIUS, GOVERNOR 
  

DEPARTMENT OF ADMINISTRATION 
KANSAS INFORMATION TECHNOLOGY OFFICE 

 
December, 2004 
 
The Kansas Information Technology Office would like to thank you for submission of your 
agency’s Summary of 3-Year Information Technology Management and Budget Plan.   
 
Attached is a draft of a summary of your agency’s Information Technology plan that will be 
contained in Chapter 2 of the “Annual Summary of Agency 3-Year Information Technology 
Management and Budget Plans."   Your complete report as originally submitted, is also made 
available to the Kansas Legislature. 
 
We would appreciate your help in validating the document through review and comment.  
Included in your draft is your agency’s information that will be included in the report. 
 
Chapter 2 is the ‘Directions In Technology Use’ section.  It contains a synopsis about the 
agency’s mission, budget, IT expenditures, physical IT assets, and accomplishments and 
objectives for the future. The published Governor’s Budget Report and Addendum for the 
current fiscal year was used to assemble budget information.  IT expenditure figures for FY 2004 
are compiled from reports from the Department of Administration’s Accounts and Reports 
Division. 
 
Please review your agency’s information carefully and insure that any missing information is 
included in your comments.  
 
We are asking that we receive your comments or let us know if you don’t have any changes by 
close of business, Wednesday, January 5, 2005.  Please forward these to Ivan Weichert at 
ivan.weichert@da.state.ks.us.  If you have any questions, please call Ivan at 785-296-0257.  
 
 
Thank you, 
 
Ivan Weichert 
Kansas Information Technology Office 
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End of Document 
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