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Purpose of Annual Report  
The purpose of this annual report is to present a high-level view of information technology (IT) activities in 
Kansas.  Information technology plays an important role in the quality of services delivered by 
government and the manner in which citizens and businesses can interact with their government.  The 
presence of technology, particularly communications services, is an important factor in the economic 
vitality of a State and the quality of life of its citizens.  Technology is also causing profound changes upon 
people, society, business, and government. 
 
The planning model used in Kansas is depicted below.  The process has five important components: the 
Strategic Information Management Plan (SIM Plan), the Annual Summary of Agency Three Year 
Information Technology Management and Budget Plans, project planning process, budget request 
process, and the Kansas Information Technology Architecture.  

 

 
The Annual Summary of Agency Three Year IT Management and Budget Plans document is 25% 
strategic and 75% tactical.  Annually, each State agency is asked to submit a Three Year Information 
Technology Management and Budget Plan outlining their information systems accomplishments for the 
past State Fiscal Year (SFY), current State Fiscal Year activities, and strategies for future years.  These 
plans are used as important management tools for the effective implementation of information systems to 
achieve the agency's strategic objectives, and to assist in coordinating the systems and activities of State 
government organizations.  
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IT Governance 
Beginning in 1996, the Kansas Legislature began a study of the IT governance/management structure 
within Kansas government.  In 1998, the Legislature passed, and the Administration signed, Kansas 
Senate Bill #5, now Kansas Statutes Annotated (KSA) 75 7201-7212 et seq.  These laws altered the face 
of IT governance in the State.  The new structure produced a roles-based consolidated model as 
illustrated below.  

 

 
This consolidated model coordinates the IT activities of 83 agencies, increasing IT efficiencies, 
streamlining reporting processes, and increasing communications between and among the various 
entities.  Planning functions such as the Strategic Information Management (SIM) Plan and the Kansas 
Information Technology Architecture (KITA) have positively impacted IT services in State government 
since the consolidation model was implemented.  
 
The Kansas consolidated model features the Information Technology Advisory Board (ITAB) as the 
foundation.  The operational philosophy is both bottom-up and top-down with communication among the 
participants both vertically and horizontally.  The ITAB and its sub-committees form the nucleus where 
many IT initiatives are identified.  The development of IT policies has genesis in the ITAB as well.  The  
Kansas IT governance structure, by design, allows for much discourse and a consolidated operational 
structure.   
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The Kansas Consolidated IT Governance Model Components 
 
Information Technology Executive Council (ITEC) 
As set forth in Kansas statute, KSA 75 7201-7212 et seq., the Information Technology Executive Council 
(ITEC) is comprised of seventeen members.  The membership includes Cabinet Secretaries and Senior 
Executives of various State government entities, senior leaders from local units of government and the 
private sector, and the Chief Information Technology Officers (CITOs) from each branch of government.  
The Secretary of Administration chairs the ITEC.  The ITEC meets quarterly and is charged with the 
adoption of: 
 

 IT Policies, Procedures, Standards, and Guidelines 

 The long-range enterprise Strategic Information Management Plan 

 The Kansas Information Technology Architecture  

 Project Management Methodology, Training and Certification  
ITEC is responsible for approval of information technology policies, project management procedures, the 
Information Technology Architecture, and the Strategic Information Management Plan.  It is comprised of 
17 voting members.  It provides direction and coordination for the application of the State's information 
technology resources, designates the ownership of information resource processes, and is the lead entity 
for implementation of new technologies and networks shared by multiple agencies in different branches of 
State government.  
 
Chairperson:   Duane Goossen, Secretary, Department of Administration 
Mr. Bill Roth, Chief Information Technology Architect, Secretary 
Ms. Denise Moore, Executive Branch CITO 
Mr. Don Heiman, Legislative Branch CITO 
Mr. Kelly O’Brien, Judicial Branch CITO 
Mr. Duane Goossen, Director, Division of the Budget  
Maj. General Tod Bunting, Kansas Adjutant General 
Ms. Joan Wagnon, Secretary, Department of Revenue 
Mr. Roger Werholtz, Secretary, Department of Corrections 
Mr. Jim Garner, Secretary, Department of Labor 
Mr. Reginald Robinson, President & CEO, Kansas Board of Regents 
Mr. Robert Corkins, Commissioner, Department of Education 
Mr. Howard Schwartz, Judicial Administrator, Kansas Judicial Center 
Ms. Carol McCoy, Information Technology Manager, City of Olathe 
Mr. Jim Hollingsworth, Director, Information Network of Kansas 
Mr. Douglas Quade, Manager of Business Relationships, Excel Corporation 
Mr. John Fitzgerald, Executive Director of IT, Westar Energy 
Mr. Dan Storm, Director of Technology, Kansas Farm Bureau 
Mr. Richard Vogt, Sedgwick County 
 
Kansas Information Technology Office (KITO) 
The Kansas Information Technology Office (KITO) provides enterprise information technology 
coordination and collaboration services, including support for the three branch Chief Information 
Technology Officers (CITOs).  The KITO is comprised of four functional areas: 1) architecture; 2) project 
management; 3) geographical information systems (GIS); and 4) security. The KITO will continue to 
publish a variety of documents under the auspices of the Information Technology Executive Council 
(ITEC) as directed in K.S.A. 1998 Supp. 75-7201 through 75-7212.  These documents include the 
following: The ITEC’s Strategic Information Management (SIM) Plan (revised semi-annually), the Kansas 
Information Technology Architecture (KITA) (updated annually), the Annual Summary of Agency Three 
Year Information Technology Management and Budget Plans, and the Quarterly Information Technology 
Project Status Reports. KITO staff will provide support for the activities of the Information Technology 
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Advisory Board (ITAB), the Geographic Information Systems (GIS) Policy Board, the ITEC, and the IT 
Security Council.  The staff in the KITO assist in the development of enterprise IT Policies and 
Guidelines, focusing primarily on E-Government, security, and privacy.  In addition, the Chief Information 
Security Officer will coordinate IT operational security and security policy matters with other agencies 
through the activities of the ITEC, the Security Council and the ITAB Security sub-committee. Also, the 
Chief Information Technology Architect will continue to serve as secretary to ITEC and develop and 
maintain the Strategic Information Management Plan and the Kansas Information Technology 
Architecture and IT policies proposed to ITEC for adoption. The KITO will work collaboratively with the 
Information Network of Kansas (INK) and the GIS Data Access and Support Center (DASC) to spatially 
enable E-Government applications and services through the accessKansas web portal 
(http://www.accessKansas.org).  The office will continue to support and refine the Project Management 
Methodology (PMM) training program content and provide support, oversight, and project management 
consultation on major IT projects throughout Kansas government. 
 
 
Joint Legislative Committee on Information Technology (JCIT) 
The Joint Committee on Information Technology (JCIT) is a standing committee of the Kansas 
Legislature.  Committee membership comes from both the House and the Senate.  JCIT serves as an 
oversight committee on IT issues for State government, and is directed to study, review and report its 
findings on computers, telecommunications and information technologies that are proposed or in use by 
State agencies.  The JCIT is authorized to make annual reports to the Legislative Coordinating Council 
(LCC) and other special reports to committees of the House and Senate as deemed necessary by the 
Committee.  Specific direction is given to the JCIT to review proposed data processing and 
telecommunication acquisitions, the budgets for implementing those projects, and to make 
recommendations to the appropriate House and Senate committees considering appropriations for the 
agencies making acquisition requests. 
 
The committee is composed of five members of the Senate and five members of the House of 
Representatives.  Two Senate members are appointed by the President of the Senate, two are appointed 
by the Minority Leader of the Senate, and one is appointed by the chairperson of the Committee on Ways 
and Means of the Senate. Two Representatives are appointed by the Speaker of the House of 
Representatives, two are appointed by the Minority Leader of the House of Representatives, and one is 
appointed by the chairperson of the Committee on Appropriations of the House of Representatives.  The 
JCIT is authorized to meet at any time and any place within the State on call of the chairperson.  The 
Chair and Vice-Chair are elected by the members for one year, with the positions alternating annually 
between members of the House (odd years) and Senate (even years).  The JCIT may introduce 
legislation it deems necessary and may request the LCC to provide for professional services to assist with 
JCIT studies. 
 
Senate Members House Members 
Sen. Tim Huelskamp – Vice Chair Rep. John Faber – Chair 
Sen. Janis Lee Rep. Nile Dillmore 
Sen. Mike Petersen Rep. Harold Lane 
Sen. Vicki Schmidt Rep. Joe McLeland 
Sen. Chris Steineger Rep. Jim Morrison 
 
Staff 
Don Heiman - Legislative Branch CITO 
Julian Efird - Kansas Legislative Research Department 
Melissa Calderwood - Kansas Legislative Research Department 
Gary Deeter - Committee Secretary 
Mary Ann Torrence - Revisor of Statutes 
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Chief Information Technology Officers (CITOs) 
The IT Governance structure provides for a Chief Information Technology Officer (CITO) for each of the 
three branches of Kansas government.  The Executive Branch CITO, by law, has cabinet presence and is 
appointed by the Governor.  The Judicial Branch CITO reports to the Office of Judicial Administration and 
then the Supreme Court.  The Legislative CITO reports to the Joint Legislative Committee on Information 
Technology (JCIT) and then to the Legislative Coordinating Council (LCC), both comprised of members of 
the House and Senate. By law, the CITOs for each branch of government are members of ITEC.  
 
Each CITO fills the implementation role in the IT Governance model within their respective branch and 
has significant input in policy direction.  The Executive Branch CITO prepares the Annual Summary of 
Agency Three Year Information Technology Management and Budget Plans, which summarizes IT 
activities, assets, and plans for all 83 planning agencies.  Within the governance organization, IT projects 
and bid specifications with budgets of $250,000 or more must be approved by the appropriate branch 
CITO. 
 
 
 
Geographic Information Systems Policy Board (GIS PB) 
The Kansas Geographic Information Systems (GIS) Initiative and Policy Board were established in 1989.  
Since then, the initiative has grown into a coordinated model that provides shared geospatial data, 
standards, and partnerships with state, federal, and local units of government.  The Board is chaired by 
the Director of the Kansas Water Office and the vice-chair is the Executive Branch CITO.  The Board’s 
Data Access and Support Center (DASC), a National Spatial Data Infrastructure Clearinghouse site, 
provides geospatial data distribution, archival, and support services for the GIS user community.  The 
Board and its sponsored activities are an integral part of the Kansas IT Governance Model.  The Kansas 
GIS Policy Board is responsible for the development of geospatial data, data standards, partnership 
agreements, and policies to enhance the value of geospatial technologies.  These activities emphasize 
cooperation and coordination to insure interoperability and data sharing among agencies, organizations, 
and government entities in order to maximize the capabilities and cost effectiveness of GIS. 
 
The Policy Board consists of 27 members appointed by the Governor: the Chief Information Technology 
Officers from all three branches of government; four State Regents institutions; leaders from nine State 
government agencies; two federal agencies; four private sector companies; and five local 
county/municipal governments. 
 
Tracy Streeter, Kansas Water Office - Chair 
Denise Moore, Executive Branch CITO - Vice Chair 
Ivan Weichert, GIS Director - Facilitator 
 
Joseph Arri, Southwestern Bell  Dr. Shawn Hutchinson, Kansas State University 
Walt Aucott, US Geological Survey Alan Kruse, VP Central Bank & Trust 
Tim Blevins, Kansas Department of Revenue Brian Logan, Dept of Transportation  
Linda Buttron, Jefferson County Clerk  Dr. Edward Martinko, KS Biological Survey 
Lea Ann Curtis, SRS Brian Moline, Kansas Corporation Commission 
Michael Dealy, Manager GMD 2  Gregg Noland, Western Resources 
Mark Dinkel, Finney County  Kelly O’Brien, Judicial Branch CITO 
Greg Foley, State Conservation Commission David Pope, Dept of Agriculture DWR 
Joe Harkins, Natural Resource Policy Office John Rogers, Sedgwick County IS 
Bill Harrison, Kansas Geological Survey Dr. Tom Schafer, Fort Hays State Univ. 
Don Heiman, Legislative Branch CITO Keith Sexson, Dept of Wildlife & Parks 
Brian Huesers, KDHE Bettejane Wooding, Barton County 
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Security Council 
The Information Technology Executive Council (ITEC) established the IT Security Council in 2002. The 
Chief Information Security Officer (CISO), of the Kansas Information Technology office, is responsible for 
coordinating the IT security initiatives of the Security Council.  The CISO works with security officers and 
IT directors in the State agencies to coordinate statewide responses to cyber-attacks, security 
penetrations, and outside agents that threaten applications and the IT infrastructure.  The officer also 
works closely with security policy executives in all 50 states, the Federal government, and private sector 
organizations. 
 
Co-Chairperson:  Mr. Larry Kettlewell, Chief Information Security Officer, KITO 
Co-Chairperson:  Mr. Tim Blevins, Department of Revenue 
Mr. Allan Foster, Legislative Post Audit 
Mr. Jim Hollingsworth, Information Network of Kansas 
Mr. Jim Lawson, Kansas Association of Government Management 
Mr. Ben Nelson, Department of Transportation 
Mr. Patrick Tierce, Department of Transportation 
Ms. Norma Jean Schaefer, Department of Health & Environment 
Mr. Morgan Bailey, Department of Health & Environment 
Mr. Ben Errebo, Kansas Bureau of Investigation 
Mr. Dave Timpany, Department of Administration 
Mr. Doug Cruce, Judicial Branch 
Mr. William Noll, Department of Corrections   
Mr. Brad Williams, Board of Regents 
Lt. Colonel Mike Madden, Adjutant General   
Colonel Henry Martin, Adjutant General 
Mr. Todd Reinert, Juvenile Justice Authority 
Mr. Chuck Crawford, Regents 
Mr. Richard Houston, SRS 
Vacant, U.S. Secret Service 
Mr. Stan Wiechert, Department of Revenue 
Vacant, Attorney General    Mr. Hank Sipple, Department of Agriculture 
Ms. Kathleen Gosa, Department of Education  Mr. Norman Bacon, Department of Corrections 
Mr. Joe Wallingford, Kansas Highway Patrol  Mr. Aaron Wienshienk, Department of Labor 
 
 
Information Technology Advisory Board (ITAB) 
The Information Technology Advisory Board (ITAB) forms the foundation of the Kansas IT Governance 
Model.  Its membership comes from State agency IT Directors, Regents’ Universities IT Directors 
(Regents Computer Advisory Council-RCAC), the leadership of INK, the State Historical Society, and 
associate members, including technologists, functional users, subject matter experts and auditors.  This 
wide array of individuals then populates the ITAB subcommittees that provide planning functions that 
move, vertically and horizontally, through the consolidated structure.  The SIM Plan, for example, impacts 
State agencies and, in part, drives the agency budget process.  The Kansas Information Technology 
Architecture (KITA) provides direction on technology products and their deployment.  The consolidation of 
individuals from State government meet with collaboration through this model to propose plans and 
policies that  the ITEC and the JCIT will review and then potentially make into law or policy.  
 
ITAB was established to function as a technical resource to the Chief Information Technology Officers for 
the branches of government and the Information Technology Executive Council (ITEC).  ITAB meets 
monthly and draws attendance from technical specialists and business managers interested in the 
discussions of technology issues or special issue-oriented presentations.  Its agendas span the range of 
information technology topics such as:  Internet Utilization, State Contract Development, Information 
Technology Applications, Security, and Information Technology Architecture. 
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Chairperson: Denise Moore, Executive Branch CITO 
Kelly O’Brien, Judicial Branch CITO 
Don Heiman, Legislative Branch CITO 
 
Jeanette Anderson, GMIS (Small Counties)  Bill Noll, KDOC 
Steve Armstrong, Adjutant General Joe Oborny, KS School for the Deaf 
David Bainum, Washburn University John Oliver, KPERS 
Jim Bingham, KUMC Gary Ott, WSU 
Tim Blevins, KDOR Del Potterf, Aging 
Lea Anne Curtis, DHS Todd Reinert, JJA 
Scott Davison, Attorney General Steve Montgomery, KBI 
Allan Foster, Legislative Post Audit David Schmidt, FHSU 
Hal Gardner, Regents Hank Sipple, KDOA 
Randall Gregg, Commerce Jerry Smith, PSU 
Kathy Gosa, KDOE  Tracy Smith, accessKansas 
Jim Hollingsworth, INK John Spurgeon, KDWP 
Cindy Hooper-Bears, State Treasurer Denise Stephens, KU 
Brian Hosey, Indigents’ Defense Services John Oliver, KPERS 
Brian Huesers, KDHE Mike Stewart, SOS 
Dan Javis, Wyandotte County Mark Thurman, KHP 
Dave Larson, Legislature Elizabeth Unger, KSU 
Jeff Lewis, KDOL Bruce Vieweg, ESU 
Dave Mackey, Lottery Richard Vogt, GMIS (Large Counties) 
Lt. Col. Henry Martin, Adjutant General Alan Weis, Enterprise Technology Corp of Ks 
Jon McKenzie, KCC Brad Williams, Regents 
Pat Michaelis, KSHS Neil Woerman, Kansas Insurance Dept. 
Ben Nelson, KDOT  
Non-Voting Members  
Anthony Fadale, ADA Coordinator Gordon Lansford, KCJIS 
Vickie Rogers, Project Management Office Bill Roth, CITA 
Ivan Weichert, GIS Policy Bd  

 
Information Network of Kansas (INK) 
The consolidated governance structure includes primarily State agencies, but it also includes a 
public/private entity that has successfully expanded the scope of services offered to the citizens of 
Kansas.  In April 1990, the Governor of Kansas signed into law KSA 74-9301, creating the Information 
Network of Kansas (INK).  This network, which had been the vision of a group of individuals from both the 
public and private sector, would provide efficient and economical access to public information via the 
Internet. In January 1992, the Board of Directors for INK awarded a contract to the Kansas Information 
Consortium (KIC) to manage the network. In 2002, the Board issued a Request for Proposal for the 
network services contract and awarded it to KIC. 
 
The birthplace of “e-government” was in the heartland of Kansas, with implementation of network-based 
applications dating back to 1991.  This partnership has become a model for the management and 
dissemination of government information across the country.  This self-funded model is simple: the 
network administrator builds service applications and web sites for State agencies and associations at no 
cost to the agencies.  The State portal encompasses all State agencies, Regents’ universities and many 
professional association web sites and services, of which more than 250 are free to users. 
 
The remainder of the portal includes service applications that collect small transaction fees, which are 
reinvested into the network to ensure leading-edge technology, maximum security and availability to the 
citizens of Kansas.  When designing a State web site or web-based application there is but one goal, 
which is two-fold: 1) to build an efficient electronic government service for citizens, businesses and 
government, and 2) to streamline internal government operations/services.  
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Strategic Planning 
The goal of the Kansas Strategic Information Management (SIM) Plan is to coordinate information 
technology development throughout Kansas State government, thereby promoting citizen access, 
information sharing, and improved government performance.   
 
The approach is based on enhancing statewide leadership for information technology.  The three Chief 
Information Technology Officers (CITO) (one for each branch of government – Executive, Judicial, and 
Legislative), working with the Information Technology Executive Council (ITEC), are charged with 
providing this leadership through coordination and communication, supported by consistent statewide 
policies and processes.  Specifically, each CITO and the ITEC will produce guidelines for agency 
development of IT, work toward reducing barriers to cooperation and information sharing, coordinate 
resource-sharing to optimize the use of the State's IT resources, and establish a common vision of the 
way IT should be utilized in the State.   This approach recognizes agency autonomy.  The plan is 
intended to provide direction and guidance, and to support agencies as they meet their business needs 
through energetic and cost-effective IT implementation. The intent of the SIM Plan is to define a simple, 
compelling vision and plan that the State of Kansas can accomplish.  It is based on a vision for the use of 
computers and networks in Kansas that: 
 

• Every Kansas citizen and business can access needed Kansas government information and 
services electronically. 

• Every branch and level of Kansas government can exchange and access information 
electronically both internally within government and externally through the State, nation, and 
world. 

• Every tax dollar is maximized through Kansas government cooperation, coordination, and 
resource sharing, supported by cost-effective information technology. 

 
The purpose for having a statewide vision of information technology is to provide a common direction for 
coordinated efforts.  State agencies will use the vision as a basis for preparing their future information 
technology plans.  By working together we will achieve our goals faster and more efficiently.  Each 
individual project should move the State closer to its overall vision. 
 
 

E-Government 
The Direction for Kansas is to provide consistent one-stop customer service, in person, over the web, by 
phone, 24X7. 
E-Government provides citizens, businesses, and governments with equal, efficient, electronic access 
and interaction with government information. E-Government enables: 

• Providing a user-friendly gateway for citizens to access government services 
• Utilizing technology to bring enhanced government performance to our citizens 
• Presenting a unified ‘face’ of Kansas government on the Internet 
• Providing an effective means for business interaction via the Internet which enables economic 

growth 
• Developing electronic solutions that streamline internal government operations/services 
• Building a government without walls, doors or clocks 
• Improved delivery of services and information 
 

It includes everything from online publishing of government documents and electronic mail to online tax 
payments and distance learning. 
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Kansas Information Technology Architecture 
Standards and policy development support the creation of common statewide information technology 
architecture.  To implement technology as efficiently and effectively as possible, it is necessary to view 
State government as a single enterprise made up of entities that share the common goal for public 
service and management of public resources rather than individual, autonomous organizations.  
 
The Kansas Information Technology Architecture (KITA) describes the information systems infrastructure 
that supports the applications used by the State.  A purpose of the architecture is to guide the 
development of the information systems infrastructure.  It establishes consistency by helping to: 

• Provide managers and staff in the various agencies and support services an understanding of 
the information systems infrastructure they are using. 

• Provide a mechanism such that the various groups of IT professionals have a consistent view 
of the information systems infrastructure and the methods that they employ to develop and 
deliver information systems services. 

• Ensure that the various development projects being managed within the State do not attempt 
to make incompatible changes to the infrastructure. 

 
The information technology architecture is organized around a series of six sub-architectures consisting 
of network, platform, systems management, applications, information management, and security 
architectures.  The various sub-architectures identify information technology standards, guidelines, and 
best practices that provide a comprehensive view of the State’s approach to information technology 
deployment.  
 
In July 2000, the architecture was fully developed and entered into a maintenance mode.  Version 10.0 
was released in April 2003. Information technology managers, the three branch Chief Information 
Technology Officers, the Kansas Technical Architecture Review Board, and others are utilizing the 
technical architecture to support the planning, approval, development, and implementation of information 
systems resources in support of the State’s enterprise business functions. 
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Agency IT Plan Summaries 
This section represents the state of information technology for each agency in State government.  The 
information in this section covers agency description, mission, budget information, IT organization, IT 
computer assets, major business applications, IT accomplishments, and strategic direction & objectives 
for the future.  This year, agencies were asked to submit information about six significant areas: Agency 
Architecture, E-Government, IT Security, Electronic Signatures, Messaging, and Disaster Contingency 
Planning.  Each summary demonstrates how IT investments support business requirements. 
 
SFY 2006 FTE and Budget figures were taken from the Governor's SFY 2006 Budget Comparison 
Report.  SFY 2005 IT expenses were calculated using information generated by the Department of 
Administration, Division of Accounts and Reports and the Division of Personnel Services.  This includes 
purchases of computer equipment and software, DISC mainframe and data processing charges, and all 
IT related vendor payments (equipment, services and consultant fees). 
  
Please note:  Department of Administration totals for SFY 2005 IT Expenditures include both “on budget” 
and “off budget” expenditure totals, while the SFY 2006 Total Budget figure reflects only “on budget” 
amounts.  
 
Within agency summaries, totals have been combined for the following agencies: 
 

 “Department of Corrections” includes correctional facilities statewide. 

 “Department of Social and Rehabilitation Services” includes State hospitals and youth centers 

statewide, and the Kansas Neurological Institute. 

  “Juvenile Justice Authority” includes juvenile facilities statewide. 
  “Judicial Branch” FTE count includes staff in district courts statewide. 

 
Totals for Technology Assets data should be considered unreliable due to the inability of some agencies 
to accurately report numbers of servers, desktop PCs and Laptop computers. 
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Agency Summaries          Note:  IT Expenditures do not include salary information. 
 
Agency FY 2006 FY2006 FY 2005
No. Agency Total FTE Total Budget IT Expenses Mainframe Server Client Storage (GB)
016 Abstracters' Board of Examiners -              22,161$                   21$                        -            -           -                -                    
028 Accountancy, Board of 3                 278,372$                 17,649$                 -            1              5                   250                   
034 Adjutant General 215             75,436,138$            676,969$               -            10            243               3,000                

173 Administration, Department of 936             1,408,235,864$       18,948,919$          1               81            950               22,700              
039 Aging, Department on 208             446,258,349$          1,016,380$            -            35            217               4,228                
046 Agriculture, Department of 303             22,826,285$            664,400$               -            19            336               2,579                

055 Animal Health Department 33               2,506,158$              85,614$                 -            2              15                 -                    
359 Arts Commission, Kansas 8                 2,055,624$              13,214$                 -            1              9                   57                     
082 Attorney General 95               16,364,737$            386,242$               -            6              130               200                   

094 Bank Commissioner 90               6,864,749$              157,346$               -            4              144               216                   
100 Barbering, Kansas Board of 2                 135,722$                 3,229$                   -            -           2                   -                    
102 Behavioral Sciences Regulatory Board 8                 563,908$                 49,482$                 -            2              -                -                    

604 Blind, School for the 94               5,529,085$              158,886$               -            6              110               380                   
122 Citizens Utility Ratepayer Board 6                 729,941$                 8,524$                   -            -           -                -                    
300 Commerce and Housing, Department of 389             93,651,193$            1,086,794$            -            20            750               8,000                

634 Conservation Commission 14               11,171,562$            35,432$                 -            4              19                 -                    
143 Corporation Commission 214             19,484,446$            639,672$               -            10            225               400                   
521 Corrections, Department of 3,103          261,146,697$          2,355,963$            -            68            2,681             3,075                

149 Cosmetology, Board of 12               751,948$                 18,128$                 -            2              12                 96                     
159 Credit Unions, Department of 13               959,063$                 17,627$                 -            -           4                   -                    
610 Deaf, School for the 174             9,604,351$              157,285$               -            6              167               35                     

167 Dental Board 3                 297,121$                 11,988$                 -            -           6                   -                    
652 Education, Department of 212             3,052,052,980$       1,145,399$            -            36            -                4,200                
206 Emergency Medical Services Board 14               1,291,859$              45,868$                 -            3              20                 72                     

373 Fair, Kansas State 23               6,648,033$              59,179$                 -            2              4                   5                       
234 Fire Marshal Office, State 51               4,226,715$              277,493$               -            3              65                 160                   
247 Governmental Ethics Commission 9                 633,549$                 33,371$                 -            -           11                 -                    

252 Governor, Office of the 39               15,260,914$            111,037$               -            -           -                -                    
261 Guardianship Program, Kansas 12               1,045,507$              39,845$                 -            3              17                 310                   
105 Healing Arts, State Board of 32               2,639,456$              289,894$               -            6              50                 785                   

264 Health and Environment, Department of 879             197,986,651$          6,782,873$            -            145          1,600             20,000              
270 Health Care Stabilization Fund 16               29,178,602$            22,154$                 -            2              19                 108                   
266 Hearing Aid Board of Examiners 0                 26,460$                   609$                      -            -           -                -                    

280 Highway Patrol 826             99,577,024$            1,674,387$            -            30            1,200             1,500                
288 Historical Society, State 134             9,266,652$              164,717$               -            9              204               -                    
296 Labor, Department of 634             413,152,041$          3,803,950$            -            104          754               140                   

058 Human Rights Commission 40               2,075,621$              55,485$                 -            3              28                 -                    
328 Indigents' Defense Services, State Board 174             18,543,617$            298,203$               -            19            -                836                   
331 Insurance Department 147             22,471,283$            640,130$               -            11            165               1,935                

083 Investigation, Kansas Bureau of 207             24,216,222$            2,574,545$            -            133          295               3,200                
677 Judicial Branch 1,830          111,662,075$          1,610,051$            -            -           -                -                    
349 Judicial Council 4                 432,399$                 13,544$                 -            -           5                   -                    

FY 2006 Assets
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Agency FY2006 FY2006 FY 2005
No. Agency Total FTE Total Budget IT Expenses Mainframe Server Client Storage (GB)
350 Juvenile Justice Authority 675             88,403,864$            1,376,126$            -            54            608              8,700                
360 Kansas, Inc. 5                 568,226$                 13,165$                 -            -           6                  -                    
422 Legislative Coordinating Council 12               750,032$                 102$                      -            -           -               -                    

425 Legislative Research Department 38               3,121,413$              21,038$                 -            -           -               -                    
428 Legislature 34               15,794,644$            909,286$               -            20            578              -                    
434 Library, State 27               6,748,155$              517,530$               -            4              44                228                   

446 Lieutenant Governor 3                 174,008$                 5,745$                   -            -           -               -                    
450 Lottery, Kansas 87               61,157,996$            2,340,187$            -            18            -               1,900                
204 Mortuary Arts, Board of 3                 248,127$                 5,423$                   -            -           -               7                       

482 Nursing, Board of 22               1,527,199$              118,684$               -            10            45                1,700                
488 Optometry, Board of Examiners In 1                 121,109$                 2,496$                   -            -           3                  -                    
523 Parole Board, Kansas 3                 452,988$                 18,360$                 -            1              10                -                    

531 Pharmacy, Board of 7                 608,731$                 25,864$                 -            1              -               40                     
671 Pooled Money Investment Board -              -$                         94,471$                 -            2              -               125                   
540 Post Audit, Legislative Division of 26               2,540,146$              14,932$                 -            1              36                100                   

553 Racing & Gaming commission, Kansas 67               6,099,744$              200,943$               -            4              -               370                   
543 Real Estate Appraisal Board 2                 260,629$                 4,304$                   -            -           5                  -                    
549 Real Estate Commission 14               980,431$                 71,148$                 -            3              -               774                   

561 Regents, Board of 58               247,779,175$          4,236,592$            -            11            79                1,000                
379 Regents:  Emporia State University 793             66,477,525$            5,472,498$            1               60            1,500           6,000                
246 Regents:  Fort Hays State University 720             68,922,414$            3,498,587$            -            -           -               -                    

367 Regents:  Kansas State University 4,880          574,093,132$          19,040,190$          1               399          13,200         12,900              
385 Regents:  Pittsburg State University 831             75,182,021$            2,518,997$            -            43            -               378                   
682 Regents:  University of Kansas 4,640          477,641,132$          21,323,274$          -            435          17,950         64,100              

683 Regents:  University of Kansas Medical Cen 2,445          241,800,964$          8,914,147$            -            154          4,500           25,000              
715 Regents:  Wichita State University 1,757          167,488,579$          6,238,398$            1               75            8,500           11,222              
365 Retirement System, KS Public Employee 85               37,758,811$            2,103,689$            -            16            205              550                   

565 Revenue, Department of 1,146          88,589,690$            8,808,913$            -            204          2,783           40,100              
579 Revisor of Statutes 27               2,694,855$              71,789$                 -            4              -               3,200                
622 Secretary of State 54               19,610,606$            259,566$               -            57            115              4,800                

625 Securities Commissioner of Kansas 30               2,527,198$              96,573$                 -            4              -               230                   
626 Sentencing Commission, Kansas 7                 6,906,097$              57,504$                 -            1              13                386                   
629 Social & Rehabilitation Services, Departmen 6,358          1,446,336,819$       21,710,234$          -            250          4,764           48,800              

562 Tax Appeals, Board of 26               1,624,563$              29,916$                 -            5              45                366                   
663 Technical Professions, Board of 6                 535,810$                 40,736$                 -            -           9                  8                       
371 Technology Enterprise Corp., Kansas 29               14,967,649$            84,716$                 -            5              25                500                   

276 Transportation, Department of 3,238          1,370,815,472$       16,197,427$          -            201          3,393           19,100              
670 Treasurer, State 56               11,572,109$            150,783$               -            19            -               2,400                
694 Veterans Affairs, Commission on 558             18,279,607$            274,473$               -            4              178              101                   

700 Veterinary Examiners, Board of 3                 271,678$                 3,283$                   -            -           3                  -                    
709 Water Office, Kansas 23               6,328,791$              327,786$               -            4              53                533                   
710 Wildlife and Parks, Kansas Department of 407            46,168,183$           1,008,100$           -          27           20                2,000              
Grand Totals 40,408        11,582,797,647$     174,360,470$        4               2,882       69,132         336,085            

FY 2006 Assets

 
 

Note:  IT Expenditures do not include salary information. 
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Abstracters’ Board of Examiners (Agency #016) 
MISSION: Regulate in a fair and equitable manner the individuals and firms that compile and sell 

abstracts of Kansas real estate.  In addition, the Board strives to protect the citizens of 
the State of Kansas against fraudulent and improper land title transfers.    

 
SFY 2006 BUDGET:        $ 21,315 
SFY 2006 FTE:   0.0 
SFY 2005 IT EXPENDITURES::  $21 
WEBSITE ADDRESS:  None 

 
IT Profile: Agency has no dedicated IT staff 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
 Technology Assets: No physical hardware assets reported

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced    
Total Units    
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  None reported.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  Our IT Plans have not changed.  We do not plan to 
do anything more than we already have.  No dollars budgeted over the next three years. 
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Accountancy, Board of (Agency #028) 
BUSINESS PROGRAMS: Regulation of Certified Public Accountants 
 
MISSION: To provide the public with a high degree of confidence in those holding themselves out to 

be Certified Public Accountants (CPAs) in Kansas, through the use of qualifying 
educational requirements, professional screening examinations, practical public 
accounting experience, internships, ethical standards, and continuing professional 
education and practice oversight for continued licensure. 

 
SFY 2006 BUDGET:        $278,372  
SFY 2006 FTE:   3.0    
SFY 2005 IT EXPENDITURES $17,648.58     
WEBSITE ADDRESS:  http://www.ksboa.org  

 
IT Profile:  This agency has no dedicated IT staffing. 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 1 1 1 
Clients    
Units Replaced 2 1 2 
Total Units 5 5 5 
Storage 250 GB 250 GB 500 GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS: None reported. 
 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS: Updated and maintained agency web page. 



 January 2006 

Chapter 2.1 – General Government  Agency IT Management & Budget Plans 

 

 2-7 

Strategic Direction & Objectives:   
Agency Architecture:  None reported 

Security Self Assessment:  The Board has a firewall for the SQL Server.  The agency’s 
computers are turned off at the end of the day and when the office is not open.  The agency 
is comprised of 3 staff people.  One person is always present during office hours. 

Technology Infrastructure:  The Board has a server client network on a LAN. 

Collaboration:  Collaborate with DISC Small Agency Customer Support. 

Collaboration Technology:  We have a VPN tunnel that connects our LAN to DISC small 
agency customer support e-mail server. 

Data Management:  Have a SQL server, version 2000, and all of the clients are running 
access.   No plans to change our data productivity.  SQL server should handle us for several 
years. 
 
E-Government:  All application forms and laws and regulations are provided on the agency’s 
webpage, as well as helpful links to other sources of information relative to CPAs.  All forms 
are provided in PDF Adobe Acrobat format with links to downloading the most current 
versions of vehicles needed to review and download information.  Laws and Regulations are 
provided in html as well as PDF format.  Persons may communicate with the agency via the 
agency’s e-mail address. 
 
Electronic Signatures:  Not in use/not available. 

Business Contingency Planning:  Taking back-ups offsite. 

Electronic Records Retention:  Records not currently kept in electronic format. 
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Administration, Department of (Agency #173) 
BUSINESS PROGRAMS:  
 Accounts & Reports    Long-Term Care Ombudsman 
 Budget      Legal Services 
 Facilities Management    Personnel Services (Department) 
 Health Planning & Finance   Personnel Services (Statewide) 
 Information Systems & Communications  Printing 
 Office of Administrative Hearings   Purchases 
 
MISSION: We provide quality services – responsibly. 
 
SFY 2006 BUDGET:        $1,408,235,864 
SFY 2006 FTE:   936.0    
SFY 2005 IT EXPENDITURES::  $18,948,919 
WEBSITE ADDRESS:  http://da.state.ks.us/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

26.5 2.0 26.5 2.0 26.5 2.0 

Application Maintenance and Enhancement   
(in-production systems) 16.25 2.75 16.5 2.75 16.5 2.75 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

4.0 0 4.0 0 4.0 0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

9.0 0 9.0 0 9.0 0 

Network Engineering, Technical 
Management and Support 45.5 0 45.5 0 45.5 0 

Computer Operations, Management and 
Technical Support 42.0 4.0 42.0 4.0 42.0 4.0 

Web application development and 
maintenance 3.0 1.0 3.0 1.0 3.0 1.0 

IT Security 2.0 1.0 2.0 1.0 2.0 1.0 

Other IT Functions (please identify)       

Central Mail Services 13.5 0 13.5 0 13.5 0 

Customer Service, LAN Administration 17.0 1.0 17.0 1.0 17.0 1.0 

Chief Information Tech. Officer 8.0 1.0 8.0 1.0 8.0 1.0 

TOTAL FTEs 186.75 12.75 186.75 12.75 186.75 12.75 
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Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 1 1 1 
Servers 75 81 86 
Clients    
Units Replaced 300 325 350 
Total Units 900 950 1000 
Storage 15.65TB 22.7 TB 24.7 TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 84% 93% 95% 
Non-Relational DB 16% 7% 5% 
DATA NETWORK 
IP 99% 99% 99% 
Non-IP 1% 1% 1% 

 
SFY 2005 MAJOR APPLICATIONS:  

  SHARP (Division of Personnel Services and Division of Accounts and Reports) 
 STARS (Accounts and Reports) 
 STARS Ad Hoc (Accounts and Reports) 
 SetOffs (Accounts and Reports) 
 Budget System BMS (Division of the Budget) 
 Motor Pool (Division of Facilities Management) 
 Worker's Comp (KLAIMS) (Riskmaster) (Division of Personnel Services) 

Purchasing System, Procurement Manager Plus (“ProcMan”) (Division of Purchases) 
Open Enrollment, Benefit Confirmation and Total Compensation Statement (Division of Personnel 

Services) 
Komand (Division of Information Systems and Communications) 
KANSAN Voice Billing System (Division of Information Systems and Communications) 
A/R (Division of Information Systems and Communications) 
A/P (Division of Information Systems and Communications) 
F/A (Division of Information Systems and Communications) 
Laser Print Applications (Division of Information Systems and Communications) 
HP/Openview (Division of Information Systems and Communications) 
Optivity (Division of Information Systems and Communications) 
EHealth (Division of Information Systems and Communications) 
KIRMS (Division of Information Systems and Communications) 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The Division of Information Systems and 
Communications worked diligently to improve and expand the Department of Administration 
information technology, and support to other state agencies during FY 2005. The Bureau of 
Department of Administration Systems (BDAS) ran several batch programs to assist agencies with 
large data changes due to merging of agencies, restructuring of personnel and mass funding 
changes.  They completed required batch changes for the Direct Care and IT study changes, and 
completed required programming and testing to allow Department of Revenue, Lansing, and 
Insurance Department to interface their Time and Leave with SHARP. BDAS developed a process to 
allow the entry of employee email address and phone to establish an on-line e-mail and phone listing 
for the State of Kansas employees. The bureau completed approximately 260 STARS batch cycles 
and produced over one million STARS warrants and about 250,000 electronic deposits.  
 
The Enterprise Internet Services section developed a Vehicle Asset Reporting application for DFM 
that enables Legislators, government officials, and the general public to view detailed state vehicle 
information via a browser. They also created a Network Control Center (NCC) web site that allows all 
users of the state’s backbone network to get immediate updates on the network’ status and 
availability. This section completely redesigned the Governor’s Legislative Information System, 
provided application development, testing and maintenance for the Open Enrollment 2005 
application, and for the Benefits Confirmation Statement. 
  
Administrative Services (BAS) completed installation of KIRMS, a system to automate work orders, 
trouble tickets, inventory and the billing system.  The bureau completed a very successful 48-hour hot 
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site exercise with no State of Kansas personnel at the Chicago recovery center. BAS consolidated 
KDHE mail systems with Central Mail, implemented usage based billing for SRS and KDOL CPU, 
developed a cost model for the new mainframe and assisted with the IT needs of Health Care 
Planning and Finance. 
  
Information Services (BIS) partnered with KDOR and SRS on the tier1 enterprise storage contract, 
including the purchase of new disk technology and fiber channel director technology. They assisted 
the Division of the Budget to perform a major application and software infrastructure upgrade, and 
KDOR with continued development and migration to a new UNIX hardware and software 
infrastructure. BIS continued efforts to complete the Historical Society hot site, adding additional 
electrical capacity and establishing standards for racks and telecom connections.  
  
Customer Services (CSC) installed firewalls to secure additional small agencies to bring the total up 
to 35 small agencies. They created more than 10 Access/SQL database applications for small 
agencies and the Governor’s Office. CSC developed curriculum and delivered Active Directory 
classes to Department of Corrections technicians, and provided eight technical training seminars at 
no cost to numerous state agencies. They also provided technical support and intrusion detection 
services to numerous agencies who were infected with viruses and exploits. This bureau initiated and 
completed a prototype enterprise e-mail directory project in conjunction with KDOT, KDOR, KDHE, 
SRS and DOL. 
 
Telecommunications (BOT) Reduced costs to KANWIN customers through the Circuit Aggregation 
project which realized more than $50,000 in savings, replacing expensive frame relay circuits with 
cheaper, faster ADSL, negotiated 50% reduction in Internet rate, saving $100,000 per year, 
negotiated a statewide service contract, and started implementation of the Topeka Metropolitan Area 
Network which will result in a savings of more than $90,000/year. BOT used over 414,000 feet of 
copper cable and 9,000 feet of fiber cable completing numerous cabling projects. They also 
processed over 31,500 phone calls and 3,360 work requests.  
 
The Kansas Information Technology Office (KITO) provided IT project status oversight for 20 – 25 
active projects totaling over $100,000,000. They developed and implemented Project Management 
Orientation for new CIOs. The KITO distributed the Annual Summary of Agencies 3-Year IT 
Management and Budget Plan on CD, this significantly reduced the cost of printing over the last three 
years form $5,600 to $25. 
 
STRATEGIC DIRECTION AND OBJECTIVES:   The Department is faced with reducing costs, like 
many other agencies.  Reductions in IT costs are being accomplished by using improved technology, 
consolidation of circuits and improving processes. DISC is installing software to integrate and 
automate the Telecommunications Server Request (TSR), work order and the IT billing processes. 
DISC is also looking at several other processes to improve, and continues to aggregate KANWIN 
circuits to reduce costs and improve performance.  

The Department will continue to assess opportunities to replace legacy systems, with client/server, 
and web-enabled applications that function in integrated fashion for the Department. At the same 
time, the Department will assure that new system implementations, such as SHARP, are properly 
maintained and kept current with release levels. In addition, the Department will explore opportunities 
to integrate applications throughout the department. 

DISC Administrative Services: The DISC Bureau of Administrative Services (BAS) provides the 
day-to-day operation of administrative functions necessary to keep the division operational.  BAS is 
looking at ways to reduce expenses by consolidating functions. They also continually seek ways to 
reduce rates to their customers. BAS is working towards designing a new KANWIN billing method.  

DISC will continue looking at the possibility of consolidating mailroom operations with other state 
agencies. Consolidation will increase Central Mail efficiencies, generate savings for the enterprise, 
and reduce DISC overhead rates per mail piece. The Central Mail section is studying incoming mail in 
the areas of security, mail testing and controlled delivery. Central Mail is also studying the ability to 
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scan mail and send electronically.  DISC is moving to inkjet technology in 2005 on the mail metering 
systems, which is a postal requirement. 

Telecommunications: DISC will continue to provide management of a fully integrated voice, data, 
and video network at the desktop.  Network availability is a very important priority for DISC.  The base 
level uptime percentage is 99.8% of the time 

Over the next few years IP Video and Voice over IP (VoIP) technologies will become more common 
on the network and Class of Service technologies will be expanded to make these technologies 
possible.  The possible replacement of Centrex phone service in Topeka and Wichita with Voice Over 
IP is under investigation.   

Alternative connection options in the WAN are being explored to both reduce cost and increase 
bandwidth to KANWIN customers. These include the use of cable and DSL technologies as 
examples. 

Increased network resiliency will continue to be a high priority. With the completion of the redundant 
components to the State Historical Society we will now focus on providing alternate fibers paths to 
that location as well as more fiber paths in the statehouse complex itself. A second ISP has been 
added to KANWIN to remove our current dependency on one provider. Technology to optimize the 
use of two ISP’s is being investigated. 

The KANWIN SBC ATM core will be replaced with a higher bandwidth, lower cost alternative, 
hopefully making use of some of the bandwidth provided to KDOT as part of their Intelligent Highways 
project. 

Information Processing Strategies: DISC will continue to act as statewide administrator and 
negotiator for several key software products including the Oracle database product and SAS.  This 
effort includes licensing agreements, coordinating technical support and training, distributing or 
applying software upgrades and facilitating the agencies use of these products.  

Approximately two years ago, DISC initiated a project to refurbish the Landon State Office Building 
data center space making it suitable for use as a Hosting Center.  A company whose expertise is data 
center construction and management was commissioned to perform an audit of  the DISC data center 
space. Numerous recommendations were received and implemented including instillation of new air 
handling and humidification equipment, separation of the printing operation from other data center 
activity and sealing the floors, walls and ceiling to insure the best possible air quality.  DISC entered 
into a multi-year agreement with this company to perform periodic inspections of our data space to 
insure the environmental conditions are optimum.  At the same time, the Division of Facilities 
Management installed redundant Uninterrupted Power Supply systems to insure continuous clean 
power. These combined efforts have created a first-rate hosting center for agencies critical 
application servers. 

DISC continues to work with other agencies to research and implement enterprise backup solutions.  
One such solution uses excess mainframe resources in off hours to backup servers.  With those 
resources nearly expended, DISC is partnering with another agency to research and implement other 
enterprise level backup solutions. Such solutions greatly simplify the effort to backup and recover 
data to and from servers as well as eliminate the redundancy in manpower and HW/SW resources 
required for sever centric backup solutions. 

Over the next 5 years state agencies will continue to seek opportunities to share applications and 
data as well as leverage their investment in legacy applications.  DISC will work closely with state 
agencies now actively involved in cross-organizational information sharing as well as those seeking 
middle-ware capable of providing web access to legacy data. DISC has taken steps to leverage the 
high-speed laser printers currently attached to the mainframe. Software has been acquired that 
converts open systems Print Control Language (PCL) to mainframe Advanced Function Print (AFP). 
This software opens new opportunities to ship large print jobs from open systems to the mainframe 
attached high-speed printers.  DISC will continue to maintain and enhance the state’s ability to 
survive and recover from disastrous incidents. It is a DISC goal to significantly reduce the time to 
recover from serious disasters by creating an in-state hot site capable of assuming critical workload in 
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the event of a disaster.  This hot site also provides a second location for critical network equipment, 
which will be linked to the capitol complex creating a “survivable network”.  Utilizing the Constant 
Readiness Center (CRC) we will provide business continuance training, support and technical 
resources to contingency planners in other state agencies.  

Customer Services Strategies:  The DISC Bureau of Customer Services (BOCS) focuses on end-
user access and satisfaction with DISC services.  BOCS, BAS and BOT are developing a DISC 
service request system to replace the Telecommunications Service Request (TSR) and coordinate a 
help desk. The system, known as KIRMS, was put in production in July, 2005 for the Bureaus of 
Telecommunications and Administration. It will be extended to Customer Services during the current 
year.  The bureau also plans to implement a file archival system for the department. 

The bureau also has an operating unit that will continue to provide technical planning and support for 
small agencies that do not have information technology positions. The Small Agency Support group 
provides services to 38 agencies and based upon the overwhelmingly positive response, is expected 
to continue growing. 

Customer Services will continue assisting with evaluation and administration of the Department's 
security policy. The bureau has developed a number of guidelines for desktop administration and 
security and will continue in an advisory capacity to the Chief Information Technology Officer and 
Chief Information Security Officer.  

Agency Architecture:  Today, the Department of Administration’s applications reside on three 
major platforms.  Several critical applications, including the state accounting application 
(STARS) and Setoff reside on the Z/OS mainframe platform.  The state payroll application, 
SHARP resides on a mixed platform, where the Web component resides on the Windows 
platform, the applications and database components reside on the UNIX platform and the 
printing component is handled by the mainframe.  There are numerous other Department of 
Administration applications that reside on either the UNIX or Windows platforms. 

The Department of Administration’s direction is to move more applications to the open systems 
platforms, either Unix or Windows.  New versions of open systems will continue to be updated 
and kept current. The Department’s direction also tends to avoid proprietary software as much 
as possible, believing this strategy will lead to more cost efficient solutions. 

Security Self Assessment:  A Security Self Assessment has been conducted and completed 
in compliances with ITEC Policy 4310. 

 
Technology Infrastructure:  The KANWIN backbone will be moved from the leased SBC 
infrastructure to the state-owned and LightCore managed fiber. The campus fiber connectivity 
will be strengthened with additional fiber and additional fiber paths to provide more capacity 
and alternate paths. 

Customer Services will continue the process of performing routine server replacements for 
platforms that exceed three years of age and are in need of performance or capacity 
improvements. The bureau will also seek to extend the use of the Xiotech boot-from-SAN 
feature to all servers in the environment. Extending the use of SAN technology will further 
reduce the Customer Services footprint in the DISC data center 

Collaboration:  BOT will be sharing the KDOT fiber for use as the KANWIN backbone. We are 
also exploring possibly opportunities for collaboration with KANRen and KAN-ED. 

Customer Services will be exploring storage management solutions that will facilitate the 
location, retrieval, and archiving of documents and e-mail within the Department of 
Administrations. This technology will also provide legal search  and HR compliance solutions. A 
byproduct of the software is a reduction in disk space storage growth. See data management, 
below. 

Collaboration Technology:  The eHealth performance management suite used by BOT has 
been made available directly to KANWIN customers through a web interface to enable them to 
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monitor the utilization and behavior of their KANWIN sites. Additional tools will be extended to 
customers this coming year. 

The Department currently uses Microsoft Outlook and Exchange 2003 for collaboration 
technology. This is the most current release and is maintained under an Enterprise agreement. 
The bureau also supports a Blackberry Enterprise Server for members of the management 
team who require constant availability of collaboration services. A limited amount of Instant 
Messaging is used in the Department, but no growth is expected due to the close proximity of 
agency offices. 

Data Management:  In response to needs generated from migration to a fully electronic 
environment, challenges have been identified with respect to records retention, records 
classification and disposal, disk file space management, legal and HR compliance. Customer 
Support is reviewing software solutions that address these needs. 

E-Government:  The Department has actively embraced electronic government, delivering a 
wide range of information and services online. Via the PeopleSoft Internet architecture, an 
increased number of self-service features are available to employees. Department web 
applications and content receive traffic in excess of 20 million page views per year from state 
agencies and employees, other units of government, business, and the public. 

Electronic Signatures: No plans for implementation of PKI at this time.  

Business Contingency Planning:  The DISC Business Contingency Plan helps establish a 
documented structured process for the recovery of mainframe and open systems operations. 
Portions of the plan are exercised annually in partnership with our alternate site vendor and 
user agencies. 

Electronic Records Retention:  Records, such as application development documentation, 
account records, and personnel records are retained according to the retention schedule and 
destroyed according to the same schedule. 
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Attorney General (Agency #082) 
BUSINESS PROGRAMS: 
 Administrative Services    Criminal Litigation 
 Legal Opinions & Government Counsel  Consumer Protection & Antitrust 
 Civil Litigation     Crime Victims Compensation Board 
 Victim Services & Grants    Medicaid Fraud and Abuse 
 
MISSION: Promoting human dignity through justice with compassion and professional excellence. 
 
SFY 2006 BUDGET:        $16,364,737 
SFY 2006 FTE:   95.0    
SFY 2005 IT EXPENDITURES::  $386,242 
WEBSITE ADDRESS:  http://www.ksag.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 .2  .2  .2 

Application Maintenance and Enhancement   
(in-production systems)  .3  .5  .5 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 .2  .2  .2 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 .1  .1  .5 

Network Engineering, Technical 
Management and Support  .5  .5  .5 

Computer Operations, Management and 
Technical Support  .4  .4  .4 

Web application development and 
maintenance  .2  .2  .2 

IT Security  .2  .2  .2 

Other IT Functions (please identify)  .1  .1  .1 

TOTAL FTEs  2.2  2.4  2.8 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 8 6 6 
Clients    
Units Replaced 0 110 0 
Total Units 130 130 130 
Storage 200GB 200GB 800GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 25% 90% 99% 
Non-Relational DB 75% 10% 1% 
DATA NETWORK 
IP 80% 80% 80% 
Non-IP 20% 20% 20% 

 
SFY 2005 MAJOR APPLICATIONS:  
 Case Management System PC/Server 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The agency has continued focusing on 
improving existing systems and services.  We have a large portion of our usage migrated from 
WordPerfect to Microsoft Office.  This transition has brought up several internal issues and we will 
need to maintain some usage of WordPerfect as an office wide application. 
  
The office has continued to maintain data backup and recovery procedures, server and client file-
based virus protection and restrictively configured firewalls.  The office has continued to focus on and 
monitor network security. Because of the nature of security it is our belief that it is inappropriate to 
publicly describe security procedures or facilities enhancements made in detail here. 
 
We have removed our AS400 from service and have replaced its components with those integrated 
into our currently developed office wide Microsoft Access database platform.  We are in final phases 
of the new database development.  It will provide improved reporting and information gather for staff 
members.  The database will provide the agency with the capability to link each database together 
and achieve a Case Management System. 
 
We have also replaced our former firewall server with a Cisco PIX firewall. This has reduced our 
network service and license costs. We have begun evaluating the setup and requirements to provide 
remote access to users.  
 
The agency’s PC clients are aging and the drive of software requirement has forced us to look at 
replacement.  We are in the beginning stages of preparing for and evaluating the need for PC 
replacements. 
 
STRATEGIC DIRECTION AND OBJECTIVES:  The Attorney General will continue to convert and 
enhance case management tools over the next year.  The security of systems will continue to be further 
be enhanced, and the office will increase its ability to give staff remote access to office data.  The office 
will continue to monitor and replace hardware as needed to maintain customer service and office 
performance. 

COBIT: The agency continues to plan, direct and monitor its major IT procedures, tasks, development, 
purchases and its major operational issues through the Agency Computer Workgroup, comprised of the 
Senior Deputy Attorney General, the Director of Budget and the Information Resource Manager, who is 
charged with day-to-day planning and oversight of agency IT, along with a number of other 
responsibilities.  The workgroup reports to the Attorney General.  This provides an IT governance 
structure within the agency that helps ensure management support for IT initiatives and provides a 
reporting mechanism regarding IT activities 
 

Agency Architecture:  The current architecture consists of a LAN utilizing IPX and TCP/IP 
protocols.  The network platform residing on the LAN is Novell 5.1.  This Novell operating system 
will be upgraded to Novell 6.5 as time and network compatibilities allow.  The workstation clients 
are using the Microsoft Windows operating system. 

Security Self Assessment:  The agency has established over the last year comprehensive 
security procedures in concert with state IT security policies that include ongoing and annual 
review.  The agency has evaluated and reviewed several areas of security. Among those included 
areas are management controls, operational controls, and technical controls.  Each of these areas 
is monitored and policies are considered by the agency Computer Workgroup.  The workgroup 
addresses all access control be it virtual or physical.  Also it maintains and has resource 
documentation to make vital decisions on data control or recovery. The workgroup continues to 
monitor these areas for improvement and future development 

 
Technology Infrastructure:  None reported. 

Collaboration:  None reported. 



 January 2006 

Chapter 2.1 – General Government  Agency IT Management & Budget Plans 

 

 2-16 

Collaboration Technology:  The agency uses the Novell GroupWise 6.5 system for internal 
and external communications through e-mail. The agency does not promote use of any office 
wide instant messaging system to communicate to internal or external entities 

Data Management:  None reported. 

E-Government:  The providing of information to the public traditionally has been a major function 
of the office.  Through the agency web site the agency has made a tremendous amount of that 
public information available on-line.  In the areas of consumer protection and crime victims’ 
compensation, complaint and application forms are available to print online.  The agency manages 
grants that are available to local units of government and non-profit organizations, which grant 
announcements and applications are available to print online 

Electronic Signatures:  PKI is planned for use in identification of office staff users who seek 
remote access to office data. It is planned to secure e-mail and document communications 
deemed privileged as attorney work product and attorney-client communication.  It may be used to 
identify regular application documents and reports within the Attorney General’s grant 
management function 

Business Contingency Planning:  The agency updates and enhances the current disaster 
recovery procedures. The agency has documentation and listed procedures of recovery of 
systems, configurations, and data in the event of a disaster.  Because of the nature of security it 
is our belief that it is inappropriate to publicly describe procedures or facilities enhancements 
made in detail here. 

Electronic Records Retention:  While organization and format of electronic office records 
remains a challenge the agency must confront, the agency has security, backup and record 
retention procedures that we believe provide for retention and maintenance of required records. 
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Bank Commissioner, Office of the State (Agency #094) 
BUSINESS PROGRAMS:  
 Kansas Bank Information Network (KBIN) 
 Consumer Mortgage Lending Database (CML) 
 General Examination System (GENESYS) 
 OSBC Resource Utilization System (ORUS) 
 
MISSION: Ensure the integrity of regulated providers of financial services through responsible and 

proactive oversight, while protecting and educating consumers. 
 

SFY 2006 BUDGET:        $6,864,749  
SFY 2006 FTE:   90.0    
SFY 2005 IT EXPENDITURES::  $157,346 
WEBSITE ADDRESS:  http://www.osbckansas.org 

 
IT Profile:   

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 .4  .4  .4 

Application Maintenance and Enhancement   
(in-production systems) .2  .2  .2  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

.2 .1 .3 .1 .3 .1 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

.4  .4  .4  

Network Engineering, Technical 
Management and Support .4  .4  .4  

Computer Operations, Management and 
Technical Support .4 .1 .4 .1 .4 .1 

Web application development and 
maintenance .4  .4  .4  

IT Security  .1  .1  .1 

IT Auditing of regulated entities 1 .3 1 .3 1 .3 

TOTAL FTEs 3 1 3 1 3 1 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 3 4 10 
Clients 104 100 100 
Units Replaced 37 40 35 
Total Units 144 144 145 
Storage 216 GB 216 GB 216 GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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Locations: Main Office – Topeka; Field Offices - Topeka, Lenexa, Wichita, Erie, Salina, Hays, 
and Dodge City.  The field offices house examiners that conduct examinations of all regulated 
entities located near their field office.  Each location has a network of connected PCs and 
broadband Internet access. 
 
SFY 2005 MAJOR APPLICATIONS:  This agency utilizes no major business applications other 
than standard third-party software products. 
 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  
Aug 2004 This agency started conducting formal Information Technology examinations on 

regulated entities.  Through this process, we are evaluating IT management, 
auditing, access controls and vendor management for state-chartered banks.  

 
Nov 2004  Installed a client/server network in our Lenexa field office for increased security 

and stability. 
 
June 2005 Implemented DHCP in the main office client/server network environment.  This 

replaced the static IP configuration and will allow anticipated expansion of staff 
numbers.   

 
July 2005 Implemented SPAM controls at the server and workstation levels. 
 
Strategic Direction & Objectives:  The future IT direction of this agency continues to involve 
converting current databases to a format that will better support increasing our presence on the 
Internet.  We have started converting existing Access databases to SQL and then will expand 
our website to allow real-time data access to consumers and regulated entities.  We will also be 
attempting to expand the agency’s website to allow the acceptance of electronic fee payments 
and to provide more transaction-based services.   

Agency Architecture:  Network: Star Ethernet – TCP/IP; Network Operating system: 
Windows 2003 Server.  With the exception of one remote office, we have installed a Pix 
firewall at each of our locations.  A firewall will be installed at the one remaining office by 
year-end 2005. 

Security Self Assessment:  Comprehensive data security measures are included in the 
department’s Information Technology Policy.  Protection of this department’s confidential 
information has been and will continue to be a high priority.  Internal IT staff also 
periodically conducts a security audit of the agency.  The last audit was dated June 22, 
2005. 

Technology Infrastructure:  Current plans include replacing all peer-to-peer networks at 
remote offices with client/server networks.  Each server will be running Windows 2003 
Server.  The agency will move forward on converting all databases to the SQL format and 
then enhance the department’s Internet site to provide real-time data and to be more 
transactional. 

Collaboration:  This agency is very willing to work with and share data with any other state 
agency over the next three years. 

Collaboration Technology:  Microsoft Exchange 2003 is currently utilized for electronic 
mail.  Communications between main office and remote office staff is encrypted.  We are 
also exploring options with Transport Layer Security (TLS) for secure communications with 
federal agencies. 
Data Management:  The volume of data that must be securely stored and protected grows 
every year.  Therefore, the addition of a network storage device is being explored. 

E-Government:  Much effort has gone into the agency’s public Internet site to provide 
regulated entities, citizens, and other governmental agencies with equal, efficient, 
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electronic access and interaction with this department and its information resources.  
Down-loadable forms and applications are currently available from the site.  We will be 
evaluating the possibility of accepting electronic payments for certain high-volume 
application fees.  We plan continued expansion of the site to provide for more e-business 
support over the next three years. 

Electronic Signatures:  Our agency utilizes an encrypted e-mail system and various 
secure information sites, using  PKI as a method of data encryption and verification of a 
user’s digital identity. 

Business Contingency Planning:  This agency has adopted an IT Disaster/Recovery 
Plan.  It provides guidelines for the resumption of department duties, data backup and 
recovery, and contact information in the event an emergency or disaster occurs. 

Electronic Records Retention:  When a document of historic significance becomes five 
years old, it is imaged and stored in digital format on an agency server.  The original 
document is then either shredded or stored at a state-approved location infinitely.  The 
agency is currently evaluating imaging options and enhancements for this procedure. 
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Barbering Board (Agency #100) 
BUSINESS PROGRAMS:  Licensing 
 
MISSION: to eliminate all acts performed by barbers which may harm or cause injury to the public; 

to ensure that only qualified, well-trained barbers and barber instructors are licensed; to 
ensure that all shops and salons are properly operating with barber shop licenses; and to 
provide information to barbers concerning all technical, medical, and scientific data that 
may enhance the protection of the public.    

 
SFY 2006 BUDGET:        $135,722 
SFY 2006 FTE:   2.0    
SFY 2005 IT EXPENDITURES::  $3,229 
WEBSITE ADDRESS:  None 

 
IT Profile:  This agency has no dedicated IT staffing 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced 1  1 
Total Units 2 2 2 
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported. 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  This Agency has no accomplishments during 
the reporting period.  
 
STRATEGIC DIRECTION AND OBJECTIVES:   

Agency Architecture:  Agency has two (2) stand alone PC’s.  This Agency has no network. 

Security Self Assessment:  This Agency’s IT security measures include (but are not limited 
to) the Norton Anti-Virus Program and eTrust Innoculate IT Media. 

 
Technology Infrastructure:  It is this Agency’s objective to purchase a new PC for the Special 
Projects Officer 

Collaboration:  One (1) PC will be used for e-mail; processing deposits; processing interfund 
vouchers; processing vendor payments; and processing payroll.  One (1) PC is used for 
correspondence and maintains barber licensure records. 

Collaboration Technology: This Agency has one (1) yahoo.com e-mail account  

Data Management:  This Agency will utilize Barber Fee Funds to develop a comprehensive 
back-up program. 

E-Government:  This Agency(through IT resources) provides citizens, business, governments; 
and Its licensees equal, efficient, electronic access and interaction with government information 
utilizing telephone, fax, e-mail, and U. S. government mail.   

Electronic Signatures:  None reported. 

Business Contingency Planning:  This Agency utilizes diskettes as back-up in the matter of 
disaster contingency planning. 

Electronic Records Retention:  This Agency utilizes diskettes as back-up in the matter of 
electronic records retention. 
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Behavioral Sciences Regulatory Board (Agency #102) 
BUSINESS PROGRAMS: 
 Licensure & Renewal Program 
 Information & Education Program 
 Investigation & Disciplinary Program  
 
MISSION: To protect the public's health, safety and welfare from unlawful or unprofessional 

practitioners who fall under the board's jurisdiction.    
 
SFY 2006 BUDGET:        $563,908  
SFY 2006 FTE:   8.0    
SFY 2005 IT EXPENDITURES::  $49,482 
WEBSITE ADDRESS:  http://www.ksbsrb.org 

 
IT Profile:  This agency has no dedicated IT staffing. 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets:

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 1 2  
Clients    
Units Replaced    
Total Units 1 2  
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS: None reported. 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  We replaced half of our staff computers 
per our IT plan and purchased lap top computers and software for the board members.  We 
have also begun to scan our expired files into out database 
 
Strategic Direction & Objectives:   

Agency Architecture:  We use a Windows client server architecture. 

Security Self Assessment:  DISC has not done an official security self-assessment 

Technology Infrastructure:  We will continue to follow our previous plan which is first year 
replace 4 computers second year replace 4 computers third year replace server.  Our 
network is an Ethernet local area network with Internet access provided by RLAN DSL 
using DISC as the internet service provider.  Network security is provided by a Cisco PIX 
Firewall. 

Collaboration:  We would be glad to share with other agencies or examine other agencies 
computer systems for improvement to ours. 

Collaboration Technology:  We have online renewals and use DISC’s Small Agency 
Email system. 

Data Management:  We use a Microsoft Access database to track license information. 

E-Government:  We currently have the capability of renewing licenses on our website.  We 
are researching the possibility of providing the capability of accepting applications on-line.  
All forms are also available from our website. 

Electronic Signatures:  We have no plans to implement data/e-mail encryption or 
verification of a user’s digital identity. 

Business Contingency Planning:  Backups are rotated off site on a regular basis. 

Electronic Records Retention:  We have begun the process of scanning our expired files 
and placing that information in a database.  We are then sending the paper files to the 
Historical Society.  We plan to eventually scan our active files as well. 
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Citizens’ Utility Ratepayer Board (Agency #122) 
BUSINESS PROGRAMS:  Administration.  
 
MISSION: To protect the interest of residential and small commercial utility ratepayers in the state of 

Kansas.    
 
SFY 2006 BUDGET:        $729,941 
SFY 2006 FTE:   6.0    
SFY 2005 IT EXPENDITURES::  $8,524 
WEBSITE ADDRESS:  http://curb.kcc.state.ks.us/    

 
IT Profile:  This agency has no dedicated IT staffing, relying on KCC for support 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced    
Total Units    
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  None reported.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  None reported. 
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Commerce, Department of (Agency #300) 
BUSINESS PROGRAMS:   
 Agriculture Products Development  Business Development 
 Community Development   Trade Development 
 Travel and Tourism Development 
 
MISSION: The mission of the Kansas Department of Commerce is to empower business and 

communities through bold leadership using strategic resources to realize prosperity in 
Kansas.    

 
SFY 2006 BUDGET:        $93,651,193 
SFY 2006 FTE:   389.0    
SFY 2005 IT EXPENDITURES::  $1,086,794 
WEBSITE ADDRESS:  http://www.kansascommerce.com 
 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

4  4  4  

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

4  4  4  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

.5  .5  .5  

Network Engineering, Technical 
Management and Support 1  1  1  

Computer Operations, Management and 
Technical Support 4  5  5  

Web application development and 
maintenance       

IT Security .5  .5  .5  

Other IT Functions (please identify)       

Help Desk 2  2  2  

TOTAL FTEs 16  17  17  

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 19 20 22 
Clients    
Units Replaced 210 220 220 
Total Units 750 750 750 
Storage 7000GB 8000GB 10000GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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AJLA IT Profile: 
 SFY 2006 

ACTUAL FTE 
SFY 2007 

PROJECTED FTE 
SFY 2008 

PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

7  7  7  

Application Maintenance and Enhancement   
(in-production systems) 9 .5 9 1 9 1 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

6  0.5   6  0.5  6  0.5   

Data Administration, Data 
Analysis/Validation and Database 
Administration 

2  3  2  3  2  3  

Network Engineering, Technical 
Management and Support 1  1.5 1 1.5 1 1.5 
Computer Operations, Management and 
Technical Support 1    1    1    
Web application development and 
maintenance 1  4  1  4  1  4  

IT Security             

Other IT Functions (please identify)             
Help Desk 3 0.5    3 0.5    3 0.5    
TOTAL FTEs 30 10 30 10.5 30 10.5 

 
AJLA Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 21 24 29 
Clients    
Units Replaced 16 16 16 
Total Units 50 50 50 
Storage 1340GB 1846GB 2676GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 99.39% 99.57% 99.70% 
Non-Relational DB 0.61% 0 .43% 0.3% 
DATA NETWORK 
IP 99% 99% 99% 
Non-IP 1% 1% 1% 

 
SFY 2005 MAJOR APPLICATIONS:  
 Commerce Web Site AS/400 
 Intranet AS/400 
 Commerce Analytical Database (CHAD) AS/400 
 Minority and Women Owned Business Directory AS/400 
 Kansas Travel Database Server/PC 
 FLOK (From the Land of Kansas) AS/400 
 Kansas Calvary Roster AS/400 
 Mailing List AS/400 
 Asset Management AS/400 
 Weatherization Database (Contract with KHRC) AS/400 
 Film Commission Web Site AS/400 
 Lender Partnership (Contract with KHRC) AS/400 
 Section 8 Asset Management (Contract with KHRC) AS/400 
 Time Allocation System (TAS) AS/400 
 Staff Activity Reporting System AS/400 
 Travel and Tourism-Kansas Travel Talk – E-Newsletter AS/400 
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 Travel and Tourism Getaway Guide and Map Order System AS/400 
 Asset Management and Service Tracking System AS/400 
 Footprints Help Desk System Server/PC 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  SFY 2005 was a very busy and eventful year. 
As a result of Executive Reorganization Order (ERO) 31, approximately 270 employees from the 
Employment and Training section (E&T) of the Kansas Department of Labor (KDOL, formerly known 
as KDHR) were reorganized under the Kansas Department of Commerce. This included 30 additional 
sites throughout the state of Kansas. With assistance from the Division of Information Systems and 
Communications (DISC) and additional help from the consultant Integrated Solutions Group (ISG), 
the Department designed and installed a modern network to support the additional staff and sites. 
Five servers were set up to provide the backbone for the network. These severs were located in the 
Landon building and supported the major network functions including enterprise e-mail, file sharing, 
printing, domain, DNS, DHCP, backup functions.   
 
The entire network was converted to a Microsoft 2003 Server domain. The former KDHR employees 
were on a Novell network, and the former Commerce employees were on a totally open network. Mail 
service for Commerce (generic POP3/SMTP running on an IBM AS/400) and E&T (MS Exchange 
5.5) were both moved to Microsoft Exchange Server 2003. The conversion to the new mail service 
was accomplished at the same time as the new domain was joined, location-by-location. The Curtis 
Building conversion went fairly smoothly, despite a few glitches with personal folders, and shared 
calendars. The conversion process in other buildings and field offices were more difficult. Problems 
occurred with Windows NT PC’s not finding the domain server, and older equipment exacerbated the 
situation. Slow circuits caused more stress and slowed the conversion process. Eventually all remote 
sites were joined to the domain, and put behind the Commerce firewall. Commerce purchased a 
second Cisco Pix firewall from KDOL as a failover. After the network was in place, the technology 
staff started installing private addresses, and utilized DHCP to further protect the network, which 
allowed additional devices to be added easily. Major issues were identified in the Wichita office, 
resulting in the entire office being rewired and a new phone system installed. New phone systems 
were also installed in Kansas City and Olathe, with another new system set to be installed in 
Pittsburg. Servers were installed in Leavenworth, Kansas City, Overland Park, Wichita, Lawrence, 
Topeka (1430 SW Topeka), Manhattan, Pittsburg, and Hays. Double servers are located in Kansas 
City, Topeka, and Wichita. Last to be joined with the network were the Business Development and 
Trade Division field offices. These are one or two person offices that support economic development 
programs and provide statewide access to the department. These offices have Cisco VPN client 
access and are generally using DSL Internet connection. The startup script on these workstations 
requires this client to be active in order for the sign on to the domain to occur. When dedicated IP 
addresses could be attained, these sites were placed behind the safety of the firewall, thus avoiding 
the need for the VPN client. Antivirus software is “pushed” to all workstations on the Commerce 
network. 
  
The Customer Service section developed a new employee registration and orientation workflow that 
significantly automated the process of creating and maintaining user accounts and manages the 
account life cycle much more efficiently. Included processes are creation of accounts, password 
control, account status, and revocation of accounts. This process has been coordinated with Human 
Resources and has resulted in a smooth orientation process that includes assigning and creating a 
user id, and integrating the information into all agency lists and distributions. All of these processes 
revolve around Microsoft Active Directory. In fact, Active Directory is used to create the hard copy and 
on line phone directory and e-mail directory, and to create the employee database for all agency web 
sites. 
  
The increased staff and broader coverage of the Commerce network required a better problem 
tracking system. Several help desk software products were investigated, and the Department decided 
on the Footprints product. There were several reasons for its selection: It was web-based requiring no 
additional client software to be installed, it was competitively priced, and it could be modified to 
Commerce needs by Commerce staff. This software utilizes Active Directory for security avoiding 
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multiple passwords.  Facilities management also utilizes Footprints for their work orders. All incoming 
requests, whether by e-mail, phone, or customer-entered are entered into the database.  The 
customer can track his or her own service requests, and receives e-mails at milestones or upon 
completion. Built into the system are customer surveys and several reports that provide a means for 
our customers to evaluate our service. There are several reports that can be generated to provide 
information on productivity. 
 
Prior to the assimilation of the E&T programs, the agency Website (Internet) was being redesigned. 
The new site continued to utilize the same principles as the former site, using dynamic content 
provided by databases maintained by Commerce associates, and consolidating information whenever 
possible. The new website was put into production more quickly than was optimum, because it 
utilized features that fit the new Commerce model better. The new programs were entered into the 
database driving the site and instantly had a web presence. The four new programmers that were 
reassigned from KDOL were sent to a custom Java/JSP class at Washburn for two weeks, and given 
the new internal site (Intranet) to develop as a first project. The Time Allocation System (TAS) was 
developed to deal with the inadequacies of the SHaRP system to track time in a manner acceptable 
to the federal government. This system has been running without errors for the past year, and STARS 
report data is copied to the Commerce AS/400 server for time reconciliation.  Micro sites were 
developed to augment the main Commerce Website. These sites were developed for Business 
Recruitment and Trade Division to target specific customers with trade relevant information. 
 
Commerce continues to provide support for the Housing Resource Council with two database 
services. A tracking system is provided for the weatherization program, which is a very complex 
system that allows field customer entry of properties. A database for Section 8 payments designed to 
reduce data entry errors from repetitive data allows $2 million in payments to be made every month 
accurately, providing a bonus to the state for accurate payments. 
 
STRATEGIC DIRECTION AND OBJECTIVES:  The Department of Commerce has grown from about 
100 employees to nearly 400 spread across over 30 locations. An additional 43 employees have 
been added with the additional of AJLA to Commerce. The manner in which IT conducts business 
had to change to match the agency. 

1. Provide quality responsive technology services to citizens of Kansas, Commerce 
employees, other State agencies and other partners to facilitate their work.  With the assistance 
of DISC, Commerce continues to implement a network that can be administered centrally.  This 
network utilizes MS 2003 Server with active directory, and multiple servers located at strategic 
locations around the state. Commerce is upgrading its iSeries (AS400) server to a model 520 to 
continue providing high quality service to customers. The iSeries provides a tightly integrated 
operating systems/database/application server that provides industry leading security, safety, and 
reliability. AJLA will operate independently out of the 1430 Topeka Blvd office. The metro area 
network should provide excellent bandwidth, and they will run Checkpoint firewall behind the 
Commerce Cisco Pix firewall that protects the entire network.  

2. Promote the infrastructure, policies, and procedures needed for the effective and efficient 
management of agency wide information resources. The major programming initiative will be 
creating the performance monitoring system for the agency. It will be based on performance 
measures established by Senate Bill 2225, and will mirror the agency emphasis on project-based 
services as opposed to program-based. It is intended that this system will be extensible to allow its 
use by other state agencies that are involved in economic development for the State of Kansas. The 
ultimate goal is to provide a tool that gives a true picture of Economic Development in Kansas, and 
rates the effectiveness of various strategies. This process is in the early stages, and the Department 
of Revenue and Department of Labor are currently involved. All future system development will be 
undertaken reflecting on the key performance indicators for the agency and integrating data systems 
in a manner that supports the agency’s mission and enhances the agency’s performance. Commerce 
will continue to work to provide better services for our customers. The Footprints help desk system 
provides the framework for tracking our customers’ problem requests and developing reports that 
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allow us to track response time and examine areas for improvement. It also provides an opportunity 
for resource planning to overlay customer requests with resources and business directives. Other 
customer service areas that will be addressed include training, access to equipment, service level 
agreements, and better access to information and services.  

3. Strengthen and improve the information security program.  Ensure Information Technology 
resources are protected from threats & vulnerabilities – internal & external. Many of 
Commerce’s new customers are not employees (the public and business partners), which poses 
security issues. A network design that segregates the different groups and uses VRF technology and 
a central firewall to secure the network is being developed.  In addition, Commerce will be 
incorporating INSYSTEK desktop inventory system to ensure proper patch control and antivirus. 
Going from 100 employees to over 400 will require a great deal of review and refinement of 
Commerce security policies. Enterprise-wide training and enforcement will be necessary to ensure 
that we have a secured network. 

Agency Architecture:  Commerce will be assimilating AJLA into the current Architecture. 
Purposely, AJLA has been brought into the fold as a separate entity. It will utilize Commerce 
DNS and DHCP; however it will be segregated as its own network and will behind its own 
firewall in addition to the Commerce Firewall. AJLA will maintain its own E-mail server, with the 
Active Directory shared to allow simple communications between AJLA and the remainder of 
Commerce. DISC has been closely involved in the process, which will involve a small staff 
move to the Curtis Building, following by the relocation of all 43 AJLA associates to the 1430 
Topeka Ave building. Commerce plans to continue to use Microsoft NT-2003 servers, migrating 
to the newer versions at appropriate times. Both components are utilizing MS Exchange Server 
2003. 

Security Self Assessment:  Commerce completed a self assessment last October. With the 
addition of AJLA, and the profound change in the agency, there will be many changes with the 
new assessment. Commerce has already started the process of retooling its security model to 
match the new organizational structure, and the obvious new needs and situations. It is 
expected that this will be a major point of emphasis in the coming year. 

 
Technology Infrastructure:  The current IBM iSeries AS400 720 is currently being upgraded 
to an iSeries 520. Open systems principles continue to be followed whenever possible, and all 
new software can run on any Websphere platform. The iSeries should give Commerce 5 to 6 
years of services, and provides a versatile platform that can run UNIX and LINUX natively, and 
utilizes a 64-bit processor.  The integrated UDB database can also be moved to different 
platforms, making it a versatile choice for development. It follows all J2EE and SQL standards, 
and is well known for security. There will likely be a need in the next three years for 
enhancement of the backup system. Strong consideration will be given to current statewide 
solutions such as Tivoli to further automate the backup process. Commerce has no current 
plans for wireless, other than the current Blackberry server and network. 

Collaboration:  As part of the Commerce performance tracking systems being conceptualized 
and designed, Commerce is working with Department of Revenue and Department of Labor to 
determine areas in which the agencies can share information, and identify indicators of 
economic development in the state of Kansas.  Data from these three agencies can be utilized 
to get a better picture of economic development in the state, and provide information that will 
allow decision makers to better utilize state resources in improving the economic climate for the 
state. It is Commerce’s intention to provide web-based data systems that can be used across 
state government when indicated. Commerce continues to be a source for providing 
information on Minority, Disadvantaged, and Women owned businesses. The Commerce 
website provides a list of certified Minority and Women owned business for other state agencies 
and private companies, and companies can register their own companies online for 
consideration in this directory. Commerce currently supports the Section 8 payment system and 
the statewide Weatherization database for the Kansas Housing Resources Council (KHRC). 
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Collaboration Technology:  Commerce has been writing all new application programs utilizing 
web technology for the past 3 years. As a result, it is very easy to share data and collaborate 
with other agencies when indicated. Current examples include the Brand Image campaign, 
Women and Minority Owned Businesses, KHRC Section 8, KHRC Weatherization, and all of 
the public registration and data sites that are a part of the Commerce website. Commerce 
utilizes a IBM AS/400 Websphere application server for its platform. Commerce has migrated 
from a generic POP3 mail server to Microsoft Exchange 2003.  The conversion is now complete 
for the local office and as desktops in the field are being converted over to the Commerce 
domain they are converted to the new mail server. New features such as shared calendars, 
public folders, web access, and vastly improved anti-spam filtering has been instituted and has 
been well received by our customers. Instant messaging is available only upon prior approval to 
avoid security breaches. Commerce was not effectively utilizing the videoconference equipment 
it purchased three years ago. After careful assessment, it was decided that the equipment 
could be better utilized by another state agency. The Kansas Department of Health and 
Environment (KDHE) uses this type of equipment extensively and is also located in the Curtis 
Building. An agreement was made between the agencies to give Commerce services in kind to 
offset the value of the equipment. This arrangement has worked well for both agencies. 

Data Management:  Commerce is moving toward a project verses program oriented approach 
to customers, and IT will need to provide data systems that will support this new business plan. 
This new database will be designed to reflect the key performance indicators for the agency as 
based on Senate Bill 2225. With this new system based on projects rather than programs, the 
data will reflect how the department actually works, with appropriate performance metrics. 
Specifically programs contributing to projects, projected performance indicators (jobs, payroll, 
sales, etc) and actual performance. As previously stated, information from KDOR and KDOL 
will be necessary to verify outcomes, and staff salary and other resources dedicated to projects 
will give a more complete picture of project costs. The ability to share information regarding the 
project will enhance productivity. IT will be examining ways to provide better integration and 
information for program administrators, project managers, and Agency Managers. 

E-Government:  Commerce decided approximately three years ago to utilize web technology 
for all new applications.  As a result, it is well positioned for e-government applications.  IT has 
developed a Commerce Business Framework, which delivers dynamic web pages to the public, 
and allows appropriately trained staff to change content, add links, change program contacts, 
and add documents and forms to the site.  This “real-time” web update allows immediate 
customer access to new forms or information, and puts the program manager in control of their 
own web content.  Commerce has developed rapid registration forms that provide registration 
opportunities for conferences and events that can be put on line in a matter of days, and will 
provide a database list of registrants. All Commerce e-newsletters are user maintained in a 
“opt-in, opt-out” database format that avoids the mistakes that result in blacklisting. Commerce 
contracts with Access Kansas for financial transaction programs using the Web. Specifically, 
Kansas Magazine is accepting credit cards, and customers are redirected to an Access Kansas 
page for the financial transaction. Commerce intends to utilize this method of handling 
applications that require payment in the future, to avoid duplicating financial software necessary 
for the process 

Electronic Signatures:  Commerce currently has no initiative to utilize digital certificates. A few 
areas of business have been identified where this technology may be useful, but our customers 
have not requested it at this time. 

Business Contingency Planning:  The agency has identified what elements of the business 
are most critical, which includes computers, software, applications, communications links, 
workflows, and people. We have in place a series of steps for implementing a solution to 
ensure that those elements can withstand disaster or be quickly replaced. 

Electronic Records Retention:  For most Commerce federal programs, there is a requirement 
to retain hard copy records for at least 5 years. In recent years, a scanned electronic image can 
be substituted for the hard copy. Commerce will re-revaluate an electronic records system. In 
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past years it was determined that the amount of records were insufficient to warrant this type of 
system. 
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Corporation Commission, Kansas (Agency #143) 
BUSINESS PROGRAMS: 
 Administrative Services   Conservation Division 
 Transportation Division   Utilities Division 
 
MISSION: The mission of the state corporation commission is to protect the public interest through 

impartial and efficient resolution of all jurisdictional issues.  The agency shall regulate 
rates, services and safety of public utilities, common carriers, motor carriers and regulate 
oil and gas production by protecting correlative rights and environmental resources. 

 
SFY 2006 BUDGET:        $19,484,446 
SFY 2006 FTE:   214.0    
SFY 2005 IT EXPENDITURES::  $ 639,672 
WEBSITE ADDRESS:  http://www.kcc.state.ks.us/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

.8  .8  .8  

Application Maintenance and Enhancement   
(in-production systems) 3.3  3.3  3.3  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

2.5  2.5  2.5  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

1.9  1.9  1.9  

Network Engineering, Technical 
Management and Support 1.0  1.0  1.0  

Computer Operations, Management and 
Technical Support 2.0  2.0  2.0  

Web application development and 
maintenance 1  1  1  

IT Security 1.5  1.5  1.5  

Other IT Functions (please identify) 1  1  1  

TOTAL FTEs 15  15  15  

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 8 10 12 
Clients    
Units Replaced 20 45 40 
Total Units 225 225 225 
Storage 300GB 400GB 450GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS: 
 Commission Accounting & Reporting System (CARES) Linux 
 Case Management System Linux 
 RBDMS MS Server 
 Motor Carrier System Linux 
 Rdocket and Agency Timesheet Linux 
 GIS Applications MS Server 
 Agency Website Linux 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  During 2005, employees dedicated to serving 
the Kansas motor carrier industry from the Kansas Department of Revenue and Department of 
Transportation were co-located with the Commission’s Transportation Division. A large coordinated 
effort by the IT sections of the respective agencies has been successful to physically co-locate staff.  
 
Over 35% of all motor carriers renewed their 2005 operating authorities online. This is a joint 
partnership with Access Kansas. During this past year an add/delete/transfer application was created 
to extend electronic services to motor carriers throughout the year. 
 
The Commission continues to work closely with the Kansas Geologic Survey (KGS) to improve the 
quality of oil & gas data sets at both agencies and to share data as much as possible. As part of that 
effort, the KGS implemented and online severance tax reporting system with the Kansas Department 
of Revenue. 
 
Finally, a conversion to a new Oracle database server upgrading to the latest version of the Oracle 
database (10g) and retiring the previous server was completed in March, 2005 along with a new 
webserver, and conversion to Microsoft Outlook as a mail client.  
 
STRATEGIC DIRECTION AND OBJECTIVES: The Commission will continue to enhance 
applications on its website and to develop its partnership with AccessKansas and the Kansas 
Geologic Survey. These are strategic partnerships that will be long-term relationships. Related to 
these partnerships is an effort with the Kansas Department of Revenue sharing motor carrier 
responsibilities and oil & gas production information. 
 
Over the next several years, motor carrier rules and regulations at the federal level will be changing. 
The recent enactment of the transportation bill will form a “uniform carrier registry” which will 
transform the registration process for all interstate and possibly private motor carriers. The details are 
yet to be determined, but will affect the Commission motor carrier databases. Also, the possibility 
exists that a grant from the U.S. Department of Transportation - Federal Motor Carrier Safety 
Administration for further implementation of the Commercial Vehicle Information Systems and 
Networks (CVISN) in Kansas. This may be a project that exceeds the $250,000 threshold for IT 
project approvals, but at this point no funding or resources are being expended other than grant 
questionnaires and brainstorming. 
 
This grant would have a large technical component and would be directed at a Kansas project with 
the final goal of a nationwide deployment of specific new capabilities in three areas: 

 Safety Information Exchange 
 Credentials Administration 
 Electronic Screening 

 
All of these areas might also have Homeland Security implications. At this point, the technical area of 
emphasis has not been determined but would likely touch on all three priorities. Kansas would focus 
upon improving the efficiency of its governmental operations for commercial vehicle regulation and 
easing the burden of compliance by motor carriers. 
 
Further information about the CVISN program can be found at http://cvisn.fmcsa.dot.gov. 
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Agency Architecture:  Unix/Linux servers serve the Commission’s primary domain. The 
agency relies heavily on open-source software for much of its business operations. (Linux, 
Apache web server, Sendmail, Perl, security tools) Many of these products are free and serve 
the Commission well.  A sub domain of the above serves the Microsoft Windows servers, 
clients and printers.  Databases are either in Oracle or Microsoft SQL Server. 

Security Self Assessment:  All Commission offices are protected by firewalls certified by the 
International Computer Security Association (ICSA). All computers are protected by virus 
software. Email attachments are scanned and certain file types are stripped from incoming mail. 
Also, all PCs run Windows 2000 and staff have restricted ability to install software or configure 
system components. 

 
Technology Infrastructure:  The bulk of the current technology infrastructure is less than 18 
months old, therefore, very few upgrades are planned to existing hardware. Servers are either 
Microsoft Windows 2003 Server or Linux. The Commission uses both the Oracle database and 
Microsoft SQL Server for enterprise database applications. 

Collaboration:  The Commission will be converting to Microsoft Exchange during FY2006 
which should provide additional collaboration among staff. Web based applications using the 
Oracle Application Server are in the planning stages. 

Collaboration Technology:   

Data Management:  There are no current plans to change the data storage platform from direct 
attached storage systems. The cost benefit of a storage area network for an agency our size is 
not justifiable at this point. 

E-Government: The Commission continues to develop online applications that can reliably 
provide information to regulated companies and the public. Currently there are over 35,000 
documents available on the Commission website and the motor carrier renewal application at 
AccessKansas that display our commitment to provide electronic access to Commission 
activities. 

Electronic Signatures:  At this point, the Commission has not used PKI or electronic 
signatures. The Commission’s Legal section is reviewing current statutes and regulations for 
possible applications. Some aspects of Commission business may not lend themselves to PKI 
due to the infinite record retention requirements. 

Business Contingency Planning:  The Commission will be revising its business resumption 
procedures and will include procedures for each of the six offices. 

Electronic Records Retention:  The Commission follows its records retention policy as 
approved by the State Historical Society. 
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Cosmetology, Kansas Board of (Agency #149) 
BUSINESS PROGRAMS: 
 Administration and Regulation 
 
MISSION: To protect the health and safety of the consuming public by licensing qualified individuals 

and enforcing standards of practice 
 
SFY 2006 BUDGET:        $751,948  
SFY 2006 FTE:   12.0    
SFY 2005 IT EXPENDITURES::  $18,128 
WEBSITE ADDRESS:  http://www.kansas.gov/kboc 

 
IT Profile: The Agency has not dedicated IT staff 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)        

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers  2  
Clients    
Units Replaced  4  
Total Units  12  
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 100% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 100% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The long-range IT plan is replacement of three 
to four microcomputers annually – this was the case again for FY 2005.  These older models were 
used to replace computers used by the inspectors or part-time staff.  
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STRATEGIC DIRECTION AND OBJECTIVES:  The Board’s IT objective is to continue efforts to 
enhance communication through the agency’s website.  This will include on-line practitioner and 
facility renewal, the public’s ability to access the database to confirm practitioner and facility licensure, 
and the public’s review of facility inspection reports. With the continued development and upgrades of 
the website, the public and licensees have the ability to easily access the KBOC statutes and 
regulations.  Each year the agency has seen an increase in e-mail correspondence.  This 
correspondence ranges from complaints being filed, licensees notifying the Board of address 
changes, and out-of-state inquiries on Kansas licensure requirements.   

The Board has delayed implementation of on-line renewal and upgrades to license issuance, 
whereby the practitioner’s picture will be scanned onto the license to negate fraudulent 
misrepresentation, until it is determined what new database will most efficiently meet the Board’s 
needs. For FY 2006 and FY 2007 budgets, the Board requested $80,000 from general program 
monies and $50,000 from KSIP fund for this new licensing system expenditure.  DISC Customer 
Service Team will monitor the Board’s system and database to ensure that all security measures are 
undertaken 

Agency Architecture:  The Board’s computer system supports eleven computer workstations.  
The system has a licensure database that will be updated per the above strategic direction 
statement. 

Security Self Assessment:  The Customer Service team with the Division of Information 
Systems and Communication provides the technical support in this regard. 

 
Technology Infrastructure:  As stated above in the agency accomplishments, annual 
replacement of computers is anticipated and budgeted.  The strategic direction statement also 
outlines the Board’s process to update it’s licensure database which will provide updated 
services for on-line renewals and etc. 

Collaboration:  Not Reported. 

Collaboration Technology:  Internet access is through the state website platform. 

Data Management:  As outlined in the strategic direction, the Board is in the process of 
selecting a new database to upgrade the agency licensure process. 

E-Government:  E-government services are available through the agency’s website and e-mail 
capabilities.  The database upgrade will enhance the Board’s ability to implement on-line 
renewal and consumers will be able to verify practitioner licensure. 

Electronic Signatures:  Implementation of this capability is not currently anticipated for the 
next two years. 

Business Contingency Planning:  Data is routinely saved and stored to preclude loss of 
information due to a disaster. 

Electronic Records Retention:  There is no policy or plan at this time. 
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Credit Unions, Kansas Department of (Agency #159) 
BUSINESS PROGRAMS: 
 Examination of Credit Unions 
 Consumer Complaints 
 Supervisory Callbacks 
 
MISSION: To protect Kansas Citizens from undue financial risk through the examination and 

supervision of Kansas credit unions to assure safe and sound operation and compliance 
with applicable laws and regulations.    

 
SFY 2006 BUDGET:        $959,063 
SFY 2006 FTE:   13.0  
SFY 2005 IT EXPENDITURES::  $17,627 
WEBSITE ADDRESS:  http://www.accesskansas.org/kdcu/ 

 
IT Profile: This Agency has no dedicated IT Staffing 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced    
Total Units 4 4 4 
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  No computers were purchased for FY 2005.  
An HP Officejet 9130 copier/fax/scanner was purchased in FY 2005 to provide scanning capabilities 
for the office.   
 
STRATEGIC DIRECTION AND OBJECTIVES:  The agency currently has no staff with advanced 
training in the area of IT.  There are no current plans to change the agency’s current platform. No IT 
purchases are planned or budgeted for in the future. 

Agency Architecture: In addition to the four computers owned by the agency, we have ten 
notebook computers on lease from the National Credit Union Administration (NCUA).  The 
notebook computers include software for an examination program that is developed by NCUA 
and is used by our examiners in the examination of credit unions.  This is a program used 
nationwide by state and federal credit union examiners.   

There are no current plans to change the agency’s current platform. No IT purchases are 
planned or budgeted for.  

Security Self Assessment: Not complete. 
 

Technology Infrastructure:  Not Reported 

Collaboration:  Not Reported 

Collaboration Technology:  Not Reported 

Data Management:  No plans are in place. 

E-Government: The agency uses the SHARP system fully for all personnel, payroll and 
administration purposes.  

Electronic Signatures:  Not Reported 

Business Contingency Planning:  The agency is in the process of revising the Business 
Recovery Plan. 

Electronic Records Retention:  Not reported 
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Dental Board, Kansas (Agency #167) 
BUSINESS PROGRAMS: 
 Regulation 
 Enforcement 
 
MISSION: To protect public health and welfare by regulation of the dental and dental hygiene 

professions through licensing, regulation, inspection, and investigation. 
 
SFY 2006 BUDGET:        $297,121  
SFY 2006 FTE:   3.0    
SFY 2005 IT EXPENDITURES::  $11,988 
WEBSITE ADDRESS:  http://www.accesskansas.org/kdb/ 

 
IT Profile:  This Agency has not dedicated IT Staff 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced    
Total Units 7 6 6 
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported. 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  In fiscal year 2005 staff had training in 
Microsoft Access and Microsoft Publisher.  Updates were purchased for software as needed.  
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STRATEGIC DIRECTION AND OBJECTIVES:  The Kansas Dental Board has a few objectives for 
our IT management.  Our office will continue to keep updates on software and necessary equipment 
and software to operate out agency.  We plan to purchase any hardware that will help our office to 
run efficiently.  Future plan include keeping up with technology that will help us with our future goals 
of improving our office website (perhaps to allow for online renewals) and our office database 

Agency Architecture:  Dental Board has no plans to deviate from current platforms. 

Security Self Assessment:  The Dental Board’s office security needs are met by the services 
of DISC.  Our office completes weekly backups of our database. 

 
Technology Infrastructure:  The Dental Board continues to plan on making improvements as 
necessary.  In the future our office would like to explore ways to update our website allowing for 
online renewals.  We also have future plans of upgrading our database software to allow for 
better data retention and organization. 

Collaboration:  Our office will continue to collaborate with KDHE by sending monthly updates 
of our database per their request.  Any other collaboration will be dealt with if the need arises. 

Collaboration Technology:  The Kansas Dental Board supports and is open to intra-agency 
collaboration and is receptive to future plans and ideas that may affect our office and its 
operations. 

Data Management:  At this time our office has no future plans to change the structure and 
storage of our data. 

E-Government:  The Dental Board supports E-government, as shown in our request for on-line 
capabilities.  Although the Board has no specific strategic direction, it will be receptive to any E-
government projects that may arise in the future as our budget allows. 

Electronic Signatures:  At this time the Dental Board has no future plans for electronic 
signatures. 

Business Contingency Planning:  Our office continues to do weekly backups of our licensee 
database.  We also utilize offsite storage for archived files at the State Historical Society. 

Electronic Records Retention:  Currently our office has no plans regarding electronic records 
retention.  The number of licensees our office licenses as this time does not require electronic 
records to be kept other than the information stored in our database. 
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Governmental Ethics Commission (Agency #247) 
BUSINESS PROGRAMS: 
 Public Disclosure and Reporting   Investigations 
 Education & Public Awareness   Advisory Opinion Process 
 Enforcement     General Administration 
 Review & Audit Process 
 
MISSION: to provide the public with timely and accurate information they need for knowledgeable 

participation in government and the electoral process. 
    
SFY 2006 BUDGET:        $663,549  
SFY 2006 FTE:   9.0    
SFY 2005 IT EXPENDITURES::  $33,371 
WEBSITE ADDRESS:  http://www.accesskansas.org/ethics 

 
IT Profile:   

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 .17  .17  .17 

Application Maintenance and Enhancement   
(in-production systems)  .17  .17  .17 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 .17  .17  .17 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 .17  .17  .17 

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support  .17  .17  .17 

Web application development and 
maintenance  .17  .17  .17 

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs  1  1  1 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced    
Total Units 11 11 11 
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS: None reported. 
 



 January 2006 

Chapter 2.1 – General Government  Agency IT Management & Budget Plans 

 

 2-42 

SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The Commission continues to provide 
more services, information, and data to those under the Commission’s jurisdiction and Kansas 
citizens on the agency’s website. 
 
Strategic Direction & Objectives:   

Security Self Assessment:  For the agency’s 11 stand alone personal computers, fire 
walls and virus protection for each have been established, and back-up discs and software 
are stored in a bank vault off-site. 

Collaboration:  The Secretary of State’s Office is the public repository for all documents 
required to be filed by the Commission.  We will continue to work together as we have on 
electronic filings in the area of lobbying, in other areas we share a mutual interest. 

E-Government:  Through its website, the Commission plans to continue providing the 
public with timely information on campaign finance and lobbying activities in Kansas.  It will 
continue to provide all necessary forms, opinions, and information to those subject to its 
laws to assist with compliance. 

Business Contingency Planning:  After retrieval of software and back-up discs from bank 
vault, the agency would operate out of available state space or the homes of staff. 

Electronic Records Retention:  The Commission is not the repository for public 
documents. 
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Healing Arts, State Board of (Agency #105) 
BUSINESS PROGRAMS: 
 Licensing and Renewal   Disciplinary 
 Enforcement and Litigation  Impaired Provider Programs 
 Information and Education 
  
MISSION: To protect the public by authorizing only those persons who meet and maintain certain 

qualifications to engage in eleven health care professions in this State.  Also, to utilize the 
least restrictive yet effective means to protect the public from incompetence, 
unprofessional conduct or other proscribed practice by persons who have been granted 
authority to practice in this State. 

 
SFY 2006 BUDGET:        $ 2,639,456 
SFY 2006 FTE:   32.0    
SFY 2005 IT EXPENDITURES::  $289,894 
WEBSITE ADDRESS:  http://www.ksbha.org/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

.60  .60  .60  

Application Maintenance and Enhancement   
(in-production systems) .50  .50  .50  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

.20  .20  .20  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

.15  .15  .15  

Network Engineering, Technical 
Management and Support .20  .20  .20  

Computer Operations, Management and 
Technical Support .20  .20  .20  

Web application development and 
maintenance       

IT Security .10  .10  .10  

Other IT Functions (please identify) .05  .05  .05  

TOTAL FTEs 2.00  2.00  2.00  

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 1 6 6 
Clients    
Units Replaced 15 15 15 
Total Units 35 50 50 
Storage 46GB 758GB 785GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 95% 95% 
Non-Relational DB 100% 5% 5% 
DATA NETWORK 
IP 98% 98% 98% 
Non-IP 2% 2% 2% 

 



 January 2006 

Chapter 2.1 – General Government  Agency IT Management & Budget Plans 

 

 2-44 

SFY 2005 MAJOR APPLICATIONS:  None reported. 
 

SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  In Fiscal Year 2005, The agency entered into a 
contract with GLSuite, Inc, to provide a solution that would supersede the agency’s legacy system 
residing on an IBM AS400.  This solution included software in the form of GLSuite’s proprietary 
software, with modifications to fit the agency’s needs and mission, and the hardware necessary for 
the application and it’s associated database.  The agency also added two servers to serve in the role 
of network administration [Active Directory] and as print and file servers.  The agency also 
investigated and implemented a solution for Electronic Board Meeting preparation which included 
purchasing and issuing to board members a laptop computer with the necessary hardware and 
software.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  During the next three years, the Kansas Board of 
Healing Arts will continue to improve its in-house application and database. We will Also explore 
possibilities to bring Online applications for Online Renewals and Public Information in house. We will 
also investigate the possibility of activating our own Mail server.  Other initiatives being explored are 
electronic records for past activities, expansion of Paperless meetings, and video conferencing.  The 
agency recently changed from an IBM AS400 Midrange computer to multiple Dell servers and disk 
arrays.  The agency recently installed a firewall and will continue to upgrade that feature as needs 
dictate.  At the desktop the agency continues a 3 year replacement cycle of its PC assets. This 
agency is continually monitoring and improving its network and workplace security in line with ITEC 
policies and directives. This agency is currently exploring the possibility of collaborating with an 
agency of similar size in the area of data backup for the purpose of disaster recovery. 

Agency Architecture:  None reported. 

Security Self Assessment:  None reported. 
 

Technology Infrastructure:  None reported. 

Collaboration:  None reported. 

Collaboration Technology:  None reported. 

Data Management: None reported.  

E-Government:  None reported. 

Electronic Signatures:  None reported. 

Business Contingency Planning:  None reported. 

Electronic Records Retention:  None reported. 
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Health Care Stabilization Fund (Agency #270) 
BUSINESS PROGRAMS:  
 Administrative Operating Program 
 Claims Cost Operating Program 
 
MISSION: The Health Care Stabilization Fund will conduct its operations and activities in a manner 

to assure and facilitate a sound actuarial basis; assist health care providers complying 
with the Health Care Provider Insurance Availability Act; aggressively defend the Fund 
when eligible health care providers become involved in claims or court actions arising 
from the rendering of or failure to render professional services; and safeguard the interest 
of the Fund through management activities which maximize the efficient operation of the 
Fund. 

 
SFY 2006 BUDGET:        $29,178,602  
SFY 2006 FTE:   16.0 
SFY 2005 IT EXPENDITURES::  $22,154 
WEBSITE ADDRESS:  http://www.hcsf.org 

 
IT Profile:  This agency has no dedicated IT staffing. 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets:  .

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 2 2 2 
Clients    
Units Replaced    
Total Units 19 19 19 
Storage 108GB 108GB 108GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 95% 95% 95% 
Non-Relational DB 5% 5% 5% 
DATA NETWORK 
IP 99% 99% 99% 
Non-IP 1% 1% 1% 
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SFY 2005 MAJOR APPLICATIONS: None reported. 
 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS: The website for the Health Care 
Stabilization Fund was maintained with current updates by the agency.  The site may be 
accessed from the State of Kansas web site or its Internet address http://www.hcsf.org.  A 
database look-up feature is available via the Internet 
 
Strategic Direction & Objectives:  The Health Care Stabilization Fund is continuing to consult 
with DISC regarding updating and upgrading of vendor developed software and SQL database 
table record layouts.  Plans for implementing a business-to-business type of application for 
submission of basic professional liability insurance policy information and Health Care 
Stabilization Fund surcharge payments have been postponed for the time being.  We have 
worked with the Kansas Board of Healing Arts regarding their online license renewal program 

Agency Architecture:  Microsoft Windows based PC LAN system with SQL database 
applications.  The existing vendor developed database tables and menu driven applications 
have been in use since late 1995.  We are continuing to consult with DISC regarding 
updating and upgrading of vendor developed software and SQL database table record 
layouts. 

Security Self Assessment:  We attempt to maintain our Agency PC LAN security by 
utilizing INK as our Internet portal, rather than our own server or computers.  DISC assists 
our Agency in maintaining our virus and firewall protection for our Cox Cable Company 
Internet services. 

Technology Infrastructure:  Our current systems are under review on a continuous basis. 
We are not anticipating any major upgrades but will be striving to stay current with updates. 

Collaboration:  None specifically planned.  We will continue to work with the Kansas 
Board of Healing Arts and other health care provider licensing agencies on an as needed 
basis. 

Collaboration Technology:  Our employees utilize e-mail in the completion of their 
assigned duties and responsibilities.  Personal assistants and instant messaging are 
discouraged. 

Data Management:  Continue our present backup systems adapting to any new 
technology that may become available on a cost effective basis. 

E-Government:  We will continue to provide needed general information and coverage 
information via the Health Care Stabilization Fund Internet websites, which are hosted in 
connection with the Information Network of Kansas (INK). 

Electronic Signatures:  Continue our present backup systems adapting to any new 
technology that may become available on a cost effective basis. 

Business Contingency Planning:  Daily tape backups, off-site storage of weekly full 
system back-up tape and maintaining the Health Care Stabilization Fund in an actuarial 
sound manner will be relied upon in the event of a disaster.  We do note that, to the best of 
our knowledge, an agency, such as the Health Care Stabilization Fund, is not allowed to 
maintain business interruption, disaster and document recovery insurance coverage.  

Electronic Records Retention: Scanned documents will be kept permanently. 
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Hearing Aid Dispensers, Board of Examiners (Agency #266) 
MISSION: To establish and enforce standards that ensure the people of Kansas receive competent 

and ethical hearing aid care. 
 
SFY 2006 BUDGET:        $ 26,460 
SFY 2006 FTE:   0.4    
SFY 2005 IT EXPENDITURES::  $609 
WEBSITE ADDRESS:  None 

 
IT Profile: Agency has no dedicated IT staffing 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced    
Total Units    
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported. 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  None reported.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  The Board of Hearing Aid Examiners has no 
computer equipment and no plans to purchase or acquire any at this time. 



 January 2006 

Chapter 2.1 – General Government  Agency IT Management & Budget Plans 

 

 2-48 

Human Rights Commission (Agency #058) 
BUSINESS PROGRAMS: 
 Compliance & Education  Administrative Hearing Office 
 
MISSION: The Mission of the Kansas Human Rights Commission is to eliminate and prevent 

discrimination and assure equal opportunities in the State of Kansas in all employment 
relations, to eliminate and prevent discrimination, segregation or separation, and assure 
equal opportunities in all places of public accommodations and in housing.  The Agency 
Mission and purpose is established by the Kansas Act Against Discrimination, the 
Kansas Age Discrimination in Employment Act, and the Administrative Rules and 
Regulations. 

 
SFY 2006 BUDGET:        $2,075,621 
SFY 2006 FTE:   40.0    
SFY 2005 IT EXPENDITURES::  $55,485 
WEBSITE ADDRESS:  http://www.khrc.net 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs 1  1  1  

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 3 3 3 
Clients    
Units Replaced 19   
Total Units 26 28 28 
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS:  None reported. 
 

SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The Commission updated its computer 
inventory by purchasing 4 new computers with Windows XP.  We also purchased two new laptops 
with Windows XP one for our Wichita office and one for our Topeka office for the Investigative 
Supervisors. 
 
STRATEGIC DIRECTION AND OBJECTIVES:   

Agency Architecture:  None reported. 

Security Self Assessment:  IT security measures that are in place, passwords are changed 
every thirty days, every user has a unique login and password.  We also use a batch program 
which cites the fact that the internet and e-mail are for business purposes only and any other 
usage will result in disciplinary action. 

 
Technology Infrastructure:  None reported. 

Collaboration:  None reported. 

Collaboration Technology:  We do not use personal assistants nor instant messaging.  Our e-
mail is through DISC and we use Microsoft Outlook and do not anticipate any changes to same. 

Data Management:  None reported. 

E-Government:  None reported. 

Electronic Signatures:  Do not use. 

Business Contingency Planning:  Backups are done on a daily basis with our Database and 
on a weekly basis on our server. 

Electronic Records Retention:  None reported. 
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Indigents’ Defense, State Board of (Agency #328) 
BUSINESS PROGRAMS: 
 Administration    Assigned Counsel 
 Appellate Defender Office  Public Defender (Trial) Offices 
 Conflicts Office    Death Penalty Defense Unit 
 
MISSION: The statutory mission of the State Board of Indigents’ Defense Services (BIDS) is to 

provide, supervise and coordinate, in the most efficient and economical manner possible, 
the constitutionally and statutorily required counsel and related service for each indigent 
person accused of a felony and for such other indigent persons as prescribed by law. 

 
SFY 2006 BUDGET:        $18,543,617 
SFY 2006 FTE:   174.0    
SFY 2005 IT EXPENDITURES::  $298,203 
WEBSITE ADDRESS:  http://www.sbids.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

.3  .3  .3  

Application Maintenance and Enhancement   
(in-production systems) .2  .2  .2  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

.15  .15  .15  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

.3  .3  .3  

Network Engineering, Technical 
Management and Support .6         .6  .6  

Computer Operations, Management and 
Technical Support .6  .6  .6  

Web application development and 
maintenance .35  .35  .35  

IT Security .35  .35  .35  

Other IT Functions (please identify)       

Help Desk, PC Setup, Printer Repair, ect. .15  .15  .15  

TOTAL FTEs 3.0  3.0  3.0  

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 17 19 22 
Clients    
Units Replaced 73 21 70 
Total Units    
Storage 356GB 836GB 1040GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS: 
 IIS Web Server – Brief Bank Windows 2000 Server 
 Assigned Counsel Systems Database Windows 2000 Server 
 Public Defender Systems Database Windows 2000 Server 
 Appellate Defender Database Windows 2000 Server 
  
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:   
• Computers were replaced with new Dell PC’s loaded with Microsoft Windows XP and agency 

standard software in our Wichita, Olathe and Topeka Public Defender offices. 
• Twelve 10/100/1000 switches were placed in the field to replace outdated Hubs and 10 MB 

switches. 
• A DLT 7000 Drive and Arcserve were installed in our Wichita Public Defender Office. 
• Four new HP 4200N printers replaced old HP 4 printers in our field offices. 
• Dell Servers with RAID5 and Microsoft Windows 2003 Server replaced the Administrative 

Office, Olathe and Topeka Public Defender Office servers. 
• Installed a complete infrastructure including telephony equipment, wiring, switches, servers and 

PC’s in two new offices-Independence and DPDU- Wichita.   
• The Hutchinson Public Defender office and its entire infrastructure were moved to a new 

location. 
 
STRATEGIC DIRECTION AND OBJECTIVES:  The IT department at SBIDS will continue changing 
and improving through the use of new technology in both hardware and software. We are continually 
updating workstations, servers, peripherals and software with current vendor releases. 

During early FY 2006, we finished our first three-year rotation of replacing workstations in our offices.  
We will begin another three-year rotation in FY 2008.  The goal is to have all workstations under 
warranty, reducing agency costs that have historically been incurred by continuous IT staff trips to 
repair hardware issues in the field offices and eliminate/reduce the costs associated with down time.  
As the numbers of agency servers grow, they will also be added to this three-year rotation.  

In the time period of FY 2006 to FY 2008, we will continue to upgrade network hardware, operating 
systems and applications, as funding permits, to maintain current versions.  We will be attempting to 
bring all offices to a single version of software, e-mail, and calendaring functions. This is important for 
maintenance, vendor support, cross agency file sharing and performance. 

During FY 2006 and 2007, the agency will undertake initiatives to support and protect the electronic 
information and records of the agency.  During the first quarter of FY 2006, the agency has installed 
Barracuda and Sophos for antivirus/spam protection.  During the second quarter, we will install Asset 
Navigator to provide an automated combined system for remote control of out-based PC’s, electronic 
IT work tickets, configuration history of hardware and software, and the ability to provide IT 
management reports.  Additional initiatives are being researched for implementation.   

During late FY 2006, and into FY 2008, the agency will be researching, planning, developing, and 
implementing a new database system for the Appellate Defender Office.  The large number of case 
records accumulated has grown beyond the limitation of the current system.  The agency will be 
looking for a more efficient, productive, and cost effective database system, such as the open source 
software system of MySQL, that can be expanded into other subdivisions of our operation.  We will 
also look at the replacement of the administrative databases. 

Agency Architecture:  Currently BIDS has a mixture of Microsoft Windows 2000 and XP 
Operating Systems on our Desktops and Windows 2000 and 2003 as our Server Platforms.  
Our goal is to upgrade our licenses to Windows XP for our desktops and eliminate Windows 
2000.  We plan to eliminate Windows 2000 from our server environment and move to Windows 
2003 Server and Linux. 

Security Self Assessment:  This agency has implemented SPAM and Virus hardware 
solutions at the administrative office that protects all SBIDS offices.  We are currently exploring 
the creation of VPN tunnels to all outlying offices.  We have begun using Sophos Anti-virus on 
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servers and workstations with auto updating virus definitions as well as a Barracuda hardware 
device virus scanning and SPAM filtering on the email server level.  Agency IT policies will be 
reviewed, revised, and distributed to staff to enhance IT security measures.  The IT staff will be 
assessing the need for employee training regarding internet and e-mail usage.    

 
Technology Infrastructure:  In the next three years BIDS plans to have all offices on a 
Windows XP or newer workstation platform and Windows 2003 or newer as our Server 
Platform.  Our field server storage will continue to expand as necessitated by our users.  An 
agency wide move from Paradox and Access to a true web enabled relational database is 
planned over the next three years. 

Collaboration:  We cannot loan staff out to assist others with projects, but we are willing to 
share our knowledge and experience with other agencies as applicable to mutual interests.  We 
will continue to participate in ITAB Meetings as well as in other information technology 
interactive groups. 

Collaboration Technology:  The agency is interested in video conferencing collaboration 
opportunities.  BIDS will be upgrading the current e-mail system to Mdaemon Version 8 during 
FY 2006.  During FY 2006 and 2007, BIDS will research other e-mail options for future 
implementation.  We are interested in researching and considering a web-based e-mail system. 

Data Management:  BIDS currently utilizes Paradox and MS Access for out database needs.  
This includes defendant client case data; court scheduling; payments made to assigned 
counsel, experts, and transcriptionists; payments for other operating expenditures; and 
recording receipts.  Over the next three years, BIDS is researching the feasibility of changing to 
a true web based relational database to replace the current Access database utilized in the 
Appellate Defender office.  This database design would then be implemented in other BIDS 
offices across the state.  It is anticipated that in the next five to eight years that this database 
will be expanded to replace current agency accounting databases. 

E-Government:  We are using a web site to provide service to our Assigned Counsel, Contract 
Attorneys, and agency staff offering information on our agency, jobs, training, case law, forms 
and claim status.  A web based brief bank is available for agency staff, assigned counsel, and 
contract attorneys.  As we review our agency needs and priorities, a web evolution is not in our 
foreseeable future. 

Electronic Signatures:  This agency is currently using Digital signatures and Certificates on 
our web servers to provide the highest level of integrity to the users of our web-enabled 
systems. 

Business Contingency Planning:  A recent internal review reflects deficiencies in this area 
across our various offices.  We will be prioritizing the establishment and enhancement of 
backup systems, including off-site storage.  An agency disaster plan will be developed. 

Electronic Records Retention:  We retain accounting, human resources and caseload data 
using databases, network and other media.  Selected user e-mail is backed up nightly to DLT 
tape.  The majority of e-mail is not backed up.  This agency does not scan documents for 
electronic storage in lieu of retaining the physical document.  We do not provide public access 
to records pertaining to this agency due to client confidentiality and attorney ethics regarding 
work products. 
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Insurance Department, Kansas (Agency #331) 
BUSINESS PROGRAMS:  
 Firefighters Relief Act   Insurance Company Regulation 
 Insurance Company Examination Group-Funded Workers Compensation Pools 
 Kansas Workers’ Compensation Fund Municipal Group Funded Pools 
 Debt Service & Capital Improvements 
 
MISSION: To protect the insurance consumers of Kansas and to serve the public interest through 

the supervision, control, and regulation of persons and organizations transacting the 
business of insurance in the state.  This mission will be accomplished by assuring an 
affordable, accessible and competitive insurance market. 

 
SFY 2006 BUDGET:        $22,471,283  
SFY 2006 FTE:   147.0 
SFY 2005 IT EXPENDITURES::  $640,130 
WEBSITE ADDRESS:  http://www.ksinsurance.org 

 
IT Profile:  

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 .55  .55  .55 

Application Maintenance and Enhancement   
(in-production systems)  .6  .85  .85 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 .4  .65  .65 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 .9  .9  .9 

Network Engineering, Technical 
Management and Support  .9  .5  .5 

Computer Operations, Management and 
Technical Support  1.5  1.5  1.5 

Web application development and 
maintenance  1.25  1.75  1.75 

IT Security  .3  .3  .3 

Other IT Functions (please identify)       

TOTAL FTEs  6  7  7 

 
Technology Assets:  

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 8 11 15 
Clients    
Units Replaced 60 32 42 
Total Units 160 165 165 
Storage 685GB 1935GB 2200GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 80% 80% 80% 
Non-Relational DB 20% 20% 20% 
DATA NETWORK 
IP 90% 99% 100% 
Non-IP 10% 1% 0% 
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SFY 2005 MAJOR APPLICATIONS: 
Accounts Receivable & General Ledger AS400 
Accounts Payable AS400 
Assessments, Billings & Distributions AS400 
Workers’ Compensation Administration AS400 
Policy Form & Rate Filings AS400 
Consumer Complaints AS400 
Company Directory AS400 
Legal Case Management AS400 
Company Examinations Server 
Consumer Complaints Document Management Server 
Extinct Company Database AS400 
Producer Licensing and Continuing Education (Modified) AS400 
Agent/Agency Web Inquiry (Modified) Server 
Company Desktop Extranet (Modified) Server 
Ksinsurance.org Website (Modified) Server 
Kidnetwork Intranet (Modified) Server 
Company Web Inquiry (New) Server 
Historical Company Search (New) Server 
Company Online Tax Filing (New) Server 
Company Online Tax Audit (New) Server 
Business New Health Plan Registration (New) Server 
Payment Engine Interface (New) Server 
Online Timesheet (New) AS400 
Workers’ Compensation Document Management (New) Server 
Domestic Forms & Company Papers Document Management (New) Server 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  

E-Regulation & Public Access: 
Major initiatives included: 

 An 18-page form used by insurance companies to file their premium taxes, retaliatory taxes, 
fire marshal taxes, fire fighter fee fund taxes and other fees was developed into a web-based 
automated online application on the agency’s company extranet, and companies were 
required to file their taxes online, optionally paying amounts owed online through the 
AccessKansas payment engine.  

 A web-application was developed on the agency company extranet to allow companies to 
update online seven different categories of demographic information maintained in the 
department’s database. The application included address verification against the U.S. Postal 
Service database and department review of changes before they are posted to the 
permanent database.  

 A system for e-mail notification and online delivery of monthly company appointment billings 
was established, including the ability to pay these invoices online through the AccessKansas 
payment engine either by e-check or credit card.  

 A web-based registration system was developed for businesses establishing new employee 
health plans and it was deployed on the agency public website.  

 Real-time public web-based agent/agency lookups were enhanced, and real-time web-based 
company lookup was established and deployed on the agency public website. 

 Extinct company lookup was established and deployed on the agency website. 
 
Infrastructure Enhancement:   
Major initiatives included:  

 A fiber attached storage area network was installed now supporting five servers.  
 An enterprise tape backup system was established on the storage area network, 

consolidating daily backup of six servers.  
 The agency’s primary database and regulatory application server, an AS/400 820 was 

upgraded to an i5 series 520, and the operating system was upgraded to the current version.  
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 A new document management server was installed running the current version of the 
application software; new document repositories have been developed on it, and plans are in 
place to migrate existing document management repositories to it.  

 A new web server was installed at the agency site and the primary agency public web site 
was transferred to it from AccessKansas.  

 A limited-access wireless network was established to provide classroom capabilities to a 
conference room, to test and demonstrate wireless networking issues. 

 The agency continued its plan to replace all desktop hardware on a four-year rotation with 
small form factor computers, wherever possible, and high-quality flat panel monitors, 
conserving space in tight agency quarters; installations in the current year will complete the 
initial four-year cycle. Dual flat panel monitors have been provided for many auditors and 
policy examiners. 

 
Internal Program Support: 
Major initiatives included: 

 Related applications to online tax filing above were developed for browser-based auditing of 
tax returns and the reporting of tax data.  

 An application was developed for electronic download of receipts from the AccessKansas 
payment engine and to automatically receipt payments into the agency accounts receivable 
system and thereby into STARS. 

 A browser-based employee time-sheet application was developed using the AS/400 
database and web server, allowing for required approval and maintenance of time and leave 
data and its upload into SHARP without re-keying employee-entered entries. 

 A national producer number was implemented as a means of identification and to use as 
state license number for nearly 70,000 insurance agents licensed in Kansas. 

 The means of nightly data exchange with the NAIC was changed to a new common 
architecture format being implemented nationwide among insurance departments. 

 Two new document management repositories were developed and data entry into them was 
started for workers’ compensation cases and for Life Division domestic form filings and 
company papers. 

 Desktop rollout of the Windows XP operating system, Office 2003 Professional and 
appropriate current versions of Adobe Acrobat has been completed. 

 
Strategic Direction & Objectives:  KID IT continually plans, directs and manages change to keep pace 
with technology, our industry, NAIC, our stakeholders’ expectations, demands for greater efficiency, 
demands to be paperless, requirements for security, and to keep pace ahead of security threats.  
 
IT staff members balance maintenance of existing systems with projects to promote e-regulation and 
public access, enhance infrastructure and offer improved program support for users within the 
department. 
 
The more substantial projects planned and underway include: 

 
E-regulation and Public Access 

 Upgrade online tax form and annual filing applications to allow for attachments to be scanned 
and submitted, possible integration with third-party tax applications and other changes to 
address issues raised during first-year use. 

 Develop a new Producer Desktop similar to Company Desktop, allowing for agent and 
possibly agency login to an agency extranet. 

 Extend online submission of demographic change requests now on Company Desktop to the 
new Producer Desktop. 

 Provide for online self-service for a variety of producer activities, such as printing licenses, 
letters of certification, etc. 

 Develop a system for online application for licensure, to the extent such system does not 
unnecessarily duplicate multi-state development efforts at NAIC, including systems for 
vendors to report license examinations online. 
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 Develop a system for online resident renewal of licenses, to the extent such system does not 
unnecessarily duplicate multi-state development efforts at NAIC, including systems for 
vendors to report and appropriately credit required continuing education. 

 Modify existing applications that allow for downloading company lists to provide data as of the 
prior day’s close of business, and develop similar functionality for downloading agent and 
agency lists. 

 Develop notification lists to subscribe to e-mail notices from the department. 
 The department has completed a feasibility study for a single online practitioner credentialing 

source and is meeting with industry representatives regarding development of such a system. 
 Continue efforts to implement a simple method for some Kansas companies to electronically 

file policy forms and for the Department to approve, where the multi-state SERFF system is 
impractical and too expensive. 

 Upgrade the agency e-regulation server to increase logging and prevent users from 
automated harvesting of publicly available data, which can degrade ordinary user 
performance.  

 Redesign public website to establish clear demarcation between consumer pages and a 
virtual separate industry site containing links to company and producer extranets. 

 Link qualitative data, such as agency orders, public website company and producer 
demographic displays. 

 
Infrastructure Enhancement 

 Desktop computers continue to be replaced when they go off of warranty with high-end small 
form factor computers with 19-inch ultra-sharp flat panel monitors. In a crowded office, these 
computers conserve space, require little physical strength to move and maintain, and with 
four-year warranties, they are largely free of service cost for their useful life. 

 A Patch Management server continues to be configured and phased into use to distribute 
Windows and other program updates without having to visit each desktop. 

 A Novell server and network operating system upgrade is planned. 
 Disaster Contingency Planning will be continually revisited in conjunction with infrastructure 

changes, re-identifying critical applications, identifying hot/cold site needs, and establishing 
appropriate contracts for such support. 

 Server room re-organization is planned, reconfiguring server locations and UPS dependence 
to rebalance server uptime and monitoring. 

 Establish firewall redundancy. 
 Establish greater network, e-mail and firewall monitoring and reporting. 

 
Internal Program Support 

 Upgrade online tax audit applications to allow for display of attachments , maintenance of 
additional version data and reports on resubmission, web service integration with NAIC 
annual statement data and other changes to address issues raised during first-year use. 

 Upgrade and migrate consumer document management application to the latest version of 
Para-Docs software and to the new, more robust Para-Docs server. 

 Enhance workers’ compensation and Life Division document management configurations to 
provide for greater data exchange with AS/400 work comp and form filing databases. 

 Once Life domestic form filing and company papers configuration is complete, extend to 
Property and Casualty Division. 

 Support new data analyst position in Administration, providing communication, hardware, 
software, training, consulting and assistance for analysis, improvement and reporting from 
the Kansas Health Insurance Information System owned by KID, but maintained by KDHE. 

 Enhance workers compensation and Agents Division  AS/400 applications to provide for 
greater functionality. 

 Provide for online reporting of agent examination data and results, and continuing education 
data and credits. 

 Provide for web-based internal tracking of public records requests. 
 Take advantage of NAIC web services when available to automate download of data 

particularly for Financial Surveillance and Agents Divisions. 
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 Enhance examiner ability to acquire data electronically from companies through online 
facilities instead of transfer by CD/DVD. 

 Work with Legal to further develop its database application to effectively link to and between 
the company, producer and consumer databases. 

 Add online leave requests to electronic time reporting. 
 Redesign and deploy agency intranet to be a professional, well-organized, user-friendly 

online reference, directory and menu for agency personnel. 
 Develop routine calculation of basic agency statistics from agency databases to be 

recalculated daily and displayed on agency intranet. 
 

Agency Architecture:  The agency intends to continue use of a mix of platforms and operating 
systems for the foreseeable future.  Currently the agency uses an AS/400 i5 server and PC-based 
servers operating the Novell network operating system, Windows 2000 and 2003 Server and Linux.  
It is intended that the agency’s primary database will remain the AS/400 database for its regulatory 
applications, supplemented by PC-based Access and MySQL and PostgreSQL databases. 

Security Self Assessment:  Completed. 

Collaboration:  While further collaboration may occur between the Insurance Department an other 
state agencies, primary collaboration is among the state insurance regulatory agencies nationwide 
through the NAIC, as well as collaboration with the insurance industry to present a virtual portal for 
insurance regulation that shares data and access to appropriate data among all stakeholders and 
provides for efficient means of conducting business among and with all state insurance regulators 
online.  To this end the agency is actively participating in NAIC IT initiatives, including development 
of a National Insurance Portal, and it chairs the NAIC Strategic Systems Planning Working Group 
and is vice chair of the NAIC Information System Task Force. 

Collaboration Technology:  The agency current collaboration technology includes exchange of 
data using web sites, web services, as well as ftp, with data in xml, html, ascii, cxv, zip and pdf 
formats.  The agency uses https and ftp-authssl to secure data transmission.  It is expected that 
collaboration within the insurance industry and among regulators will more and more be 
accomplished through web services and use xml and the developing insurance regulatory xbrl. 

Electronic Signatures:  The agency currently maintains a server which utilizes a certificate from 
Entrust for server verification and encryption.  There are no additional plans at this time for users to 
require digital certificates.  Given the national nature of insurance regulation, it is likely that if such 
requirements are developed for insurance regulation, it will be by the states acting together through 
NAIC. 

Business Contingency Planning:  Business contingency plans should be updated.  This is a 
planned area of Infrastructure Enhancement listed above. 

Electronic Records Retention:  Electronic records are considered and included in the approved 
agency record retention policy, which is maintained and is accessible to agency staff on our 
intranet. 
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Judicial Branch (Agency #677) 
BUSINESS PROGRAMS: 
 District Court Automation 
 Appellate Automation 
 
MISSION: Kansas courts constitutional and statutory duty is to administer justice in the most 

equitable fashion possible, while maintaining a high level of effectiveness.  Justice is 
effective when it is administered fairly without delay.  Competent judges are required and 
they must operate in a modern court system under simple and efficient rules of 
procedure.    

 
SFY 2006 BUDGET:        $111,662,075 
SFY 2006 FTE:   1,830.0    
SFY 2005 IT EXPENDITURES::  $1,610,051 
WEBSITE ADDRESS:  http://www.kscourts.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 3  3  3 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 1  1  1 

Network Engineering, Technical 
Management and Support  2  3  3 

Computer Operations, Management and 
Technical Support  7  7  7 

Web application development and 
maintenance       

IT Security  1  1  1 

Other IT Functions (please identify)       

TOTAL FTEs  14  15  15 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced    
Total Units    
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS:   
 Appellate Case Tracking System (ACTS) Sun Server 
 Attorney Registration System PC 
 Case Management & Support System PC 
 Case Management & Reporting System Sun Server 
 FullCourt Case Management PC 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  In October 2004 OJA completed the statewide 
rollout of the FullCourt system.  In less than three years OJA has trained over 700 court employees, 
installed the FullCourt software in 108 courts, and provided technical support to all 110 courts in the 
state. We have now installed the FullCourt software in a 106 counties (Johnson and Shawnee have 
elected not to install the software). This is approximately a year ahead of schedule.  We improved 
remote access into the Judicial Center by implementing a remote access solution taking advantage of 
users with broadband capabilities.  Upgraded all windows servers to the latest Windows OS as well 
as implementing active directory.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  The Judicial Branch’s overall approach to technology 
is to provide the judicial center as well as the district courts the IT tools they need to be able provide 
judicial services to the public.  By now having a statewide case management and accounting system 
we have the core product that all future system will be integrated into. We are currently working on 
installing a statewide imaging system that will allow the court to scan all paper into a document 
management system. This will allow easier as well as more secure access to the file. After that is 
completed we will then look to implement an e-filing system, which allows attorneys to be able to file 
their case electronically.  

Agency Architecture:  The Judicial Branch runs on a variety of platforms.  Windows server 
2003, Windows XP, Linux, Oracle (SUN) and Novell.   

Security Self Assessment:  The Judicial Branch has implemented security and usage policies 
over the last year. Security remains a very high priority for the Judicial Branch.  We are behind 
firewalls as well as running anti virus and spam blocking software. 

 
Technology Infrastructure:  None reported. 

Collaboration:  None reported. 

Collaboration Technology:  The Judicial Branch’s e-mail server is Novell GroupWise. 

Data Management:  None reported. 

E-Government:  The Judicial Branch is committed to providing appropriate web access to 
court information to the public, media and other government branches or agencies. 

Electronic Signatures:  Do not use. 

Business Contingency Planning:  A disaster recovery plan is being developed. The Judicial 
Branch does backup all of their information on a nightly basis. 

Electronic Records Retention:  None reported. 
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Judicial Council (Agency #349) 
MISSION: To improve the administration of justice in Kansas by continuously studying the judicial 

system and related areas of law, by recommending changes when they are deemed 
appropriate and by preparing publications consistent with the agency mission.    

 
SFY 2006 BUDGET:        $432,399 
SFY 2006 FTE:   4.0    
SFY 2005 IT EXPENDITURES::  $13,544 
WEBSITE ADDRESS:  http://www.kscourts.org/council 

 
IT Profile:  This agency has not dedicated IT staffing 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced    
Total Units 5 5 5 
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  None reported.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  The agency plans to maintain existing systems and 
upgrade them when needed. 
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Agency Architecture:  None reported. 

Security Self Assessment:  The Judicial Council utilizes anti-virus software and WAN security 
provided by router Firewall. 

 
Technology Infrastructure:  None reported. 

Collaboration:  None reported. 

Collaboration Technology:  None reported. 

Data Management:  None reported. 

E-Government:  None reported. 

Electronic Signatures:  None reported. 

Business Contingency Planning:  None reported. 

Electronic Records Retention:  The Judicial Council retains all records made or received by 
the agency in the Judicial Council office, located in the Judicial Center in Topeka.  The format 
by which they are retained is “hard copy” or paper format. 
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Kansas Inc. (Agency #360) 
BUSINESS PROGRAMS:  
 Evaluation of Kansas Economic Development Strategic Planning 
 Private Sector Partnership & Communication Research & Analysis 
 Special Studies as mandated by Legislature Business Modeling 
 
MISSION: to conduct strategic analysis of and planning for the economic development of the State 

of Kansas, to evaluate state economic development policies and programs, and to 
oversee the formulation and implementation of economic development policy for the 
State; to ensure the highest possible quality of life and standard of living by: fostering 
innovation and cooperation; creating a healthy economic environment; investing 
strategically in our people, communities, and business; educating people for high skills 
jobs and; competing successfully in the global economy. 

 
SFY 2006 BUDGET:        $568,226  
SFY 2006 FTE:   5.0    
SFY 2005 IT EXPENDITURES::  $13,165 
WEBSITE ADDRESS:  http://www.kansasinc.org/ 

 
IT Profile:   

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 .1  .1  .1 

Application Maintenance and Enhancement   
(in-production systems)  .1  .1  .1 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support  .1  .1  .1 

Web application development and 
maintenance  .2  .2  .2 

IT Security  .1  .1  .1 

Other IT Functions (please identify)       

TOTAL FTEs  2  2  2 
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Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients 5 6 6 
Units Replaced    
Total Units    
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS: None reported. 
 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  Kansas, Inc. completely reconstructed its web 
site in FY 2005 to provide a better functional and end-user environment.  The agency web site will 
continue to be enhanced for the next several years when it deems appropriate with its limited 
resources.  The agency works with Kurt Dubach, DISC, for security and system enhancement needs.  
The agency also works with Information Network of Kansas for web development ideas and concepts.  
Kansas, Inc. updates and provides the maintenance of the web site.   
 
Strategic Direction & Objectives:  The agency works with Information Network of Kansas for web 
ideas or assistance.  The agency currently is preparing to provide more electronic information on its 
web site to increase Kansas, Inc.’s role in economic development and presence.  Kansas, Inc. is a 
small state agency with limited resources for IT.   

Agency Architecture:  The agency bought two new Dell Desktop PCs in FY 2006 and a Dell 
laptop.  The agency plans to continue to enhance its information on the web site and electronic 
capabilities in providing information. 

Security Self Assessment:  The agency updated its firewall on the router in FY 2005 thus 
providing a more secure environment and will continue to update security as recommended by 
DISC.  The agency is currently reviewing new anti-virus software as recommended by DISC for 
purchase in FY 2006.  The agency coordinates with DISC any security issues and plans to 
upgrade anti-virus software in FY 2006. 

Data Management:  The agency currently puts important information onto CD or disk.  In the 
event of a disaster, the agency does not have any information that would cause safety or 
security problems for the public and would currently be able to restore information in the event 
of a disaster. 

E-Government:  The agency may utilize an electronic survey (as previously done in FY 2001) 
in preparing the new Kansas strategic plan and provide a menu on the website to subscribe to 
a list serve as new publications become available.  The agency has discussed a section of the 
website devoted to the agency’s 501(c)(3) for individuals and/or businesses to pledge private 
donations with contact information, etc. 

Business Contingency Planning:  The agency has had several discussions on a contingency 
plan and will formalize it the near future. 

Electronic Records Retention:  The agency currently puts important information onto CD or 
disk.  In the event of a disaster, the agency does not have any information that would cause 
safety or security problems for the public and would currently be able to restore information in 
the event of a disaster. 
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Legislative Post Audit, Division of (Agency #540) 
MISSION: The Legislative Division of Post Audit’s mission is to conduct audits that provide 

information for the Legislature and other government officials who make and carry out 
policies and procedures.  This information helps the Legislature ensure that Kansans 
receive economical, efficient, and effective services that are in compliance with 
applicable requirements.  It also helps the Legislature ensure the integrity of the State’s 
financial management control systems. 

 
SFY 2006 BUDGET:        $2,540,146  
SFY 2006 FTE:   26.0    
SFY 2005 IT EXPENDITURES::  $14,932 
WEBSITE ADDRESS:  http://kslegislature.org/postaudit/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 0.05  0.05  0.05 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 0.025  0.025  0.025 

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support  0.025  0.025  0.025 

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs  .10  .10  .10 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 1 1 2 
Clients    
Units Replaced 34  34 
Total Units 36 36 36 
Storage 100GB 100GB 200GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported. 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  Post Audit continues to participate in the 
Legislature’s Strategic Computing Plan. 
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STRATEGIC DIRECTION AND OBJECTIVES:  Legislative Post Audit doesn’t have a strategic 
direction separate from the Legislature as a whole.  Please see the Legislature’s IT plan for 
information on legislative agencies’ strategic direction. 
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Legislative Research Department (Agency #425) 
MISSION: The Department is a non partisan staff agency that serves both the House and the 

Senate under the auspices of the Legislative Coordinating Council (LCC). Neutral 
professionalism is the key goal of KLRD. Department staff members are assigned to 
standing and special committees of the Legislature and provide policy and fiscal analysis 
for those committees and for individual legislators. The Department produces a variety of 
publications that support the Legislature’s work and enable the general public to follow 
the development of public policy. 

    
SFY 2006 BUDGET:        $3,121,413  
SFY 2006 FTE:   38.0    
SFY 2005 IT EXPENDITURES::  $21,038 
WEBSITE ADDRESS:  http://www.kslegislature.org/klrd/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 0.3  0.3  0.3 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 0.5  0.8  0.8 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 0.7  0.8  0.8 

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance  0.2  0.2  0.2 

IT Security  0.2  0.2  0.2 

Other IT Functions (please identify)  0.3     

TOTAL FTEs  2.2  2.3  2.3 

 
Technology Assets:  See Legislature’s 3-Year Plan

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced    
Total Units    
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS: None reported. 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  Relational databases including those used for 
appropriations tracking and reporting, census and general election results, school district 
expenditures, and a number of others were updated and maintained. The previously developed 
quality control process for KLRD’s portion of the document management system metadata was 
implemented. Conversion of documents from the prior DMS to the current one was continued.  
Completion of the conversion is anticipated by mid- 2006.  Staff training on use of the Legislature’s 
document management system and other research and publication applications was continued. 
Analysts assigned to the House Health and Human Services and the Senate Utilities Committees 
provided support to the committee’s experiment utilizing tablet PCs and electronic rather than hard 
copy documents during committee meetings. Network scanning, multiple CD creation and document 
finishing capability were added to improve workflow and increase publication efficiency.  The KLRD 
website was redesigned  
 
Significant agency resources were dedicated to development of the legislative strategic IT plan, and 
implementation of the initial phase of that plan.  The Department participated in the branch-wide roll-
over of desktop computers to new hardware (on a three-year lease) on the MS Windows XP 
operating system.  KLRD analysts for the first time all have laptop computers which are used in the 
office, in committee rooms, and outside the office during data gathering visits to state agencies.  In 
addition agency resources participated in the effort to secure a new printer lease for legislative branch 
agencies. 
 
Strategic Direction & Objectives:   KLRD's strategic direction is to improve the department’s 
support of the public policy work of the Legislature, legislators and legislative committees by 
increasing the efficiency and effectiveness with which staff use appropriate information management 
tools for policy analysis and publication.  KLRD's information management resources support the 
Legislature’s Information Technology Plan.  During the next three years, KLRD will pursue the 
following strategic directions and objectives as it implements goals enumerated in that plan: 

Agency Architecture:  The Department’s analysts and clerical staff use personal computers 
running the Microsoft Windows XP operating system.  The Department utilizes the Legislature’s 
Novell network, and the Legislature’s document management system. 

Security Self Assessment:  See self-assessment done for the legislative branch during FY 
2005.  KLRD will conduct the self-assessment for itself during FY 2006. 

Collaboration:  KLRD, at the direction of legislative leadership, will continue to be an active 
participant in the legislative branch three-tiered information technology planning and management 
structure. 

Collaboration Technology:  KLRD, as directed by legislative leadership will continue to be an 
active participant in the electronic committee experiment which includes the use of tablet PCs in 
“paperless” committees.  The Department also uses e-mail and web interfaces extensively to 
provide information to legislators and committee.  Finally, the Department is committed to 
adaptation of document production processes for efficient electronic publication. 

Data Management:  The most extensive data management change planned for the upcoming 
three years is migration to an XML-based document production/content management system and 
away from use of proprietary word processing applications.  This migration will move KLRD into a 
content management environment.  The migration for KLRD will be guided by and integrated with 
similar developments throughout the legislative branch.  See the legislative branch strategic plan 
for details.  In addition, the Research Department continues to implement an in-house document 
management scheme to fulfill the Department’s needs while awaiting replacement of the 
legislative branch document management system.  KLRD continues to maintain the Legislature’s 
GIS system and to use that system to prepare for the upcoming redistricting effort. 

E-Government:  KLRD provides public access to departmental publications on the KLRD 
website and on compact disc. 
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Legislative Revisor of Statutes (Agency #579) 
BUSINESS PROGRAMS: 
 Bill Drafting / Publication  Data Processing 
 
MISSION: The Revisor of Statutes provides bill drafting and legal research services for all 

legislators, committees, and the Legislative Coordinating Council. 
 
SFY 2006 BUDGET:        $2,694,855  
SFY 2006 FTE:   26.5    
SFY 2005 IT EXPENDITURES::  $71,789 
WEBSITE ADDRESS:  None 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 .25  .15  .15 

Application Maintenance and Enhancement   
(in-production systems)  .40  .25  .15 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 .25  ..40  .50 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 .15  .20  .25 

Network Engineering, Technical 
Management and Support  .40  .30  .30 

Computer Operations, Management and 
Technical Support  .50  .50  .40 

Web application development and 
maintenance  0  .15  .20 

IT Security  .05  .05  .05 

Other IT Functions (please identify)       

TOTAL FTEs  2.0  2.0  2.0 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 4 4 4 
Clients    
Units Replaced    
Total Units    
Storage 3.1 TB 3.2 TB 3.3 TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 80% 
Non-Relational DB 100% 100% 20% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The Revisor’s Office IT staff continues to 
support the computer operations of  the agency.  In the past year we have worked with other 
legislative sections to improve the flow of legislative documents, including amendments and 
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committee reports, and to present a base of searchable documents available to legislators and staff 
through a simple web interface using the Isys search engine.  During FY 2005 we looked at a number 
of vendor solutions in the area of bill drafting and are embarking in FY 2006 on a multiyear project to 
redesign and develop a new integrated legislative system.  We have participated in the IS Team 
function of the three tiered IT governance structure of the Legislature. 
 
STRATEGIC DIRECTION AND OBJECTIVES:  The strategic direction of the Office of Revisor of 
Statutes is included in that of the Legislature as a whole.  The details of that direction are included in 
the IT plan submitted by the Director of Legislative Computing. 
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Legislature, Kansas (Agency #428) 
BUSINESS PROGRAMS: 
 Senate    Legislative Administrative Services 
 House    Legislative Post Audit 
 Joint Operations  Legislative Research Department 
     Revisor of Statutes 
 
MISSION: The mission of the Legislature is to exercise its legislative powers within the frameworks 

of the Kansas and U.S. constitutions for the benefit of the people of Kansas by enacting 
only that legislation and conducting only the degree of oversight of executive and judicial 
agencies necessary to carry out that objective. 

 
SFY 2006 BUDGET:        $15,794,644  
SFY 2006 FTE:   34.0    
SFY 2005 IT EXPENDITURES::  $909,286 
WEBSITE ADDRESS:  http://www.kslegislature.org/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 2.5  2.5  2.5 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

   1  1 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 1  2  2 

Network Engineering, Technical 
Management and Support  2  2  2 

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance  1  1  1 

IT Security  1  1  1 

Other IT Functions (please identify)       

End User Support base budget  1.5  1.5  1.5 

End User Support strategic budget    2.5  2.5 

TOTAL FTEs  9.0  13.5  13.5 
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Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 16 20 15 
Clients    
Units Replaced   393 
Total Units  578 573 
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  
 Liberty Document Management System Windows 2000 Server 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The major activity was the continuing 
implementation of the Legislative Strategic Plan. Actual work on the plan was accomplished by the 
Information Systems Team (IS Team) and Information Review Team (Review Team). The Steering 
Committee for the strategic plan is the Legislative Coordinating Council. The implementation is 
segmented into phases. Phase One is the development of a technical architecture, data model and 
XML schemas to prototype an integrated information system comprising bill status, bill drafting, 
calendar, journal and decision support documents (fiscal notes, supplemental notes etc). The goal of 
the Strategic Plan is to create a totally integrated legislative information system to achieve the 
statewide objectives for rapid web publishing, e-government portals, e-democracy and print on 
demand services. Other projects related to the strategic plan are the continuation of the electronic 
committee experiment, preparation for the renewal of the large printer lease, and the leasing of 
laptops for legislators. 
 
STRATEGIC DIRECTION AND OBJECTIVES:  The strategic direction of the Legislature is to 
develop an enterprise wide, integrated information system. The system will have a bill status/calendar 
centric orientation. Developing an enterprise architecture and integrating back-office functions will be 
the first priority. These back-office functions will be bill drafting, bill status, decision support and 
chamber automation (calendars, journals, amendments, etc.). Output priorities will be expanded e-
government portal, edemocracy (K-SPAN, e-town hall, kiosks, message boards, etc.) and print on 
demand. The strategic plan contains a level 4 business reference model which documents the 
increased staffing and technological resources required to implement the plan. The strategic plan 
covers the Legislature, Legislative Services, Revisor of Statutes, Legislative Research and Legislative 
Post Audit. 

Agency Architecture:  The Legislature and its agencies are standardized on the Windows 
platform. Technology is kept current through technology refresh leases of workstations. The 
current lease expires on November 1, 2007. All workstations are from Dell. The network OS is 
the latest version of NetWare. This environment works well and there is no business case to 
justify a change. An enterprise architecture to support the vision in the strategic plan is being 
developed. It is anticipated that this work will conclude in late FY06 and establish the technical 
architecture the Legislature will use to complete the objectives in the strategic plan. What is 
known at this time is the move to XML based technology for content management. 

Security Self Assessment:  The Legislature has completed the security self assessment. The 
Legislature already has a comprehensive, unified security policy and plan for all the legislative 
agencies. The policy is compliant with ITEC Policy 4230. The Legislature regularly contracts 
with Fishnet security to do a security assessment of the legislative information system. The 
assessment covers penetration testing, operations, policies, disaster recovery, social 
engineering and workstation/server configurations. Previous evaluations have shown that 
legislative systems checked out well and the recommendations offered by the vendor were 
rapidly put in place and re-testing performed to verify successful implementation. The strategic 
plan recognizes the importance of evolving security to minimize risk and support the availability 
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of the information system. The strategic plan recommends tightening authentication controls 
and has a schedule for implementing these recommendations. The plan provides for regular 
security assessments by independent security experts. 

 
Technology Infrastructure:  The Legislature is using the Capitol renovation as an opportunity 
to upgrade the technology infrastructure. This upgrade is being planned to have a 30 year life. 
The infrastructure, as designed by DISC, will be three tiered and scalable. It consists of a fiber 
optic backbone, cat 6 wiring drops into offices, and switch rooms on each floor of the Capitol in 
each wing. Provisions for adding wireless access points have been designed into the plan. The 
renovation will continue in phases with the first phase (East wing) coming on-line this 
December and the last wing (North) coming on-line in 2011. 

Collaboration:  The Legislature already collaborates with the Budget Division accessing the 
budget management system. The Legislature also provides its data to AccessKansas which 
publishes the data for access by state agencies and the public. For years the Legislature has 
provided technical support for the State Library. 

Collaboration Technology:  The Legislature presently uses PDF to publish its public data. 
When the KLISS system come on-line, the new technological foundation for exchanging and 
reuse of information will be XML. This conversion to XML is being planned with input from all 
the Legislative stakeholders. 

Data Management:  As part of the KLISS plan data organization, storage, retrieval and 
archiving is being re-examined. XML technology layered over a SQL database will provide 
content management. The database will provided data management. The Legislature’s 
document management system will be phased out as the material is moved into the new 
environment. 

E-Government:  The Legislature already publishes its public documents through the 
AccessKansas e-government portal. There are no plans to alter that. The strategic plan 
provides for new and expanded e-government services and information resources. The time lag 
between creation and publication should shorten with the KLISS plan. 
Electronic Signatures:  The Legislature’s document management system is PKI compliant 
and the systems proposed in the strategic plan will need to be PKI compliant as well. These 
initiatives are considered necessary to promote the e-government and e-democracy objectives 
found in the plan. 

Business Contingency Planning:  The Legislature already has a comprehensive 
disaster/business continuity plan. This plan is revised as new systems and processes are 
developed. The plan is modified as necessary when new threats and preventions are defined. 
This plan was reviewed by Fishnet in FY 2004 and found to be adequate given Legislative 
objectives and cost constraints. 

Electronic Records Retention:  The Legislature has a business continuity and disaster 
recovery plan. That plan speaks to record retention and archiving for the various classes of 
legislative documents and records. Records of a critical and time sensitive nature are kept on 
active files servers and backed up nightly.  As the data ages, the data are moved to near on-
line resources. Data that are obsolete are either destroyed or archived. 
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Lottery, Kansas (Agency #450) 
BUSINESS PROGRAMS: 
 Executive     Information Technology 
 Finance and Administrative Services Marketing 
 Sales     Security 
 Cost of Sales 
 
MISSION: To produce the maximum amount of revenue possible for the State of Kansas while 

insuring the integrity of all games. 
 
SFY 2006 BUDGET:        $61,157,996  
SFY 2006 FTE:   87.0 
SFY 2005 IT EXPENDITURES::  $2,340,187 
WEBSITE ADDRESS:  http://www.kslottery.com 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 1  1  1 

Application Maintenance and Enhancement   
(in-production systems) 3  3  3  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support 3  3  3  

Computer Operations, Management and 
Technical Support 1  1  1  

Web application development and 
maintenance .5  .5  .5  

IT Security .5 1 .5 1 .5 1 

Other IT Functions (please identify)       

TOTAL FTEs 8 2 8 2 8 2 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 13 18 22 
Clients    
Units Replaced    
Total Units    
Storage 1.2TB 1.9TB 2.3TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 10% 20% 
Non-Relational DB 100% 90% 80% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS:  
 Internal Control System (ICS) AS/400 
 Andersen Consulting Comprehensive Lottery Accounting 
 and Information Management System (ACCLAIMS) AS/400 
 MACPAC AS/400 
 Autoship AS/400 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  During FY05, several major projects were 
implemented.  The Lottery installed a local Exchange email server replacing an outsourced solution 
that had been providing the agency with internet email services.  We performed an operating system 
upgrade on our iSeries computers which involved running on our backup system for a full day as we 
upgraded the production computer.  This was the first time in Lottery history that we have run 
production on the backup system.  We continued to upgrade our server hardware and software 
environment.  Most significantly from an applications point of view, we designed, coded and did the 
pilot implementation of the Autoship system for UPS delivery of instant (scratch) tickets to our 
retailers consisting of about 1900 accounts state-wide.  Production implementation occurred right 
after the start of the new fiscal year.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  The Lottery’s Information Technology strategy seeks 
to address the business needs of Lottery players, retailers who stock and sell Lottery products, and 
Lottery associates, both in headquarters as well as those associated with the Regional Sales Offices. 

The needs of the players will primarily be met through ongoing support to the Marketing department 
as they develop and deploy new games and make enhancements to existing games.  Additionally, 
the Internet site, and associated player’s club under construction, enhances communication to the 
players across the state.    

The retailers will see periodic enhancements to the GTECH environment that result from combined 
efforts of GTECH and Lottery programming staff.   

Within the Lottery itself, one of the primary goals is to make the Lottery a connected organization from 
headquarters all the way out to the District Managers who wholesale our products to the retail 
locations across the state.  

Currently, the Regional Sales Offices are on the Lottery LAN and use MS Exchange and other 
products in the office suite, to communicate electronically with the headquarters personnel and each 
other.  The District Mangers only communications support, beyond cell phones, is to access the 
Lottery email system remotely via the internet.   

During 2001, the Lottery published the Information Technology Security Policy, which was modeled 
after the Department of Administration Security Policy, and it was distributed to IT and Security 
Department associates, and members of senior staff.  In addition, an abbreviated version entitled An 
Employee Guide to Using Technology at Work was distributed to all Lottery staff.  The Lottery has 
completed the annual security self assessment, and in addition, also had a Security Audit conducted 
in FY05. 

The Lottery Internet and Intranet sites are continually being revamped to make them easier to use for 
both the playing public and Lottery associates.  There is currently a project underway with Access-
Kansas to create a “players club” application that will result in improved communication with players 
who choose to participate. 

Major platforms in use are IBM iSeries and Dell Wintel servers.  No change is anticipated.  An offsite 
disaster recovery location is being developed and appropriate hardware will be deployed there in 
FY06. 

The Lottery has no current plans involving additional collaboration with other state agencies, or 
additional use of electronic signatures.  Electronic records retention is maintained using our normal 
tape backup retention.  
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The Lottery plans to upgrade our internal network servers, network software and backup technology 
during FY06.  We plan to allow the outside sales representatives to participate fully in the external 
network during the next two fiscal years.  

The Lottery currently contracts with GTECH Corporation for outsourced services for online game 
processing and wireless communications with the retailers.  These contracts expire June 30, 2008.  
During FY07 we will issue an RFP for these services, and award the contract for installation during 
FY08. 
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Mortuary Arts, State Board of (Agency #204) 
BUSINESS PROGRAMS:  
 Administration 

Regulation 
 
MISSION: The mission of the Kansas State Board of Mortuary Arts is to ensure that licensees 

perform their professional services in a manner providing maximum protection of the 
health, safety and welfare for the people of Kansas.  In addition, our mission is to inform 
the public of the laws and options available to them when dealing with the funeral 
profession. 

 
SFY 2006 BUDGET:        $248,127  
SFY 2006 FTE:   3.0 
SFY 2005 IT EXPENDITURES::  $5,423 
WEBSITE ADDRESS:  http://www.accesskansas.org/ksbma/ 

 
IT Profile:  This agency has no dedicated IT staffing. 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets:  No technology assets reported.

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced    
Total Units    
Storage 5GB 7GB 12GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 46% 56% 86% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS: None reported. 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  We continue to expand the types and amount 
of information available on the web site.  The security system continues to be updated both internally 
and externally with the assistance of the DISC Small Agency Support Group. 
 
Strategic Direction & Objectives:  No major changes anticipated at this time.  We are in the initial 
process of discussing the possibility of updating the website to allow for payment of license renewals 
on line with the Information Network of Kansas.  The agency continues to work with the DISC Small 
Agency Support group regarding virus protection and program upgrades–including the agency’s data 
base using the Microsoft Access format.  Updates to the web site are done internally with occasional 
assistance provided by the Information Network of Kansas.  Future budget requests will include 
replacement of hardware and software as needed. 

Agency Architecture:  No changes planned at this time. 

Security Self Assessment:  The agency utilizes Computer Associates eTrust Inoculate IT 
(current version) under the direction of DISC’s Small Agency Support Group.  Network Security 
is provided by a Cisco Pix 501 firewall.  The firewall presents a single public IP address to 
KANWIN and the Internet and is configured to block any traffic from the Internet that is not 
return traffic from an internal network request. 

Technology Infrastructure:  The agency continues to work with the DISC Small Agency 
Support Group in this area. 

Collaboration:  The agency continues to work with the DISC Small Agency Support Group in 
this area 

Collaboration Technology:  The agency continues to work with the DISC Small Agency 
Support Group in these areas.  Our email system is provided by DISC Small Agency Support.  
Web services by INK. 

Data Management:  The agency continues to work with the DISC Small Agency Support 
Group in these areas. 

E-Government:  The agency’s web site contains lists of approved continuing education 
programs for licensees along with all laws regulated by the agency.  Consumers are able to 
access names of all licensees, information regarding location, ownership of funeral homes, 
board actions, proposed regulation changes, pending legislation and informational brochures.  
The board’s rule book is also available in PDF format, along with links pertaining to regulation 
and licensure of the funeral profession.  We are in the Initial stages of planning for online 
license renewals. 

Electronic Signatures:  The agency continues to work with the DISC Small Agency Support 
Group in these areas. 

Business Contingency Planning:  The agency continues to work with the DISC Small Agency 
Support Group in these areas. 

Electronic Records Retention:  The agency continues to work with the DISC Small Agency 
Support Group in these areas. 
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Nursing, Kansas State Board of (Agency #482) 
BUSINESS PROGRAMS:  Licenses and Regulates Nursing Professionals and Mental Health 

Technicians in Kansas.  
 
MISSION: Protect the Public Health, Safety and Welfare of the Citizens of Kansas through the 

Licensure and Regulation Process.    
 
SFY 2006 BUDGET:        $1,527,199  
SFY 2006 FTE:   22.0 
SFY 2005 IT EXPENDITURES::  $118,684 
WEBSITE ADDRESS:  http://www.ksbn.org/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.2  0.2  0.2  

Application Maintenance and Enhancement   
(in-production systems) 0.2  0.2  0.2  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0.3  0.3  0.3  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.2  0.2  0.2  

Network Engineering, Technical 
Management and Support 0.3  0.3  0.3  

Computer Operations, Management and 
Technical Support 0.3  0.3  0.3  

Web application development and 
maintenance 0.2  0.2  0.2  

IT Security 0.3  0.3  0.3  

Other IT Functions (please identify)       

TOTAL FTEs 2  2  2  

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 9 10 10 
Clients    
Units Replaced    
Total Units 45 45 45 
Storage 1.7 TB 1.7 TB 1.7 TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS: 
 Kansas Board of nursing Database Server 
 ImageNow Document Imaging and Workflow System Server 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  KSBN deployed a Document Imaging and 
Management Workflow System.  This system is integrated into our KBON Database System and 
allows for multi-field non-user entry indexing of information from the KBON System into the Document 
Imaging System.  This system also allows staff single click access to all documents associated with a 
licensee.  Processes that once took 30 minutes or more now take seconds with single click access to 
all document information.  The document imaging system is also scalable to other departments and is 
currently in use in the Information Technology Department.  Within the IT Department all IT 
documentation such as Licenses, Configurations, PO’s, Receipts, etc are scanned and indexed into a 
secure location on the system.  This process allows for single click access to all IT information from 
anywhere that has a secure access to the network.  There are also plans to branch the system out to 
the HR, Administrative and Education Departments. 

 
With the deployment of the Document Imaging and Management Workflow System, KSBN wanted to 
import historical document information on licensees into that system.  KSBN had the entire agency’s 
microfilm converted to electronic image and a special project is underway to index all those images to 
associated licensee records.  To date the agency has over 600,000 individual images indexed with 
associated licensee records. 
 
KSBN has an 11 Member Board that is appointed by the Governor.  This Member Board makes 
decisions on nursing regulations, disciplinary findings on nurses and oversees the functions of the 
board staff.  The Board meets 4 times a year and is sent board packets that could be several reams 
thick.  This process was eliminated with the development of a Paperless Board Meeting System.  
Each Board Member is issued a laptop with the Board Packet Software and Adobe Acrobat 
Professional Software.  This software allows the Board to receive those board packets on CD’s that 
are sent a few weeks before the meetings.  The Board Member then may add notes to those 
electronic documents and bring only the laptop with the loaded board packet information.  This is not 
only a more efficient process for staff to prepare only one packet instead of over 11 but it is also a 
lighter solution to mail and transport to and from the meetings.  Likewise the packets may also be 
archived and allows access to past meeting information as well as other general information such as 
the Nurse Practice Act, Fees, and other useful information at the meetings.  The electronic board 
packet information is then uploaded to the ksbn.org website where it is available to the public. 
 
KSBN completed its second year of the Online Education Annual Report System which was 
established in conjunction with accessKansas.  This system allows the Nursing School Providers to 
fill out their yearly annual reports online instead of by paper.  The system will also pre-populate the 
information which will greatly reduce the time for the schools to file their annual reports in the 
following years.  This year trainings were provided to all Nursing School Providers via a web enabled 
meeting service.  Each school was able to gather in a centralized web environment for consistent 
visual and audio enabled trainings. 
 
The agency has also made several changes to the network infrastructure to allow for redundancy for 
some systems and security devices to ensure the agency can function should a hardware or system 
failure occur.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  KSBN is currently in the RFP process for a new 
licensing database system.  The current KBON Database System is quickly becoming outdated.  The 
current system also requires expensive yearly maintenance agreements.  Enhancements are nearly 
impossible under the current platform.  The new system will be a web based / SQL backend system 
that will allow the agency to grow its online presence.  This system will allow some enhancements to 
be done locally, thus reducing the cost burden for changes on the agency. 

 

KSBN is working on a web enabled subscription based system in conjunction with accessKansas.  

This system is known as the KANN (Kansas Automated Nurse Notification).  This system allows 
subscribers which will include hospitals, insurance companies, nursing homes, or anyone who may 
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employ or need to validate eligible status of a nurse in Kansas.  The system will allow the subscribers 
the ability to select a list of licensees they wish to track, which will include the status of the nurse’s 
licensure.  This could include when the license goes into Renewal Status, Active Status, Lapsed 
Status, or have some sort of discipline restriction against their license.  This system will automatically 
notify a subscriber that there has been a change on one or more of their tracking list via email.  They 
then will be able to log into the system and get a heads up display list of those licensees that have 
some sort of change.  This list will be color coordinated according to the change and will be a list with 
sorting capabilities. This system also has the potential to reduce phone calls to the KSBN office and 
may reduce the number of unlicensed practice cases and thus patient’s safety could be enhanced. 

Agency Architecture:  KSBN currently uses Windows as its platform for doing business.  The 
agency has one Linux workstation that is primarily used for research and security audit testing. 

Security Self Assessment:  Securing KSBN’s data has been made a high priority and many 
solutions have been put into place to ensure the integrity of the data and security of the 
network.  Those solutions are reviewed on a frequent basis to ensure they are current, up-to-
date and still effective. 

 
KSBN uses the System Development Life Cycle (SDLC) Methodology to manage software 
systems development.  Security requirements are identified during system design and a 
formalized change control process is in place to manage versions of software.   Confidential 
data is destroyed using shredders. 
 
The IT management is the central point of contact for system development, enhancements or 
changes and approves the implementation of the systems into production. 
 
The agency placed physical security for staff as well as the information systems as a high 
priority when the agency moved floors 1 ½ years ago.  The agency recently reviewed its 
evacuation plans for staff and provided some safety equipment to staff.  The agency office is 
secured by various swipe cards and key based locking systems.  The servers are protected by 
multiple locked doors and are protected by UPS products. 
 
KSBN frequently provides training on security awareness and education on IT related topics to 
IT staff.  The information learned is then passed down to KSBN staff though security awareness 
briefings during staff meetings or as needed. 
 
The agency has also made several changes to the network infrastructure to allow for 
redundancy for some systems and security devices to ensure the agency can function should a 
hardware or system failure occur.  
 
KSBN has some automated processes in place to alert staff of an incident. Users are notified 
via email as necessary regarding viruses, scams, etc.  Virus, security and vulnerability alerts 
are received and responded to by the IT staff. 
 
KSBN’s anti-virus software has an automated deployment process and updates on a daily 
basis.  Systems enforce compliance with password policies.  Servers are monitored by IT staff 
for changes. 
 
KSBN has various logging systems in place to track changes on personal and server based 
systems, as well as view and monitor network traffic. 

Technology Infrastructure:  The agency continuously looks to take advantage of new 
technologies and is conscious of new security threats that emerge frequently.  KSBN also 
strives to lead the nation by providing online services related to nurse licensure to our 
Licensees and Educational Institutions.  In order to provide these services and to develop new 
ones, it is essential that the agency keeps its infrastructure current and robust enough to grow 
with these services.  To better serve both the licensees and the public in general, KSBN is 
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looking to extend the agency’s ability to provide online services and to better streamline internal 
functions by replacing its outdated licensure database.  KSBN is looking to move towards an 
industry standard SQL database that will be more scalable for future services as well as have a 
better documented system for support purposes. KSBN is also researching the possibility of 
providing better redundancy on its infrastructure by running and storing data on a storage area 
network. 

Collaboration:  The agency shares data with various government and private entities in 
accordance with various laws and regulations.  The agency plans to continue to provide nursing 
data to those entities unless otherwise instructed.  This information is provided via secure data 
transfers, CDs and/or printed reports. 

Collaboration Technology:  KSBN does utilize some personal data assistants that are 
available to staff for use in quickly gaining access to important data while offsite or away from 
KSBN.  The agency uses an email server program to provide access to KSBN email services.  
There is also an instant messaging program included in the software that KSBN is testing to 
see if it would be a benefit to the agency internally.  KSBN recently acquired a service that 
allows remote web enabled meetings. This service was successfully used for training the 
nursing school administrators on the Online Education Annual Report System. 

Data Management:  KSBN is researching the feasibility of moving from network attached 
storage solution to a storage area network solution. 

E-Government:  KSBN has aggressively taken steps to move many of its services into the E-
Gov arena.  KSBN was the first to develop and remains the only real-time 24 hour a day Online 
Renewal System in the State of Kansas and one of the few in the nation to do real-time 
updates.  KSBN completed its second year of the Online Education Annual Report System 
which was established in conjunction with accessKansas.  This system allows the Nursing 
School Providers to fill out their yearly annual reports online instead of by paper.  The system 
will also pre-populate the information which will greatly reduce the time for the schools to file 
their annual reports in the following years.  This year trainings were provided to all Nursing 
School Providers via a web enabled meeting service.  Each school was able to gather in a 
centralized web environment for consistent visual and audio enabled trainings.  The agency as 
described above in the Strategic Direction section, plans to continue to move other processes 
online and develop new and innovative solutions that provide time reductions to the public and 
possibly enhance the safety of the citizens of Kansas. 

Electronic Signatures:  KSBN currently uses encryption and other tactics to authenticate the 
online systems.  On the user side they must use specific credentials to gain access to the 
systems and those are regulated by time of licensure and if any discipline or other issues are 
involved. 

Business Contingency Planning:  KSBN currently makes weekly burned images of mission 
critical data and they are stored offsite.  They included detailed instructions on how to restore 
the data and services should an emergency occur and KSBN IT personnel are no longer 
available.  There are also nightly backups done locally.  There are plans to look into the 
possibility of utilizing a hot site for mirrored real-time images or nightly images. 

The agency has also made several changes to the network infrastructure to allow for 
redundancy for some systems and security devices to ensure the agency can function should a 
hardware or system failure occur. 

Electronic Records Retention:  KSBN is in the process of revising the Records Retention 
policies with the Electronic Records Board and the Kansas Historical Society. 
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Optometry, Board of Examiners In (Agency #488)  
MISSION: To administer and enforce the provisions of Kansas Optometry Law so that the highest 

quality of eye care is provided to the citizens of Kansas.    
 
SFY 2006 BUDGET:        $121,109  
SFY 2006 FTE:   1.0 
SFY 2005 IT EXPENDITURES::  $2,496 
WEBSITE ADDRESS:  http://www.kssbeo.com 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs  0.1  0.1  0.1 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced    
Total Units 3 3 3 
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  Dial-up internet connection was replaced with 
cable. Established email account with the state system. Coordinating with INK to establish on-line 
license renewal procedures. Databases were made available online to facilitate license verification 
procedures.  
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STRATEGIC DIRECTION AND OBJECTIVES:  It is anticipated that on-line license renewal will be 
an option for the 2006 renewal season (March-May). 

Agency Architecture:  The current platform is a stand-alone Windows-based PC using a non-
routable IP address. Connectivity to the Internet is provided using network address translation 
(NAT) through a Cisco PIX 501 firewall. The agency deviates from the State architecture by 
using a private sector ISP for Internet connectivity. Connectivity to KANWIN resources is 
accomplished via an encrypted VPN tunnel between firewalls. 

Security Self Assessment:  Not required of small agencies at this time. 

Technology Infrastructure:  There are no plans to upgrade technology infrastructure over the 
next 3 years. 

Collaboration:  No current plans. 

Collaboration Technology: No current plans. 

Data Management:  No plans to change current strategies. 

E-Government:  Forms currently available at the website will be made interactive 

Electronic Signatures:  No plans at this time. 

Business Contingency Planning:  Backup CDs and an internet connection are maintained off 
site for use in the event of a disaster. 

Electronic Records Retention:  The primary database is currently stored off site on backup 
CDs. 
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Pharmacy, Board of (Agency #531) 
MISSION: The purpose of the Kansas State Board of Pharmacy is to promote, preserve, and protect 

the public health, safety and welfare by and through the effective regulation of the many 
aspects of the drug delivery system. 

 
SFY 2006 BUDGET:        $608,731  
SFY 2006 FTE:   7.0 
SFY 2005 IT EXPENDITURES::  $25,864 
WEBSITE ADDRESS:  http://www.kansas.gov/pharmacy 

 
IT Profile:  Agency has no dedicated IT Staff 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 1 1 1 
Clients    
Units Replaced    
Total Units    
Storage 40GB 40GB 40GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported. 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The Agency submitted a request for proposals 
for the purchase of professional software licensing data base.  The Board requested and reviewed 
bids with the Board of Nursing and the Board of Cosmetology.  The Board of Bank Examiners 
recently added their name to the RFP request.  The Board requested funding for the purchase of the 
software and currently has money encumbered to purchase the software along with new hardware.  
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The Board will be purchasing new laptops for the inspector/compliance officers and will purchase an 
additional server.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  The Board of Pharmacy is in the process of bidding 
for new licensing software with three other state agencies.  This will increase the Board’s buying 
power and hopefully lower the price of the software.  The software is integrated with the licensing; 
enforcement; or inspection components.  The Board will have the ability to manage compliance, 
investigations, inspections, scheduling, and correspondence thus serving the public and the licensee. 

Agency Architecture:  The Board plans to upgrade software and hardware. 

Security Self Assessment:  The Board has not completed the security self assessment.  We 
will try to have that completed as soon as possible. 

 
Technology Infrastructure:  The Board plans to upgrade software and hardware. 

Collaboration:  The Board has collaborated with various agencies in seeking new software.  
We have also reviewed other agency software programs to determine how they are working for 
other agencies. 

Collaboration Technology:  NA at this time. 

Data Management:  Data management will be improved when we get new licensing software. 

E-Government:  The Board has been working on their webpage and has provided 
improvements this year.  We put our newsletter on the website as well as other educational and 
informative news for our licensees and for members of the public.  We have also tried to 
expand our licensing through the Internet.  We were unable to provide licensing for Pharmacy 
Technicians this year due to Access Kansas being short staffed and unable to meet our agency 
needs. 

Electronic Signatures:  The Board has no plans at this time to work with electronic signatures.  

Business Contingency Planning:  The Board of Pharmacy relies on DISC to provide 
contingency planning.  It is our understanding that they have backups should there be a 
disaster. 

Electronic Records Retention:  The Board of Pharmacy has no plans at this time to retain 
electronic records.  This would be something we would be interested in doing in the future. 
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Racing and Gaming Commission (Agency #553) 
BUSINESS PROGRAMS: 
 Gaming Operations   Licensing Operations 
 Administration Operations  Security Operations 
 Animal Health Operations  Judges and Steward Support 
 Pari-mutuel Operations   Legal Support 
 
MISSION: The multimillion dollar racing and gaming industries provide far reaching economic 

benefits for Kansans.  The Kansas Racing and Gaming Commission is dedicated to 
protect the integrity of the industries through the enforcement of Kansas laws and is 
committed to preserving and instilling trust and confidence. 

 
SFY 2006 BUDGET:        $6,099,744  
SFY 2006 FTE:   24.0    
SFY 2005 IT EXPENDITURES::  $200,943 
WEBSITE ADDRESS:  http://www.accesskansas.org/krc/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

.30  .40  .40  

Application Maintenance and Enhancement   
(in-production systems) .45  .55  .55  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

.50  .65  .65  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

.10  .15  .15  

Network Engineering, Technical 
Management and Support .15  .15  .15  

Computer Operations, Management and 
Technical Support .35  .40  .40  

Web application development and 
maintenance .05  .45  .45  

IT Security .10  .25  .25  

Other IT Functions (please identify)       

TOTAL FTEs 2.0  3.0  3.0  

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 3 4 4 
Clients    
Units Replaced    
Total Units    
Storage 370GB 370GB 370GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS: 
Licensing System 
Legal Case Tracking System 
Security Programs 
Animal Safety System 
Document Imaging Systems 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The Kansas Racing and Gaming Commission’s 
accomplishments include continued implementation of a document imaging system.  When fully 
developed, this system should help to reduce the amount of office space required for paper storage.  
It should also assist the agency in realizing a significant improvement in document retrieval time, both 
for in-house and remote site requests. 
 
The Kansas Racing and Gaming Commission implemented a Microsoft Windows-based network with 
email, database, and file sharing capabilities.  The email system runs on Microsoft Exchange, a 
messaging and collaboration server which allow sharing electronic mail and other forms of interactive 
communication.  Exchange supports secure remote access of each user’s Inbox, Calendar, Contacts 
and Tasks lists, allowing them to access important information from any Internet location.  This 
project was completed with the help of the DISC Small Agency Support Group. 
 
The Kansas State Gaming Agency (KSGA) implemented a document imaging system from a Topeka-
based company.  The system uses high-speed scanners and hard discs on the server to store 
electronic images of documents.  In addition, the software provides statistical data for evaluating 
agency performance, as well as individual employee performance.  The system will mean that the 
KSGA will reduce the amount of floor space devoted to storing documents in the future, as well as 
providing quick access to past case files.  This system will permit tribes to transmit disclosure forms 
and attached documents to the KSGA electronically if they have compatible systems.  The system is 
currently up and running. 
 
In February 2005, the Kansas Racing and Gaming Commission moved from its long time location in 
south Topeka to the fourth and fifth floors of the Eisenhower State Office Building at 700 SW 
Harrison, Suite 420, Topeka, KS 66603-3754. 
 
STRATEGIC DIRECTION AND OBJECTIVES:  Currently, the agency has various types of web 
pages available on the Internet and plans to integrate its licensing, legal, veterinarian and security 
systems utilizing web-based applications. 

Agency Architecture:  The Kansas Racing and Gaming Commission currently use an IBM 
AS/400 to provide for the majority of data processing needs.  A Windows 2003 server is used 
for e-mail, database, and file sharing. 

Security Self Assessment:  The Kansas Racing and Gaming Commission, with the help of the 
DISC Small Agency Group, have put in place an agency firewall.  Antivirus software and 
patches are routinely updated and a new employee policy guide has been implemented.  
Password protection has been expanded on newer PCs while additional security controls are 
being addressed as funding becomes available. 
 
Technology Infrastructure:  Current budget constraints have made it necessary for the 
Kansas Racing and Gaming Commission to refurbish many of its PCs.  This ongoing project is 
being accomplished in-house, allowing us to upgrade to Windows XP and add new hard drives 
and additional memory.  If funding permits, the agency is looking to either upgrade or replace 
the IBM AS/400. 

Collaboration:  The Kansas Racing and Gaming Commission have worked with the DISC 
Small Agency Group and other agencies in looking at paperless systems and document 
imaging systems. 
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Collaboration Technology:  None reported. 

Data Management:  The Kansas Racing and Gaming Commission and the Kansas State 
Gaming Agency continue to expand their use of document imaging.  The systems use high-
speed scanners to store electronic images of documents.  In addition, the software provides 
statistical data for evaluating agency performance, as well as individual employee performance. 

E-Government:  The Kansas Racing and Gaming Commission is currently assessing the 
feasibility of moving additional applications to the agency web site as resources become 
available. 

Electronic Signatures:  None reported. 

Business Contingency Planning:  The Kansas Racing and Gaming Commission’s disaster 
recovery plan has been updated to handle natural/unnatural events causing systems to be 
partially or totally disabled.  Depending on the severity of the disaster, the system could be 
restored to a “hot or cold” site with off-site backup tapes. 

Electronic Records Retention:  None reported. 
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Real Estate Appraisal Board (Agency #543) 
BUSINESS PROGRAMS: 
 Appraiser Database 
 Applicant Database 
 
MISSION: To license and certify real estate appraisers and ensure that licensed and certified 

appraisers comply with the Kansas State Certified and Licensed Real Estate Property 
Appraisers Act and the Kansas Real Estate Appraisal Board rules and regulations. 

 
SFY 2006 BUDGET:        $260,629  
SFY 2006 FTE:   2.0 
SFY 2005 IT EXPENDITURES::  $4,304 
WEBSITE ADDRESS:  http://www.accesskansas.org/kreab 

 
IT Profile:  Agency has no dedicated IT staffing 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced    
Total Units 5 5 5 
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported. 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  None reported.  
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STRATEGIC DIRECTION AND OBJECTIVES:  It is the goal of the Board to present all current 
agency information (forms, licensure information, regulation changes, newsletter, proposed ASB 
changes, etc.) on the Board’s web site and to work toward on-line interactive processes for 
application, renewal, etc. 
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Real Estate Commission (Agency #549) 
MISSION: To protect the public interest and to promote the understanding of real estate activities of 

salespersons and brokers by licensing only individuals who qualify for licensure by 
examination, ensure that broker applicants have adequate real estate or related business 
experience and ensure that licensees meet continuing education requirements.  KREC 
also protects the public interest by providing oversight of licensed activities conducted by 
real estate salespersons and brokers. 

 
SFY 2006 BUDGET:        $980,431  
SFY 2006 FTE:   14.0 
SFY 2005 IT EXPENDITURES::  $71,148 
WEBSITE ADDRESS:  http://www.accesskansas.org/krec 

 
IT Profile:  Agency has no dedicated IT Staff 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 3 3 3 
Clients    
Units Replaced    
Total Units    
Storage 310GB 774GB 1000GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  KREC purchased an electronic storage 
database system in FY04 for the purpose of storing the records of current licensees in electronic 
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format.  The software for the system was developed by Optika/Stellant and Excel Solutions is the 
statewide vendor for the software.  DISC Small Agency Support worked closely with Excel to design 
the program to interface with KREC’s SQL Server-based licensing system.  Staff scans and indexes 
records, including new applications for licensure, renewals and other licensure records, on a weekly 
basis for storage in the electronic database.  The paper records will eventually be purged.  Staff can 
retrieve electronically stored records from their own PCs located in the Topeka office.   
 
After numerous revisions, the specifications for the on-line renewal process designed by INK have 
been completed.  INK should start programming soon.  The on-line renewal process has been 
designed to automatically update the licensing database on a daily basis.  In addition, source 
documents derived from the on-line renewal process will be automatically filed in the electronic 
storage database system. 
 
KREC began publication of an on-line newsletter to eliminate printing and mailing costs.  A link is e-
mailed to licensees to notify them when the next issue of the newsletter is available.  The newsletter 
is published 1-2 times per year 
 
STRATEGIC DIRECTION AND OBJECTIVES:  KREC anticipates that its current licensing database 
will support the agency’s needs for several years.  The SQL Server database has growth potential 
and the software can be modified as the agency’s needs change.  Computer Technology Associates, 
Inc. and/or DISC Small Agency Support design any enhancements to the software, as needed.  PCs 
and software will continue to be updated on a three-year cycle.  Servers are updated on a four-year 
rotation cycle. 

The agency will continue to consult with DISC Small Agency Support, CTA and INK to offer on-line 
license renewals, a continuing education course availability feature and future improvements to 
KREC’s web site. 

The concerns regarding disaster recovery have been reduced with the purchase of the electronic 
storage database system.  The SQL Server licensing database and the electronic storage files of 
current licensees are backed up nightly on tape.  A full backup is prepared weekly.  Software updates 
for the electronic storage system and the scanner/reader for the microfilm will be obtained in 
accordance with the contract for maintenance that will be billed on an annual basis.  There are a 
significant number of records of past licensees that are still maintained on microfilm.  The cost of 
converting to electronic format the records of licensees who are no longer active is substantial.   

Except for the on-going replacement of existing hardware and software on a 3-4 year rotating basis, 
KREC does not anticipate the need for any large IT purchases in the near future. 

Agency Architecture:  KREC utilizes SQL Server to maintain its licensing data.  KREC does 
not envision changing to a different type of database in the near future.  The on-line renewal 
process and the electronic storage system interface well with the SQL Server database.  The 
capacity of the SQL Server licensing system will meet the Commission’s needs for several 
years to come, and modification to the software are made as needed. 

Security Self Assessment:  The Annual Security Self Assessment per Information Technology 
Policy 4310 will be submitted prior to October 1, 2005. 
 
Technology Infrastructure:  Except for rotating hardware on the agency’s 3-4 year 
replacement cycle, ensuring that software licenses and maintenance agreements are current 
and that software operating systems are kept up-to-date, the Commission has no plans to 
upgrade its technology infrastructure over the next three years.   

Collaboration:  The agency has no plans to collaborate with another agency to share data, 
infrastructure, technology, and/or application development over the next three years.  The 
agency’s licensing database has been customized to meet the agency’s unique needs.  
However, if the agency did have the need in the future to develop an RFP, KREC would 
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collaborate with other small agencies to determine if they have similar interests in the project 
and to determine whether a joint purchase was feasible considering the needs of the agency. 

Collaboration Technology:  The large majority of intra-agency collaboration is handled 
through e-mail and KREC’s web site is linked to the State’s home page.  We transfer data to 
INK on a daily basis to run applications that benefit our licensees and members of the public. 

Data Management:  KREC is storing all current licensees’ records in electronic format.  The 
paper records are stored off-site and will be purged after 2-3 years.  The electronic records will 
never be purged.  KREC’s disciplinary files are currently maintained in paper format.  The plan 
is to eventually scan and store the disciplinary orders in electronic format.  Staff can retrieve 
any document stored in the database from their PC. 

E-Government:  KREC has attempted to design its web site to provide information to members 
of the public and licensees in a user-friendly format. Additional features are continually being 
added to the web site.  Information about KREC, licensing forms, agency guidelines and 
statutes and regulations are available on-line. Consumers and members of the industry can go 
on-line to check the licensure status of a real estate salesperson or broker.  Licensees have on-
line access to review their continuing education hours to determine whether they have met the 
requirements for renewal.  Some time in FY 05, most licensees should be able to renew their 
licenses on-line.  We are waiting on INK to begin programming.  Also, plans are in the works to 
make available on-line an updated list of courses offered by real estate schools.  Updates to 
the data on the web site are made daily. 

Electronic Signatures:  KREC has no current plans to implement data/e-mail encryption 
and/or verification of a user’s digital identity including public key infrastructure (PKI), RSA, or 
other cryptography based solutions. 

Business Contingency Planning:  Except for a backlog of records that is currently being 
scanned and indexed by an outside vendor, all licensing records of current licensees are 
entered into the licensing database and an electronic image of the paper document is created.  
Nightly backups of the databases are kept on tape in a fire safe and a weekly back up tape is 
stored off-site.  Any records maintained in paper format, such as disciplinary records, could not 
be recovered.  Due to the cost of conversion of microfilm records to electronic format, the 
records of past licensees remain in microfilm jackets.  These microfilm jackets could be 
destroyed in the event of a disaster.  However, the cost of duplicating the many thousands of 
images may not be cost effective in light of the limited number of times staff review the 
microfilm to respond to a licensing inquiry. 

Electronic Records Retention:  KREC has no plans to delete licensee or company records 
that have been stored electronically. 
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Retirement System, Kansas Public Employees (Agency #365) 
BUSINESS PROGRAMS: 
 Operations Program 
 Public Employees Retirement Benefits Program 
 Investment-Related Costs Program 
 
MISSION: The Kansas Public Employees Retirement System is a plan of retirement, disability and 

survivor benefits provided by law for Kansas public servants and their beneficiaries.  The 
Board of Trustees and the Staff of the Retirement System strive at all times to safeguard 
the System's assets by adhering to the highest standards of fiduciary and professional 
care, to comply strictly with the law, and to conduct business in a courteous, timely, and 
effective manner. 

 
SFY 2006 BUDGET:        $37,758,811  
SFY 2006 FTE:   85.0 
SFY 2005 IT EXPENDITURES::  $2,103,689 
WEBSITE ADDRESS:  http://www.kpers.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

2.50 1.00 2.50 1.00 2.50 1.00 
Application Maintenance and Enhancement   
(in-production systems) 1.30 1.30 1.30  
Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

2.20 2.20 2.20  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

.50 .50 .50  
Network Engineering, Technical 
Management and Support 2.25 2.25 2.25  
Computer Operations, Management and 
Technical Support .20 .20 .20  
Web application development and 
maintenance .80 .80 .80  

IT Security 1.0 1.0 1.0  
Other IT Functions (please identify)       

TOTAL FTEs 10.75 1.00 10.75 1.00 10.75 1.00 

 
Technology Assets:  

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 7 16 25 
Clients    
Units Replaced  4 5 
Total Units 177 205 210 
Storage 375GB 550GB 700GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 30% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS:   
 Annual Statement System 
 Contribution Reporting System 
 Employer System 
 Membership System 
 Optional Group Live Insurance (OGLI) System 
 Payroll and Accounting Interface 
 Retirement Application System 
 Retirement Benefit Payment System 
 Service Purchase system 
 Withdrawal System 
 Document Imaging System 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  KPERS administers three statewide pension 
groups:  the Kansas Public Employees Retirement System, the Kansas Police and Firemen’s Retirement 
System, and the Kansas Retirement System for Judges.  The Information Resources Division provides 
and supports the automated business systems required to meet the needs of these pension groups.  
KPERS continued the improvement of its information technology for fiscal year 2005 by:  improved 
security through the use of digital certificates/e-tokens; upgraded the Windows file server and Exchange 
server; completed the Backfile conversion project 4 months ahead of schedule; and bid, negotiated and 
awarded three contracts for KPERS information systems replacement project (KITS). 
 
STRATEGIC DIRECTION AND OBJECTIVES:  KPERS' general strategy is to continue to work 
towards providing a retirement benefits system to meet the needs of KPERS.  This project will provide 
KPERS with a relational database infrastructure to support the collection, maintenance, and reliable 
access of member and employer data, as well as the public via the web.  Future plans include 
migrating all applications from the AS/400 to Windows servers.  KPERS completed an agency-wide 
business contingency and disaster recovery plan.  A vulnerability analysis was performed to review 
the various threats that can lead to an emergency situation or disaster.  As KPERS migrates to KITS 
and Windows’ servers, the Business Contingency and Disaster Recovery Plan will be updated 
continually. 

Agency Architecture:  KPERS currently uses an AS/400 system to provide the majority of the 
processing of KPERS information.  Windows servers are used for network and e-mail systems.  
KPERS is also in the process of migrating to a new Windows web based system to replace all 
the current applications running on the AS/400. 

Security Self Assessment:  KPERS has elected to retain an outside vendor to conduct a high-
level information security risk assessment of the agency and its information systems annually.  
The assessment includes reviewing security and design documents, security controls currently 
in place, policies, procedures and technologies for securing information systems.  The agency 
also distributes a security policy to all employees, with written acknowledgement required.  
Employees sign a statement indicating they have read and understood the policy.  This policy is 
in accordance with ITEC Policy 4230. 

 
Technology Infrastructure:  None Reported. 

Collaboration: KPERS does not have any plans for collaboration with other agencies over the 
next three years. 

Collaboration Technology:  KPERS does not have any plans for collaboration with other 
agencies over the next three years. 

Data Management:  Beginning in July 2006, KPERS plans to migrate KITS’ data from the 
AS/400 DB2 to SQL Server.  This includes migrating the KPERS imaging system from an 
optical based AS/400 system to a DASD based Windows system. 
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E-Government:  E-government initiatives will continue to be implemented over the next three 
years.  KPERS’ new replacement system plans will be aimed at facilitating the flow of 
information between KPERS and employers, as well as the public via web interfaces. 

Electronic Signatures:  KPERS’ data encryption techniques are used to control access to 
information, protect the integrity of transactions, disguise data during transmission, and 
authenticate the users and devices of an information processing system.  KPERS will continue 
to conform to requirements as set out in ITEC Policy 5200. 

Business Contingency Planning:  KPERS Business Contingency and Disaster Recovery 
Plan are composed of a number of sections that document resources and procedures to be 
used in the event of a disaster.  A vulnerability analysis was performed to review the various 
threats that can lead to an emergency situation or disaster.  KPERS focused its resources for 
the types of emergencies identified.  Crisis teams have been identified and checklists have 
been provided to team leaders to minimize the impact of the disaster and ensure recovery 
procedures are followed. 

Electronic Records Retention:  KPERS is in full compliance with the State Records Retention 
Board guidelines.  KPERS does not delete any records. 
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Revenue, Department of (Agency #610) 
BUSINESS PROGRAMS: 
 Administrative Services   Alcoholic Beverage Control 
 Tax Operations    Property Valuation 
 Motor Vehicles 
   
MISSION: Kansas Department of Revenue collects taxes and fees, administers Kansas tax laws, 

issues a variety of licenses and provides assistance to Kansas citizens and units of 
government. 

 
SFY 2006 BUDGET:        $88,589,690  
SFY 2006 FTE:   1146.0    
SFY 2005 IT EXPENDITURES::  $8,808,913 
WEBSITE ADDRESS:  http://www.ksrevenue.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

5 1 5 1 5 1 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

52  52  52  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

9  9  9  

Network Engineering, Technical 
Management and Support 21  21  21  

Computer Operations, Management and 
Technical Support 20  20  20  

Web application development and 
maintenance 7  7  7  

IT Security 2  2  2  

Other IT Functions (please identify) 9  9  9  

TOTAL FTEs 125 1 125 1 125 1 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 186 204 224 
Clients    
Units Replaced 123 200 240 
Total Units 2478 2783 2843 
Storage 32.5 TB 40.1 TB 49.3 TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 70% 70% 70% 
Non-Relational DB 30% 30% 30% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS: 
Strata – ADA (Decision Analytics) 
Policy and Information Repository (PILOTS) 
Alcoholic Beverage Control (ABC) 
Computer Assisted Mass Appraisal (CAMA) 
Property Valuation Parcel Abstracts  
Property Valuation Sales Ratio  
Commercial Imaging System (SRIS) 
Telefile  
MOSAIX  
Corporation and Privilege Tax (CORP or PRIV) 
Motor Fuel Tracking System  
International Fuel Tax Agreement  
Minerals Tax  
Inheritance Tax 
Kansas Apportioned International Registration (KAIR)  
Vehicle Information Processing System (VIPS) 
Motor Carrier Central Permit (MCCP)  
Kansas Vehicles Inventory System (KVIS) 
Batch application for Treasury Offset and Tax Discovery 
Channel Management System (CH) 
Dealer License Registration System (DLRS)  
Kansas Driver License System (KDLS) 
ASTRA Case Sub-System  
Accounts Receivable Management System (ARMS) 
Income Tax (ITAX) 
Sales Tax (SA) 
Taxpayer Registration System (TRS) – Legacy Registration System  
Excise Tax  
Withholding Tax  
Deposit Control Processor (DCP) 
ASTRA Case Management(ACM) 
Audit Work Papers (AWP) 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The Kansas Department of Revenue continued 
to show strong growth in the areas of eCommerce initiatives, Electronic Business Development, 
Business Contingency and Disaster Recovery, Security Policy and Procedure refinements, and 
Technology Infrastructure development.   
 
The Kansas Web Tags application implemented a significant improvement with the addition of direct 
bank debits for the web-based motor vehicle registration renewal process.  This enhancement not 
only provides Kansas vehicle owners with an additional on-line payment method but reduces the 
costs to the customer for electronic vehicle registration renewal.  KDOR continues to provide 
leadership in the national tax community through its participation in the Streamlined Sales Tax Project 
and with its partnership with the Internal Revenue Service to pilot the Corporate Income Tax 
electronic filing application. 
 
Human Resource business processing in KDOR has been dramatically improved with the addition of 
the Time Keeper application's electronic interface to the ShaRP system.  This enhancement has 
reduced the required manual data entry for KDOR Human Resources and has improved the quality of 
time and leave reporting data. 
 
Business Contingency and Disaster Recovery in KDOR were successfully tested this year with the 
Kansas Drivers License System (KDLS) recovery as well as the emergency restore and recovery of 
Taxpayer Registration images in the KDOR ASTRA system.  Both situations provided valuable 
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opportunities to test KDOR and DISC disaster recovery plans and the success of both endeavors 
provided validation and confidence to the disaster recovery procedures. 
 
The development and implementation of in-house classroom training on Information Technology 
Security procedures will ensure that all KDOR associates are aware of their responsibilities 
concerning data and information security. The regular review of KDOR technical security procedures 
and architectures has enhanced the awareness and focus of KDOR Information Technology staff on 
the components of IT Security.  KDOR has sought to address a critical vulnerable area with the 
implementation of automated server driven Operating System security updates for all desktop 
computers on the KDOR WAN. 
 
KDOR continues to strive to maintain the availability of mission critical application systems through 
the appropriate deployment of technology.  KDOR deployed over 200 new desktop and 40 laptop 
PC's during the year to ensure that KDOR associates have the necessary resources to complete the 
mission of the agency.  KDOR continues to seek ways to improve the reliability and efficiency of 
Information Technology resources.  The regular review of mainframe application and program 
efficiency continues to provide KDOR the opportunity to reduce overall computing costs while 
reducing the workload on shared enterprise computing environments.  The replacement of frame-
relay circuits with ADSL connectivity has allowed KDOR to offer additional band-width to remote 
facilities on KAN/WIN while also reducing the overall telecommunications costs for WAN operation. 
 
KDOR continues to meet the challenge of modifying application systems to meet the requirements of 
legislation and policy mandates.  Successful deployment of all required legislative and policy changes 
ensure that KDOR Taxation, Audit, Property Valuation, Motor Vehicle, and Alcoholic Beverage 
Control systems continue to provide reliable and accurate processing to meet the KDOR agency 
mission. 
 
STRATEGIC DIRECTION AND OBJECTIVES:  The strategic direction, proposed business systems, 
and system budget proposals contained in the next several sections reflect the business plan for the 
Kansas Department of Revenue as of the filing date of the Information Technology Management and 
Budget Plan (ITMBP) for State Fiscal Year 2005 through State Fiscal Year 2007. 

Agency Architecture:   Project Management: KDOR uses an iterative development 
methodology to support systems development using object-oriented tools.  This process begins 
with the development of the Business Process Architecture, which details the business process.  
The business process architecture is used to drive work design which details business work 
flow and identifies the human resource and system inputs and outputs.  The products from work 
design are used to create a General System Design, which is validated by the business 
process and technical process owners and stakeholders.  Detailed System Design completes 
the design phase by describing the system attributes in sufficient detail that programming staff 
can code the system.  Job design is used to match the business operations work force with the 
system design to accomplish the work defined in the overall business process architecture and 
the work design. 

Overall project management is accomplished using a variety of tools and strategies.  The 
Agency has five state-certified project managers.  Each project adheres to the state’s Project 
Management Methodology that encompasses the following six components: requirements 
management, project planning, project tracking, configuration management, risk management 
and project closeout. 

Release Management:  High-level release management is managed and presented using a 
project road map showing the development and implementation life cycle as a horizontal bar.  
Each bar represents a release or significant component of a release.  This representation is 
distributed to business and technical units to help them develop readiness measures and task 
plans. The project road maps are managed by the CIO and kept up to date by the appropriate 
Project Manager. 
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Project Convergence: Task dependency is managed through the development of detailed 
convergence charts depicting the grouping of tasks necessary to complete the project.  The 
convergence charts depict project workflow as horizontal threads of milestones showing 
planned and actual completion dates.  Dependencies are shown as solid lines connecting the 
milestones within threads and across threads.  Convergence charts are developed by the 
Release Team and managed by the Project Manager. 

Task Management: Task management is accomplished using Microsoft Project.  Each team 
manager develops and manages the task plans and assignments for the work their team is 
assigned. The management councils of the business units participating in the project allocate 
resources to teams. 

Operational Readiness:  Operational Readiness is managed using readiness checklists 
developed by business and technical teams.  These checklists are reviewed regularly by the 
technical and business readiness teams to identify risks and reallocate resources as necessary. 

Risk Management: The management councils who meet regularly to review project status 
accomplish Risk Management.  The Project Manager is responsible for overall project risk 
management reporting.  The Environment Management Council is composed of the Agency’s 
technical leadership and is responsible for risk management of the technical implementation.  
The Release Team manages risk for the application release in conjunction with the Tax 
Operations Council.  A similar strategy is used for risk management for motor vehicles, property 
valuation and alcoholic beverage control projects.  The actual tool used by KDOR for Risk 
Management is called a stoplight report, which quickly highlights activities, risks mitigation 
factors and describes the current risk as red, yellow or green. 

Risk descriptions, activities and risk mitigation factors are illuminated by using risk assessment 
reports and action item lists.  Teams meet periodically and review the action item lists to 
measure progress and identify risk.  The identified risks are reported to the Project Manager 
using risk assessment reports describing the nature of the risk; the real or potential impact of 
the risk; and any mitigating strategies which are being employed to address the risk.  KDOR 
internal auditors are performing periodic assessments to evaluate project management 
strategies, methods and tools with particular attention to risk management.  The audit findings 
are reviewed with the Project Steering Committee with suggestions for process improvement. 

Database: KDOR utilizes Oracle RDBMS as the strategic database architecture for distributed 
system development.  KDOR is currently at release 8.0.5.1 of Oracle and plans to implement 
release 8i in the future when appropriate.  Legacy system development and enhancement will 
continue to utilize ADABAS and VSAM database architectures.  KDOR utilizes MS SQL Server 
for Web application and transaction database management.  The new CAMA system will utilize 
MS SQL. 

Server Operating System: KDOR utilizes Windows NT, Windows 2000 and Windows 2003 for 
LAN and WAN based server implementations, but will be moving to solely 2003 server. The 
Technical Architecture Team manages application, file, and print sharing services.  FileNET 
Image servers and OSAR servers are managed using IBM's AIX.  Vehicle Registrations (VIPS) 
and Computer Assisted Mass Appraisal (CAMA) are supported on AS/400 architecture running 
OS/400 version 4.5. 

Desktop Operating System: KDOR utilizes Windows NT, Windows 2000, and Windows XP for 
desktop systems.  Windows NT remains the predominant OS footprint for KDOR’s installed 
base of PC desktops, but KDOR is migrating to Windows XP Professional with the introduction 
of new equipment through technology refreshment.  KDOR will continue to migrate to Windows 
XP over the next three years.  

Server Platform: KDOR currently employs SUN, IBM, Dell and Compaq server platforms.  
KDOR has selected SUN, IBM, and Dell servers as the strategic server platforms. SUN 
Microsystems servers provide Oracle database services. KDOR will continue to utilize IBM's 
AIX and OS/400 on the platforms supporting FileNET Imaging, VIPS, and CAMA. 
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Desktop Platform: KDOR utilizes Intel based PC architecture as the standard desktop 
environment.  KDOR will continue to use state contracts to purchase desktop equipment.  
KDOR uses cost/benefit analysis to make vendor selections for desktop purchases. 

Enterprise Platform: KDOR has selected SUN Microsystems as the enterprise platform for 
distributed systems.  Currently KDOR employs a SUN V880 system for development and 
testing and a SUN E6500 for production operations. The SUN Servers are located in the DISC 
UNIX data center. KDOR is currently replacing the SUN production server with a SUN 6800 to 
maintain mission critical system availability and improve on-line and batch performance. This 
migration will be completed in the fall of 2005. Legacy system development and enhancement 
is accomplished by sharing time on the IBM mainframe managed by DISC. 

Enterprise Operating System: The SUN Microsystems architecture is running Solaris 2.5.1, but 
with the migration to the E6800 KDOR will migrate the production UNIX environment to Solaris 
8.  The mainframe environment is running OS/390. 

Local Area Network Topology: KDOR's local area network (LAN) is composed of Ethernet 
switched segments with a collapsed backbone at a Nortel Bay Stack layer 3 switch. Nortel 
switches provide the network infrastructure of CAT 5 copper to the desktop.  Vertical 
connectivity is achieved using Nortel network switching hardware. Network Services are 
accomplished using TCP/IP for distributed applications with Microsoft WINS and DNS providing 
domain management. KDOR employs firewall architecture and Intrusion Detection Services to 
secure the LAN against the Internet and to meet IRS guidelines for data security. 

Wide Area Network Topology: KDOR utilizes the KAN/WIN Frame Relay infrastructure to 
provide wide area network (WAN) service.  SNA and distributed application traffic is provided 
by TCP/IP.  Regional facilities in Topeka, Kansas City, and Wichita have secure 
communications with the LAN using Virtual Private Networks (VPN's) created with Checkpoint 
firewalls and VSU encryption routers. The VPN architecture logically and physically secures the 
regional offices behind the LAN firewall through dedicated routing and 128 bit encryption.  
County offices and remote Drivers License facilities use KAN/WIN to communicate with 
KDOR's AS/400.  The WAN Lotus Notes e-mail server for county users and the mainframe 
through the switched network in Topeka. 

Application Language: KDOR uses a variety of development tools and languages for 
application and system development.  Sybase Powerbuilder and Microsoft Visual Basic are 
used to develop business and presentation logic for distributed systems. MicroFocus COBOL 
and Powerbuilder are used for batch application programming, data extract and conversion 
routines and to develop database and application triggers for the distributed environment.  C++ 
is used to program system DLL interfaces in the Windows environment. SAS is used to create 
reports and manage data extracts for the data warehouse. Microsoft VB.net and ASP.net are 
utilized to create web applications and services using SOAP for inter-application 
communication. 

Mainframe system development utilizes Natural and CICS COBOL for on-line interface 
programming and batch COBOL for off-line process development. 

VIPS and CAMA development are accomplished using COBOL, the AS/400 and Mainframe 
platforms. 

Pocket Computing:  KDOR utilizes Palm Pilot, Dell Axim, and Blackberry Personal Digital 
Assistants (PDA’s) for agency-wide implementation.  Current functionality includes contact and 
calendar synchronization with KDOR’s Lotus Notes mail services as well as cellular email 
services using Cingular's Blackberry Enterprise Server for Lotus Notes. 

Internet: As the Internet continues its growth and acceptance as a main point of contact 
between the citizen and government organizations, the KDOR site will continue to add 
interactive applications designed to allow greater self-help functionality.  Programs such as our 
on-line driver’s license change of address, web-based tax filing, frequently asked questions and 
Policy Information Library allow users to interact with the Department on a 24 by 7 basis.  Over 
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2 million Internet-based transactions per year are currently processed.  KDOR is giving its 
customers a greater chance to supply feedback on these applications and services by using an 
on-line survey and a detailed contact page.   Applications include the Kansas Business Center, 
TruckingKS, E-lien, and multiple Tax filing and payment applications. 

Intranet: KDOR is using web technology to bring large amounts of information to a widespread 
group in a centralized location.  Employees can access items such as instructional manuals, in-
house forms, current job postings and upcoming training class schedules using a familiar 
browser interface.  The KDOR Intranet also features access to the Data Warehouse, as well as 
non-technical information such as a new employee list, retirees and upcoming events. 

CobiT:  KDOR used the CobiT IT domains, processes, and tasks in the formulation of the new 
IT position descriptions and the new ESO and ESA class descriptions.  Internal Audit uses 
CobiT control objectives and audit objectives in the audit of IT functions and applications. 

Security Self Assessment:  KDOR annually completes the Security self-assessment per ITEC 
Policy 4310.  

 
Technology Infrastructure:  KDOR Property Valuation Division is implementing a new 
statewide property appraisal system. Cole Layer Trumble (CLT) has been hired to implement 
the Tyler Technologies’ Orion Computer Assisted Mass Appraisal (CAMA) product, Orion.  The 
Orion system will replace the current CAMA system used by all 105 counties in Kansas. The 
work began in FY2004 with Kansas customization of the build components and has now moved 
into testing and data conversion development and a pilot roll out of the CAMA Orion software to 
Douglas, Riley and Johnson counties. Pilot installations for 7 additional counties are scheduled 
during calendar year 2005. KDOR is monitoring this application as it relates to other planned 
activities that affect county computing infrastructures. These other planned activities include the 
redesign and eventual replacement of the KDOR Motor Vehicle VIPS (Vehicle Information 
Processing System) and the HAVA system (Help America Vote Act) from the Kansas Secretary 
of State. This coordination is taking place with the help of the Executive Branch CITO. 

During FY2006, KDOR will upgrade the existing Channel Management Remittance Processing 
systems with current technology using Unisys hardware and TMS SE (SQL Edition) Sort 
Patterns and workflow software written by J & B Software Company. This infrastructure project 
will replace equipment that was originally purchased and installed in 1997 utilizing Unisys 
proprietary CTOS operating system software on the DP500 Transports, and an early DOS 
based Pascal compiler version for the (11) Sort Patterns that can not even be purchased at this 
point.  This is the equipment that resides within KDOR that processes over two billion dollars in 
paper based checks for remittance yearly. 

KDOR has been changing the computing architectures of the State of Kansas taxation systems 
from mainframe centric to client server based applications. KDOR has changed operating 
systems that support these applications from MVS to UNIX Solaris and Windows NT/Windows 
XP Pro operating systems. The KDOR network infrastructure is now TCP/IP with Virtual Private 
Networks to the KDOR Regional Offices located in Kansas City and Wichita.  

KDOR has also introduced strategic computing architectures to support the management of the 
voice or telecommunications infrastructure. KDOR relies on Interactive Voice Response Units 
to deliver 7X24 hour service for applications like Electronic Payments for Taxes, Telefile for 
Business and Income Tax Filing and self help functionality such as the TeleRefund Status Line. 
The Automated Call Distribution (ACD) software introduced in FY 2000 has allowed KDOR to 
manage approximately 1 million real time voice management capabilities that allow KDOR 
managers the ability to understand all metrics needed to handle incoming voice volumes. Some 
of the metrics needed include average call wait time, average call duration, number of calls 
offered, number of calls answered, number of calls selecting self-help options. This technology 
now is used in the Division of Taxation, Motor Vehicles, and the Secretariat Division. 

Collaboration:  The Vehicle Information Processing System (VIPS) provides vital Kansas 
information to law enforcement and other motor vehicle agencies within the United States.  
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KDOR continues to support and enhance the capabilities of the VIPS system to meet the needs 
of Kansas. The VIPS system was modified to support web based electronic motor vehicle 
registrations and web based electronic title activity. In the future, KDOR plans to replace the 
VIPS system to meet the changing needs of citizens and to take advantage of technological 
advances in distributed computing. KDOR has begun project planning and will be requesting 
funding to support replacement of the VIPS System. 

Collaboration Technology:  KDOR is fundamentally focused on inter and intra state 
jurisdictional taxation issues with the new Streamlined Sales Tax Project. This project is meant 
to bring states closer together in common practices to allow for the collection of sales and use 
tax across state borders and with the collection of Internet based sales tax on on-line 
purchasing. In order to comply with the national agreements between the states, Kansas has 
implemented sales tax calculation at the site of delivered or serviced goods in the state of 
Kansas. This new piece of Kansas Legislation, HB2005 requires the KDOR to provide 
electronic services to businesses so that they can accurately calculate the correct tax rate at 
any one of the 752 taxing jurisdictions in the State of Kansas. These same services provide the 
State of Kansas official address and tax calculation file for the national SSTP file and the 
National Mobile Telecommunications Sourcing Act (MTSA) file. This file acts as a repository of 
street address information for the entire state of Kansas and the correct tax rate to be used to 
calculate the tax due on Internet based sale tax.  This SSTP file is updated quarterly. 

The Bureau of Information Services will continue to accelerate its efforts to coordinate, 
standardize and manage the Agency’s data resources as an enterprise asset to better serve all 
of the needs of the business community, the Kansas counties and the citizens of Kansas.  
Expanded data sharing efforts will use the Internet, electronic data interchange (EDI), XML 
extensible markup language, Electronic Funds Transfer (EFT ACH Debits and ACH Credits), 
Credit Card Acceptance, Electronic Check capability, the KDOR Intranet and the KANWIN 
network.  Cooperative interagency data exchanges are taking place with the other state 
agencies such as KBI, Department of Labor, Secretary of State, and the State Treasurer.  
Greater accessibility of the Agency’s data resources will facilitate enhanced strategic alliances 
with the Agency’s business partners.  Migration off of the mainframe to mid-range UNIX 
enterprise environments and distributed computing environments will continue. 

Kansas State government provides a high speed IP based wide area data network to all county 
offices and state buildings located in the counties of Kansas. The Kansas Court Systems and 
the Law Enforcement communities also use this wide area network. KDOR provides email 
services to all Kansas county governments. This wide area network called KANWIN (Kansas's 
Wide area Information Network) also provides each county office (Treasurer, Appraiser, Clerk 
of the Court, and Register of Deeds office) with both email and Internet connectivity. KDOR 
supports over 1000 county email platform users across Kansas county government. 

Data Management:  KDOR continues to use best practice modeling and documentation 
practices to insure that KDOR can effectively develop and communicate data management 
strategies.  Developing and maintaining electronic data models and dictionaries using ErWin 
allows developers and DBA's to make better decisions about data reuse and data migration 
strategies.  The KDOR meta data infrastructure is developed using SAS Data Warehouse 
Administrator facilitates to transform data found in Oracle and ADABAS tables into business 
information.  SAS is the KDOR standardized reporting tool, statistical analysis tool, data 
warehouse tool, and simulation-modeling tool. 

E-Government:  The Kansas Department of Revenue has lead the way in establishing 
electronic government security architectures, services, applications, and best practices for the 
State of Kansas.  

Revenues from on-line payment options for Kansas during fiscal year 2004 exceeded $3 
Billion.  The Kansas Department of Revenue accepts all major credit card and other electronic 
payments through multiple on-line applications. Credit card payments for individual income and 
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business taxes are accepted through a third party payment center, Official Payments 
Corporation.  Tax types available for credit card payments include:   

Individual Income and Estimated Taxes 

Sales and Use Taxes 

Corporate and Privilege Taxes 

Minerals Taxes 

Motor Fuels Taxes 

Motor Carrier Property Tax 

KDOR offers warehousing EFT payments for EBT (Debit and Credit) transactions. This 
provides Income Tax payers the capability to file their taxes with an amount due in January and 
warehouse the payment until the nightly run on the 16th of April. Conversely, a small business 
can file their sales tax return on line with a balance due on the 1st of the month and have the 
payment withdrawn from their checking or savings account on the 26th of the month or the 
actual due date of the payment. During Income Tax processing of 2004 Income Tax returns in 
the first six months of 2005, KDOR direct deposited over 250,000 Income tax refunds and 
made over 26,000 direct debits for Income Tax payments owed to KDOR.  These same EFT 
and warehousing payment processes are available to KDOR Business tax customers as well.  

KDOR has now retired the third party legacy fat-client downloadable Income Tax filing 
application that has been available to Kansas taxpayers for the last four years (PC File).  
During 2002 the department (through a partnership with AccessKansas, a service of the 
Information Network of Kansas, the state portal manager) developed and deployed a thin-client 
(on-line) application called WebFile (https://www.accesskansas.org/apps/webfile.html).  This 
user-friendly individual Income Tax filing application allows two payment options for a balance 
due: credit card payments are accepted through AccessKansas.  Electronic checks originated 
through the Kansas Department of Revenue are also accepted, as well as electronic refunds.  
Filing is free for taxpayers. This will be the sole thin client web based Income Tax filing 
application offered free to Kansas Income Tax Fliers for future calendar years. 

AccessKansas also partnered with the Kansas County Treasurers Association (KCTA) to 
provide online property tax payments in November 2000. Kansas On-line Property Tax 
Payments (https://www.accesskansas.org/kspropertytax/) is currently unavailable because it is 
not a payment season, but here is a link to a “click-through” demo of the service, now available 
for 36 of 105 Kansas counties:  http://www2.ink.org/demo/kspropertytax/index.html.  

KDOR has developed and deployed an on-line application that allows Liquor Distributors to 
access the web to pay liquor gallonage tax. KDOR also allows for Internet-based EDI reporting 
for all liquor distributors purchases, sales, and tax liabilities. KDOR provides an electronic 
EDI/EFT Program guide for each application that allows Internet based EDI reporting. This 
program guide and information about this application is available on URL:_www.webtax.org. 

KDOR has developed and deployed an on-line application that allows Motor Fuel Distributors to 
access the web to pay Motor Fuel Taxes with a credit card or they can use the KDOR Telefile 
system to initiate an EFT payment. There are currently 450 motor filers filing their monthly 
Motor Fuel Distributor returns electronically through a secure KDOR FTP web site. For more 
information on this program or for the EDI/EFT program guide go to URL:_www.webtax.org. 

Additionally, Kansas' counties have a secure web portal to pay title and registration fees and 
sales and use taxes to the Kansas Department of Revenue. This application allows for the 105 
Kansas county offices to sign on to a secure web payment portal managed by the KDOR to 
initiate one of seven different county to state fund transfers. This application is available on an 
undisclosed URL managed by the KDOR. The users of these secure services are county 
treasurers or their designees.  This same portal allows for county and local government 
managers through a secure sign on and web site to access their monthly sales tax entity 
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reports and transient guest reports (bed and hotel taxes). These local governments are able to 
use these reports to ensure the correct local entities in their jurisdictions are accounted for and  
determine the amount of revenue collected from each reporting entity.  

The KDOR Web Page is KDOR’s Internet services delivery vehicle and it contains 7X24 hour 
service applications that span Division boundaries within KDOR. The KDOR home page has 
many features that allow for self help options. Some of these options are all KDOR Tax Forms, 
all KDOR Tax Policies, Income Tax filing, Business Sales Tax filing, Drivers License Change of 
Address, and a set of frequently asked questions across the entire agency which match the 
frequently asked questions available on the KDOR ACD system.  The Division of Motor 
Vehicles offers Motor Vehicle Registration Renewal coordinated through web and voice 
channels. The Division of Motor Vehicles offers electronic management of Vehicle Titles in the 
new web based KDOR E-LIEN Application that is PKI enabled. 

By continuing to provide services to citizens through the KDOR 1-800 numbers, KDOR Web 
Site and other voice technologies such as IVR applications, Kansas citizens can select the 
services they need from several options and receive self help functionality regardless of the 
time or location the service is needed.    

During FY2005 KDOR implemented several applications for electronic government and 
electronic commerce. These systems included the continued updating of the cross agency Web 
Portal applications like the TruckingKS Web portal and the Kansas Business Center.  WebTax, 
KDOR’s online business tax management system, allows users to file Sales and Use taxes, 
Franchise Tax and to apply for Sales Tax exemption certificates.  It also provides EFT payment 
initiation for most business tax types.  An online filing and payment history is provided as well.   
KDOR also implemented electronic correspondence for the E-Lien application for Banks, Credit 
Unions, and Automotive Financing Corporations. The introduction of electronic notifications for 
E-Lien users improves the timeliness of communication with KDOR business customers and 
reduces the costs incurred by KDOR through elimination of much written correspondence. 
KDOR worked with Watch Systems of Covington, La. to implement the Web-based Address 
Tax Rate Locator System.  This system allows consumers and business to accurately identify 
the tax rate and jurisdiction for Kansas addresses and Zip Codes; ensuring accurate calculation 
of destination sourcing sales tax.  The system also allows business to upload their customer 
address data to have the tax rate and jurisdiction information added to the information and then 
downloaded back to their location.  This feature allows business to use their own automated 
systems to collect and remit the correct tax.  Businesses can also download the Kansas 
Streamlined Sales Tax (KSSTP) file entirely into their operation. 

Electronic Signatures:  The Kansas Department of Revenue has been working closely with 
the Secretary of State’s Office and many other Kansas state agencies to craft and award a 
statewide PKI Certificate Policy and Services Contract. As the State of Kansas adopted the 
statewide contract for PKI certificates, KDOR implemented the new KDOR E-Lien application 
for Notice of Secure Interest and Motor Vehicle Lien management functions. To date there are 
approximately 450 businesses using the PKI certificates for this application. KDOR is 
continuing to implement this application with all available business partners in calendar year 
2005. KDOR expects to have implemented over seven hundred PKI certificates on private 
business desktops by the end of calendar year 2005. KDOR is focused on implementing this 
technology primarily in Government to Government applications (such as the secure county 
web portal for moving EFT payments) and Government to Business (such as the Paperless 
Titles Application) initially. As these processes mature KDOR will look at additional 
opportunities to use PKI as a technology to support Government to Citizen applications in the 
future. KDOR is providing Local Registration Authority services under the auspices of the State 
of Kansas Registration Authority and the Secretary of State’s Office. 

Business Contingency Planning:  The Information Services Bureau will continue to facilitate 
and coordinate the updating of the KDOR Business Continuity Plan.  The KDOR Business 
Continuity Plan includes the IS detailed technical disaster recovery plan and also the Business 
Contingency Plans for each of the KDOR business units. KDOR will continue to coordinate with 
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DISC Continuity Planners for the annually scheduled hot-site testing at SunGard in Chicago.  In 
conjunction with DISC, KDOR will test the recovery of priority systems. 

Electronic Records Retention:  KDOR routinely generates back ups for all electronic records 
generated or captured in the normal course of business.  All electronic records are being 
captured in a format that is compatible with the software and hardware that is currently being 
used by the department.  The vast majority of KDOR’s electronic records are maintained in a 
live and/or active system and are needed for daily business activities.   

KDOR is actively involved in enhancing and developing methods for handling the limited 
number of electronic records that may have historical value.  KDOR continues to utilize the 
application in Lotus Notes Email environment that allows for automated archiving of critical 
email and attachments as defined in the specifications outlined in the managing electronic mail 
guidelines, which was approved by ITEC on May 2, 2002. This document CERA computerized 
electronic records archiving falls under the auspices of the Kansas Open records Act (KORA). 
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Secretary of State (Agency #622) 
BUSINESS PROGRAMS: 
 Administrative Services   Business Services 
 Elections / Legislative Matters  
 
MISSION: To be the least complicated, most accessible agency in State government.  By 

overseeing elections statewide, registering business entities and notaries public, filing 
financial statements and campaign finance reports, among numerous constitutional and 
statutory duties, this office serves the citizens of Kansas in many ways.  As diverse as 
the duties are, quality customer service is common to all.  Our foremost business 
objectives are to provide timely and open customer access to government records and to 
reduce costs.  These objectives represent our continuing efforts to dismantle barriers that 
citizens associate with government. 

 
SFY 2006 BUDGET:        $19,610,606  
SFY 2006 FTE:   54.0 
SFY 2005 IT EXPENDITURES::  $259,566 
WEBSITE ADDRESS:  http://www.kssos.org http://www.kscharitycheck.org 
     http://www.voteks.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 1  1  1 

Application Maintenance and Enhancement   
(in-production systems)  1  1  1 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 1.5  1.5  1.5 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 .5  .5  .5 

Network Engineering, Technical 
Management and Support  .5  .5  .5 

Computer Operations, Management and 
Technical Support  1  1.5  1.5 

Web application development and 
maintenance  1  1  1 

IT Security  .5  .5  .5 

Other IT Functions- Project Management  1  1  1 

TOTAL FTEs  8  8.5  8.5 
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Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 6 57 59 
Clients    
Units Replaced 25 26 27 
Total Units 112 115 118 
Storage 816 GB 4.8 TB 5.3 TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  

Accounting 
Budget 
Appointments 
Labor Union/Business Agents 
Prepaid 
Pre-arranged Funeral Agreement 
Refund 
Inventory 
Vouchers 
Notary 
Kansas Register 
Kansas Administrative Regulations 
Kansas Directory 
Name Availability / Name Reservation (internal / Kansas Business Center (KBC)) 
New Business Entity Filings – Domestic & Foreign (internal) 
Amendments 
Reinstatements 
Business Entity Annual Reports (internal) 
Charitable Organizations 
Trademark 
Professional fundraisers and solicitors 
UCC 1 & 2 filing system 
UCC Electronic filing system & search  
UCC Search 
Business Entity filings – Domestic (KBC) 
Business Entity Annual Reports (KBC) 
Centralized voter registration system 
Election night tabulation 
Election System 
Law books 
Lobbyist registrations (paper) 
ELVIS (statewide HAVA implementation by December 31, 2005) 
Online Lobbyist registration 
Online SSI 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  Significant progress has been made to 
implement the HAVA requirements for the statewide voter registration system and voting equipment 
deployment. We are on schedule for a December 31, 2005 statewide implementation of the ELection 
Voter Information System (ELVIS) and a state contract for voting equipment by November 2005. A 
new Kansas county map was added to the SOS elections web site to allow public viewing of unofficial 
election results for the August 2004 primary, November 2004 general, and the April 2005 
constitutional amendment question. Enhancements included an image of Kansas with counties 
colored based upon results received and the party winning in that county and the addition of election 
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results by county clickable from the county map. Lobbyist online filing center for registration and 
expenditure reports was launched in January 2005; many content and form updates occurred due to 
franchise fee/tax changes; web privacy, accessibility and security policies were posted in May 2005; 
and reorganization of the publications section based on customer feedback occurred in June 2005. 
Additional ongoing updates and enhancements were made to all SOS websites including 
kscharitycheck.org and the new voteks.org voter education web site. Continued partnership with 
accessKansas resulted in launch of online business entity formation documents on the Kansas 
Business Center (KBC) portal. Yearly PC client rotation replaced remaining MS Windows ’98 clients 
with new XP clients. SOS data room upgrades included a new equipment rack, temperature 
monitoring, UPS battery replacement, addition of an “admin” server, and monthly key-card access 
reports. Other key PCs and equipment received new UPSs. The imaging system server and software 
were upgraded and notary forms began to be imaged into the content management system. UCC 
microfilm conversion efforts began June 2005. Enhancements to the agency cash validation system 
and legacy programs occurred due to destination based sales tax. Online SSIs were tested April 2005 
for full implementation April 2006. Leadership staff Palm handhelds were replaced with Blackberry 
devices in June 2005. Web content filtering was installed and configured on a test basis with plans to 
roll-out agency wide FY2006 
 
STRATEGIC DIRECTION AND OBJECTIVES:  Establish the broadest and most secure electronic 
communication with and among our customers, our staff and sister agencies and partners. 

The Secretary of State maintains a repository of official State records that have been filed in our office 
since before statehood.  Highly summarized, they have been generated by broad and diverse 
legislative, executive, elective and business transactions that are of interest to Kansas citizens who 
ask us to file, search, copy and certify these official records for them. 

As most of our business customers are internet-active, it is appropriate that more than half of the 
agency goals identified by our management staff for completion during FY 2006 – 2008 are related to 
an increase in electronic communications – with and among our customers, our staff and other State 
agencies.  Ultimately, we envision interactive electronic access with every division in our office.  For 
this reporting period, following is a summary of our most important strategic goals: 

The SOS Information Resource Committee (IRC) will continue to evaluate, recommend and 
monitor IT organizational policy, agency resource allocation, IT project planning and 
prioritization, as well as update the SOS Business Contingency and Continuity plan, IT Security 
plan and perform 3rd party security audit. We will research COBIT and develop a plan to 
implement within the agency.  

By December 31, 2005 the SOS will meet the HAVA deadline by implementing the state-wide 
central voter registration system known as ELVIS. Additional requirements and election 
management enhancements will be implemented by June 2006.  

A major initiative will be evaluating and replacing the existing financial management and 
business applications, many which have been in use since the early 1990’s. The major 
applications on these systems include accounts receivable, accounts payable, business entity, 
uniform commercial code (UCC), notary, and document management systems.  

We continue our strategy of state agency coordination and partnerships through the Kansas 
Business Center (KBC) project through enhancements and updates to existing applications 
including business entity filings such as annual reports, articles of formation, certificates and 
letters of good standing, UCC filings, and use of the accessKansas payment portal; through 
KDOR with our corporate database sharing; through KDOR, KDHE, and KDOC with agency 
interface and check against the HAVA CVR database for felon, death, and DMV matches. SOS 
will be working with KDOR on accepting DMV electronic voter registrations and change of 
address.  

To support our strategic goals and to provide the best customer service possible, we are taking an 
agency-wide approach to planning and organizing our IT and HAVA help desk. This involves agency 
coordination and communication and an evaluation of our current procedures. 
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Agency Architecture:  SOS uses and hosts an IBM iSeries for its main business applications 
and database. Microsoft Windows 2000 and Server 2003 are used for other servers. Desktop 
units are currently Windows XP and 2000. The ELVIS platform consists of Microsoft and Linux 
OS, and is hosted in the DISC data center, with the state Historical Center as a failover site. 
SOS uses DISC for its networking infrastructure along with SOS managed firewall and IDS. 

Security Self Assessment:  SOS completed and submitted the Security Self Assessment as 
required. 

 
Technology Infrastructure:  SOS is currently evaluating upgrading its main business 
applications and platform. No determination has been made at this time. 

Collaboration: As required by the Help America Vote Act of 2002, SOS is working with KDHE 
on providing death records, KDOC for felon information and KDOR for DMV/SSN validation 
against the ELVIS CVR (Central Voter Registration) database. The SOS has developed an 
interface for utilizing the accessKansas payment portal for its online lobbyist registration and 
will work with KDOR/DMV on receiving electronic voter registrations and address changes into 
ELVIS. The SOS continues to work with accessKansas to enhance the KBC portal applications. 

Collaboration Technology:  Current e-mail platform is Lotus Notes. Lotus Instant Messaging 
will be implemented on a trial basis with our leadership staff and a determination will be made 
about agency wide implementation. In FY2004 our leadership staff was issued Palm 
Organizers, which synchronize with Lotus Notes, to enhance our internal communication, 
meeting schedules and productivity. The units were successful and the program was expanded 
to include SOS team leaders. In FY2005 Leadership staff was issued Blackberries for electronic 
synchronizing of calendar, email and other PIM functions. We will continue to explore 
functionality of Lotus Notes for workflow, project management, and collaboration features. In 
FY2004 SOS implemented an intranet for agency information dissemination and sharing such 
as contact information, HR forms and policies, helpful links such as the State employee self 
service center, IT help desk information and notices, and other employee oriented information. 
Work continues to update and expand these features and functions. 

Data Management:  Existing content management system and business applications use IBM 
iSeries for storage. These applications and platform are being evaluated for upgrade and 
replacement in the next 3 years. 

E-Government:  Our strategy is aggressive. To support it, we reorganized our office to provide 
for an e-government officer who works closely with the information technology division and with 
agency management staff to assess the feasibility of moving current applications to the web 
and to assess the need for new web applications. To further support our commitment to 
electronic communication, we continue to upgrade our hardware and software on a three-year 
cycle so that our customers have confidence in the electronic access we have provided.  For 
the same reason, and as appropriate, we continue to contract with third parties for 
programming and consulting services. 

Electronic Signatures:  SOS led the PKI workgroup this year to review and update the State of 
Kansas Digital Certificate Policy, which was presented for ITEC approval. The Certificate Policy 
and its related regulations became effective August 19, 2005. ELVIS will use Kansas PKI on a 
hardware token as one of the security layers. We are currently exploring potential projects utilizing 
PKI including an e-Notary application, online campaign finance report submission, VPN access for 
staff and many election related initiatives. 

Business Contingency Planning:  Through the IRC committee, we are committed to updating 
and testing our Business Contingency and Recovery plans. ELVIS will incorporate a complete 
Disaster Recovery and Security plan and use the Kansas Historical Society disaster recovery 
site for fail-over in the event the DISC data center is not accessible. New Backup/Recovery 
software was implemented FY2005 for SOS network. Current plans include daily and monthly 
backup of iSeries and windows servers with off-site tape storage through DISC. Future plans 
include evaluating the DISC data center and Historical center for all SOS equipment. An 
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Emergency Management Team was organized in FY2005 to review, develop and implement a 
new plan in FY2006. 

Electronic Records Retention:  SOS was the first agency to develop formal electronic 
Records Retention Policy with the Kansas State Historical Society. Our agency records 
manager continues to work with each division to review and update our policy, with 
presentation to and approval by the state Records Board for any changes. 
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Securities Commissioner (Agency #625) 
BUSINESS PROGRAMS: 
 Preventative Regulation   Enforcement Services 
 Education Services 
 
MISSION: The mission of the Office of the Securities Commissioner is to protect and inform Kansas 

investors, to promote integrity and full disclosure in financial services, and to foster 
capital formation. 

 
SFY 2006 BUDGET:        $2,527,198  
SFY 2006 FTE:   30.0 
SFY 2005 IT EXPENDITURES::  $96,573 
WEBSITE ADDRESS:  http:// www.securities.state.ks.us 

 
IT Profile:  Agency has no dedicated IT staff 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 3 4 4 
Clients    
Units Replaced    
Total Units    
Storage 89 GB 230 GB 500 GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100 % 100 % 100 % 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100 % 100 % 100 % 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The Office of the Kansas Securities 
Commissioner (“KSC”) replaced aging personal computers during SFY 2005 to stay current with a 
targeted 3 year replacement cycle.   Most of the replacement PCs were portable laptops to be used 
by field examination staff, investigators and attorneys.  The goal for replacing desktop units with 
laptops is to reduce the total number of PCs that must be maintained by the agency (i.e. to eliminate 
the shared PCs in a “portable pool”). 
 
The agency continued to work with the North American Securities Administrators Association 
(NASAA) and the National Association of Securities Dealers (NASD) in upgrades to software for the 
nationwide broker-dealer and investment adviser licensing systems - Central Registration Depository 
(CRD) and Investment Adviser Registration Depository (IARD).  The agency will also continue to 
participate in electronic filing of securities registration statements via Blue Express software. 
 
STRATEGIC DIRECTION AND OBJECTIVES:  In 2003, the agency upgraded to a client/server 
network environment with redundant storage (mirrored drives) on the central server in the Topeka 
office.  This migration has resulted in much greater data integrity and security.  The agency is 
evaluating the feasibility of extending this network via a VPN to its satellite office in Wichita.  An older 
file server currently located in Wichita is being targeted for replacement with a true network server 
with software that will enhance security at that location and allow for the VPN.  To ensure data 
integrity and security, the agency maintains hardware firewalls on the routers at each location, and 
has installed automated virus protection software on all PCs and servers throughout the agency. 

The agency will continue to evaluate its security measures in accordance with ITEC Policy 4310.  
More efficient and effective data backup schemes are currently being evaluated with the likely 
solution to be external USB hard drives.  To ensure efficient operations, the agency will also strive to 
meet its targeted 3-year replacement cycle for personal computers and operating systems within 
existing budget constraints. 

The KSC’s registration and enforcement records currently reside on a mid-range (IBM AS/400) 
computer.  A custom inquiry/maintenance application manages these records.  While currently 
adequate, this application does not provide the flexibility to incorporate new fields and processes to 
adapt to changing strategies, procedures and tasks within the Preventative Regulation and 
Enforcement programs of the agency.  Specifically, the agency is seeking a new case management 
system to improve tracking, timing and accountability of investigations, prosecutions or hearings.  
Such a system should also be able to monitor payment of fines and restitution as well as results of 
rescission offerings.  The agency will analyze the feasibility and usefulness of such software on an 
ongoing basis. 

The agency will continue to enhance its website to make more agency information, orders, opinions 
and administrative/criminal actions available electronically to the public.  The web site is also being 
used in conjunction with the agency’s public relations and outreach program.  Video clips of public 
outreach commercials are available on the web site, and a URL has been created to be consistent 
with the theme of the outreach program.  To allow for greater control and flexibility in web site 
content, the agency is planning to acquire a dedicated web server and connectivity during SFY 2006. 

The KSC participates in the Investment Adviser Registration Depository (IARD) and Public Disclosure 
(IAPD) programs with other states and the SEC to provide registration and disclosure information 
about investment advisers via the Internet.  Future enhancements to this program will include 
information on individual investment adviser representatives.  Such enhancements are expected 
during calendar year 2006.  Similar information is provided on broker-dealers and their agents via the 
NASD’s Public Disclosure Program.  Such web based electronic disclosure programs, along with the 
agency’s web site (and traditional communications through the broadcast and print media) allow the 
KSC to meet it goals under its Education Services Program.  The agency retains records in electronic 
format under the same rules and guidelines as paper records.  It will provide records in an electronic 
format pursuant to a public information request in accordance with the terms and conditions of the 
Kansas Open Records Act. 
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While the Office of the Kansas Securities Commissioner has made significant progress in the 
effective use of information technology, we will continue to analyze and apply such technology to 
enhance the efficiency and effectiveness of our operations and high level of service to Kansas 
investors. 



 January 2006 

Chapter 2.1 – General Government  Agency IT Management & Budget Plans 

 

 2-115 

Tax Appeals, Board of (Agency #562) 
BUSINESS PROGRAMS: 
 Regular Division   Small Claims Division 
 
MISSION: The mission of the Kansas State Board of Tax Appeals is to resolve disputes between 

taxpayers and taxing authorities promptly and impartially and to help maintain public 
confidence in the state and local tax system.  

 
SFY 2006 BUDGET:        $1,624,563   
SFY 2006 FTE:   26.0    
SFY 2005 IT EXPENDITURES::  $29,916 
WEBSITE ADDRESS:  http://www.accesskansas.org/bota 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

.3  .3  .3  

Application Maintenance and Enhancement   
(in-production systems) .1  .1  .1  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

.2  .2  .2  

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support .2  .2  .2  

Web application development and 
maintenance .1  .1  .1  

IT Security .1  .1  .1  

Other IT Functions (please identify)       

TOTAL FTEs 1  1  1  

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 3 5 5 
Clients    
Units Replaced 0 45 0 
Total Units 41 45 45 
Storage 44 GB 366 GB 366 GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 98% 98% 98% 
Non-Relational DB 2% 2% 2% 
DATA NETWORK 
IP 95% 95% 95% 
Non-IP 5% 5% 5% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported. 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  During FY 2005 the agency used $5,319.00 in 
KISP funds to purchase 3 new Hewlett Packard (HP) 4250dtn Laser Printers to replace 3 of its 8 
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year-old HP5si printers.  The agency purchased a new Toshiba CTX phone system and phones with 
$16,451.00 in KISP funds, which has provided voice mail and six-party teleconference capabilities.  
The agency purchased a digital recording system for the main hearing room as well as a portable 
system for hearings that are held throughout the State with $11,809.00 in KISP funds.  The systems 
replace portable tape recorders using a single microphone input.  The recording system for the 
hearing room is combined with the existing PA system to allow direct recoding of 4 channels from up 
to 8 microphone sources.  The new system records in a digital format that is then saved to a CD.  A 
written record can then be made from this CD.  Also, during FY 2005, the agency began the process 
of replacing the 4 ½ year-old PCs, as well as the 3 Servers that the agency has used for 8 years for 
e-mail and case management.  The agency has replaced 32 PCs with new Dell GX280 desktops and 
mini towers.  The agency also has purchased 2 Dell PowerEdge 1800 for e-mail and file server 
applications as well as 3 Dell PowerEdge 800 for domain control.  The Board purchased 10 new 
Latitude D810 laptops for Board Members and staff Attorneys to use at home and on road trips.  One 
of the PCs and one laptop are used with the digital recording systems to produce oral transcripts of 
hearings as well as attorney notes.  With the technical knowledge and assistance of DISC, the 
agency upgraded the NT network to a Windows 2003/XP network and migrated the existing 
CaseTracking system from Microsoft SQL6.5 to SQL 2000.  The Microsoft Exchange Server 5.5 will 
be upgraded to Exchange 2003.  BOTA set up the software on the PCs while DISC configured the 
servers and installed them into the network.  No major software problems were encountered with the 
software portion of the upgrade; however, the old e-mail server experienced major hardware failures 
and had to be repaired by DISC. The agency will also migrate from Office 97 to Office 2003 on most 
applications as soon as time permits.  The above-referenced hardware purchased was approximately 
$64,000.00.  Software Upgrades cost about $27,000.00.  This majority of this money was 
encumbered at the end of FY05 from KISP funds and spent in FY06. 
 
STRATEGIC DIRECTION AND OBJECTIVES:  BOTA relies heavily on IT technology in its daily 
operations.  The agency utilizes the existing CaseTracking application software in docketing new 
appeals, scheduling hearings and status conferences, writing letters, small claims decisions and final 
orders as well as for providing reports for taxpayers, State agencies and the legislature.  The agency 
continues to use e-mail as a notification tool for parties that appear before the Board on a regular 
basis where appropriate with applicants in the future.  With the recent upgrade in software and 
network capabilities the agency staff can now view agency e-mail from any Internet connection.  The 
agency will continue to work towards speeding up the process of docketing by working with the 
Division of Property Valuation to establish a data sharing system.  Under this new system, the 
counties will be required to encode property, county and taxpayer information on their appeal forms.  
When BOTA received these forms, docketing staff will be able to input the information with stroke of 
an optical reader, rather than through keyboard data entry.  In conjunction with the bar coding 
technology, the agency is exploring options for a new case management system that will interface 
with the Department of Revenue’s information technologies.  This new system will be a 
comprehensive calendar-based application that will integrate docket management functions with 
document imaging, word processing and reporting.  The agency is requesting in its Fiscal Year 2007 
budget a one-time capital outlay enhancement package of $225,000 to fund these upgrades. 

Agency Architecture:  The Board's existing TCP-IP LAN network consists of 5 Dell Servers 
running at 2.8/3.0 GHz in speed and operating on Microsoft Windows Server 2003 with 
Exchange Server 2003 handling our E-mail and SQL 2000 Server handling our database and 
document integration.  The Board's e-mail server and e-mail domain controller resides outside 
of the Cisco Systems PIX-515 firewall purchased in FY 2002 and installed by DISC.   The 
agency PCs use either Windows XP or Windows 2000.  A few of the older Laptops use 
Windows NT, but are not on the network on a regular basis.  All Servers, PCs and Laptops 
utilize either Micro Trend Suite or Norton Enterprise Anti-virus software.  The agency PCs and 
laptops all use either Office 97 or Office 2003.  BOTA has web Outlook access to agency e-mail 
since the upgrade.  A network diagram is available at the end of the report. 
Security Self Assessment: The Board implemented an Information Technology Security 
Policy and Internet Usage Policy in July of 1998.  This policy follows the ITEC policy 4230.    
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Agency LAN security is provided through a Cisco Firewall installed in February of 2003 as well 
as virus protection through Micro Trend Suite and/or Norton anti-virus software that is updated 
regularly.  The agency utilizes password protection on each PC and server as well as the 
primary application software.  All of the Servers are updated with security patches and fixes as 
well as BIOS hardware updates.  The PCs have all required security fixes and patches 
installed.  BOTA will have to conduct a self-assessment to determine if the agency meets ITEC 
Policy 4310. 

 
Technology Infrastructure:  BOTA has finished upgrading and migrating from our old NT 
network to the current Windows Server 2003 and the PCs using Windows XP Professional.  
The agency is migrating from MS Office 97 to MS Office 2003 on all but the Word processor 
since our primary application (Case Tracking) will not work with the newer version at this time.  
The agency also just completed a migration of our primary relational database from MS SQL 
6.5 to MS SQL 2000. The agency completed the migration of our e-mail from MS Exchange 5.5 
to MS Exchange 2003.  BOTA will continue to consider new ways to improve the ability to 
docket and handle cases.   

Collaboration:  BOTA has ongoing contact with Division of Property Valuation and the 
development company designing the new Computer Assisted Mass Appraisal (CAMA) system 
concerning how the CAMA system might assist the Board in its work.  The two agencies have 
been discussing what information needs to be included from county decisions to assist BOTA in 
handling cases. 

Collaboration Technology:  BOTA’s e-mail system allows reports, documents and e-mails 
transmission to Budget, Department of Revenue, county officials, taxpayers and case 
representatives.  The hearing officers handling small claims hearings e-mail their decisions to 
the BOTA office in Topeka for merging into Word documents for case decisions.  The use of 
Crystal Reports allows the agency to provide reports to various internal and external 
stakeholders. 

Data Management:  BOTA currently maintains an electronic SQL database of all cases from 
1987 to present.  Case documents associated with these cases before 1997 are available on 
microfilm.  Cases since 1997 have documents available at this time on our file server, but cases 
before 2000 will be archived to CD at some point in the near future.  The agency will be looking 
at making closed case documents available for research by parties accessing the agency web 
page on AccessKansas. 

E-Government:  BOTA receives faxes and e-mails from applicants filing new appeals, 
checking on case status of existing appeals, and sending additional information not supplied 
with the original application.  The Board emails status conference correspondence to the 
parties after holding the conferences in order to hold down written correspondence and mailing 
expenses.  This process has grown over the last couple of years as more individuals utilize the 
Internet for E-mail correspondence and notification.  BOTA continues to maintain and update 
the agency website on AccessKansas.  Applications, instructions and filing fee information for 
filing appeals is maintained and updated as changes occur.  The applications on BOTA's web 
site are available to be printed and filled out by applicants.  Currently, there is no process in 
place for on-line filings.  The agency continues to stay informed with developments and 
implementation in PVD's redesign of CAMA.  BOTA would envision the possibility that one day 
there could be a direct filing of information from the county level to the Board's level of appeals.  
This would improve the information received by BOTA in docketing and processing new 
applications.  Agency staff can now access the agency e-mail server from a web-based 
application.  This allows staff to stay informed of changes in hearing schedules. 

Electronic Signatures:  Currently the Board is using Microsoft Certificate Server and issues 
cookies to authenticate agency users attaching to the web based E-mail Server.  There are no 
other users currently needing digital identity. 
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Business Contingency Planning:  In the event of a major disaster, the Board would revert to 
a paper process until Servers and PCs could be restored to operation and caught up to current 
information.  Daily backups are maintained of the databases, reports, queries and documents 
associated with case filings.  Backup recovery has been tested when Servers crash and have 
to be restored from existing data contained on the backup tapes.  Information pertaining to 
BOTA's existing network is updated regularly to keep current with changes to be used in 
recovery. 

Electronic Records Retention:  E-mail logs currently have a 30-day life.  Individuals are 
responsible for keeping or deleting e-mail, as they need.  Case related e-mails are to be printed 
and included in the case filings.  Case documents are currently retained in the system from 
1997 to present.  An archival system will need to be developed to archive most of the older 
documents to CD and then deleted from the system.  This would reduce the number of 
documents retained electronically on the File server to a more manageable level. 
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Technical Professions, State Board of (Agency #663) 
MISSION: To protect the health, safety, and welfare of the people of Kansas by assuring               

that the practices of engineering, architecture, geology, land surveying and        
landscape architecture in the state are carried out by qualified individuals. 

 
SFY 2006 BUDGET:        $535,810  
SFY 2006 FTE:   6.0    
SFY 2005 IT EXPENDITURES::  $40,736 
WEBSITE ADDRESS:  http://www.accesskansas.org/ksbtp/ 

 
IT Profile:  The agency has no dedicated IT staff. 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 0 0 0 
Clients    
Units Replaced 0 0 2 
Total Units 9 9 9 
Storage 8 GB 8 GB 8 GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported. 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  Plans were implemented to go with on-line 
renewals in November 2004.  This was accomplished successfully with about 20 percent of renewals 
for five technical professionals being done on-line.  In addition to on-line renewals licensees may 
access the system any time to change their addresses, employer data, telephone numbers and e-
mail addresses as well.   The on-line access was done in conjunction with INK.    The Board hired a 
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consultant to convert licensure software used on AS/400 from RPG 2 programming language to RPG 
3.5 programming language.  The update is almost finished. 
 
STRATEGIC DIRECTION AND OBJECTIVES:  The IT objective through FY 2008 is to maintain 
current operations with continued updating of microcomputers as needed.  The basic function of the 
programming for the AS/400 is for maintaining licensure data and processing applications, licenses 
and certificates. 

Agency Architecture:  The agency is using and plans to continue to use a licensing system 
operated on an IBM AS/400 system. 

Security Self Assessment:  The security self assessment has not been completed.  The 
agency has worked with DISC small agency staff in obtaining and installing a firewall for the 
system.  Other recommendations by DISC have been followed to secure the system.  All 
computers are secured by password.  There is no external link to the licensure data. 

 
Technology Infrastructure:  The agency took steps to upgrade the programming language 
from RPG 2 to 3.5 during this last fiscal year.  The database is being expanded to include 
additional data used in conjunction with on-line renewals.  There is adequate storage space on 
the current system.  There are no plans to change the platform or data network infrastructure. 

Collaboration:  There are no plans to share data, infrastructure, technology, or application 
development with other agencies. 

Collaboration Technology:  While email is used extensively by the agency, there are no plans 
to expand the system platform to increase intra-agency collaboration. 

Data Management:  There are no plans for a change in management and storage of data over 
the next three years.  While data is stored electronically, there is off-site storage of all hard 
copies of applications at the Historical Society.  There is daily back up of the data on the 
AS/400 and PC computers.  There is storage of data on a weekly basis in another place in the 
building as well as monthly storage of all data off-site. 

E-Government:  The agency implemented on-line license renewals in FY 2005.   Licensees 
may also change personal data via the internet.  This information is then updated daily to the 
agency system.  The agency has had for several years now electronic access to licensure data 
via the Internet. 

Electronic Signatures:  The agency is not using any data encryption at present.  There are no 
plans for the use of electronic signatures. 

Business Contingency Planning:  While there might be a small amount of data lost, we 
believe that with the current plans for data storage in other locations, we would be able to 
recover doing business within what time it would take to get new hardware.  Of course, if the 
whole city were wiped out without any warning, then that would not be true. 

Electronic Records Retention:  There was a small amount of old licensure data stored on 
paper cards in the agency.  Those were scanned and organized on a CD this last fiscal year.   
There are no plans for extensive scanning of all paper records.  Data on licensees is electronic 
with the hard copies being stored. 
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Technology Enterprise Corporation (Agency #371) 
BUSINESS PROGRAMS: 
 Centers of Excellence   Product Development Financing 
 Commercialization   Mid-America Technology Center (MAMTC) 
 Experimental Program to Stimulate Competitive Research 
 Strategic Technology Research Fund 
  
MISSION: To create and grow Kansas enterprises through technological innovation and business 

acceleration. 
 
SFY 2006 BUDGET:        $14,967,649  
SFY 2006 FTE:   28.0    
SFY 2005 IT EXPENDITURES::  $84,716 
WEBSITE ADDRESS:  http://www.ktec.com 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 0.2  0.2  0.2 

Application Maintenance and Enhancement   
(in-production systems)  0.1  0.1  0.1 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 0.1  0.1  0.1 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 0.1  0.1  0.1 

Network Engineering, Technical 
Management and Support  0.1  0.1  0.1 

Computer Operations, Management and 
Technical Support  0.2  0.2  0.2 

Web application development and 
maintenance  0.1  0.1  0.1 

IT Security  0.1  0.1  0.1 

Other IT Functions (please identify)       

TOTAL FTEs  1.0  1.0  1.0 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 5 5 5 
Clients    
Units Replaced    
Total Units 25 25 28 
Storage 500 GB 500 GB 700 GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 90 % 90 % 95 % 
Non-Relational DB 10 % 10 % 5 % 
DATA NETWORK 
IP 30 % 30 % 30 % 
Non-IP 70 % 70 % 70 % 

 
SFY 2005 MAJOR APPLICATIONS:  None reported. 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The past year KTEC has developed a new web 
site for KTEC, a new Kansas Angels Investors web site, and upgraded our web server hardware and 
software.  KTEC has upgraded staff computer displays to new flat screens and upgraded office 
phones to display speakerphones.  We continue to expand our mobile office efforts with remote 
system access, wireless access, laptop computers, personal data assistants (PDAs), and cell 
phones.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  KTEC is a relatively small office (15 FTEs); 
therefore, projects of the IT department are relatively small compared to other larger State agencies.  
Because of this, the main goal of the IT department is to keep file servers, workstations, and off-the-
shelf software as up-to-date as possible.   KTEC will continue to use existing and develop new online 
web database systems to better interact with our customers and partners.  This year KTEC will be 
updating office copier systems with more network features at a reduced cost.  We also plan to 
migrate KTEC’s small custom accounting and inventory database to a new updated system platform.  
KTEC will be updating staff PDA/cell phones. 

Agency Architecture: Platforms include Novell Netware file servers, Windows database 
server, Oracle database server, Linux web and database servers and Windows workstations.  
We will possibly upgrade our Novell file servers to Linux based servers within the next two 
years after an evaluation process.  

Security Self Assessment:   
• KTEC’s data files and databases are backed up nightly to tape and stored in double 

fireproof safes.  A data set is also stored off site.  
• Servers and backup mechanisms are protected from commercial power service with 

uninterruptible power supplies (UPS). 
• Servers and workstations are automatically scanned with network anti-virus software for 

viruses, worms, spyware, etc.  The anti-virus software is updated automatically from the 
manufacturer. 

• All server and workstation operating systems and applications are updated as 
recommended by the manufacturers. 

• Server log files are reviewed regularly for potential hardware, software, and network 
intrusion problems. 

• KTEC’s ISP provides Internet traffic monitoring and traffic statistics are available on-line 
for KTEC IT staff to review.  Network traffic can be monitored manually to determine 
possible network attacks. 

• All servers, network switches/hubs, central wiring, power supplies, and backup storage 
safes are located in a central room on the first floor of the building with no outside doors 
or windows.  A one-foot thick brick and mortar wall separates the room from outside 
elements. 

• All KTEC IT procedures are documented on-line with access for in-house staff only and a 
printed set is kept in the computer room. 

• KTEC staff network access is password protected with quality random passwords 
assigned by the network administrator. 

• KTEC staff are trained and alerted to potential security problems as needed. 
 

Technology Infrastructure:  KTEC plans to update the Novell file server to a Linux file server 
and increase file storage capacity.  KTEC plans to migrate existing proprietary database 
servers to open source database servers.  KTEC put in place network monitoring systems in 
the past year.  There are no plans to update the data network infrastructure. 

Collaboration:  KTEC collaborates with other state agencies by sharing data with the 
Department of Commerce, Kansas Inc., Kansas Bioscience Authority, Kansas Small Business 
Development Center, the Department of Administration and others. 

Collaboration Technology:  Interactive web sites allow customers to interface with KTEC staff 
to request service.  KTEC is exploring the possibility of using video conferencing to connect 
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KTEC centers across the state.  KTEC currently used audio conferencing for remote location 
meetings.  KTEC currently uses the Novell GroupWise messaging system with integrated e-
mail, calendaring, and instant messaging.  Several senior staff also use personal data 
assistants with wireless access and cell phones. 

Data Management:  KTEC’s data files and databases are backed up nightly to tape and stored 
in double fireproof safes.  A data set is also stored off site.  KTEC plans to update the Novell 
file server to a Linux file server.  KTEC plans to migrate existing proprietary database servers to 
open source database servers.  KTEC currently uses off-the-shelf office productivity software. 

E-Government:  KTEC is increasingly using its web site to provide and collect data from 
clients.  KTEC now provides most marketing materials electronically via the web server and e-
mail.  The Kansas Angels Investors web site provides interactive web service to Kansans 
electronically. 

Electronic Signatures:  KTEC’s current web sites use username/password pairs where 
appropriate. 

Business Contingency Planning:  KTEC’s electronic data is backed up and a set is stored 
off-site.  In case of a catastrophic disaster, data would be recovered to new hardware and/or 
off-site laptop computers.  The future plan is to migrate file servers to Linux will make the task 
of recovery more flexible and less time consuming. 

Electronic Records Retention:  KTEC currently retains all electronic files, all database 
records, and retains some electronic messages. 
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Treasurer, Office of the State (Agency #670) 
BUSINESS PROGRAMS: 
 Administration    Municipal Bond Services 
 Cash Management   Unclaimed Property 
 Kansas Learning Quest Education Savings 
 
MISSION: To participate in the management of public funds to ensure safe and sound financial 

practices that benefit the people of Kansas.  Through efficient use of public and private 
resources, we will partner with Kansas citizens in the pursuit of their financial security. 

 
SFY 2006 BUDGET:        $11,574,109  
SFY 2006 FTE:   56.5    
SFY 2005 IT EXPENDITURES::  $150,783 
WEBSITE ADDRESS:  http://www.kansasstatetreasurer.com 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.1 0.5 0.1 0.5 0.1 0.5 

Application Maintenance and Enhancement   
(in-production systems) 0.5 0.4 0.5 0.4 0.5 0.4 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0.3 0.2 0.3 0.2 0.3 0.2 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.1 0.2 0.1 0.2 0.1 0.2 

Network Engineering, Technical 
Management and Support  0.8  0.8  0.8 

Computer Operations, Management and 
Technical Support 0.5 0.9 0.5 0.9 0.5 0.9 

Web application development and 
maintenance 0.5 0.6 0.5 0.6 0.5 0.6 

IT Security  0.4  0.4  0.4 

Other IT Functions (please identify)       

TOTAL FTEs 2.0 4.0 2.0 4.0 2.0 4.0 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 16 19 21 
Clients    
Units Replaced 4 5 5 
Total Units    
Storage 2 TB 2.4 TB 2.5 TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS:   
 Corporate Universe (CU) 
 Distributions 
 Warrant / Receipts / Fund Accounting 
 State of Kansas Interactive Internet Interfunds (SOKI3) 
 State of Kansas Securities and Collateral Production Extranet (The Vault) 
 Unclaimed Property (UP3) 

Production Website (KST OnLine) 

SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  We are continuing our efforts to retire our DOS 
based legacy code and reach our goal of all production systems being Internet/Intranet based.  We 
are also continuing our efforts to rewrite the web-based applications in a more common language.  
Our biggest accomplishment to this end has been the completion of an 18-month rewrite of the 
Unclaimed Property System.  In an effort to return Unclaimed Property to its rightful owners we 
participated in three telethon type events, two in Topeka and one in Wichita.  The first two events 
required a remote standalone network to be set up at each television station.  The third event utilized 
the new Internet based Unclaimed Property System and only required the setup of laptops and 
phones.  These events allowed Treasurer's staff to take phone calls and reconnect Kansas citizens 
with their property.  In addition to phone calls the public is directed to our newly designed and 
restructured website where potential claims can be filed.     
 
We collaborated with other agencies to help automate process whenever possible.  We worked with 
Wildlife and Parks and their banking partner in Missouri to provide an automated way to receive 
returned banking information.  We also worked with SRS to provide for them a monthly list of 
Medicaid warrants that are at least 6 months old when cashed.  This allows SRS to reclaim the 
federal share of those warrants if they are cashed prior to becoming void at one year.  We teamed 
with Accounts and Reports to streamline the setoff process between our agencies.  Now rather than 
this being an annual process which previously took weeks and many man-hours to accomplish, A & R 
staff can log on to the new Unclaimed Property system and process setoff items themselves.  This 
has relieved a burden on A & R staff and returns money to the State setoff program much quicker 
than previously realized.  We have continued to perform technical support for the Pooled Money 
Investment Board and implemented an SQL server to allow for their municipal partners that use the 
Municipal Investment Pool to view their investment information and request transactions over the 
Internet. 
 
We have stayed on-track with our plan of 3-year hardware rotation, however in the coming fiscal year 
we are moving to a 4-year rotation.  We have noticed that because of the move to web-based 
applications there has been a slowing in the need for continuously increasing processing power.  We 
feel we can stretch the useful life of our state assets one more year.  To accomplish this we will add a 
fourth year of maintenance to all our desktop PC purchases.  We have also kept all mission critical 
servers within a 4-year rotation by replacing our production web server and Novell server. 
 
STRATEGIC DIRECTION AND OBJECTIVES:  We continue to work towards our goal of  having all 
our business applications web based within the next 5 years.  We are reconstructing all of our internal 
systems onto Internet/Intranet based platforms and any new applications or systems will be written 
with this goal in mind.  This will allow us to not be dependent on any specific hardware or operating 
system.  This goal will also allow us to broaden our user base outside our office if the application 
warrants this expansion.   In addition, we will continue to incorporate data sharing with all of our 
business partners which includes both the general public and other State agencies.   In terms of 
contingency planning we are realizing the first phase of this project by installing a server at the 
Kansas State Historical data center where we will be able to store several generations of our backup 
data.   These backups will be readily available online and be geographically located away from the 
Landon State Office Building. 

Agency Architecture:  The Treasurer’s Office currently has several servers on various 
platforms of Microsoft products, ranging from NT 4.0 to Windows 2003.   Novell Netware 6.5 is 
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our network software.  At the desktop level the current agency standard is Windows XP Pro.  
Our VPN is Cisco secured with RSA SecureID token technology.  Our network is behind a 
Cisco PIX Firewall.  We have no plans to deviate from the State Architecture. 

Security Self Assessment:  We completed the annual security self assessment during FY 
2005 and plan to continue participating in the submission of this assessment. 

 
Technology Infrastructure:  Our data network infrastructure is a 10/100 switched network.  
Our current storage is all direct attached storage.  We run multiple platforms as referenced in 
the Agency Architecture section.  Our goal is to upgrade all our servers to Windows 2003 as the 
servers are replaced and as a long-range goal, we will keep all our Microsoft servers on the 
same operating system version for easier maintenance.  We will be migrating from Novell 
Netware 6.5 to 7.  We are currently migrating all our databases to SQL architecture and we 
have focused on MySQL.   We are installing a server at the Historical Society Data Center and 
will copy files to that server everyday keeping several generations of backups for contingency 
planning.  We are adding a VPN to connect a non-networked PC to the Federal Reserve. 

Collaboration:  As shown in this and previous IT plans we are always open to share data and 
application development with other state agencies whenever possible. 

Collaboration Technology:  We have two email servers and both of these servers are running 
Windows XP Pro with Merak email server software.    We maintain two email servers so we can 
assign one strictly for outgoing mass emails for SOKI3 and various other purposes.  During FY 
2006 we will install an Exchange Server so we can gain further efficiencies by exploiting all the 
calendaring functions an Exchange Server offers.  We do not have a policy prohibiting instant 
messaging and it is installed on a few select upper management level PCs. 

Data Management:  As systems are rewritten, we are moving to MySQL for our data storage.  
We back up all production data to multiple tapes nightly, keeping 3 generations live on our 
backup server.  Plans are underway to house multiple backups at the new contingency center.  
During FY 2005 we moved from WordPerfect and Lotus to Microsoft Office Suite to align 
ourselves with the majority of other state agencies. 

E-Government:  We have deployed several applications for use across agency boundaries as 
well as into the public sector to interact with businesses as well as the general public.  We have 
the long-range goal of providing links to all appropriate systems via the Internet.  For the benefit 
of other state agencies we currently have information on approximately 43 million paid state 
warrants available for online viewing.  Agencies can download their paid warrant information for 
the previous 60 days and they can download their outlawed warrant information on a monthly 
basis. We built and host SOKI3 which currently contains five different modules, Receipts, 
Interfunds, Journal Vouchers, and Ordering for all other state agencies, and the Billing module 
for the Treasurer’s Office.  For the general public we offer Unclaimed Property searches and 
submission of holder reports online, information and the downloading of lender packets for the 
Agricultural Production Loans, and information about as well as the ability to sign up for 
Learning Quest, the state’s post-secondary 529 education savings plan.  Over the next five 
years we intend to continue our progress toward a totally Internet interactive State Treasurer’s 
office. 

Electronic Signatures:  Our agency utilizes various secure information sites, using PKI as a 
method of data encryption and verification of a user’s digital identity.  Our VPN is Cisco secured 
with RSA SecureID token technology. 

Business Contingency Planning:  We will move a server into the KSHS data center by 
September 2005.  We will store multiple generations of data backups on this server.  Our long-
range goals include installing more servers at the data center to have backups of our mission 
critical databases and process which could go live if needed.   We currently store backup tapes 
offsite. 
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Electronic Records Retention:  We routinely generate back ups for all electronic records 
generated or captured by our business applications.  All electronic records are backed up and 
stored in a format that is compatible with the software and hardware currently used in 
production. 
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Pooled Money Investment Board (Agency #671) 
BUSINESS PROGRAMS: 
 Investments Management  
 
MISSION: We will effectively invest the funds of he State General Fund, the State’s agencies, and 

state and local governmental entities through the use of investments which provide an 
optimal balance of safety, liquidity and yield in accordance with K.S.A. 75-4201 et seq, 
adopted investment policies, and K.S.A. 12-1675 et seq.  Further, we will maximize the 
interest earnings of the State General Fund, State agencies, and state and local 
governmental entities through the effective use of cash flow forecasting and management 
techniques. 

 
SFY 2006 BUDGET:        $0  
SFY 2006 FTE:   0.0    
SFY 2005 IT EXPENDITURES::  $94,471 
WEBSITE ADDRESS:  http://pooledmoneyinvestmentboard.com 

 
IT Profile:  IT Support is provided by the Office of the State Treasurer 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 1 2 2 
Clients    
Units Replaced    
Total Units    
Storage 51GB 125GB 175GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS:  None reported. 
 

SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  We now offer enhanced internet access to our 
new Participant Assistant Software, which will allow participants to: 
 

1. Perform account maintenance locally. 
2. Generate their own account statements on demand and print locally. 
3. Have on-line access to account balances, consolidate account statements and transaction 

detail. 
4. Request withdrawals and make deposits to their account. 
5. Download files to excel. 

 
STRATEGIC DIRECTION AND OBJECTIVES:  See the State Treasurer’s Office IT strategic 
summary. 
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Veterinary Examiners, Board of (Agency #700) 
BUSINESS PROGRAMS: 
 Veterinarian Licensing   Veterinary Technician Registration 
 
MISSION: To promote public health safety and welfare relative to the practice of veterinary 

medicine.    
 
SFY 2006 BUDGET:        $271,678 
SFY 2006 FTE:   3.5    
SFY 2005 IT EXPENDITURES::  $3,283 
WEBSITE ADDRESS:  http://www.accesskansas.org/veterinary/ 

 
IT Profile:  This agency has no dedicated IT Staff. 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced 1 1 1 
Total Units 3 3 3 
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  None reported.  
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STRATEGIC DIRECTION AND OBJECTIVES:  The Kansas Board of Veterinary Examiners only has 
three employees, and three stand alone PCs.  I would anticipate that in the next 3 years, we may 
need to replace these PCs at a rate of 1 pc replacement per year, purchasing direct from Dell on the 
state contract. 

Agency Architecture:  Not reported 

Security Self Assessment:  Not reported 
 

Technology Infrastructure:  Not reported 

Collaboration:  Not reported 

Collaboration Technology:  Not reported 

Data Management:  Not reported 

E-Government:  Not reported 

Electronic Signatures:  Not reported 

Business Contingency Planning:  Not reported 

Electronic Records Retention:  Not reported.
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Aging, Kansas Department on (Agency #039) 
BUSINESS PROGRAMS: 
 Agency Operations   Federal Grants 
 Program & Policy   State Funded Grants 
 Medicaid Entitlement Grant  Licensure, Certification, Evaluation  
 
MISSION: The Kansas Department on Aging (KDOA) uses public and private resources to improve 

the security, dignity and independence of Kansas’ seniors, their families, seniors’ 
caregivers and all Kansans living in adult care homes.    

 
SFY 2006 BUDGET:        $446,258,349  
SFY 2006 FTE:   208.0 
SFY 2005 IT EXPENDITURES::  $1,016,380 
WEBSITE ADDRESS:  http://www.agingkansas.org/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.6 0.7 0.6 0.7 0.6 0.7 

Application Maintenance and Enhancement   
(in-production systems) 0.4 0.1 0.4 0.1 0.5 0.1 
Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

3.4 0.1 3.9 0.1 3.8 0.1 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.8 0 1 0 1 0 

Network Engineering, Technical 
Management and Support 1 0 1.5 0 1.5 0 
Computer Operations, Management and 
Technical Support 2.3 0 2.3 0 2.3 0 
Web application development and 
maintenance 0.7 0 0.7 0 0.7 0 

IT Security 4.8 0.1 5.6 0.1 5.6 0.1 

Other IT Functions (please identify) 0 0 0 0 0 0 

TOTAL FTEs 14.0 1.0 16.0 1.0 16.0 1.0 
 

Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 32 35 38 
Clients    
Units Replaced 144 15 72 
Total Units 214 217 220 
Storage 3250GB 4228GB 4800GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS:   
Kansas Aging Management Information System (KAMIS) 
 

SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  During SFY 2005, KDOA’s IT computer and 
network infrastructure had some significant modifications. Support staff implemented Microsoft Active 
Directory domain that eliminated substantial administrative overhead of the Windows NT domain; 
changed to a switched network environment which makes the LAN operate more efficiently and 
increased the communication speed to 100 Mbps from 10 Mbps; upgraded the Novell network 
operating system and e-mail system to the current versions; installed web and e-mail filter systems to 
filter out many categories of undesirable internet web content including spyware and adware; added 
an e-mail spam solution and virus scanning and installed a wireless device server.  Applications staff 
developed and deployed 9 updates to the Kansas Aging Management Information System (KAMIS) to 
meet changing needs for business data and processes, worked on the conversion of KAMIS from a 
client/server application to a web-centric system using STRUTS framework for the model-view-
controller design concept, and conducted some detailed needs analysis on automation of the Nursing 
Facility Reporting system.  Currently upgrading the Oracle Application Server, Databases and 
Discoverer Query from 9i to 10g. The interface with the Medicaid Management Information System 
(MMIS) managed by EDS, SRS’ contractor, has had changes to the XML transactions for server-to-
server data exchanges.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  KDOA will continue to increase functionality and 
improve performance for KAMIS users statewide.  The current mode of application deployment 
(client/server, with automated download of client updates) relies on high-speed data lines at Area 
Agencies on Aging (AAAs).  Aging service providers, an intended customer base, typically do not 
have high-speed network access.  Eight service providers, two dozen out-stationed case managers 
(AAA employees), and five Quality Review employees of KDOA currently perform KAMIS data entry 
and reporting through Citrix Metaframe servers at KDOA.  The level of investment in server capacity 
needed to accommodate all 1,100 service providers in Kansas makes this architecture a short-term 
solution at best.  Consequently, in FY 2004 KDOA begun development of KAMIS-II with 100% web-
centric design, as originally intended for this application - browser software and any Internet 
connection will be the only requirements at the user end.  In the five years since the Java language 
was selected for use in KAMIS, the industry has significantly improved server-side tools and design 
possibilities to support the web-centric approach (e.g., JavaBeans, Java Server Pages (JSP) and 
STRUTS Framework).  Recognizing these capabilities, along with the training and experience 
obtained during KAMIS development, and the fact that the business logic already built into the Java 
code in KAMIS is fully reusable, ISD had projected that in-house staff would be able to perform the 
conversion. However, we have had to purchase technical guidance and mentoring services in 
establishing industry “best practices” for web-centric development for the KAMIS-II project. 
 
KDOA will enhance its disaster recovery capabilities by installing an application server and a 
database server which will be integrated with Department of Administration’s Storage Area Network 
(SAN) located at the Historical Society. Data will be transferred by batch process from the SAN 
located at Kansas Department on Aging, 503 Kansas Avenue office, to a SAN located at the 
Historical Society daily. This setup will allow service to continue uninterrupted to customers and allow 
KDOA to continue to process payments to vendors if the KAMIS system could not be activated from 
the 503 Kansas Avenue location. 
 
A high level needs assessment of the agency operations in general has been performed.  IT 
particularly focused on the need for a basic operational infrastructure application required to manage 
accounting and general ledger, purchasing, inventory and human resource management. Most of 
these functions are currently managed manually or through basic office tools such as spreadsheets or 
desktop access databases. ISD will be exploring in a more detailed needs analysis the requirements 
to convert to a more automated system that would capture data to be shared with all departments that 
warrant access to accomplish their responsibilities. A gap analysis will be utilized to determine if a 
commercial off the shelf product should be purchased, and modified to meet all the business 
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requirements needed or whether we should design and develop a system, supported by a contractor, 
to meet the business processes for financial management, purchases, facilities and property 
management and human resource management.  
 
Data collected by the Nursing Facility Survey and Certification field staff is entered into systems 
managed by the Department of Health and Environment and the Federal government contracting with 
Meyers & Stauffer.  KDHE has a consolidated database used for statewide reporting of all licensures 
and certification activity (hospitals, nursing facilities, group homes, etc.).  Due to the technical 
requirements of the existing system which KDOA is currently unable to support (Lotus Notes and 
AS/400), KDHE will continue to support data capture by KDOA field staff.  
 
E-Mail containing confidential personal or business information (e.g., details of a customer’s case, 
which includes Protected Health Information regulated by HIPPA) transmitted between some of 
KDOA’s business partners, Area Agencies on Aging, need to be encrypted when in transit through 
the state network and the Internet. Information Services plans to use Groupwise Web Access to 
encrypt e-mail containing protected health information. 
 

Agency Architecture:  KDOA uses Sun Solaris computers for its mission-critical software 
(KAMIS).  KAMIS uses Java, BEA WebLogic Application/Web Server, PKI and Oracle as its 
major software and database components.  This infrastructure and the experience gained with 
KAMIS are extensible to new areas of business application, as well.  KDOA uses Novell 
products (NetWare and GroupWise) for primary Local Area Network operations.  Some 
Microsoft Windows Server computers provide miscellaneous services (e.g., Web Servers, 
Domain Name Servers, and Citrix MetaFrame).  All three types of server share XIOTech 
Magnitude disk storage, with RAID protection, in a fiber-optic Storage Area Network.  At the 
desktop, the current agency standard is Microsoft Windows 2000 and Microsoft Office XP.  
KDOA prefers to stay one major release behind the current commercial release for nearly all 
products, to benefit from vendors’ bug fixes prompted by other users.  KDOA intends to 
upgrade to Windows XP in fiscal year 2007 for the desktops and laptops, but the rest of the 
products will be maintained for the foreseeable future, with periodic upgrades to software 
products. 

Security Self Assessment:  Kansas Department on Aging completed the security self 
assessment in October, 2004. 
 
Technology Infrastructure:  The Information Services Division at KDOA anticipates upgrading 
servers using Windows environment from Windows 2000 to Windows 2003 operating systems. 
The desktops and laptops operating systems changed to Windows XP from Windows 2000. 
The SAN will be upgraded from Xiotech Magnitude to Xiotech Magnitude 3D. 
 
Collaboration:  The Kansas Aging Management Information System (KAMIS) will continue to 
share information with the Medicaid Management Information System (MMIS) for pre-authorization 
of client services. The Automated Computerized Complaint Enforcement and Survey System 
(ACCESS) managed on an AS400 within KDHE will continue to be used by KDOA’s Licensure, 
Certification and Evaluation Commission within KDOA in the foreseeable future for scheduling and 
licensure. A good portion of the functionality of ACCESS has been integrated into the Federal 
ASPEN system. 
  

Collaboration Technology:  Novell’s Groupwise is the e-mail platform used to exchange 
information between internal department and external business organizations. Currently, instant 
messaging is not used for any KDOA business processes, but there is minimum usage of 
Blackberry server software to allow synchronization from personal computer to download e-mail 
messages to devices. XML is used for data exchange between KAMIS and MMIS. 
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Data Management:  KDOA is using Oracle databases for the mission critical applications for the 
agency. The security of the data is the responsibility of the Database Administrator (DBA) who 
performs the security functions to protect data integrity. This includes protection of the databases 
against intruders inside and outside the agency. The privileges and roles used to access the data 
are granted by the DBA on a need to accomplish job responsibilities by users. 

E-Government:  E-government efforts within the Aging network are largely informational through 
the use of the agency’s main website – guidance on where Kansas seniors and their families can 
turn for help, when needed.  Due to a variety of medical, social, regulatory and fiscal factors, 
assessments of Aging program customers, as well as their registration for services, must be 
performed by trained social workers. This business model prompts an emphasis in aging 
information systems to support case workers and aging network organizations rather than direct 
interaction with our customers. 

Electronic Signatures:  Kansas Aging Management Information System (KAMIS) currently 
uses Entrust digital certificates, administered by KDOA, to perform user authentication. KDOA 
currently has no initiative to use digital certificates for electronic signatures. 

Business Contingency Planning: KDOA has an interagency agreement with the Kansas 
Department of Agriculture to securely store media containing backup copies of the other agency’s 
data files, software and procedural documentation necessary to re-establish computing center 
capability after a disaster.  However, KDOA does not have the ability to resume normal business 
operations in a timely manner while systems are being restored such as computer hardware and 
network services in disaster-recovery situations.  This is an area that will be addressed by the 
agency in a more in-depth action plan . 

Electronic Records Retention:  KDOA lacks a comprehensive plan and procedures for 
dealing with electronic records. The agency’s Records Retention Schedule identifies how long 
classes of records (paper or electronic) must be preserved and when they should be either 
destroyed or archived. Until the money and resources are available this initiative will continue to 
be on the horizon, but not in practice. 
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Guardianship Program, Kansas (Agency #261) 
BUSINESS PROGRAMS:  Guardian / conservator Program.  
 
MISSION: To assure that adults who are without family or financial  resources and who are 

identified by SRS as in need of a court appointed guardian and/or conservator will have 
available a qualified, trained and caring volunteer to serve as their legally appointed 
guardian and/or conservator.    

 
SFY 2006 BUDGET:        $1,045,507 
SFY 2006 FTE:   12.0    
SFY 2005 IT EXPENDITURES::  $39,845 
WEBSITE ADDRESS:  http://www.ksgprog.org 

 
IT Profile:  Agency has no dedicated IT Staffing 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 3 3 4 
Clients    
Units Replaced    
Total Units 29 17 17 
Storage 310GB 310GB 500GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 50% 50% 50% 
Non-Relational DB 50% 50% 50% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  
 Microsoft Business Solutions Server 
 Solomon IV Accounting System Server 
 Docuware Imagine System Server 
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 Paradox Database System Server 
 

SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  None reported.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  None reported. 
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Social and Rehabilitation Services (Agency #629) 
BUSINESS PROGRAMS: 
 Integrated Service Delivery  Health Care Policy 
 Operations    Larned State Hospital  
 Osawatomie State Hospital  Parsons State Hospital 
 Kansas Neurological Institute  Rainbow Mental Health Center 
 Field Offices in all 105 Counties 
 
MISSION: To protect children and promote adult self-sufficiency.    
 
SFY 2006 BUDGET:        $1,446,336,819  
SFY 2006 FTE:   6,357.5    
SFY 2005 IT EXPENDITURES::  $21,710,234 
WEBSITE ADDRESS:  http://www.srskansas.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

7.0 1.0 7.0 1.0 7.0 1.0 

Application Maintenance and Enhancement   
(in-production systems) 30.0  30.0  30.0  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

44.0  44.0  44.0  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

18.0  18.0  18.0  

Network Engineering, Technical 
Management and Support 28.99  28.99  28.99  

Computer Operations, Management and 
Technical Support 11.98  11.98  11.98  

Web application development and 
maintenance 1.0  1.0  1.0  

IT Security 3.0  3.0  3.0  

Other IT Functions (Central Office Staff: 
Technology Incubation, Facilitation, System 
Support and Testing) 

31.0  31.0  31.0  

Other IT Functions (Field and Central Office 
IRS, Hospital IRS) 78.0  78.0  78.0  

TOTAL FTEs 252.97 1.0 252.97 1.0 252.97 1.0 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 247 250 225 
Clients    
Units Replaced 1080 2209 1775 
Total Units 4564 4764 4764 
Storage 25.9 TB 48.8 TB 100 TB 

 FY2004 FY2006 FY2008 
DATABASES 

Relational DB 60% 62% 64% 
Non-Relational DB 40% 38% 36% 

DATA NETWORK 
IP 100% 100% 100% 

Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS: 
 Family and Child Tracking System (FACTS) 
 Kansas Automated Eligibility and Child Support Enforcement System (KAECSES including AE 

and CSE systems) 
 Financial Accounting Reporting Management System (FARMS) 
 Kansas Management Information System (KMIS) 
 Kansas Initiative for Decision Support (KIDS) 
 Kansas Pay Center (KPC) 
 Online Application 
 Electronic Benefits Transfer (EBT) 
 Kansas System for Child Care and Realizing Economic Self-Sufficiency (KsCares) 
 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:   
 Purchase, installation and implementation of a new Random Employee Sampling Technique 

system.  This was accomplished through using GroupWise and e-mails rather than filling out a 
hard copy. 

• Beginning June 1, 2005 the Agency started using Electronic Benefit Transfer for child care 
benefits in 21 counties in the West Region and Wyandotte County in the Kansas City Metro 
Region.  The recipients pay their child care providers using their EBT Vision Card by using a point 
of sale machine or by using the phone to authorize  benefits to their child care provider's bank 
account.  The Agency rolled out statewide September 1, 2005. 

• Kansas Initiative for Decision Support (KIDS) was modified to work with Internet Explorer instead 
of Netscape, June 2005. 

• Contact Log Database (COLD) a web-based application program used to enter and maintain 
contacts made by clients with SRS was put into production in March of 2004. 

• Maintenance Agreement Tracking System (MATS) was put into production October 2004.  This 
system tracks IT maintenance agreement information. 

• Using an FTP to process payments in the Low Income Entry Assistance Program (LIEAP) system 
with ONEOK.  ONEOK is the largest natural gas distributor in Kansas operating as Kansas Gas 
Service Company. 

• Made significant changes to the OCSE-34 report from Child Support Enforcement (CSE) to the 
Federal Government. 

• Implemented activities to meet the requirements of the Health Insurance Portability and 
Accounting Act of 1996 (HIPAA) Security Rule which included: 

   Risk Assessment and Management processes.    
  Security Awareness and Training program. 
  Security Policies  
  Additional security controls and processes. 
• Completion of HIPAA Security Compliance Project.  
• Implementation of a GroupWise Web Email Solution with EDS Contractors. 
• Facility Security Plans developed for all RO/CO/Institutions 
• Disaster Recovery (DR) and Emergency Mode of Operation (EMO) plans updates for all 

RO/CO/Institutions. 
• IT Standards written for:  
  Device and Media Control 
  Workstation Hardening 
• Implementation of an Incident Response team and process. 
• Development of the SRS Risk Management Plan. 
• All non-approved ports on the SRS Firewall have been blocked. 
• A Business Associate agreement was signed between SRS and KDOA (DISC). 
• Initiated a project to develop an ITS time tracking system utilizing MS Project Enterprise edition 

which included: 
Completed requirements gathering for ITS time tracking project. 
Installed MS Project 2003 on our server. 
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Received training and mentoring in the use of MS Project for time tracking and 
project tracking. 

• Identification and correction of legacy system problems that caused corrupt data and/or creation 
of duplicates. 

• Clean-up of client data. 
• Identification and flagging of duplicate individuals (80,000 clients duplicated within the following 

legacy systems: AE, CSE, KsCares, FACTS, Kanpay, and KMIS). 
• Compuware and BMC tools were purchased. 
• MS SQL support was established. 
• Assisted in the transfer of Medicaid MMIS to the Department of Administration. 
• Participated in a disaster hot site recovery exercise. 
• Webcast a PowerPoint Presentation at a stakeholder’s meeting. 
• Data query tools were installed. 
• Mainframe upgrade was completed. 
• An Enterprise Architecture Team was formed. 
• OO/UML Application model training and mentoring was completed. 
• Built the ECP Framework and expanded use cases. 
• Continue to learn OO methodology. 
• Acquired new mobile desktops for developers. 
• Completion of a needs assessment study for implementing a department wide content 

management solution for SRS 
 
STRATEGIC DIRECTION AND OBJECTIVES:  The Secretary of SRS has given a strong 
commitment to using Information Technology to help SRS staff serve its customers in the most 
efficient manner.  Over the last several years SRS had embarked on a long term systems integration 
effort to integrate nine major legacy systems into one integrated system. 

In March 2005, the CITO recommended the agency reassess the business need for an integrated 
system and perform a feasibility study on alternatives.  The results of the feasibility study will help to 
determine how SRS will proceed with the project.   

The results of the business needs assessment showed that an integrated system was still necessary 
and desired for SRS to best serve its customers.  However, an alternative approach was developed 
from the information gathered in the assessment.  It would include developing a front end user 
interface that would link current legacy systems together rather than development of a new system.  
The front end user interface would allow data to be entered, data to be pushed into and pulled from 
the various legacy systems.  The assessment also indicated a critical need for better reporting 
capabilities.  The alternative approach would include the development of this reporting capability 
through the use of a data warehouse.  

SRS management has authorized the Enterprise Project Feasibility Study. The project will acquire the 
services of an independent consultant to perform the feasibility study.  The study will determine if a 
front end/data warehouse function is feasible (one of several alternatives the study will explore) from 
a cost benefit and technology perspective.   This study is scheduled for Fall 2005 and currently in the 
CITO approval process.   

In the mean time, SRS ITS is focused on current system maintenance and addressing the backlog of 
legacy system work requests. 

Agency Architecture:  SRS has several different technical platforms in place to do its work.  
Each will be enhanced in accordance with the business need as the agency moves forward into 
the future. 
   
Technical Platform - Intel Pentium IV or later class business grade PC designed by its 
manufacturer for general business performance level use.  Operating System will be the latest 
available OS in Microsoft’s current Windows family.  A list of minimum specifications has been 
developed for SRS PCs. 
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Application Server Platform  - JAVA/J2EE and IBM Websphere Studio Application Developer 
(WSAD) Ver.5.1.2 is used for legacy maintenance.  IBM Rational Application Developer (RAD) 
Ver. 6.0 is used for new development.  
 
Software Platform - Current use of Enterprise Java Beans, JSPs, Java Class Servlets, Custom 
Code Security, Custom SQL for older legacy maintenance.  EA, Struts, Model View Controller 
(MVC), JAVA/J2EE, JSP, Java Class Servlets, Security, LDAP and Hibernate for Persistence is 
used for new development.  The agency is exploring the use of Continuous Integration and 
possibly using various application development tools such as Maven (Automated Build Engine), 
Subversion (Version Depository), and Code Beamer & CruiseControl (Automate Build 
Scheduling Tool).  
 
Development Platform - Webspere Application Server (WAS) Base is used for our test 
environment and WAS Network Deployment Ver. 5.1.2 is used for our production server 
environment.  New development is using Rational Application Developer (RAD) Ver. 6.0 

Security Self Assessment:  SRS has completed the annual security self assessment as 
required by ITEC Policy 4310 - Information Technology Security Self-Assessment. 

 
Technology Infrastructure:  SRS is in the process of consolidating servers in Topeka and 
Wichita. The agency will add additional servers as our business needs warrant.  Network band 
width will also expand as needs arise.  All changes will be in line with State Architecture 
Standards. 

Collaboration and Collaboration Technology:  SRS will continue to share data, 
infrastructure, technology or application development with other agencies.   We currently have 
partnerships and contracts with other agencies to provide them with services, 
information/reports and rent facilities from DISC.    If an other agency, service provider or 
outside entity needs access to our system, we will contract with them and work with them to get 
connected to our network. 

Data Management:  In the future, SRS database data will be accommodated on the platform(s) 
most suited to the distinct development and access needs of each unique project, as 
determined by the appropriate technical staff.   Currently,  Data Warehouse and reporting is 
being researched for best practice and approach. SRS supported databases are ADABAS, 
DB2/UDB, VSAM and MS SQL Server. 

E-Government:  SRS has many web based applications such as our on line service application 
form and assistance information.  This type of technology will continue to grow as the business 
need requires. 

Electronic Signatures:  SRS has plans to implement some form of email encryption that is 
more global in nature rather than at the individual level.  There are no plans to implement a 
Public Key Infrastructure (PKI) solution that includes digital signatures.  At a cost of about 
$40.00 per person per year, the agency cannot justify its use at this time. 

Business Contingency Planning:  The SRS IT Recovery Plan is designed to provide 
immediate response and subsequent recovery from any unplanned business interruption, such 
as loss of utility service, building evacuation, or catastrophic event such as major fire.  The 
current plan provides an overview of the requirements, strategies and proposed actions 
necessary to rapidly and effectively recover business operations following such an event. 

Electronic Records Retention:  In 2004 the agency initiated a study to determine the need for 
a Enterprise Content Management (ECM) system and to provide the agency with 
recommendations on how best to implement this technology into the agency.  At the present 
time, senior SRS management have put this initiative on hold until resources and funding 
become available. 
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Labor, Department of (Agency #296) 
BUSINESS PROGRAMS: 
 Administration and Support Services Unemployment Insurance 
 Workers Compensation   Industrial Safety and Health 
 Labor Market Information Services Legal Services 
 Information Technology 
  
MISSION: To advance the economic well being of all Kansans through responsive workforce 

services.  
 
SFY 2006 BUDGET:        $412,152,041  
SFY 2006 FTE:   634.23    
SFY 2005 IT EXPENDITURES::  $3,803,950 
WEBSITE ADDRESS:  http://www.dol.ks.gov/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 2 6 2 6 2 6 
Application Maintenance and Enhancement   
(in-production systems) 16 0 16 0 16 0 
Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 7 1 7 1 7 1 
Data Administration, Data 
Analysis/Validation and Database 
Administration 1 0 1 0 1 0 
Network Engineering, Technical 
Management and Support 1 8 1 8 1 8 
Computer Operations, Management and 
Technical Support 8 0 8 0 8 0 
Web application development and 
maintenance 2 1 2 1 2 1 
IT Security 1 0 1 0 1 0 
Other IT Functions (please identify)       

Telecommunications 2 0 2 0 2 0 
Project Management 3 0 3 0 3 0 
TOTAL FTEs 43 16 43 16 43 16 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 99 104 130 
Clients    
Units Replaced  130 200 
Total Units 949 754 780 
Storage 85GB 140GB 200GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 2% 2% 65% 
Non-Relational DB 98% 98% 35% 
DATA NETWORK 
IP 98% 98% 100% 
Non-IP 1% 1% 0% 
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SFY 2005 MAJOR APPLICATIONS:  None reported. 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS: 

• Installed Proventia (ISS) appliances – Foundation for desktop security. 
• Installed Pix Firewall. 

• Enabled Split DNS for external and internal (security). 
• DMZ – Creation for added protection for Web applications. 

• Workstation standardization to Windows XP. 
• Implementation of Blackberry services – mobile communications. 
• Integrated New Hires application into the TABS web environment.  
• Upgraded TABS Quarterly Wage application to accept wage reports from KDOL contributions 

staff. 
• Expanded the hours that Wage Reports and Notice of Change reports can be filed to 24 

hours a day, 7 days a week. 
• Built application to insert R Assignments directly into Siebel, saving the Tax field staff from 

having to manually enter them.  
• Built application to insert S Assignments directly into Siebel, saving the Tax field staff from 

having to manually enter them. Implemented.  
• Disconnected the TABS and Kansas Joblink systems.  
• Implemented the new KDOL website design. 
• Closed claim case study major upgrade. 
• Upload web site for Closed Claim Study data. 
• Adoption of the Rational Clearquest tool for reporting and tracking defects/enhancements. 
• Extensive training in requirements gathering and enterprise architecture for the UIM project. 
• Installation of Sharepoint for collaboration on the UIM project. 
• Resolved the Microsoft JVM issue by updating 300+ ASP pages with new JavaScript code.  
• Resolved all software issues related to the Workers Comp assessment processing. 
• Developed AIPOC-UI proof of coverage verification application.  

  
STRATEGIC DIRECTION AND OBJECTIVES:  The new KDOL Strategic Plan defines a new vision 
and direction for the agency. It was developed with input from a task force of 15 members from KDOL 
divisions and executive management. 
 
KDOL has many responsibilities important to businesses and citizens of the state. The agency 
administers the unemployment insurance program and processes claims for unemployment benefits. 
KDOL operates the state’s workers compensation system, workplace safety programs and enforces 
Kansas employment standards including wage and hour laws and child labor laws. The agency also 
houses a research unit that compiles critical data on the labor force in Kansas. 
 
KDOL is measured by its ability to deliver these workforce-related services to its customers in a cost-
effective and efficient manner.  
 
Changes in federal and state funding, recent agency layoffs and organizational restructuring all have 
played a role in KDOL’s decision to rethink how it will operate in the future.   
 
The vision for the future direction of KDOL is based on the use of two key concepts: customer-
focused assisted self-service and integrated operations.  
 

 Assisted Self-Service 
 
Since its inception, the Internet has significantly changed how people work, shop, play and 
communicate. Many companies and government agencies have developed self-service options for 
individuals to conduct business and receive services. In most cases, these self-service options help 
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customers receive better, faster interaction with a business or government agency. Access to 
services and information is easier and more convenient as people need not drive long distances, 
stand in line or wait on hold to get assistance. 
 
Self-service options also improve the quality of information provided to customers. All customers get 
the same information and they can get as much or as little as they need.  
 
Additionally, self-service options can decrease the cost of operations for a business or government 
agency. Many self-service options reduce the need for data re-entry on the part of the agency and 
reduce staff time spent on processing paperwork. Self-service also delivers more accurate 
information to the agency as information is entered only once, by the customer. In fact, some 
businesses now add special fees to transactions that are not completed online.  
 
Almost all self-service options include the opportunity for personal assistance to individuals with 
questions. For example, many supermarkets and the post office have implemented assisted self-
service options for checkout or mailing packages. A customer scans and bags their items at the 
supermarket and even uses a debit card to pay, but the store has someone available near the check 
out stand to assist customers using new technology and the help them handle unusual situations. 
 
Expanding assisted self-service options for both Kansas citizens and employers offers KDOL the 
opportunity to move simple, yet labor–intensive, activities to a more modern setting. Activities that 
require a lot of staff involvement, such as claims filing, case processing or employer data reporting, 
could be shifted to self-service, enabling customers statewide to interact with the agency day or night.  
 
The long-term benefits of assisted self-service are: 

 improved customer satisfaction levels, 
 reduction in paper processing and errors,  
 increased overall staff productivity, and  
 eventual reduction in manual forms, data entry and many other manual tasks within the 

agency. 
 
Integrated Operations 
 
All programs and functions at KDOL will be viewed from an agency perspective, rather than an 
individual division or unit perspective. Instead of each division operating as an “island,” we will all 
function together as a cohesive group.  
 
Integrated operations can remove inefficient and duplicative operational practices between programs. 
In Unemployment Insurance and Workers Compensation for example, both programs interact with 
citizens to process claims for benefits; both programs have appeal and adjudications processes; both 
have data entry requirements and there are other processes that both programs share. The programs 
do have different business rules and funding sources – Unemployment Insurance is primarily 
federally funded and Workers Compensation is primarily state-funded. But that does not mean that 
similar functions can’t be performed together.  
 
In the past, KDOL’s programs have operated as “islands” or “silos”, each standing alone with very 
little interaction on common issues. As a result, we have a lot of similar processes performed all over 
the agency in different divisions. This is not a fiscally sound management practice.  
 
Kansas citizens and employers should feel they are working with KDOL, rather than individual 
divisions or programs. To implement this, it will first mean having a “common,” integrated feel for all 
agency services. KDOL will deliver services to customers through a single point of contact. Citizens 
and businesses will no longer see Unemployment Insurance or Workers Compensation as separate 
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divisions, but rather as a single entity – KDOL – that offers a full set of services to meet their 
workplace needs. 
 
One way this single-point of contact can be supported is through expanding the agency Web site into 
the point of entry for all internal and external services. A single, secure sign-on entry point will permit 
customers, researchers, government entities and staff to access information based on their needs.  
 
In addition, integrating operations will mean reducing or eliminating the multiple service delivery 
options that exist today. Instead of giving customers dozens of ways of interacting with KDOL, 
including automated phone services, online services, live-person phone services and more, the 
agency will focus on a primary method for customer interaction. This will be easier for KDOL to 
support and ultimately save money.   
 
The future KDOL technology environment will be based on a set of coordinated architectures that 
combine to support the vision and goals of the agency.  This architecture provides the conceptual 
basis for understanding the vision and intent that will move the agency toward the desired future 
environment.  This future technology environment will remove any barriers that are tied to many of the 
current “stovepipe” business practices and redundancies in the agency. 

 
 
Key characterizes of the KDOL applications environment include: 
 

• A “one-stop” web portal that provides a single point of entry for the capture of data and 
access to the agency. 

• Robust applications that capture the information needed for day-to-day operations, as well as 
for downstream reporting and analysis. 

• Enhanced electronic communications capabilities for customers and staff. 
• Replacement of redundant administrative applications that support the Unemployment 

Insurance and Workers Compensation operations. 
• Elimination of data redundancy and building of an enterprise data repository for common data 

components. 
• No stove-piped application and technical environments, which facilitates improved support 

and information sharing. 
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• A propensity to buy verss building applications to reduce risk, acquire products with long-term 
viability, and free  up technical resources to focus on components of KDOL that are not 
available as off-the-self vendor products. 

 
KDOL has received approval to replace its UI Benefits application, which is a large application that 
will take about 3 years to replace.  The agency plans to implement a new technology architecture that 
will be the foundation for building this application.  This architecture is planned to include both 
traditional application and database components as well as content management components.  This 
strategy allows the agency to reengineer business processes, integrating new applications and 
content management capabilities to create new technology-enabled business processes.  The intent 
is to replace other line-of-business applications (UI Tax and Workers Compensation) using this same 
architectural framework.  This will increase the usefulness of technology to the business by using 
common services and reducing the variety of technology that the agency must support.  Information 
technology (IT) staff productivity should increase and system total cost of ownership should decrease. 
 
The applications that support KDOL’s lines of business (UI Benefits, UI Tax, and Workers 
Compensation) need to be replaced.  They contain many deficiencies that constrain the business 
from operating more efficiently.  Implementing content management over the top of old dysfunctional 
applications will exacerbate the business IT problems. 
 
The agency is currently transforming its IT organization from a legacy mainframe application 
maintenance group to a project-oriented, modern technology implementation paradigm.  Many KDOL 
staff are retiring and being replaced by younger staff with training in modern technology.  KDOL 
currently has limited IT management capability.  The strategy is to leverage the UI Benefits project to 
develop IT management and staff capabilities and capacity.  Through bringing in external system 
integrators and focusing on a single architecture, the agency can build capacity and capability.  This 
will take time and effort to accomplish since it requires a significant cultural change within the IT 
organization. 

Recommendations  

 The UI Benefits project should be leveraged to implement an enterprise architecture that 
includes content management and application services.  Line-of-business applications 
should be re-hosted and replaced on the common enterprise architecture.   

 Information systems replacement should be driven by business process improvements.  
New business concepts of operations should integrate applications and digital content to 
support business innovation. 

 The agency needs to build capacity and capability to implement modern information 
systems.  This is difficult work that requires leadership and focus. 

Agency Architecture:  KDOL plans on migrating from its current mainframe platform to a 
common application framework or application that will be utilized to support all business units 
within the agency on a new computing platform consistent with the State’s architecture plan 

Security Self Assessment:  For the past two years, KDOL has participated in the annual 
Security Self Assessment.  The first year, KDOL hired a contractor to perform the assessment 
to objectively evaluate the current security posture of KDOL and make recommendations on 
areas of improvement. 
 
KDOL has just recently had the Unemployment Insurance Information Technology Support 
Center which is a contractor to the U.S. Department of Labor (US DOL) conduct an assessment 
and develop a plan with regards to security of the Unemployment Insurance system with 
funding from a grant from US DOL. 

 



January 2006 

Chapter 2.2 – Human Resources                                      Agency IT Management & Budget Plans 

 

2-147 
 

Technology Infrastructure:  As part of the Unemployment Insurance Modernization (UIM) 
project, KDOL plans to upgrade its technology infrastructure.  The project will define the 
storage, database, platform, and data network infrastructure 

Collaboration:  There is considerable discussion between KDOL and various other agencies 
including SRS about the ability to share data, infrastructure, technology, and/or application 
development especially as it pertains to the Health and Human Services product profile 

Collaboration Technology:  KDOL currently uses Microsoft Exchange for its e-mail platform 
and has also implemented Microsoft SharePoint Services for intra-agency collaboration to 
support the UIM project and other various initiatives 

Data Management:  As part of the UIM project, the data management architecture will be 
defined to support content & record management, data warehousing, and office productivity. 

E-Government:  With the pending implementation of the UIM project, KDOL plans to 
implement an assisted self service model that will provide greater external access and 
improved customer service to the citizens of Kansas.  A good example of this is our Kansas 
INK payment portal to allow Kansas Employers the ability to pay Employer Assessments over 
the Internet from their Checking account free of charge.  KDOL offers many other applications 
over the Internet including Filing for Unemployment Insurance Benefits and Worker 
Compensation Insurance Coverage Verification 

Electronic Signatures:  KDOL plans to include the implementation of electronic signatures 
and PKI as part of the UIM project.  In addition, KDOL continues to implement technologies that 
will add multiple layers of security to its computing infrastructure. 

Business Contingency Planning:  KDOL’s data storage and backup policies are constructed 
so that within reason, whether due to a natural or contrived loss, that critical data, electronic or 
hardware, is retained or can be reconstructed within federal or state retention requirements.  
Indexes are maintained for hardcopy information and data backup tapes. 

Electronic Records Retention:  KDOL has policies that address the issue pertaining to 
electronic record retention. 
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Veterans’ Affairs, Commission on (Agency #610) 
BUSINESS PROGRAMS: 
 Administration and Veterans Services Kansas Veterans’ Home 
 Kansas Soldiers’ Home   Kansas Veterans’ Cemetery Program 
 State Approving Agency 
 
MISSION: The mission of the Kansas Commission on Veterans’ Affairs (KCVA) is to provide Kansas 

veterans, their relatives and dependents with information, advice, direction, and 
assistance through the coordination of state and federal programs and services in the 
fields of education, health, vocational guidance and placement. 

 
SFY 2006 BUDGET:        $18,279,607  
SFY 2006 FTE:   555.8    
SFY 2005 IT EXPENDITURES::  $274,473 
WEBSITE ADDRESS:  http://www.kcva.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

.9  1  1  

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support 1.5  2.5  2.5  

Computer Operations, Management and 
Technical Support .4  .4  .4  

Web application development and 
maintenance .1  .1  .1  

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs 3  4  4  

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 2 4 4 
Clients    
Units Replaced 20 2 23 
Total Units 140 178 180 
Storage 36 GB 101 GB 101 GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported. 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  Following is a partial list of the IT 
accomplishments during FY05.  
 

• Computer training for OA’s during the VSR Training Conference. 
• Migration from a Novell server to MS Server 2003 with Active Directory at KVH. 
• E-Mail Migration from Novell GroupWise to Exchange 2003. 
• Implementation of Spam and content filtering for email. 
• Upgrade and consolidation of antivirus solution to complete enterprise Symantec solution at 

KVH. 
• Improved patch management for Windows platform through implementation of automated 

Microsoft Software Update Services. 
• Upgrade of hardware and software comprising the enterprise backup solution to complete 

Veritas software solution at KVH. 
• Network perimeter and security review. 
• Planned and coordinated the purchase of computer systems for Veteran Service offices and 

Agency Administration. 
• Coordinated and completed the installation of the Federal Benefits Delivery Network on VSR 

computers state-wide.    
• Maintained and updated the KCVA Website. 
• Collaborated with local and state agencies in bandwidth sharing for our Veteran Service 

Offices in Marysville, Junction City, and Colby Kansas. 
• Upgraded the Wonderguard system at KSH to a pc based Verichip system. 
• Installed a SonicWall Firewall at Kansas Veterans’ Home. 

 
STRATEGIC DIRECTION AND OBJECTIVES:  The mission of the Kansas Commission on Veterans’ 
Affairs (KCVA), Department of Information Resources (DIR), is to provide information resource 
services to the entities under the Kansas Commission on Veteran’s Affairs, which include the Kansas 
Veterans’ Home at Winfield, the Kansas Soldiers’ Home at Fort Dodge, six Veterans Services 
Organization offices, 14 field offices state-wide, the new veterans’ cemeteries at four locations state-
wide, and the central office in Topeka.  These services include disaster recovery, business 
contingency planning, Local and Wide Area Network support, IT asset management, IT Security, IT 
training, and information resource consulting to the Commission, executive director, and 
superintendents. 

The KCVA Department of Information Resources provides purposeful technological direction based 
on a long-range strategic approach to information system planning using best business practices. 
Today, and increasingly so in the future, new technology tools must be available to staff to deliver 
services to the veterans we serve and other internal and external customers.  Technology will serve 
as the conduit for enhancing services to Kansas veterans.  Emphasis will be placed on interfacing the 
KCVA Field Offices with local and other state agencies collaborating in the sharing of resources, the 
Veteran’s Administration Federal Benefits Delivery Network (BDN), and providing technology for the 
new Kansas Veterans’ Cemetery projects. 

The Kansas Commission on Veterans’ Affairs future IT plans include: expanding Internet connectivity 
in collaboration with other local and state agencies, updating the Federal Benefits Delivery Network in 
KCVA Field Offices to enhance services to veterans and their dependents; completion of opening 
new buildings at the Kansas Veterans’ Home at Winfield; utilizing automated document imaging for 
mass document storage and retrieval; and possibly utilizing video tele-conferencing and tele-medicine 
technologies along with the implementation of wireless technologies. When the Kansas Veterans’ 
Cemetery project at Fort Riley is completed, the site will include the need for advanced technology 
and support as well 

Agency Architecture:  KCVA’s architecture consists of a Local Area Network’s using Microsoft 
Windows 2000/2003 Server as the network operating system.  Windows XP Professional 
serves as the client operating system. Outlook/Exchange 2003 is the e-mail system in use at 
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KVH and KSH.  Active Directory (2003) is the focal point of our Windows 2000/2003 server 
network and provides the desired levels of scalability, interoperability, and manageability. There 
are no plans to move toward a different architecture. 

Security Self Assessment:  In-process. 
 

Technology Infrastructure:  None reported. 

Collaboration:  Yes. 

Collaboration Technology:  Yes. 

Data Management:  N/A 

E-Government:  The KCVA expects to utilize E-technology in enhancing the delivery of 
services and information to veterans and partnering with the federal Department of Veterans 
Affairs in the deployment of the Benefits Delivery Network (BDN) and other federal applications 
in KCVA offices state-wide. 

Electronic Signatures:  The KCVA will use best practices and procedures for the use of public 
key infrastructure (PKI).  If the KCVA utilizes PKI, it will conform to the requirements as set forth 
in the “Certificate Policy for the State of Kansas Public Key Infrastructure.” 

Business Contingency Planning:  KCVA has established disaster recovery plans in each 
facility and is continually refining those plans to accomplish necessary business continuity 
planning should a disaster or interruption of service occur. 

Electronic Records Retention: The KCVA is researching digital records management 
hardware and software at this time
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Arts Commission, Kansas (Agency #359) 
BUSINESS PROGRAMS:   
 Operational Support Grants for Arts & Cultural Organizations   
 Grassroots Grant Program  Arts in Education Grant Program 
 Kansas Touring Program  Technical Assistance Grant Program 
 Arts Project Support Grant Program Artist Fellowship Program 
 Artist Mini-Fellowship Program 
 
MISSION: To enrich the diverse cultural life of Kansans by providing funds, services and information 

to artists, art organizations and communities; to promote the arts in their richness and 
variety for all citizens and visitors to Kansas; and to support works and performances of 
artists with a continuing commitment to excellence.    

 
SFY 2006 BUDGET:        $2,055,624 
SFY 2006 FTE:   8.0    
SFY 2005 IT EXPENDITURES::  $13,214 
WEBSITE ADDRESS:  http://arts.state.ks.us  

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

3 1 3 1 3 1 

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs 3 1 3 1 3 1 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 1 1 1 
Clients    
Units Replaced    
Total Units 9 9 9 
Storage 57GB 57GB 57GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 30% 30% 30% 
Non-Relational DB 70% 70% 70% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS:  None reported 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  No major changes in IT assets or software for 
this fiscal year. Routine software and memory upgrades we made.  Our IT budget is less than $5,000 
and is generally used to replace existing obsolete software or hardware. 
  
STRATEGIC DIRECTION AND OBJECTIVES:  The Kansas Arts Commission continues to work 
towards a more electronic format for its various programs including active Internet dissemination of 
program information. 

Agency Architecture:  All Macintosh OSX machines. 

Security Self Assessment:  Firewall utilized from Linux-based server system, Mac OSX. 
 

Technology Infrastructure:  None reported. 

Collaboration:  None reported. 

Collaboration Technology: None reported. 

Data Management:  None reported. 

E-Government:  Continued progression towards online grant application, project management 
and reporting. All agency program descriptions, guidelines and grant application forms are 
available on our web site and we are moving towards an Internet only mode of distribution of 
our grant publications. 

Electronic Signatures:  None reported. 

Business Contingency Planning:  None reported. 

Electronic Records Retention:  Records are retained according to state legislative directives. 
Server back-ups are done daily. 
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Blind, Kansas State School for the (Agency #604) 
BUSINESS PROGRAMS: 
 Administrative Services   Institutional Services 
 Support Services  
 
MISSION: To empower students with the knowledge, attitudes, and skills to assume responsible 

roles in society and to lead fulfilling lives. KSSB will be the statewide leader in 
establishing partnerships with parents, school districts, and community resources to 
promote access to a high quality education for all Kansas students with visual 
impairments, regardless of where they attend school. 

 
SFY 2006 BUDGET:        $5,529,179 
SFY 2006 FTE:   93.5    
SFY 2005 IT EXPENDITURES::  $158,886 
WEBSITE ADDRESS:  http://www.kssb.net 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 .3  .3  .3 

Application Maintenance and Enhancement   
(in-production systems)  .3  .3  .3 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 .2  .2  .2 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 .3  .3  .3 

Network Engineering, Technical 
Management and Support  .1  .1  .1 

Computer Operations, Management and 
Technical Support  .6  .6  .6 

Web application development and 
maintenance  .1  .1  .1 

IT Security  .1  .1  .1 

Other IT Functions (please identify)       

TOTAL FTEs  2.0  2.0  2.0 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 8 6 6 
Clients    
Units Replaced 10 20 50 
Total Units 100 110 110 
Storage 200GB 380GB 400GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 90% 90% 90% 
Non-Relational DB 10% 10% 10% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS:  
Athena 
Athena Webserver 
Netfilter /Squid/SquidGuard 
Qmail 
JAWS Server 
Samba 
Apache/PHP/PostGreSQL 
 

SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  In an effort to reduce short - term and long- 
term operation costs, KSSB has undertaken strategic efforts to utilize free open source applications. 
There is a comprehensive and systematic approach to migrate client platforms while continuing to 
address the technological needs of students, staff and citizens who are visually impaired and blind, to 
afford them full access to information and resources through adaptive technology, regularly enjoyed 
by others. In addition, KSSB implemented VLAN Network configuration and firewall upgrade for 
additional security; applied for and received a Kan-ed grant to upgrade our site router; put out for bids 
on Internet connections capable of handling video conferencing loads; distributed wireless 
infrastructure devices across 7 buildings; and upgraded 10 workstations and laptops. 
 
STRATEGIC DIRECTION AND OBJECTIVES:  This agency’s technology infrastructure is specifically 
geared to the accessibility needs of the blind and visually impaired. All primary workstations have the 
standard software applications found in USD’s AND a number of adaptive software applications 
(JAWS, ZoomText, Megadots, etc.) and hardware modification needed to facilitate the individual 
learning challenges of each student. KSSB is pioneering the use of alternative, more cost effective 
accessible solutions for use by blind students and KSSB alumni. All servers have been configured to 
support the use of adaptive software applications and similarly beneficial resources. Students not only 
learn curriculum, but methods and techniques in accessing the curriculum to continue their learning 
well after their graduation from high school. In an effort to provide state- wide services more 
efficiently, KSSB plans to implement video conferencing and distance learning technologies over the 
next several years. On-going modifications and improvements are reviewed, implemented, and 
demonstrated as needed. 

Agency Architecture:  KSSB's physical network is laid out in a star configuration. At the center 
of our network we have a master switch that connects over fiber optic lines to our 7 main 
buildings. Each building has a switch (or switch stack) that ties into the fiber optic backbone 
and handles the media conversion to 10/100 Ethernet. Approximately 75% of our end-point 
connections run directly to these switches, while the remaining 25% run through hubs to 
efficiently distribute connectivity. KSSB also has a low-cost wireless infrastructure in place that 
covers nearly 100% of our campus buildings where technology is used. 
 
Security Self Assessment:  KSSB management feels that current security practices are 
sufficient to continue daily operations without drastic intervention measures. New security 
guidelines & procedures are currently being drafted and will be implemented promptly after 
being approved. 
 
Technology Infrastructure:  We have developed a systematic four (4) year approach to 
upgrading our infrastructure, servers, and workstations. The following table outlines our four (4) 
year upgrade cycle by buildings and technologies: 
 

Year Infrastructure Servers Workstations 
FY06 Maint Bldg (DEMARC) Firewalls Irwin & Maint Bldgs 
FY07 Dorm & Health Center File/Print Servers Dorm & Health Center 
FY08 Vogel & Johnson Bldgs Email Servers Johnson Bldg 
FY09 Irwin Bldg, Dining Hall Web/Database Servers Vogel Bldg, Dining Hall 
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Collaboration: KSSB is or soon will be involved in a large number of collaborative efforts, 
some of which are on-going and others that are occasional in nature. A brief overview of some 
of the on-going activities include: participating with the Department of Education in providing 
training on assessment of dual - sensory impairments (deaf & blind); contributing expertise on 
technical initiatives with the regional Council Of Schools for the Blind (COSB); hosting regional 
professional email lists; promoting collaboration via video conferencing with VI teachers and 
Unified School Districts (USD's) throughout the state; and, providing training to teachers and 
parents in conjunction with social service agencies and a professional organization of 
ophthalmologists. On occasion, KSSB has provided emergency technical support to the 
Kansas State School for the Deaf, and assisted Universities and Colleges with adaptive 
technology issues. Recently, KSSB provided a client site for a professional development video 
conference for regional VI teachers from various USD's with Utah State University vision 
specialists. 
 
Collaboration Technology:  KSSB has in place a mail server running a patched version of the 
Qmail software, along with the ezmlm software for managing email mailing lists, which are used 
to promote collaboration internally and among several organizations across the state and 
country. KSSB also has client hardware and software used for video conferencing as 
mentioned above (H.323 & Polycom technologies were used), and we are researching the 
technology required to be a host site for video conferencing activities. We have begun initial 
implementation and testing of audio-only conferencing software and hardware, which currently 
consists of the “TeamSpeak” client and server software, and audio headsets as necessary 
hardware. The Apache HTTP(S) daemon, PHP, and PostGreSQL software are used to provide 
web-based collaboration capabilities to certain staff, and a future goal is to move to agency - 
wide and then state-wide access to these capabilities. 

Data Management: Archiving official correspondence as outlined by state guidelines, we use 
fileservers, web servers, and relational databases to store student and employee records and 
general business operation information. Over the next three (3) years, efforts will be focused on 
improving the scope and manner in which our data is managed. 
 
E-Government:  We utilize state funds to further the knowledge, skills and understanding of 
our citizens regarding blindness, adaptive technology, and necessary content accessibility 
issues. The Kansas Instructional Resource Center (KIRC), managed by KSSB, provides access 
to the bibliographic records of their collections of books and educational aids via the Athena 
Web Server. Our operations are equally dependent upon technologies in the form of SHARP, 
STARS, BMS and other essential state systems. KSSB continues to provide accessibility 
evaluations of government and public service organizational website deployments. 

Electronic Signatures:  KSSB continues to research the feasibility of implementing the 
statewide Public Key Infrastructure (PKI) as it benefits all government organizations within the 
State of Kansas. 
 
Business Contingency Planning:  In the event of a disaster that would prevent the use of 
technology to assist in the educating of our students, the primary focus would be on their safety 
and welfare, and then acquiring the available resources to resume operations, depending on 
the scale and degree of destruction sustained. Backups of critical data are periodically made 
and maintained in a safe on our campus. Plans are underway to acquire an off-site location 
with the necessary security and accessibility to retrieve such information in the event of a 
disaster 
 
Electronic Records Retention:  This section is addressed in our plans concerning Data 
Management. 
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Deaf, School for the (Agency #610) 
BUSINESS PROGRAMS: 
 Administrative Services 
 Instructions Services 
 Support Services   
 
MISSION: Provide students with total accessibility to language, communication and educational 

excellence in a visual environment.    
 
SFY 2006 BUDGET:        $9,604,351  
SFY 2006 FTE:   174.3    
SFY 2005 IT EXPENDITURES::  $157,285 
WEBSITE ADDRESS:  http://www.ksdeaf.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 .3  .3  .3 

Application Maintenance and Enhancement   
(in-production systems)  .1  .1  .1 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 .1  .1  .1 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support  .4  .4  .5 

Computer Operations, Management and 
Technical Support  .5  .5  .5 

Web application development and 
maintenance  .1  .1  .5 

IT Security  .5  .5  .5 

Other IT Functions (please identify)       

Distance Education      .5 

TOTAL FTEs  2.0  2.0  3.0 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 4 6 8 
Clients    
Units Replaced 20 35 40 
Total Units 155 167 180 
Storage 25GB 35GB 70GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 100% 100% 100% 
DATA NETWORK 
IP 90% 90% 90% 
Non-IP 10% 10% 10% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  Fifteen D-Link videophones were donated to 
the school, and will be used for Video Relay Services (VRS). VRS provides an effective 
communications alternative so individuals who are deaf, hard of hearing or who have a speech 
disability can use American Sign Language (ASL) to communicate versus typing into a computer or 
TTY device. VRS is a free service through the Internet that enables deaf or hard of hearing users to 
communicate in ASL to hearing callers or when communicating directly with another deaf person. Our 
bandwidth was also increased to a T1. 
 
KSD runs its own internal Instant Messaging (IM) server appliance to exchange messages, and other 
structured information in close to real time.  Jabber is the name of “the Linux of instant messaging” 
service.  This Jabber server is isolated from the public Jabber network and is not a multi-protocol IM 
client.  Jabber communications occur over port 5222 and the clients are running Exodus for Windows.  
Students will be using this service to communicate with the teachers relating their homework and/or 
questions and will be able to educate and to improve their skills on English grammar/spelling.  Staff 
will also be using this to communicate in all departments. 
 
Johnson Controls installed its integrated cardkey security management system that serves the KSD 
facility.  The Cardkey Pegasys program was installed on a new Windows 2003 server to 
communicate the Cardkey panels (controllers) on each building for staff to access. 
 
KSD has an open source web content filter called DansGuardian which currently runs on Linux.  It 
filters the actual content of pages based on many methods including phrase matching, PICS filtering 
and URL filtering.  It makes the web a cleaner, safer, place for KSD students and staff.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  KSD is moving towards an increased use of video 
data to better support deaf and hard of hearing persons with real time video applications for 
communication. Our goal is to have a cutting edge video/data system to provide this support. We are 
collaborating with other deaf schools, Kansas public schools, and the Kan-Ed network to evolve our 
classroom instruction to include distance education creation, and reception.  

File Sharing Plans are to set up a Linux-based file sharing service using Samba software to provide 
secured individual file storage as well as public file sharing. 

KSD will run its own Linux-based e-mail service using Postfix SMTP server software along with 
ClamAV, SpamAssassin and possibly greylisting software to filter out e-mail viruses and spam.  User 
mailboxes will be provided by Courier IMAP and a to-be-determined webmail package. 

KSD will provide web-based grade help and service desk application called HelpCORE which will run 
on Linux.   This allows for the helpdesk to be run on virtually every workstation where our IT manager 
can see overview and decision making information, and where our users can see the current status of 
their problems. 

Agency Architecture: Current Server platforms consist of Microsoft and Linux servers  

Security Self Assessment:  Constant review of our infrastructure results in risk being 
identified, and the appropriate controls put in place to ensure business systems are secure and 
available.  Hardware is replaced on a five year cycle, and all OS platforms are kept current to 
ensure proper patching and support.  Servers are located in controlled access areas with 
redundant power supplies and proper HVAC support.  Multiple domain controllers are located 
across the campus to provide a better chance of continuing operations in the event of an 
emergency.  System logs are reviewed daily and all actions on the servers are audited for both 
success and failure.  Only authorized users are given access to the KSD network after agreeing 
to the KSD Acceptable User Agreement.  User account logins are restricted to their normal 
working hours, and are otherwise disabled. Network administrators are automatically paged, 
emailed, or called in the event of a system failure. 

 
Technology Infrastructure:  The KSD network backbone will be upgraded to one gigabyte 
speed where networks can span multiple buildings effectively.  This is a major upgrade: when 
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all the backbone equipment is replaced (currently ten megabytes hubs), virtual LANs (VLANs) 
will become the primary backbone.  This will improve the performance and bandwidth for video 
conferencing, video application, and data application. 

Collaboration:  No plan on share data infrastructure technology at this time. 

Collaboration Technology:  No plan on the platforms used for intra-agency collaboration. 

Data Management:  No plan to change the management and storage of data over the next 
three years. 

E-Government:  KSD currently uses the State’s available web based programs such as 
STARS, and SHaRP. Business documents are stored on shared directories to provide a more 
efficient collaboration using electronic documents and reducing the need for paper. Our Web 
page posts all job listings along with contact information for the different departments while 
conforming to ADA requirements. A public PC is available to all employees to use the SHaRP 
self service web applications.  

Electronic Signatures:  Currently PKI is not in use, however in the second half of this year a 
test of PKI implementation will be implemented. It will be used and supported where deemed 
necessary. 

Business Contingency Planning:  Planning for Disaster Recovery will begin in 2006.  This 
plan assumes that two backup facilities are available, a cold site and a hot backup site.  A cold 
site is an empty computer room normally equipped with air-conditioning, electric power, and fire 
protection.  A hot backup site, on the contrary, is a fully equipped and operational computer 
center, ready to be used by its member in the event of an emergency.  The computer center is 
normally equipped with up-to-date hardware.  This plan will back up data from file servers to 
disk-based storage servers, and also will be using tape for archiving purposes.  

Electronic Records Retention:  No plan on outlining policies pertaining to electronic record 
retention. 
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Education, Kansas State Department of (Agency #652) 
BUSINESS PROGRAMS: 
 Fiscal Services and Operations   Child Nutrition & Wellness 

School Improvement and Accreditation  Planning and Research 
Information Technology    Student Support Services 
Teacher Education and Licensure  State and Federal Programs 
Communications and Recognition Programs School Finance 

 
MISSION: The Kansas State Department of Education promotes the mission of the Kansas State 

Board of Education through quality leadership, support, and service for continuous 
improvement of education in Kansas.    

 
SFY 2006 BUDGET:        $3,052,052,980 
SFY 2006 FTE:   211.75    
SFY 2005 IT EXPENDITURES::  $1,145,399 
WEBSITE ADDRESS:  http://www.ksde.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

1.0 3.0 1.5 3.0 1.5 3.0 

Application Maintenance and Enhancement   
(in-production systems) 4.0 0 3.25 0 3.25 0 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

.75 1.75 1.25 1.75 2.25 1.75 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

2.0 .50 2.0 1.50 2.0 1.50 

Network Engineering, Technical 
Management and Support 3.25 0 3.25 0 3.25 0 

Computer Operations, Management and 
Technical Support 1.0 1.0 1.0 1.0 1.0 1.0 

Web application development and 
maintenance 5.25 4.25 6.0 4.25 7.0 4.25 

IT Security .75 0 .75 0 .75 0 

Other IT Functions (please identify)       
Technology Assistance for Kansas 
Educators & other Technology Leadership 
initiatives 

0 5.0 0 3.0 0 3.0 

Webmaster 0 1.0 0 1.0 0 1.0 

TOTAL FTEs 18.00 16.50 19.00 15.50 21.00 15.50 
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Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 16 36 40 
Clients    
Units Replaced 0 2 0 
Total Units 16 36 40 
Storage 800GB 4200GB 5400GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 90% 95% 95% 
Non-Relational DB 10% 5% 5% 
DATA NETWORK 
IP 99% 99% 100% 
Non-IP 1% 1% 0% 

 
SFY 2005 MAJOR APPLICATIONS: 

Assessed Valuation 
Bureau of Census 
Federal Payments (Form 240) 
Fispro (Fiscal Processing) 
Indirect Cost Rates 
Intranet Homepage (KSDE Portal) 
Outcomes Accreditation School Information System (OASIS) 
Performance-Based Data Management Initiative (PBDMI) 
Superintendents Organizational Report (SO66) (Mainframe) 
Time Entry/Personnel 
Voucher System 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:   
• Completed all regulatory changes and enhancement requests to the following mainframe 

applications: USD Budgets, SO66, 18E, Indirect Cost Rates, General State Aid, LOB State Aid, 
Special Education Aid, and twenty affected publications. 

• Completed federal government reporting for migrant student information and re-validation for past 
migrant data input history lines; enhanced functionality per user requests; and implemented new 
reports on the Migrant website. 

• Updated USD Budget files to reflect legislative changes.  Made budget files available for 
download from the web, saving printing costs on budget workshop packets. 

• Implemented the Kansas Individual Data on Students (KIDS) system, which collects data on 
individual students and assigns a unique, randomly generated state identification number for 
every student attending accredited public or private schools in the state.  The Assignment 
functionality in KIDS incorporates the UniqID product from eScholar. The KIDS system allows 
more flexible, accurate and timely reporting, and ultimately will reduce the reporting burden on 
schools and districts.  As part of this project we implemented a website for school districts, 
vendors, and parents that contains information and FAQs about the KIDS system.   

• Compiled an IT security risk assessment for the agency and addressed the top risks with the 
appropriate controls.  We also created and implemented IT Security Policies including a security 
awareness program for staff. 

• Reserved space at the Kansas State Historical Society to install backup servers that KSDE could 
use in the event of a disaster.   

• Implemented single login authentication system for all KSDE web applications.  Through this 
system individuals register for logins and request access to specific applications. Once access is 
approved the application is dynamically added to the individual’s menu. The authentication 
system also allows users to manage their own account information. 

• Implemented the AYP Verification web application, which allows schools to verify the accuracy of 
data used to determine whether a school made adequate yearly progress (AYP) as specified by 
the No Child Left Behind (NCLB) Act. 

• Rewrote the Teacher Licensure web page, which allows a teacher to view the current status of 
his or her certification. 
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• Added the Teacher Assessment module to the Teacher Education and Licensure (TEAL) 
application.  This module tracks a teacher’s test scores from continuing education classes that 
are required to maintain certification. 

• Revised the building information processes to use the Sybase repository as the “master” for 
building information, and moved pertinent data from the mainframe. 

• Modified the Directory Updates web application to allow school districts to update their name and 
address information throughout the school year instead of just during the summer.  Also added 
functionality to allow school districts to request the opening, closing, and reconfiguration of 
schools, as well as change the official name of a school and to automatically route that request 
through the appropriate approval process. 

• Implemented the Kansas Education Resource Center (KERC) website, which is designed to 
assist educators in knowing, understanding, and using the Kansas curriculum standards, 
especially as they align with the Kansas state assessments. The website provides free, quality 
lesson plans and resources aligned to the state standards. 

• Redesigned the KSDE website to implement a standard template for all team pages. 
• Implemented the Footprints automated helpdesk software, which allows KSDE employees to 

submit and track requests online concerning computer-related problems and requests.  Requests 
are routed to the appropriate technician(s).  We have also implemented a pilot for automating and 
tracking application Change Management requests via the Footprints software. 

• Maintained and enhanced our technical environment by: 
o Installing and configuring six Windows servers and two Linux servers.   
o Upgrading the operating systems on our Linux servers from the open source version of 

Redhat Linux to the enterprise version. 
o Configured, built, and deployed more than 50 Windows workstations. 
o Installed and configured an environmental sensor that monitors the room temperature of 

the KSDE’s computer room and notifies the appropriate personnel if the temperature 
rises above a certain point. 

• Began the migration of our environment from Novell to Microsoft Active Directory.  We are near 
completion of the first phase which includes setting up the Active Directory Domain, moving 
workstations to the domain, and installing a Window file and print server. Phase 1 is scheduled 
for completion by October, 2005.    

• Implemented the KN-CLAIM (SNP) web application, which involves the processing of school 
nutrition claims.  This included importing the data from the old School Nutrition Program 
application for the previous five years.  We also developed processes to automatically update the 
old system with the new year’s data so that the two systems could be run in parallel.   

• Rewrote the KSDE Workshop Registration System, which allows KSDE employees to register for 
workshops and classes.  The application tracks what classes the employee has registered for and 
attended. 

• Added the School Bus Safety Inspection Forms to the KSDE homepage in May, which saved 
printing and mailing costs for the agency. 

• Collected and provided data for the Education Data Exchange Network (EDEN); Standard and 
Poors school data site; and numerous adhoc requests. 

• Collected and successfully submitted Common Core Data elements as requested for the National 
Center for Educational Statistics.   

• Successfully completed the seventh and eighth KAL-Tech sessions focused on leadership 
development and systemic change within a technologically-rich environment.  Obtained grant 
funding and developed the Kansas Laboratory for Educational Leaders (KLEL) program to 
change education leadership roles and responsibilities from managerial model to student-
achievement focused model.  

• Planned, organized, and produced a successful Kansas Technology Leadership Conference in 
December 2004. 

• Implemented various revisions to the KSDE Portal including a Reports section, a linked Forum, 
and consistent team pages through standard templates, resulting in a significant increase in 
usage. 
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STRATEGIC DIRECTION AND OBJECTIVES:  The mission of the Kansas State Department of 
Education IT group is to provide quality products and superior services through teamwork, 
technology, staff development and user empowerment.  We are dedicated to utilizing our skills and 
resources to ensure accurate and secure electronic distribution of state and federal funds to local 
education agencies.  This includes enhancement of applications to comply with legislative changes, 
laws, and regulations, as well as maintaining a secure and robust infrastructure for development and 
maintenance of systems and for collection and transmission of data.  We will continue developing 
new, and enhance existing web-based applications for efficient and cost-effective collection and 
dissemination of information between KSDE and local education agencies, other state agencies, and 
federal agencies. We will design and implement an enterprise information repository strategy 
accommodating historical, reporting, and operational information needs.  The goals of this strategy 
are to minimize redundant data collection and storage which will result in a decreased burden on 
school districts and other reporting agencies; ensure timely and accurate data are available for 
reporting; and to provide decision-makers with integrated, consistent, and actionable information.  
These efforts are in support of KSDE Strategic Directions to develop a coordinated and streamlined 
system for service delivery and to provide leadership for utilization of technology to enhance the 
educational system.   
 
Through program leadership and outreach for funding, planning, integration, and professional 
development, we will coordinate an effective agency technology support structure for schools. These 
efforts are in support of KSDE Strategic Directions to provide leadership to ensure a quality work 
force within KSDE and school districts and to provide leadership for designing educational systems to 
meet the learning needs of all students. 
 

Agency Architecture:  KSDE’s current network architecture includes 280 Dell/HP/Compaq 
workstations and laptops running Windows 2000/XP, and 34 Intel servers running Windows 
2000/NT.  Our web server and Sybase server are on Sun hardware running Solaris 2.6.  We 
plan to migrate both of those to Intel servers running RedHat Enterprise Linux V4.  The web 
server migration is planned for 4th quarter of 2005.  Our mainframe applications reside on the 
DISC Mainframe, and are accessed through 3270 emulation via TCP/IP.  

Security Self Assessment:  KSDE completed the annual security self assessment in October 
2004, and plans to complete and submit the security self assessment in October 2005. 

 
Technology Infrastructure:  Our agency hardware is connected over an ATM Fiber 
Backbone.  We utilize the Arionet wireless bridge to provide wireless connectivity in our 
conference rooms and satellite office.  We are currently working with DISC to implement a 
connection to the State Metropolitan Area Network and increase our bandwidth to 100M.  We 
are in a three phase plan to move our network to Active Directory. The first phase includes 
setting up the Active Directory Domain, moving workstations to the domain and installation of a 
Windows file and print server. Phase 1 is scheduled for completion by October 2005.   The 
second phase is migrating our users from Novell GroupWise 6.5 to Exchange 2003 and is 
scheduled for completion by January 2006. The third phase consists of migrating our web and 
SQL database servers to Active Directory, creating a web farm and VPN. This final phase is 
scheduled for completion by June 2006.  Our current back-up infrastructure has become 
inadequate, and we are in the process of obtaining the technology to implement a new solution 
using a Dell PowerVault Tape Backup 132T LT03 with 2 EBM Drives, which will allow us to 
backup our environment in a much shorter timeframe and to run multiple backups and restores 
concurrently.  This will allow time to schedule other maintenance tasks such as server reboots.  
Our primary software development environment is .Net, with SQL Server database.  We will 
continue to move legacy FoxPro and ASP applications to .Net, and convert Sybase databases 
to SQL Server as time and maintenance efforts allow. 

Collaboration:  KSDE is currently in the initial planning stages to collaborate with KBOR to 
develop a K-16 student level data repository.   KSDE is also working with KDHE, SRS, and 
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other state agencies to determine how we might collaborate regarding Safe and Drug Free 
Schools. 

Collaboration Technology:  Current plans for sharing data with KBOR for the K-16 data 
repository are based upon flat file transfer.  Future plans include XML and SIF compliance.  
Use of video conferencing has significantly increased at KSDE, and primarily through our 
leadership activities, at school districts throughout the state.  This has become a common 
alternative to expensive and time-consuming travel throughout the state, increasing 
productivity.  We have worked with KBOR (KanEd) to introduce Marretech as the video 
conferencing tool of choice.  KanEd has provided technical support and has implemented a 
Marratech server for use by KSDE and schools. 

Data Management:  KSDE will continue implementation of our Enterprise Data Strategy over 
the next several years.  This includes integration of pertinent data sources over operational 
systems (e.g., student level data and directory data); development and implementation of a 
Meta Data Repository and Enterprise Data Warehouse with cleansing and transformation 
routines; and development and implementation of data marts and business intelligence tools for 
research, reporting, and analysis. 

E-Government:  KSDE is committed to providing web-based solutions for seamless 
communication, data sharing, and exchange of information with schools and the public, as well 
as state and federal agencies.  Currently all of our schools access the Internet to submit and 
collect data and information.  Almost 3/4 of our current applications are web-enabled, and we 
continue to convert and enhance systems on a regular basis.  Our Agency website includes 
substantial information regarding schools and districts, resources available, and projects and 
initiatives which impact schools.  This information is continually updated based upon federal 
and state regulations as well as best practices.  We are currently in the process of modifying 
the Teacher Education And Licensure (TEAL) system to provide online applications for 
applications for teaching certificates.  Currently these are paper documents which are routed 
from the applicant, through school districts and institutions of higher learning, and finally to 
KSDE where they are entered into an application.  The online application service will provide 
more efficient and convenient access to this process for prospective and current educators. 

Electronic Signatures:  KSDE plans to research the use of electronic signatures for identity 
verification as part of an upcoming revision of the Teacher Education And Licensure (TEAL) 
system.  We expect to implement IPSec PKI infrastructure as part of the implementation of the 
Microsoft network, and so will have the capability to include this feature as required. 

Business Contingency Planning:  KSDE has contracted with DISC for space at the Kansas 
Historical Society to be used as our disaster recovery site.  We expect to have the site 
configured by January 2006. We have also begun planning to develop and document the 
Business Continuity Plan for our Agency.   This is an on-going effort, but we expect to have our 
initial plans in place before July 2006. 

Electronic Records Retention:  KSDE has documented requirements for retention of 
information.  Currently much of the required document retention is accomplished via paper 
documents stored off-site.  In the future we plan to research more effective means of document 
archiving and retrieval. 
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Historical Society, State (Agency #288) 
BUSINESS PROGRAMS: 
 Administration    Cultural Resources 
 Education / Outreach   Historic Sites 
 Library / Archives   Museum 
 
MISSION: The mission of the Kansas State Historical Society is to identify, collect, preserve, 

interpret and disseminate materials and information pertaining to Kansas history in order 
to assist the public in understanding and appreciating their Kansas heritage and how it 
relates to their lives. 

 
SFY 2006 BUDGET:        $9,266,652 
SFY 2006 FTE:   136.5    
SFY 2005 IT EXPENDITURES::  $164,717 
WEBSITE ADDRESS:  http://www.kshs.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

.3  .3  .3  

Application Maintenance and Enhancement   
(in-production systems) .3  .3  .3  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 
 

.7 
 

 
 

.7 
 

 
 

.7 
 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

.7  .7  .7  

Network Engineering, Technical 
Management and Support .4  .4  .4  

Computer Operations, Management and 
Technical Support 

 
.5  .5  .5  

Web application development and 
maintenance .7  .7  .7  

IT Security .4  .4  .4  

Other IT Functions (please identify)       

TOTAL FTEs 4.5  4.5  4.5  

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 9 9 9 
Clients    
Units Replaced 54 10 10 
Total Units 204 204 204 
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 60% 80% 100% 
Non-Relational DB 40% 20% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS: 
 Museum Collections Management System 
 Library/Archives Collections Management System (DaRT) 
 Digital Document Portal (DDP) 
 KSPACE 
 KSHS Spam Center 
 General Web Development 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  With FY 2005 year-end money, we were able to 
purchase fifty new PCs, four new laptops, a video projector, and two forty-eight port gigabit switches.  
We also replaced one server, and an additional server was purchased to serve as our Digital Image 
File server.  This was the first time in several years that the Society was able to replace fifty of its over 
one hundred seventy-five personal computers.  Even with the purchase of the fifty PCs the Society 
remains behind on its PC replacement cycle.  Many of the Society staff are still using computers that 
have the Windows 98 operating system on them.  Minimal repairs were made to keep servers and 
workstations operational, and routine funding for software maintenance and minimal upgrades were 
made.  Nevertheless, staff made great progress in several areas.   
 
A CISCO Pix Firewall was purchased at the beginning of FY 2005 and installed.  The Society now 
has its network systems divided into the three interfaces, Public, DMZ, and Inside.  Our network 
security was greatly increased.  A spam filter has also been installed using the Linux Gentoo 
operating system with postfix as the MTA, clamav email virus scanner, Spam Assassin bayesian 
analysis spam detection, amavisd-new interface between postfix and content filters and maia-
mailguard web based quarantine management frontend.  This has dramatically cut down the number 
of spam that was arriving in employees’ mail boxes therefore saving staff time from having to sort 
through all the junk mail. 
 
An email box was developed to better assist our Historic Sites with retrieval and sending of email.  
Each site had been using their local ISP provided email, but when problems would arise our IT staff 
was limited in what they could to resolve the issues.  By bringing the sites’ email into the Society our 
IT staff can resolve issues more quickly.  We are using a box with Gentoo Linux operating system 
with fetchmail, postfix MTA and courier-imap running on it.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  The ongoing lack of funding will prevent the Society 
from considering any objectives which require major technological upgrades or investments in the 
foreseeable future.  Overall the Society has lost twenty-five percent of its budget and staff over the 
past three years.  If little or no funding for technology is available during this next three year period, 
the Society anticipates continued struggles in maintaining its basic infrastructure. 

IT staff will continue to focus on activities, which without major financial investments, will have a 
significant impact on the Society’s ability to achieve its mission.  Technology has become essential to 
the efficient operation of the Society, and the IT staff regularly assess possible improvements and 
potential efficiencies. 

The Society is looking at open source software, especially for word-processing, to alleviate the need 
to maintain its expensive Microsoft Office licenses on every desktop.  Only a handful of new licenses 
for Office have been purchased since FY 2001, and Office 2000 remains the standard office suite. 

The Society is going to be moving away from Novell Netware and Novell GroupWise due to the high 
cost of annual renewal.  By the end of FY 2006 our file server and email server will be operating on 
Gentoo Linux, an open source software platform. 

Several steps are being taken to ensure the reliability of the Society’s network and data.  Patches and 
security upgrades are applied as they become available.  The most recent versions of Netware, 
Groupwise, Linux, and Apache are regularly applied to the Society’s servers.  Planning is underway 
to address concerns about disaster recovery and security.  A low cost plan to provide more 
redundancy and prepare for equipment failures is being prepared and will be implemented.  The first 
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phase of this plan was implemented in FY 2004.  The Society has three groups of two servers each 
with a primary machine and a backup machine which closely, but not yet absolutely, mirrors the 
primary machine (Novel servers,  Web servers, and Database servers).  A storage server was also 
added which allows faster and more reliable disk to disk backups in addition to the previous system of 
tape backups.  Continued improvement and research in this area are high priorities for FY 2006. 

For our web site an improved content delivery system is the top priority in this area at the beginning of 
FY 2005.  An upgrade to the shopping cart software will occur in FY 2006. 

A series of projects is underway to redesign and upgrade the Society’s databases. These include 
systems used to manage and access the Society’s collections as well as various databases used for 
research, such as the Kansas Biographical Index and an index to Kansas post offices. The Society 
has standardized on PostgreSQL, an open-source database management system, with MySQL used 
for some limited projects. Internal systems primarily use a Microsoft Access front end; those intended 
for general public use are accessible through a web browser. 

The Society has policies regarding the usage of technology, the internet, and e-mail which are in 
accord with ITEC Policy 4230.  Passwords, anti-virus software, etc. are in place.  The Society is 
currently investigating its needs for public key infrastructure and electronic signatures.  A certificate 
has been obtained as part of the e-commerce project for the web server. 

The Society maintains three lines of defense against security breaches.  First, restricting access 
through the router, which is entirely controlled and maintained by DISC.  Second, implementation of 
the firewall, and segmenting its primary and backup servers from each other.   A Cisco Pix firewall 
was ordered and installed in FY 2005.  Third, maintaining the most recent versions and patches on its 
servers and closing unnecessary services on those servers. 

The Society has worked with the Kansas School for the Blind to test the accessibility of its site and 
regularly uses Bobby to assess the accessibility of its site.  Accessibility was a major goal of the FY 
2003 web redesign project. 

The Society has taken steps to implement electronic records management within the agency.  We are 
currently working in four main areas:  shared network drive management, e-mail management, 
database management, and capturing periodic snapshots of the agency web site.  In our shared 
network drive we are developing a file structure that closely mirrors the agency retention and 
disposition schedule, with folders named to match the various record series created and maintained 
by each division.  Regarding e-mail management, we are building awareness within the agency to the 
importance of managing e-mail within a records context, thereby encouraging users to maintain 
messages appropriately in conjunction with the agency records schedule.  As the agency develops 
new databases, we are ensuring that historically valuable data in the databases are not overwritten 
as new data is entered.  And we are currently capturing snapshots of the agency web site on a 
quarterly basis, with the snapshots written to gold CDs and stored within the KSHS climate-controlled 
and secure storage vaults. 

Specific planning is underway with respect to areas identified as priorities above:  image file 
management.  A project team is currently working on the management of the massive number of 
image files created by the Society through its various programs.  

The most important areas of cross-agency collaboration and joint application development relate to 
the areas of records management and the development of content for the agency’s web site.  Joint 
efforts for the web site are exemplified by the Territorial Kansas Online Project which was completed 
in FY 2004.  The Kansas Collection of the University of Kansas was the partner in this project.  The 
Kansas State Publications Archival Collection (KSPACe) is a joint initiative between KSHS and the 
State Library, with a Policy Advisory Group made up of representatives from DISC, INK, the 
Departments of Revenue and Heath and Environment, the Legislative Branch, the Judicial Branch, 
and Wichita State University.  A Technical Advisory Group has also been formed to provide guidance 
on technical issues with representatives from DISC, Revenue, and Legislative Computer Services.  
KSPACe is an attempt to capture and preserve reports and other publications submitted electronically 
to the Kansas State Legislature.  It is built on open source software developed by MIT Libraries and 
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HP, and is designed to house information in a variety of formats.  In FY 2003 we developed a pilot 
project that continued into FY 2004.  In FY2005 a prototype version of KSPACe was launched to test 
it as a reliable and robust system available to ingest the first reports at the start of the 2005 
Legislative session.  Funding to implement the project was recently obtained from INK. 
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Library, Kansas State (Agency #434) 
BUSINESS PROGRAMS: 
 General Administration   Library Information Technology 
 Research and Information Services Library Development 
 Library Network Services  Kansas Talking Books Library 
 Statewide Resource Sharing 
 
MISSION: The mission of the State Library of Kansas is to lead in the provision, promotion and 

support of excellent library and information services to legislators, state government, and 
to all Kansans. 

 
SFY 2006 BUDGET:        $6,748,155  
SFY 2006 FTE:   27.0    
SFY 2005 IT EXPENDITURES::  $517,530 
WEBSITE ADDRESS:  http://skyways.lib.ks.us/KSL 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 
.6  

 
.075 

 
.6 

 
.075 

 
.6 

 
.075 

Application Maintenance and Enhancement   
(in-production systems) 

 
.3  

 
.025 

 
.3 

 
.025 

 
.3 

 
.025 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 
.55 

 
.05 

 
.55 

 
.05 

 
.55 

 
.05 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 
.575 

 
.025 

 
.575 

 
.025 

 
.575 

 
.025 

Network Engineering, Technical 
Management and Support 

 
.125 

 
.125 

 
.125 

 
.125 

 
.125  

 
.125 

Computer Operations, Management and 
Technical Support 

 
.075 

 
.175 

 
.075 

 
.125 

 
.075 

 
.125 

Web application development and 
maintenance 

 
0 

 
0 

 
0 

 
0 

 
0 

 
0 

IT Security 
 

.075 
 

.075 
 

.075 
 

.075 
 

.075 
 

.075 

Other IT Functions (Data Entry) 
 

.7 
 

0 
 

.7 
 

0 
 

.7 
 

0 

TOTAL FTEs 
 

3 
 

0.5 
 

3 
 

0.5 
 

3 
 

0.5 
 

Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 4 4 4 
Clients    
Units Replaced 2 1 17 
Total Units 40 44 51 
Storage 172 GB 228 GB 228 GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 95% 95% 95% 
Non-Relational DB 5% 5% 5% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS:   
 Kansas Library Catalog (KLC) / Kansas List of Serials (KLS) / KICNET 
 KanFind 
 Blue Skyways 
 Reader Enrollment and Delivery Service (READS II) 
 Kansas Talking Books Recording Studio 
 Kansas Library Card 
 Kansas Library Directory 
 KanAnswer Online Reference 
 State Library Online Public Access Catalog 
 State Library of Kansas Wireless Public Internet Access 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  BILL & MELINDA GATES FOUNDATION’S US 
LIBRARY PROGRAM –  An extension of last year’s training grant funded an additional 14 half-day 
training sessions for public librarians on topics specific to public access computing in libraries. 12 
more sessions will take place in the first half of FY 2006. 
 
On November 24, the foundation awarded SLK a Staying Connected grant of $405,520.00, to be 
used to support public access computing sustainability efforts in Kansas public libraries. 
 
INFRASTRUCTURE UPGRADES – Beginning in March 2005, SLK began work toward a goal of replacing 
one-third of the agency’s computing hardware. By the end of the fiscal year, 95% of all new 
equipment (PC’s, laptops and one server) was in use. Work continues in reassigning older assets and 
disposing of the oldest. At the same time, the agency standardized E-mail and scheduling software 
(Merak server, MS Outlook as client). 
 
KANSAS LIBRARY CATALOG (KLC) / KANSAS LIST OF SERIALS (KLS) / KICNET – The vendor providing this 
service assisted SLK in setting up beta testing of the ability to conduct federated searches of Kansas-
based bibliographic databases plus contracted commercial information databases from a single 
interface. Catalog records for over 10,000 electronic books purchased by SLK were obtained and will 
be added as a test database pending testing of authentication procedures. 
 
COMMUNITY ACCESS NETWORK (CAN) INC. -- The agency continues to assist the Board of the 
Community Access Network (CAN) Inc., a non-profit corporation, in its efforts to develop and provide 
a statewide community service information resource integrating: 
• Informative web pages focusing attention on community service issues and solutions in Kansas 
• An extensive database of community services available across Kansas, with emphasis on local 

level information and targeted search capabilities 
• Responding to issues raised by the Governor’s Advisory Committee on Children and Families, 

a statistical analysis component available to state agencies for research purposes. 
  
STRATEGIC DIRECTION AND OBJECTIVES:   

Agency Architecture:  The statehouse facility uses two local area networks with Internet 
access; one for Business Office use only, the other for all employees plus Internet access for 
the public. The Talking Books Service in Emporia has a local area network and Internet access. 
A single workstation with Internet serves the Literacy office in Independence. 

Security Self Assessment:  IT Security Self-Assessment will be completed by October 1 each 
year as per ITEC Policy 4310. 

 
Technology Infrastructure:  The goal is to replace all primary equipment (computers, servers) 
at agency facilities on a rotating three-year cycle. Peripherals such as monitors and printers, 
stand-alone fax machines, scanners, etc. will be replaced as needed. Increased storage needs 
are at this time expected to be minimal. One or two older internally used databases will be 
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reviewed for possible migration to newer applications, possible as relational databases. By the 
middle of FY 2006 the statehouse facility internet access for the public with be via WLAN. As 
state policies are developed and we move closer to renovation of our statehouse facilities, 
broader implementation of wireless will receive due consideration. 

Collaboration:  The sharing of data and information is the core of this agency’s mission. The 
focus is primarily on information acquired primarily to meet the mission (collections, 
subscription databases, physical and virtual information resources). At the same time, we 
welcome opportunities to share information about libraries and about Kansans as information 
consumers that arises from our work with others when useful, appropriate and legal to do so. 

Collaboration Technology:  SLK has not made interagency collaboration a significant factor in 
choosing platforms or applications; however choices that support standard protocols and 
formats have minimized instances of collaborative disconnect. In the areas of portal 
development and video-conferencing, we have an opportunity to incorporate collaborative 
functions into products and services that will encompass significant collaboration with other 
agencies as well as our end users across Kansas and worldwide. The extensive commonality 
of needs and purpose that exists between SLK and the Kan-ed network will continue to provide 
fertile ground for collaborative ventures. 

Data Management:  Internal operations data is expected to be managed within an environment 
that is relatively stable over the next three years. Keeping existing technology current and 
scaled to operational needs is expected to serve us well. Data and information 
produced/provided for our end users will see considerable changes. Before the time frame 
covered by this plan ends, SLK will have a single integrated point of access to all online 
information, services and resources provided or facilitated by the agency. Web-portal 
technology will be an important part of this development. During this time, SLK’s extensive 
collection of physical resource materials will be evaluated in terms of eligibility and 
appropriateness for the digital environment. 

E-Government:  Continue to use outside contractors for IT applications that maintain and 
enhance access to library information, whether source material (research and information 
databases, electronic state documents) or information that facilitates access and sharing 
(ATLAS online catalog, Kansas Library Catalog, List of Serials, Interlibrary Loan requesting 
network, Blue Skyways website). Work with Kansas State Historical Society on the Kansas 
State Publications Archival Collection (KSPACe) is typical of continuing efforts, on a realistic 
basis, to be proactive in creating digital information source material. It is in this area that our 
need and our strategic intent will be moving us forward. 

Electronic Signatures:  Staff attended the PKI 101 session in March 2004. There are no 
implementation plans for the immediate future. 

Business Contingency Planning:  All providers of information services and/or storage have 
backup and/or redundant systems in case of disaster. Local network data is backed up daily 
and stored offsite. 

Electronic Records Retention:  SLK is participating in the development of what we hope will 
be an enterprise wide repository and library for the electronic publications of Kansas 
government and eventually electronic records.  We also hope to participate in the KSPACe 
electronic records repository initiative as soon as it is available. 
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Regents, Board of (Agency #561) 
BUSINESS PROGRAMS: 
 Administration    Capital Improvement 
 Kan-Ed     Postsecondary Education 
 Student Financial Assistance 
 
MISSION: The Kansas Board of Regents, through its diverse postsecondary education system, 

seeks to provide educational opportunities for all of Kansas’ citizens to achieve their 
greatest potential.    

 
SFY 2006 BUDGET:        $247,779,175  
SFY 2006 FTE:   57.5    
SFY 2005 IT EXPENDITURES::  $4,236,592 
WEBSITE ADDRESS:  http://www.kansasregents.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 
 

1.95 
 

 1.95  1.95 

Application Maintenance and Enhancement   
(in-production systems)  .3  .3  .3 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 .2  .2  .2 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

1.0 2.15 1.0 2.15 1.0 2.15 

Network Engineering, Technical 
Management and Support  1.7  1.7  1.7 

Computer Operations, Management and 
Technical Support  .8  1.8  1.8 

Web application development and 
maintenance  2.1  3.1  3.1 

IT Security  .30  .3  .3 

Other IT Functions (please identify)       

TOTAL FTEs 1.0 9.5 1.0 11.5 1.0 11.5 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 6 11 14 
Clients    
Units Replaced 11 14 20 
Total Units 67 79 80 
Storage 800GB 1.0TB 1.2TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS:   
G.E.D. (General Education Development) Database 
KSPSD 
Kansas Student Assistance Program (KSAP) 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  FY05 completed the implementation of a base 
set of security policies and procedures in the office.  A security workgroup was setup to annually 
review and address issues with the agency security policy.  Help desk operations functioned smoothly 
while supporting 65 PC’s, 9 servers, 10 cellular phones and 12 PDA devices.  PCs were replaced via 
the agency PC replacement cycle, and servers were upgraded.  A new GED IVR menu system was 
put into place to more effectively serve GED customers, and the agency began discussion on a web 
page migration and support strategy.  Wireless access points were installed for constituent and staff 
access during office meetings, and FishNet was hired to evaluate the security of the KSPSD web 
application.  The board office also worked with ITEC and RITC to establish IT security policy and 
procedures for the KBOR office and campuses in support of ITEC Policy 4310.  This resulted in the 
development and implementation of a Regents information security self-assessment tool for higher 
education.  Staff also worked with DISC and the Division of Purchases to increase the CISCO 
contract discount level from 36% to 41% for Regents institutions.  Board IT staff serve on the IT 
Vendor Management Steering Committee, which meets to help set a better strategic direction when 
dealing with IT vendors for the State of Kansas.  Kan-Ed continued to extend the network, reaching 
and providing support to more constituents and members through connections, peering agreements 
and direct financial assistance from grants and subsidies.  Updated information on Kan-Ed can be 
found at www.kan-ed.org. 
 
STRATEGIC DIRECTION AND OBJECTIVES:  As we continue to utilize docking stations vs. 
desktops in our PC replacement cycle, wireless becomes more important to allow staff to become 
mobile across the office.  We are looking forward to implementing a wireless solution based on the 
State of Kansas campus wireless solution.  We have installed and use video conferencing (H.323) 
equipment.  The Kansas Postsecondary Database (KSPSD) will continue to be a priority, as well as 
the continued development of the Kan-Ed program.  A comprehensive IT budget will be developed in 
FY06 and presented to management for adoption. 

Agency Architecture:  We are in compliance with state agency architecture requirements as 
set in policy. 

Security Self Assessment:  Our office has completed the Regents IT Security self-
assessment as directed by ITEC Policy 4310. 
 
Technology Infrastructure:  We are currently in a mixed platform environment, utilizing 
Netware, Windows NT, Linux and Oracle.  We will continue to support these platforms and look 
at the potential for establishing a SANS solution and migrating our Netware platform to Novell 
Open Enterprise or Linux. 

Collaboration:  The agency is working closely with KSDE to share data in a K-16 environment.  
This is/may be limited by statutory and federal limitations.  The Kan-Ed program also works with 
private industry and has established peering standards and guidelines for connecting 
constituents to the Kan-Ed network. 

Collaboration Technology:  Multiple programs and connections exist which serve as the 
mechanism for intra-agency collaboration.  KBOR uses GroupWise for e-mail communication 
and TREO 650 PDAs for text messaging.  The KSPSD is an Oracle/SAS based application that 
will work with the KSDE K-12 database to share data.  The office web page is developed in 
Dreamweaver, and hosted by Accesskansas.org.  Kan-Ed has purchased an enterprise license 
from LearningStation to provide a Kan-Ed authenticated portal for its membership.  Kan-Ed and 
KBOR staff also use Marratech for a cross-platform desktop video conferencing solution.  Kan-
Ed maintains a NOC, multiple videoconferencing room, a scheduling server (Renovo) and an 
MCU. 
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Data Management: Because of the continued reliance and need for redundancy and security 
on data and data warehousing for the KSPSD and office applications, KBOR is looking into the 
deployment of a SANS solution. 

E-Government:  We have started the process to migrate our student financial aid application 
forms into an online process.  Our other legacy operations have been migrated to e-
government friendly solutions, but we will continue to evaluate our databases and web 
presence to ensure we are providing the public with friendly, fast, accurate access to KBOR 
content and services. 

Electronic Signatures:  We will be looking into e-mail encryption functions for our staff.  
Security and integrity of online and electronic documentation will continue to push this need. 

Business Contingency Planning:  KBOR currently has no formal disaster 
recovery/contingency plan for the internal office network and many applications.  Application 
backups are made and stored off-site (some using the DISC Tivoli solution), but complete 
continuity planning has not been completed.  As a component of the new security policy, 
business continuity and contingency plans will be developed in FY06.  Kan-Ed maintains a 
dedicated network operations center with a continuity plan in development. 

Electronic Records Retention:  We have hard copy retention and disposition schedules 
developed in conjunction with the state archivist pursuant to K.S.A. 45-406(c) and we follow the 
Open Records Act. 
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Regents, Emporia State University (Agency #379) 
MISSION: Emporia State University is a comprehensive Regents university primarily serving 

residents of Kansas by providing leadership in quality instruction, related scholarship and 
service.  A student-centered institution, its central mission is to develop lifelong learning 
skills, impart society’s cultural heritage, and educate and prepare for both the professions 
and advanced study.  Faculty, staff, students interact in a collegial atmosphere that 
fosters freedom of inquiry of expression.    

 
SFY 2006 BUDGET:        $66,477,525 
SFY 2006 FTE:   793.5    
SFY 2005 IT EXPENDITURES::  $5,472,498 
WEBSITE ADDRESS:  http://www.emporia.edu/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

1 3 1 3 1 3 

Application Maintenance and Enhancement   
(in-production systems) 2 1 2 1 2 1 
Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

5 0 4 0 4 0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0 1 1 1 1 1 

Network Engineering, Technical 
Management and Support 7 2 7 2 7 2 
Computer Operations, Management and 
Technical Support 3 1 3 1 3 1 
Web application development and 
maintenance 3 0 3 0 3 0 

IT Security 0 .25 0 .25 0 .25 

Other IT Functions (please identify)       

Instructional Support 2 3 2 3 2 3 

Customer Service 2 .75 2 .75 2 .75 

Telecommunications 2 0 2 0 2 0 

TOTAL FTEs 27 12 27 12 27 12 
 

Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 1 1 1 
Servers 40 60 80 
Clients    
Units Replaced 375 375 375 
Total Units 1500 1500 1500 
Storage 2000GB 6000GB 8000GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 10% 60% 75% 
Non-Relational DB 90% 40% 10% 
DATA NETWORK 
IP 95% 99% 99% 
Non-IP 5% 1% 1% 

 



January 2006 

Chapter 2.3 – Education Agency IT Management & Budget Plans 

 

2-175 
 

SFY 2005 MAJOR APPLICATIONS:  
 Powerfaids  
 Human Resources and Payroll  
 Students Accounts Receivable  
 Student Information System 
 Business Office System 
 Enrollment Management and Admission System  
   
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The annual report summarizing Emporia State 
University information technology activities across the 2005 fiscal year required more than 30 pages.  
However, primary focus has been upon four significant and multi-year initiatives:  

• An Enterprise Resource Planning initiative (Banner@Emporia State University) that provides new 
administrative systems, expanded web access to information, and the implementation of an 
academic and administrative portal (Luminis); 

• Completing the second year of five year Title III Strengthening Institutions grant that focuses on 
expanding access to and appropriate use of data for decision making; 

• The application and award of a Congressionally Directed Grant that focuses on providing 
technology for faculty who mentor and supervise student teachers; and 

• Appropriate response to the findings of a security audit as performed by the Legislative Division 
of Post Audit. 

Much of the activity in FY2005 centered on preparing for the Banner@Emporia State University 
initiative – the replacement of the University’s legacy administrative information systems.  Multiple 
specific tasks were accomplished: Hosted on-campus vendor demonstrations and discussions for 
administrative and academic leaders; completed and submitted required KITO documents to proceed 
with the initiative; completed an initial project plan and project budget; successfully reached and 
signed agreements with the vendor (SunGard SCT); completed an intense planning period and set 
project execution to begin in September 2005. 

Multiple changes were made to the University’s legacy systems over this year including the 
replacement of the mainframe computer – which resulted in significant cost savings over a three year 
period.  Social Security Numbers were replaced as the key identifier for all student records.  The 
technical programming staff began intense technical training in Oracle – to prepare for the Banner 
implementation. 

Progress in Academic Technology Areas received significant support from the application and award 
of a Congressionally Directed Grant that supported technologies for faculty who provide mentoring 
and supervision of pre-service teachers.  In addition to providing these faculty members with tablet 
PCs, these funds also assisted the University in expanding its ability to provide asynchronous 
communication via desktop and web-based teleconferencing software (Horizon-Wimba).  The 
successful migration from two to one Learning Management Systems (from WebCT to Blackboard) 
was accomplished during this period.  This provided a much more efficient use of faculty and 
instructional support resources.  In addition, more than 24 different sessions of professional 
development were presented to faculty that focused on such topics as: Blackboard; Dreamweaver; 
Adobe Acrobat; Microsoft Word; and other software.  Expansion of TechInterns opportunities for 
University students was also accomplished during this period.  These interns had significant 
experiences to apply information technology skills. 

Title III Strengthening Institutions Grant provides significant resources toward the development and 
implementation of a decision support strategy for the University.  After receiving support from the 
Department of Education, this initiative is programmatically aligned with the Banner initiative which 
will provide a robust and long-term support mechanism for expanded data-based decision making 
across the University.  During this fiscal year all data from legacy mainframe-based administrative 
systems were migrated to a data warehouse that uses relational database technology.  The supports 
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expanded reporting and analysis of University information.  Initial surveys related to strategic decision 
makers’ satisfaction with current reporting and information access were also completed.  Expansion 
of access to information for ESU students was also undertaken during this period. 

User Support Services were combined to accommodate the continued growth in need from University 
stakeholders.  Through the implementation of the HEAT problem tracking system, the group has been 
able to better coordinate its activities and is better able to communicate current status to those 
awaiting service.  It is particularly noteworthy that nearly 80% of all calls to the Help Desk are 
resolved at time of call.  In addition to providing Help Desk support to the ESU Community, this group 
also provides desktop and smart classroom technical support to the 66 smart classrooms in use 
across the campus. 

The Banner initiative and the move toward wireless networking are primary foci for ESU network and 
infrastructure technical groups.  To better structure services, an Operations Group was formed that 
includes computer operations, system programmers, and system administrators.  Banner and Luminis 
operate in a Sun environment – which was a significant change in hardware and operating system 
platforms compared to current technologies.  An antispam e-mail appliance was successfully 
deployed resulting in significant reductions in spam delivery.  Anytime anyplace access to central 
data storage and web space was provided to all students. 

Given the increasing need for expanded bandwidth, the University expanded its bandwidth to the 
Internet from 12 to 20 Mb/s.  In addition, it was necessary for the University to replace its primary 
Internet Router, also due to expanded use of the Internet.  The increasing expectation from University 
stakeholders to have anytime anyplace access to information resources of the University is the 
source of significant motivation to implement secured wireless connectivity.  

Telecommunication services continued to provide support for more than 2000 telephones and 
supporting technologies.  A successful replacement and upgrade of the telephone switch will provide 
expanded and more robust service to the University community. 

A focused audit of information technology security was completed by the Legislative Division of Post 
Audit.  In general, the resulting audit findings were accepted by the University.  Significant progress 
has been made in exceeding the recommendations of the auditors:  An Information Security Officer 
for the University has been appointed; significant progress has been made in writing and adopting 
security-related policies and their related procedures. 
 
STRATEGIC DIRECTION AND OBJECTIVES:  The implementation of new administrative business 
software, Enterprise Resource Planning software, together with deployment of an 
academic/administrative portal, and expanded data-based decision support, will offer the University 
new and expanded opportunities to make its information resources available to its stakeholders 
anytime and anyplace via the World Wide Web.  Expanded self-service features of the new 
administrative software will help to meet the expanding expectations of University stakeholders for 
anytime anyplace secure access to relevant information and information services.  Advances into 
wireless connectivity will also be made.  Currently active grants are: a Title III Strengthening 
Institutions Grant, the focus of which is on expanding decision support strategies and capabilities; and 
a Congressional Directed Grant focused on expanding technology for use by faculty and students in 
teacher education programs.  Security has a heightened presence as the University works to meet 
and exceed the recommendations of an information security audit. 

Agency Architecture:  Emporia State University is in compliance with state agency 
architecture requirements as set forth in policy.  Future directions include implementation of the 
Banner Administrative Suite on Sun Microsystems Server and Data Storage Hardware. 

Security Self Assessment:  The annual security self-assessment, and accompanying 
narrative, was completed and submitted to the Board of Regents on September 30, 2005. 
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Technology Infrastructure:  The University currently supports a mixed platform environment 
including Netware, Windows 2003, Windows 2000, Linux, AIX (IBM Unix), Solaris (Sun 
Microsystems Unix), and VSE, running on the mainframe to support the University’s legacy 
systems.  Currently ESU is implementing new ERP systems (SunGard SCT Banner) that 
require new hardware and new data base technologies.  Sun Microsystems provides the 
hardware and storage solutions.  The Banner systems require Oracle.  The University 
purchased an Oracle campus agreement as a part of this initiative.  The entire campus is 
connected via Ethernet networking – via copper to the desktops and fiber between buildings 
and between building segments. 

Collaboration:  We have developed and maintain a very close working relationship with 
Wichita State University that is also implementing the Banner software. This has yielded 
significant benefit to Emporia State University.  It is anticipated that this collaboration will 
continue to provide benefit to both Universities.  ESU participates actively as a member of the 
Regents Information Technology Council that meets monthly and provides an avenue for 
communication and coordination of IT related activity across the Regent system.  ESU is also a 
member of KanREN and participates actively in member meetings. Additional communication 
with the staff of the Kansas Information Technology Office (KITO) and the Executive Branch 
CITO (Denise Moore) also support expanded opportunities for collaboration. 

Collaboration Technology: Emporia State University utilizes multiple programs to support 
collaboration.  Novel Groupwise, version 7.0, is the standard e-mail system used across the 
university.  Recently adopted Horizon-Wimba provides desktop-based asynchronous web-
based teleconferencing capability.  The University supports several teleconferencing sites on its 
campus and routinely provides location for satellite downlink programming.  

Data Management:  Currently, all University centralized administrative information are stored, 
for operations purposes, in flat files held in an IBM mainframe computer.  Over the next two 
years, all data will be migrated to the Oracle relational database management system. 

E-Government:  The implementation of Banner, its self-service modules, as well as the 
Luminis portal provides significantly expanded opportunities to provide on-line service and 
support to the University stakeholders. 

Electronic Signatures:  E-mail encryption will be considered as part of the overall security 
initiative.  Discussions of the use of certain biometric identification mechanisms have also taken 
place. 

Business Contingency Planning:  The development of business contingency planning is a 
part of our on-going focus on security.  The University will have a draft plan during FY06 for 
review and consideration. 

Electronic Records Retention:  The University will follow state guidelines regarding adoption 
and promulgation of electronic records retention policies and processes. 
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Regents, Fort Hays State University (Agency #246) 
MISSION: Fort Hays State University, a regional university principally serving western Kansas, is 

dedicated to providing instruction within a computerized environment in the arts and 
sciences, business, education, the health and life sciences, and agriculture.  The 
University’s primary emphasis is undergraduate liberal education, which includes the 
humanities, the fine arts, the social/behavioral sciences, and the natural/physical 
sciences.  These disciplines serve as the foundation of all programs.  Graduates are 
provided a foundation for entry into graduate school, for employment requiring well 
developed analytical and communication skills, and for coping with global complexities of 
the 21st century. 

 
SFY 2006 BUDGET:        $68,922,414 
SFY 2006 FTE:   720.0 
SFY 2005 IT EXPENDITURES::  $3,498,587 
WEBSITE ADDRESS:  http://www.fhsu.edu 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 1.0  1.0  1.0 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 5.0  6.0  6.0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 1.5  1.5  1.5 

Network Engineering, Technical 
Management and Support  2.5  2.5  2.5 

Computer Operations, Management and 
Technical Support  9.0  9.0  80 

Web application development and 
maintenance  1.0  1.0  1.0 

IT Security       

Other IT Functions (please identify)       

Telecommunications  3.0  3.0  3.0 

Central Systems Administration  3.0  3.5  3.5 

Secretarial & Data Entry  1.0  1.0  1.0 

TOTAL FTEs  27.0  28.0  270 
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Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers    
Clients    
Units Replaced    
Total Units    
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB    
Non-Relational DB    
DATA NETWORK 
IP    
Non-IP    

 
SFY 2005 MAJOR APPLICATIONS: 
 Student Information System 
 Budgetary Accounting System 
 Receivables 
 Personnel Information System 

Admissions 
Degree Audit 
Facilities System 
Career Planning 
Time and Leave 
Payroll / Personnel System 
Course System 
Telecommunications Billing System 
Transcript System 
Course Equivalency System 
Financial Aid System 
Scholarship System 
Housing System 
Work History 
Endowment Accounting 
PowerFaids 
Voyager 
FHSU Data Warehouse 
Lotus Notes Applications 
Campus Loan Manager 
Schedule/25, Resource/25 
uPortal 
Enterprise Directory Service 
Image Now 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS: 
Administrative Systems: FHSU went live with the new Sungard Bi-Tech Financial system on July 1, 
2004.  This system, also known as IFAS, replaced our legacy financial system.  We have now used 
the system through one fiscal year cycle.  After some initial instability, patches were applied and it 
became stable.  Working with Sungard Bi-Tech, the users identified critical reporting and batch 
functions, and the highest priority reports have been implemented.  Making such a major transition to 
a new system is never easy, but the Business Office and other offices did a good job of adapting their 
systems and training the users.  During the upcoming year, further reports and batch programs will be 
identified and developed.  The University has decided not to implement the Sungard Human 
Resources and Payroll Modules.  Rather, FHSU will build additional functionality to the current 
system by using the Data Warehouse and DB2.  Legacy Migration Solutions finished converting the 
legacy Student System to a relational database structure (on IBM’s DB2).  The FHSU programming 
staff has tested the converted programs and has put most of them into production.  The Enterprise 
Server (IBM 9672 R16) runs the batch jobs well on VM, but the batch jobs using DB2 on Linux have 
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not been as timely.  We want to do some benchmark testing at IBM labs to resolve those issues.  The 
programming staff has installed and tested the uPortal application.  A portal task force was formed, 
and all major issues related to the portal are reviewed and discussed by that task force.  The task 
force is working to finalize the default look and feel of the portal, login page with single sign on 
functionality, selection of default channels, portal functionality (in contrast with the University web 
page functionality), campus communication using the Portal, reviewing on-line services offered 
through the portal, and other issues.  The programming staff plans to have single sign-on 
functionality, on-line services, and web channel functionality in production January, 2006.  The 
programming staff has added a web payment option for students paying for courses and fees.  The 
system uses Verisign to verify the credit card status of students and then Paymentech to interface 
with the banks.  This automates payments for students, but we still need to integrate it with our 
accounts receivable system on the back end.   
 
Telecommunications: FHSU Telecommunications completed an RFP for staff cellular service, and it 
is currently working on a cellular RFP for students, faculty, and staff.  If successful, many of the staff 
and all students would be offered a plan for cellular service.  We are reviewing which functions will 
continue to continue to use land lines (Departmental Office Managers, some emergency phones, for 
example).   We will continue upgrading the Avaya switch so that it will handle IP trunking and VOIP 
(including testing wireless VOIP).    
 
Server Applications Upgrades: FHSU purchased a new 4-processor IBM Intel server to support the 
University Portal project.  Using VMWare the server will load-balance portal traffic with another Intel 
server as well as handle the student webmail (with the UBC portlet) traffic.  Working with the Center 
for Teaching Excellence and Learning Technology and SIAS University in China, CTC staff 
configured and deployed a Blackboard server in China.  Students and faculty in China had 
experienced performance problems with the Blackboard server housed at FHSU.  There were 
communications slowdowns between China and the US, primarily in mainland China.  Placing an 
additional server in China has made the response time faster, and this installation will take some 
traffic off of the server located on the FHSU campus. The Unix system administrators migrated the 
university iPlanet webserver which ran on AIX to a new Apache webserver on Linux.  That migration 
went relatively smoothly.   The EMC Clariion CX300 Storage Area Network installed last year proved 
to be quite popular.  Lotus Notes, the Data Warehouse, and Image Now applications use it for 
storage.   Because it was heavily used and was becoming limited on space, CTC staff added 
additional storage.  The student e-mail server will be added to the SAN.  The Server Staff and Micro 
Staff added a Network Attached Storage (NAS) system to support file storage for students and 
faculty.  Faculty and office staff as well as students using computer labs store their files centrally on 
this NAS.  In this way they have the assurance that their files are regularly backed up and can be 
restored.  FHSU issued an RFP for single sign on functionality for three major systems:  the 
University portal, student e-mail, and Blackboard.   We awarded the bid to Starfire, Inc.  Starfire has a 
product called Titan that assists server administrators in adding and deleting accounts from servers 
and automating other tasks.  Starfire created two reference servers to be used in user provisioning.  
The Tivoli Directory Server has be modeled after one of the reference servers, and the servers will be 
used as test servers to assist in setting up the production servers for CAS authentication (for uPortal), 
for the student webmail server, and for wireless authentication. The server administrators set up a 
Tomcat server for uPortal and helped install the uPortal application.  The Physics Department 
acquired a supercomputer from the Air Force.  Our Linux support staff configured it and brought it into 
production.  Having upgraded Samba to version 3, the Samba administrators will work towards 
authenticating users from the Enterprise Directory to integrate it with the single sign on initiative.  A 
Barracuda spam prevention appliance has been put into production to reduce the amount of spam in 
the student e-mail system.  Based on prior deployment for the Lotus Notes system, this should 
reduce e-mail traffic to the student e-mail server by up to 70%.   
  
Microcomputing:  The University has embarked upon a new Mobile Computing Initiative, an initiative 
that will require all full-time, on-campus students to purchase wireless laptops by Fall, 2007.  In 
anticipation of that 40 faculty have been provided new laptops and tablet PCs.  Several laptop carts 
will be provided for classroom use during the next several years.  The Micro staff has provided 
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images for the 40 laptops and tablets.  They have experimented with laptops and tablets from several 
vendors, and they will assist in evaluating them as we select a vendor for Mobile Computing.       
 
The Staff have upgraded the following labs and other areas:   
  
   60 Media rich classrooms (upgraded the operating systems)  
   Two Geosciences Labs 
   Two Physics Labs 
   Three Information Networking and Telecommunications Labs 
   One Health and Human Performance Lab 
   The Modern Language Lab 
  
They also deployed approximately 160 additional new PCs across campus upon request.   
   
Networking:  The Networking staff reviewed wireless (wifi) architectures and decided upon the model 
of a central (wireless) switch with thin access points as the best model for our deployment.  The 
central wireless is supposed to adjust the broadcasting power of the access points as needed, 
manage the handoffs, and bring up the access points automatically.  Physical Plant staff are working 
with the Networking/Telecommunications staff to create the pathways, pull the wire, upgrade 
electrical circuits as needed, and attach the access points.  As of this writing, many of the major 
academic buildings have been wired:  Tomanek Hall, Albertson, Malloy, Davis, Gross-Cunningham, 
and Stroup. The Networking staff has pulled single mode fiber to the buildings that needed it, and 
they have installed access points in Tomanek Hall.  As soon as the access points arrive, the staff will 
install them in the wired buildings.  After that, the remaining academic buildings and Residence Halls 
will be completed.  The Staff has run fiber and connected the new campus apartment complex 
(Stadium Place) to our wired network.  The next step is to add wireless.   
  
STRATEGIC DIRECTION AND OBJECTIVES:  In brief, our strategic initiatives include:  Mobile 
Computing, ubiquitous cell phones, and a university Portal.   

Administrative System/Executive Information System:  The upcoming university portal will put a 
new face on and add new functionality to our current Administrative System.  We have worked with a 
University Portal Taskforce to define the look and feel and initial functionality of the new portal, and 
we have the portal running in test mode.  We are focusing our initial effort on students.   Students will 
have access to multiple portal channels including on-line (administrative) services, Blackboard, web 
mail, and a variety of communications channels and user-selected channels.  Faculty and staff will 
initially be given access to on-line services, Blackboard, communications channels, and other user-
selected channels.   

Architecturally, the University Portal comprises a Windows-based, open-source, uPortal platform 
(using Tomcat and SQL-Server). The open-source uPortal platform has been created by 
programming efforts by major universities, and it is supported by those universities and several 
commercial companies.  The uPortal implementation includes secure web-based authentication 
(CAS) that will connect to the Enterprise Directory (LDAP).  We are incorporating single sign on into 
the portal.  Once a user has logged onto the portal they will have access to the relevant applications 
and resources.  Students will have access to Blackboard and student web mail.  Our single sign on 
functionality is facilitated by a product created by Starfire, Inc., called Titan.   

The uPortal web front end accesses an IBM Enterprise Server running DB2 on the back end.  
Because DB2 is a relational database it is easier to add new web functionality and new data fields 
than it was on the legacy system.   

As noted above we have implemented the Sungard Bi-Tech Financial System (IFAS).  We converted 
data from the IBM mainframe environment to this new UNIX/Oracle/IIS environment.  Over time we 
will build channels for staff and faculty to view their pay stub information on the portal.  This is part of 
the three year implementation plan. 
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We are planning to implement a VPN (Virtual Private Network) so that faculty and staff can easily 
access their files and applications over remote broadband connections. The VPN will facilitate client 
access to applications on the Enterprise Server that are not yet web-enabled.   

Telecommunications:  Last Fall FHSU engaged IBM Global Services to create strategic business 
models for a number of areas:  Wireless (or wired) VOIP, Third Party Neutral Hosting, Wireless 
Broadband, and Wifi.  We reviewed their recommendations and decided to use our own resources to 
negotiate contracts with vendors and to upgrade our campus Wifi network.  We are currently in the 
process of negotiating with vendors to provide cell phones for students and staff.  Should those 
negotiations be successful, we would review which wired services to keep and which to switch over to 
cellular service.  If negotiations progress well, cellular service will start as early as Fall, 2006.     

Because we would retain some wired telecommunications services, we will continue to upgrade our 
Avaya switch for IP trunking and Voice over IP (making it an Avaya S8700).  Because of our wireless 
data initiative, we want to experiment with wireless VOIP.  Either wired VOIP or wireless VOIP should 
have some advantages for communications with China and staff who are on the road.     

E-Government:  One of our more important constituencies is prospective students.  In the second 
year of the three year plan we will create a place on the portal so that prospective students will log in 
and enter information about themselves.  The system will then have role-specific information of 
interest to them.  Students will be able to track their progress to admission over the web.  Behind the 
scenes, database-driven letters (regular mail and e-mail) will inform them of documents needed, 
events in their area, and other items of interest.   

Virtual College students as well as on-campus students expect to do more and more transactions on-
line.  After bringing the portal into production in January, 2006, we will put our efforts into on-line 
course registration and payment for all students.  The Registrar and Student Fiscal Services are 
reviewing their procedures and reengineering processes in preparation for reprogramming the course 
registration and payment system.  After that system is in place, we will work on further self-service 
options.  All students will be able to review their progress towards their degree (degree audit 
functionality).  If they would like to consider changing majors, they will appreciate the ability to do 
what-if scenarios that will identify which courses apply to new majors and which courses are still 
needed.  When the portal is fully developed, the system will “level the playing field” to some extent 
between on-campus students and virtual college students because both types of students will view 
similar, personalized information using web browsers.   

Students take courses over the web using our Blackboard course management software system. Last 
year we did a major upgrade to the system because many faculty have been trained in using it, many 
students are accustomed to it, and because it is a proven system.  In the future if open systems 
software projects become more mature and are cost-effective, we will revisit this decision.  Currently, 
this system is very heavily used.  In addition to the usual Internet connectivity to Blackboard and to 
the Tegrity web server, we have 8 point to point T1s with points of presence at seven community 
colleges and a Salina service center.  These T1s are used for interactive videoconferencing to deliver 
courses using Polycom video units.  In the future if Kan-Ed provides connectivity to those community 
colleges with adequate bandwidth and quality of service acceptable for video connections, those point 
to point T1s will be discontinued.   

Business Contingency, Security, and Disaster Recovery:  In October we will file our updated our 
security document with the Board of Regents.  FHSU is actively involved with the security working 
group with other Board of Regents schools. 

As we engage more heavily in mobile computing, we will need to do more user training on issues of 
access security (through the VPN) and data security (on the laptops).  The Mobile Computing Task 
Force will formulate policies and promulgate those policies to the users.   

In general we have attempted to architect our systems for security by acquiring secure versions of 
operating systems, by using firewalls, by using private IP numbers, an Intrusion Detection System, 
testing an Intrusion Prevention System, and other measures.  Because wireless LANs have major 
security issues, we have worked hard to implement a secure wireless LAN.  The Networking staff has 
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succeeded in requiring users to register their systems and then to use 802.1x security protocols 
(PEAP, WEP).  All wireless LAN users must use 802.1x when accessing our LAN.  Our Intrusion 
Detection System (Enterasys Dragon), Packateer, and the Enterasys network monitoring tools 
provide various kinds of functionality for monitoring network traffic, maintaining security logs, and 
managing port access.  The IDS has helped us identify many external attacks on our network and to 
detect systems that have been compromised.  If there is a machine on campus that is causing 
difficulties, we quarantine that machine and require it to update the virus-checking software through 
restricted Internet access.  We have reviewed our network vulnerabilities by testing an Intrusion 
Prevention System from TopLayer.  If budget permits, we will purchase this system which would 
assist in preventing attacks from the Internet and from mobile wireless devices.     

When bringing the Sungard IFAS system into production, we have upgraded our tape auto loader 
with new AIT-3 drives to improve efficiency and speed.  That tape backup system is located across 
campus.   

The daily Student System backup tapes are stored away from the Computing Center.  In addition the 
data is mirrored on the Shark disk array.   

The Physical Plant staff has installed a local generator that assists the CTC with power needs in the 
event of an outage.  In addition, the Physical Plant management is considering a new emergency 
services site on campus.  If this site is funded (some grants will be pursued), then we will review the 
possibility of a redundant telecommunications site.  In case of disaster, we would locate a number of 
critical servers at that site.    

Public Key Infrastructure:  In order to do business with the federal government (federal grants, for 
example), we use PKI.  As the State of Kansas adds PKI-enabled services, we will expand our use of 
PKI.   

Web Accessibility:  FHSU web pages are 75% ADA accessible as measured by the State of Kansas 
accessibility testing.  FHSU has adopted a standard web development application software package 
that produces accessible web pages, so we believe the percentage of accessible pages will continue 
to improve.  The campus web pages have undergone a complete revision by CJ Online, and those 
centrally-managed web pages are completely web accessible.   

Record Retention and Record Security:  The Buckley Amendment and FERPA regulations govern 
the use of much of our student data.  In addition the Gramm-Leach-Bliley Act regulates our use of 
student financial aid data.  The student health information comes under the HIPAA security 
requirements.  Since the University’s main clients are students, student data is some of the most 
important of the data collected by the University.  Students have only read-only, password protected 
data for the most part (we do permit them to update their addresses on line).  The data resides on 
servers with private IP numbers.  Systems administrators keep the security patches current on the 
servers and maintain firewalls where necessary.  Private IP addresses protect systems from off-
campus attacks and probes.  Intrusion detection systems create logs used to maintain security.  
Using PEAP and WEP maintain wireless security.  Current students have access to their data over 
the web protected by SSL encryption.  FHSU stores historical data on the data warehouse. 

Data that is not governed by FERPA but subject to open meeting legislation is available upon 
request.   

Much of the University’s financial information is public and available in the University Library.  The 
IFAS Financial System, however, is kept secure by enforcing strong passwords and by role-based 
security policies.  The University Auditor works closely with the CTC to monitor overall system 
security.  FHSU participates with other Regents’ institutions in the Kansas Digital Library Project.  In 
addition, the state has identified standards for exchanging GIS data, and FHSU works actively with 
the state in refining those standards.   FHSU, the City of Hays, and Ellis County have established a 
formal relationship to share data.   FHSU houses the GIS server for the city and the county. Through 
active participation in ITAB and CODDL, the University attempts to stay current with the Kansas 
Statewide Technical Architecture for data exchange, networking protocols, and standardized 
computer systems as well as archival standards.  The Data Warehouse gives FHSU a responsive tool 
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in providing meaningful data to administrators, the Board of Regents, and to the public.  Because it 
houses current as well as archived information, it is especially useful for trend analysis and decision 
support.   
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Regents, Kansas State University (Agency #367) 
BUSINESS PROGRAMS: 
 Computing and Network Services (CNS) 
 Information Systems Office (ISO)  
 Telecommunications 
 Information Technology Assistance Center (iTAC) 
 Data and Information Administration (DIA) 
 Office of Mediated Education 
 
MISSION: Kansas State University is a comprehensive, research, land-grant institution first serving 

students and the people of Kansas, and also the nation and the world.  The mission of 
the University is to enrich the lives of the citizens of Kansas by extending to them 
opportunities to engage in life-long learning and to benefits from the results of research. 

 
SFY 2006 BUDGET:        $574,093,123 
SFY 2006 FTE:   4880.0    
SFY 2005 IT EXPENDITURES::  $19,040,190 
WEBSITE ADDRESS:  http://www.k-state.edu/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

6.6 24.3 6.6 23.3 6.6 24.3 

Application Maintenance and Enhancement   
(in-production systems) 9.9 12.55 9.9 12.65 9.9 12.15 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 22.65  24.65  25.65 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 16.9  17.4  18.4 

Network Engineering, Technical 
Management and Support .7 1.4 .4 1.8 .7 1.8 

Computer Operations, Management and 
Technical Support 14.4 8.9 14.4 9.4 14.4 10.9 

Web application development and 
maintenance 1.3 6.3 .3 5.8 .3 5.8 

IT Security .5 1.4 .5 2.5 .5 3 

Other IT Functions (please identify)       

TOTAL FTEs 33.4 90.4 32.4 96.5 32.4 102.5 
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Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 1 1 0 
Servers 205 399 480 
Clients    
Units Replaced 2043 2640 3100 
Total Units 10215 13200 15500 
Storage 4223GB 12.9TB 3900GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 94% 96% 97% 
Non-Relational DB 6% 4% 3% 
DATA NETWORK 
IP 85% 90% 100% 
Non-IP 15% 10% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  
 Financial Records System (FRS) 
 Inventory System (INV) 
 Annual Financial Reports (RPT) 
 Housing Food Service and Food Stores (HOU) 
 Classroom Scheduling (Schedule/25) 
 Event Room Scheduling (Resource/25) 
 Parking Services System (PowerPark) 
 Student and Exchange Visitor Information System (SEVIS) 
 Student Information System (SIS) 
 Billing Receivables System (BRS) 
 Financial Aid Management System (FAMS) 
 K-State Access Technology System (KATS) 
 Degree Audit and Reporting System (DARS) 
 Undergraduate Admissions Web Application 
 Financial Aid Scholarship Web Application 
 Human Resource Information System (HRIS) 
 University Budget System (UBS) 
 Research and Extension Teaching Online Reporting… (RETORIC) 
 Financial Information System (FIS) 
 Facilities Management System (FMS) 
 Facilities Estimating Program (FESTOR) 
 Survey System 
 SGA Election System 
 K-State Online v5.0 
 DCE Enterprise Information System 
 TEVAL 
 Axio 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:   
COMPUTING AND NETWORK SERVICES 

•  22 new Sun Solaris servers of various capacities were installed to provide a fault tolerant 
server infrastructure for the LASER project’s complex multi-tier Oracle application and 
database architecture. This includes test, development, and production servers for both the 
Oracle Student System (now called “iSIS”) and the Oracle Financial System (FIS), the latter 
going into production on July 1, 2005. The UNIX system administration team in CNS’ 
Enterprise Server Technologies unit worked closely with the Oracle DBA staff in ISO to 
implement Sun Cluster technology and Oracle Real Application Clusters (RAC) on eight 
server groups that were also installed behind two F5 BigIP load balancing appliances that 
provide layer 7 switching for an added level of fault tolerance. 

• In addition to supporting 27 existing VPAST technology classrooms, the CNS Technology 
Service Center (TSC) added a new dual-projection technology classroom in Kedzie and 
designed and built eight new multimedia classrooms or conference rooms for various 
departments and colleges. The total number of departmental/college technology classrooms 
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now supported by TSC is 13. Support of these classrooms was improved by adding a new 
staff member who works in the evening so he can respond quickly to problems during 
evening classes and can perform maintenance on other classrooms during off-peak hours. 

•  The CNS management team completed a strategic planning effort that resulted in a three 
year strategic roadmap for CNS that outlines improvements in organizational and service 
delivery efficiency and effectiveness. The strategic plan called for revising the CNS mission 
statement, reviewing the services CNS offers in light of its mission to provide enterprise IT 
infrastructure, reorganizing to deliver these services most effectively and efficiently, improving 
communication with other IT service units and the campus community, improving the security 
of all systems and services, and standardizing system architectures and procedures. During 
FY 2005, the mission statement was revised and the service list developed. 

•  CNS’ LAN Technologies unit completed 30 new projects in FY 2005 that included substantial 
growth in the number of servers supported and numerous upgrades of existing servers, 
bringing the total number of Microsoft and Novell servers supported by LAN Technologies to 
over 60. New servers were added to support the following projects/services: KATS, Virage 
video server, Linktivity for live remote help desk support, KEAS and it’s integration with 
eDirectory to provide eID-based authentication for LAN environments, MIP accounting 
system, BalanceAAP application for Affirmative Action, two servers for Microsoft’s Software 
Update Service (SUS) to provide patch management for the campus and residence halls, 
Symantec Antivirus to provide managed client support for the campus and residence halls, 
Bindview for security analysis of LAN environments, Groupwise, and staff file and print 
services. 

•  The Storage Area Network (SAN) continued to provide uninterrupted high performance data 
storage service for enterprise applications, including all mainframe-based administrative 
applications, PeopleSoft HRIS, LASER applications, e-mail, K-State Online, ImageNow 
document imaging, Tegrity, web, digital library, and more. These systems grew by 1.7 
Terabytes (TB) in FY 2005, filling the SAN to capacity (~ 6 TB) which led to the addition of 
another 1.5 TB of storage in the Hitachi Data Systems disk storage unit. This also led to 
planning for the acquisition of another 6 TB of storage in a lower cost disk subsystem in the 
SAN that will store data for development and test systems that have lower performance and 
reliability requirements. A second McData fiber channel director was added for redundancy to 
provide added protection against failure as well as more fiber channel ports for expansion. 

•  The K-State E-mail Enhancement project replaced the entire central e-mail service 
infrastructure in FY 2005 and added important functionality to meet the growing electronic 
communications needs of K-State. 22 servers now provide a highly redundant, fault tolerant, 
scalable e-mail infrastructure. Other enhancements included: a) malware controls that scan 
every message for viruses, worms, and other malicious codes, b) robust spam controls that 
automatically tag and filter probable spam messages and use real-time block lists to reject 
messages from known spam sources, c) a new Webmail application with greatly improved 
performance and functionality, and d) two load balancing appliances by F5 Networks with 
layer 7 switching to provide high availability for the e-mail infrastructure and applications. 

•  Wireless access to the campus network grew substantially with the addition of 61 new Cisco 
Access Points for a total of 233 access points in 33 campus buildings, an increase of 35% 
over FY 2004. By the end of FY 2005, 67% of general use classrooms had wireless network 
access. Besides increased availability of wireless, its use grew substantially with 2,030 
unique wireless clients accessing the network in the sample week in March 2005 compared 
to only 709 one year earlier, which is an increase of 186%. 

•  The campus data network had a number of important upgrades, including the addition of 10 
Mbps of bandwidth to the Internet connection for a total of 65 Mbps and the replacement of 
an aging core Cisco 7513 router with a new high performance router. Many departments and 
buildings had substantial upgrades to their data network, including Seaton Court, Call Hall, 
IGP and BiVAP buildings in the new Grain Science Complex, the football complex, IDEA 
Center, Leadership Studies, Bramlage, Cardwell, Waters, Trotter, and Justin. 

•  Security was a major focus of CNS’ efforts in FY 2005. Operation PC was planned by CNS 
and executed with the help of many people from around the campus to secure student 
computers in the residence halls as students moved in at the beginning of the fall 2004 
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semester. Over 2,700 student computers were processed in three days by nearly 80 
volunteer staff members. Spyware was removed, operating systems were patched, and 
managed antivirus and patch management software were installed, resulting in dramatically 
fewer security incidents in the residence halls in FY 2005. Regular scans of the campus 
network for vulnerable or compromised computers were performed to implement the 
preventative security procedure developed by SIRT. Any computer found to be vulnerable or 
compromised was immediately blocked from accessing the campus network until it was 
repaired. CNS also assisted with providing information for the IT security audit performed by 
the state Legislative Division of Post Audit. 

•  Production Control Services moved from iTAC to CNS Operations to provide tighter 
integration throughout the entire life cycle of batch processing on the IBM mainframe and to 
improve communication and the quality of the service provided to the user community. The 
integrated team consistently achieves an error rate of less than one percent. 

 
INFORMATION SYSTEMS OFFICE 
Administrative Systems Implemented 
Oracle Financial Information System (FIS) 
Research and Extension Teaching Online Communicator (RETORIC) 
Administrative Systems - Major Upgrades/Enhancements 
Upgrade HRIS to Version 8.8 SP1 
Upgrade KATS servers, operating system, and Edify EWF to Version 8.5 
Upgrade FAMIS Maintenance Manager to Release 3 
Upgrade FAMIS Key Control to Release 3 
Upgrade Resource 25 to Version 3.2 
Upgrade PowerPark to Version 3.5.20 
Student Financial Assistance – Annual Federal Regulatory Updates 
Student Financial Assistance – FFELP Commonline 5 
Student Financial Assistance – Perkins Master Promissory Note (MPN) 
Student Financial Assistance – Health Professionals Master Promissory Note (HPSL) 
Student Tuition Statement (Taxpayer Relief Act of 1997) Regulatory Updates 
 
TELECOMMUNICATIONS 

1.  Split the redundant Avaya PBX port network by relocating port network B ATM switch in 
West Hall switch room. Prior to this both ATM port network switches resided in the Power 
Plant switch room. This allows the PBX to have a diverse route for voice traffic. 

2.  Installed DC power inverter in West Hall switch room. This allows for backup servers and 
network equipment that are AC powered to operate on the DC power grid. In the event of a 
utility power outage and a generator failure one should expect to see the batteries providing 
power in excess of 8 hours. 

3.  Upgraded the Avaya PBX from the G3r platform to the S8700. The initial launch included 
release 1.3 with Critical Reliability options. These options consisted of four Pentium 4 Linux 
servers complementing each other along with fully redundant IPSI control networks adding 
to the already robust fully redundant ATM networks. 

4. Moved Salina DS3 off the Fujitsu FLM-150 and onto the Cox Communications Cisco OC-
48. This allowed for Cox to provide Gigabit connectivity to the campus from KANREN. 

5.  Implemented electronic Work Order System. 
6.  Installed Redundant CDR (Called Detailed Recording) Increased Billing Reliability. 
7.  Updated billing system to integrate with the new FIS system. 
8.  Worked with Cox Communications engineers to provide fiber optic connectivity to the 

Salina Campus. 
9.  Expanded Netbotz Security System. Installed centralized server to record all reporting 

devices and environmental conditions. 
10.  Finished upgrade for fully redundant dual-path network. Upgraded switching cores to Cisco 

4500 series enterprise switches. These fully redundant dual power supply switches form 
the core of the dual path network ring for Telecom internal services. Also using dual Cisco 
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Pix firewalls for hot-standby failover in the event of network failure and provision Telecom’s 
services across several managed domains, subnets and DMZ’S. 

 
INFORMATION TECHNOLOGY ASSISTANCE CENTER (iTAC) 
The Information Technology Assistance Center provides centralized information technology support 
to faculty, staff and students at Kansas State University. The accomplishments of iTAC during the 
2004-2005 academic year are summarized according to the core iTAC functions including help desk, 
instructional assistance, mediated instructional design, user education, technology classrooms, and 
the Media Development Center. 
 
The IT Help Desk continues to evolve and develop an organizational structure that best fits the needs 
of the university and the IT mission. In addition to information technology resources at K-State, the 
help desk supports instances of Axio Learning that now include Manhattan and Wichita Area 
Technical Colleges and Mercy Online. This year the Help Desk responded to more than 43,000 
phone, e-mail and walk-in questions. Full-time staff within the help desk reorganized into the areas of 
consultant manager, consultant supervisor, security administration, knowledge base, and technology 
trainer. A quality of service plan is being deployed to measure help desk metrics and monitor the type 
and appropriateness of solutions for users. The Help Desk was instrumental in developing more than 
2000 free CDs containing all security patches and the antivirus software for the campus community. 
 
The iTAC is responsible for orienting faculty/staff/graduate assistants to the technology classroom 
environment. This year 220 unique faculty were trained to use the technology classrooms. More than 
204 technology training sessions were given to 1,567 individuals on topics ranging from cascading 
style sheets to K-State Online. The technology trainers have been updating the documentation for the 
new supported e-mail clients (http://www.ksu.edu/InfoTech/e-mail/docs). 
 
The iTAC also checked out laptops, tablet personal computers, LCD projectors, digital cameras, and 
camcorders to faculty, staff and students. Usage of these materials alone constituted more than 514 
check-out instances. 
 
The Media Development Center (http://main.itac.ksu.edu/mdc) located in 313 Hale has been 
upgraded with new computers and new software. Approximately 11,400 individuals use the services 
of the Media Development Center each year. 
 
In FY 2006, iTAC will continue to work with the IT units to develop and deploy communication 
strategies for informing the campus about upgrades, outages, security, purchasing agreements, etc. 
InfoTech Tuesday http://www.ksu.edu/InfoTech/news/tuesday, is now in its fifth year reaching more 
than 800 subscribers. 
 
The K-State IT Help Desk continues to work towards 24x7 service. Training opportunities for 
faculty/staff/students for proprietary and in-house developed products will continue. 
 
DATA AND INFORMATION ADMINISTRATION 
Progress was made in further building a data and information administration program. 
Accomplishments included: 

1.  Enterprise Model/Data Architecture – Submodels and data dictionaries were developed and 
approved by the Data Stewards Committee for Facility, Calendar, Course, and Curriculum for 
the Enterprise Data Model. 

2.  Data Security – DIA continued to administer data access requests between requesters and 
data owners. A draft data security policy was developed and is currently being considered for 
approval. 

3.  Process Analysis – DIA supported work for the new Student Information System by 
documenting procedures for the undergraduate and graduate admissions processes and the 
new electronic grade submission process. 

4.  Transaction Hub – WebMethods was installed as the transaction hub, our integration engine 
to translate transactions from one application into a neutral format, and make it available for 
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other applications’ use in a real-time situation. Developed and tested interfaces as part of the 
installation. 

5.  Portal Project – A decision was made to use uPortal as the K-State Portal. Established Portal 
Advisory Groups and developed requirements for single sign on. 

6.  Additional Activities – Interfaces were designed, developed, tested, and put into production 
for the Oracle financial system. DIA staff also provided support to the Phase 1 Website for 
the “Situational Competencies, Simulations, and Lessons Learned for Food and Agriculture 
Bioterrorism Project”. In addition, a market analysis was completed for an enterprise project 
management tool. 

 
OFFICE OF MEDIATED EDUCATION 

•  Axio Learning: Created a core engine for K-State Online that can be hosted for any 
organization and easily customized for them. This was re-architected to assure compliance to 
standards, clean up the various additions, added security and functionality and made this 
system more scalable to serve partner colleges. 

•  K-State Online: Redesigned the user interfaces to K-State Online and added many features 
faculty and students wanted. 

•  Electronic Grade Submission: Designed the online grading system which was rejected but 
subsequently used in redesign, designed the interfaces for this system to the student system. 

•  Participated in the design and implementation of a prototype for a student academic program 
design, monitoring and enrollment prediction system. 

•  Tegrity: Created a new funding model for the classroom capture and delivery system and 
made the system itself easy to use for faculty. 

•  DCE/EIS: Implemented phase I of the Electronic Information System for DCE. 
•  Conference Management: Helped specify a conference management system for DCE to be 

much more efficient in their conferencing endeavors. 
•  NABC Portal: Designed, implemented and managed the creation of the NABC portal for the 

TSWG project to bring together resources for those dealing with all aspects of food safety and 
security. 

 
STRATEGIC DIRECTION AND OBJECTIVES:  A summary of our strategic directions includes: 

•  A continued focus on establishing a robust information environment for the university of the 
future. The need of the faculty to remain competitive in research, teaching and outreach 
continues to be an overriding theme for all of the IT projects. The changing learning styles of 
our students and the new methods of teaching using technology are drivers for the 
establishment of better learning and user support environments – for instance online joint 
advising between institutions to facilitate seamlessness for Kansas higher education students. 

•  The establishment of a secure central core utility system will be a continuing theme for many 
years. This is being addressed through the establishment of policy for compliance with the 
state architectures by IT units not under the management of the central or core utility 
providers of the university. Continued movement from the mainframe software models to 
object oriented modular and open standards system. Continued strengthening of the fragile 
network and minimal server environment for the central applications. Transition from the 
mainframe environment to the distributed server environment is within two years of 
completion. Completion of this transition will add much to the security. 

•  Planning for a facility to bring the IT units dispersed in 6 locations into an Information oriented 
building to provide faculty research and development facilities. This will also save hundreds of 
hours of staff inefficiency due to location, necessary duplication and not having a 
comprehensive team at one location to help with research. This building would include the 
CIS Commons, Information Commons, High performance computing commons, Technical 
humanities Commons, etc. and the second data center, a research server center as most 
forefront universities are creating to meet the current and anticipated laws, network and LAN 
control and wireless monitoring, fully integrated communication system monitoring. It would 
also house all information technology related central services units including the Division of 
Continuing Education. 
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•  Continued progress on standard architecture adoption and policy, including the needs for 
business contingency and emergency response management and for security. 

•  Planning for the next years including the need for integrated and accessible research 
information and for the central responsibility for the compliance legislation that exists and is 
under discussion. Formalized planning techniques are now used in some units and will be 
used in all units this year to keep the strategies current and to dovetail with the enterprise 
project management. 

•  Alliances and collaborative efforts in Learning Management System (LMS) supported 
seamless education with Kansas community colleges, other Midwestern Land Grant 
institutions continue. Our LMS, KSOL, and FIS and eventually isis support these. Three 
Alliances exist with Barton CCC, DCCC, Seward CCC. Collaborative efforts are in progress of 
being put in place with others. Joint advising of students among the alliance schools using the 
electronic advising system is in test mode. The State GIS office, Kansas University, State 
Geologic Survey, and DoT are working together to form methods of sharing geospatial data. 
In addition, these organizations are on the advisory council for our GIS Commons. Kansas 
University and K-State work very closely together on many projects. A notable result this year 
of this decade long collaboration is the Security Assessment for Board of Regents’ institutions 
based on national standards for such organizations. This tool is currently being used at K-
State and the results will be available this academic year. 

 

Agency Architecture:  None Reported. 

Security Self Assessment:  Kansas State University is using the security self-assessment tool 
that is part of the Regents IT Security Framework developed by the Regents IT Council (RITC). 
This framework combines the ISO 17799 information security international standard with best 
practices for higher education developed by the joint EDUCAUSE/Internet2 Computer and 
Network Security Task Force. A standard format is used by all Regents institutions for reporting 
to the Board of Regents office by October 1 as required by ITEC Policy 4310. 

 
Technology Infrastructure:  None Reported. 

Collaboration:  None Reported. 

Collaboration Technology:  None Reported. 

Data Management:  None Reported. 

E-Government: K-State makes a wide variety of information about the University programs, 
people, and facilities for public access via its home page: www.k-state.edu, which is best 
understood by viewing the page. 

 In October 1998, K-State began enrolling students via the K-State Access Technology System 
(KATS - kats.k-state.edu), which now allows individuals secure to access their own student 
records including such things as admissions status, financial aid status, get their grades, and 
view a degree audit report and allows them to order parking stickers, yearbooks, and athletic 
tickets via KATS Market. Ongoing development and support of the KATS System is continually 
adding to and improving the features and services offered to students and faculty. KATS is both 
a Web and Interactive Voice Response front-end to K-State’s aging legacy student systems. 
The services provided by the KATS system will be greatly enhanced and by the replacement of 
its legacy system with the Oracle Student System, which is currently being planned for 
implementation in July 2005. 

K-State offers a wide variety of on-line educational services to teaching faculty and enrolled 
students via K-State Online, a course development, presentation, and learning environment via 
the Web. K-State Online provides services for both on campus and off campus students 
interested in both credit and non-credit programs offered via K-State’s Division of Continuing 
Education. 
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Electronic Signatures:  Kansas State University plans to implement a public key infrastructure 
(PKI) in phase 3 of the KEAS project (see the Security Self Assessment section above). 
Centralized authentication services were provided in phase 1 by eIDs and passwords stored in 
a central LDAP server. Phase 2 extends the service to many additional applications and 
synchronizes IDs and passwords with Novell e-Directory and Oracle OID. Phase 3 of KEAS 
implements PKI to provide stronger authentication for supporting digital signatures and secure 
electronic transactions. 
Business Contingency Planning:  None Reported. 

Electronic Records Retention:  K-State’s current policies regulating record access and 
retention apply to web-based records. In addition, a new policy on Research Data Access and 
Retention has been published to regulate documents that have been created by faculty, staff, 
and students relative to sponsored projects. 
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Regents, Pittsburg State University (Agency #385) 
BUSINESS PROGRAMS: 
 Instruction    Academic Support 
 Institutional Support   Research 
 Public Service    Student Support 
 Physical Plant    Student Aid 
 Auxiliary Enterprises   Service Clearing 
 Debt Service 
 
MISSION: Pittsburg State University, a comprehensive regional university, provides undergraduate 

and graduate programs and services to the people of southeast Kansas, and also to 
others who seek the benefits offered.  This is accomplished by the unique combination of 
academic programs in the four colleges of the University (Arts and Sciences, Business, 
Education, and Technology).  The University is equally committed to fulfilling its statewide 
mission in technology and economic development by facilitating partnerships with 
secondary and post-secondary educational institutions, businesses, and industries. 

 
SFY 2006 BUDGET:        $75,182,021  
SFY 2006 FTE:   931.05    
SFY 2005 IT EXPENDITURES::  $2,518,997 
WEBSITE ADDRESS:  http://www.pittstate.edu/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

2 5.3 2 5.3 2 5.3 

Application Maintenance and Enhancement   
(in-production systems) 4 2 5 2 5 2 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

1 7 2 7 2 7 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0 1 0 1 0 1 

Network Engineering, Technical 
Management and Support 0 5 0 5 0 6 

Computer Operations, Management and 
Technical Support 5 10 5 10 5 10 

Web application development and 
maintenance 0 1 0 1 0 1 

IT Security 0 1 0 1 0 1 

Other IT Functions - Telecommunications 0 1 0 1 0 1 

TOTAL FTEs 12 33.3 14 33.3 14 34.3 
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Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 30 43 40 
Clients    
Units Replaced    
Total Units    
Storage 320GB 378GB 500GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100 % 100 % 100 % 
Non-Relational DB 0 % 0 % 0 % 
DATA NETWORK 
IP 100 % 100 % 100 % 
Non-IP 0 % 0 % 0 % 

 
SFY 2005 MAJOR APPLICATIONS: 
 Human Resource Information Systems 

Student Information Systems 
Business and Financial Information Systems 
Millennium System 
Library Automation System 
University Police and Parking Services 
Blackboard 
Document Imaging 
Local Windows Update (SUS) Server 
Email 
Symantec Anti-Virus 
Campus Loan Manager 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:   

Application Development 
• On-line Classified Employee Evaluation – This application provides an on-line process for 

the evaluation and evaluation reporting of classified employees.  The system supports 
the establishment and ranking of expectations and goals, and includes automated emails 
and lists to Human Resource Services. 

• Campus Loan Manager – The campus student loan system was upgraded to Campus 
Loan Manager. A new server and software were installed.  Transmits and FTP 
capabilities to the new system were developed. 

• 27th Pay Period Modifications – Changes were made to the Budget and related systems 
to support the 27th pay period in 2005.   

• Physical Plant Application Upgrade – Several upgrades were made to the applications 
that support Physical Plant.  These included On-line Office Supply, Engraving, and Work 
Order. 

• Business Procurement Card (BPC) – The current BPC system was converted to a web-
based system.  The project also provided several feature enhancements to the 
application.  Security of the BPC data was enhanced. 

• E-Commerce – Secure on-line payment of tuition through credit cards was released.  
This includes changes in the accounting / business office systems as well as verification 
of transactions (Veri-Sign). 

• Millennium Development System Enhancements – Several activities were completed to 
enhance the Millennium system.  A data clean-up project corrected incorrect gift history 
fields, in addition new reports were developed and a new release of Millennium software 
was installed. 
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Systems & Networking 
• Gorilla User System Web Server Logging Enhancements – The portal Gorilla User 

System (GUS) web server was modified to improve reliability and performance in the 
logging of web transactions.  As part of the project, tiered log archiving was also 
automated, providing improved administrative efficiency. 

• Bandwidth Manager Upgrade – The Packeteer bandwidth manager was dropped from 
support by the vendor.  A replacement system was secured and after a period of trial, the 
Allot NetEnforcer was selected and installed as a replacement.  The NetEnforcer offers a 
high level of flexibility in packet shaping and provides for a much more efficient use of 
Internet bandwidth. 

• Network Upgrade / Wireless Deployment – The upgrading of the campus data network 
continued in 2004-2005.  Data switches were upgraded in several key buildings and the 
deployment of wireless data services was completed in all academic buildings. 

 
Security 
• Residence Hall Anti-Virus – Anti-virus software was provided and required of residence 

hall (RESNet) users.  An installation application was developed to support the download 
of anti-virus software and up-date server connections.  A significant reduction in virus 
activity in residence halls was observed. 

• Anti-Virus Compliance Server – An application was developed that checks dorm 
students’ machines for required (university provided) anti-virus software.  The program 
was written in-house and the application tracks, probes, and reports non-compliant 
computers so security patches and installation can be addressed by housing staff. 

• Firewall upgrades – Several activities were undertaken to improve the operation and 
reliability of the firewalls.  This included the migration of the firewalls to new hardware 
and the migration to the latest version of Open BSD.  This provided new features such as 
connection limiting which reduces the impact of denial of service attacks. 

• Security Officer and Assessment – A position of information security officer was 
established.  An initial assessment of security was conducted and a plan of action 
developed. 

 
Telecommunications 
• Telephone Billing Integration – A project was completed that integrated the billing of 

telephone services with the business office reporting system.  Users may now access 
telephone billing directly from their unit reports.  This integration also increased data 
security as the telephone data is now protected by the GUS access controls. 

 
Facilities 
• Distribution Upgrade - Fiber plant upgrades were completed to support the Network 

upgrade and the deployment of wireless data services. 

• Uninterrupted Power Supply (UPS) - Due to the failure of the data center UPS a new 
UPS was configured and installed.  The installation was designed to minimize service 
interruption and to provide for additional server installation. 

 
Services 
• Additional Administrative Desktop Technician – An additional desktop technician position 

for the support of administrative users was established.  A successful search was 
conducted.  The new technician provides additional support to such areas as Student 
Health Services and Counseling Center. 
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• Website Management – A plan for improved website management was developed.  The 
plan utilizes Contribute content management software that makes it easier for end users 
to update and maintain website information for which they are responsible. 

 
STRATEGIC DIRECTION AND OBJECTIVES:  The development of the IT strategic plan at Pittsburg 
State University is part of the University’s overall integrated planning process.  IT projects and 
activities are coordinated by the Office of Information Services and overseen by the Director of 
Information Services.  The Director of Information Services receives direct supervision from the Vice 
President of Campus Life and Auxiliary Services.  The IT governance process also includes several 
University committees.  These include the Faculty IS Committee, the Dean’s IS Committee, and the 
Information Technology Council (ITC).  The ITC is a standing committee of the President’s Strategic 
Planning Council that is responsible for the University’s overall Strategic Plan. 

Agency Architecture:  PSU’s core administrative applications reside on an IBM pSeries 620-
6F1.  Other critical mission critical applications run on UNIX and Windows servers.  The 
campus backbone is fiber and Ethernet is the standard network protocol.  At this time, PSU has 
no plans for platform migration. 

Security Self Assessment:  PSU conducted a security self assessment using Educause’s 
Information Security Governance Assessment Tool for Higher Education and our assessment 
results will be reported to the Kansas Board of Regents. 
 
Technology Infrastructure:  Wireless access points will be installed in the student residence 
halls during the 2005 Fall semester.  We plan to increase Internet bandwidth at a rate of 3 
Mbps per year, implement virtual server environment utilizing VMWare software, increase UPS 
capacity, and implement Lightweight Directory Access Protocol (LDAP). 

Collaboration:  :  PSU participates in monthly Regents Information Technology Committee 
(RITC) meetings, monthly Information Technology and Services Advisory (ITSA) committee 
meetings, and monthly Regents Information Security Committee (RISC) meetings.  We 
collaborate with other Regents’ institutions to develop security policies and assist with the 
program development of the annual Conference on Higher Educational Computing in Kansas 
(CHECK). 

Collaboration Technology:  PSU collaborates with other state agencies for several critical 
functions.  These include:  Kansas SHaRP system for payroll processing, Kansas Bureau of 
Investigation for law enforcement information and support, Kansas Division of Information 
Systems and Communications for telecommunications services. 

Data Management:  PSU plans to install a Storage Area Network (SAN), deploy Xythos – a 
product to allow web-based file sharing, implement a web-based campus calendar, and expand 
campus usage of document imaging. 

E-Government:  PSU provides numerous web services via our GUS portal for students, 
parents, staff, and administration.  These services include:  office supply, engraving, work 
order, business procurement card, secure on-line payment of tuition through credit cards, pay 
stub, leave reports, leave balance reports, benefit summaries, classified employee performance 
review, professional information, time and leave process, undergraduate, graduate, and 
international admission applications, registration, student grades, scholarship application, 
scholarship award, review financial assistance status and awards, teacher education 
application, view transcript, undergraduate degree audits, automated email system to groups – 
faculty, students in courses or students in majors, and transcript orders.  Future web services 
include: single admission application for all students, graduate assistant, unclassified and 
classified appointment process, unclassified position allocation process, web based graduate 
system, graduate degree audit, web based financial awards, automated student messages, and 
electronic application fee payments. 

Electronic Signatures:  PSU makes extensive use of secure (SSL) logins to web services and 
encrypted (SSH) logins to major systems.  



January 2006 

Chapter 2.3 – Education Agency IT Management & Budget Plans 

 

2-197 
 

Business Contingency Planning:  PSU established a group responsible for disaster recovery 
and as a result developed a Crisis Management Plan and Procedures.  We are exploring the 
possibility of establishing a contingency data center at another location on campus. 

Electronic Records Retention:  OIS maintains records in compliance with all state and federal 
guidelines and requirements.  OIS policies require that records be maintained until the client 
office has requested removal and are certified to be in compliance. 
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Regents, University of Kansas (Agency #610) 
BUSINESS PROGRAMS: 
 Institutional Support   Research 
 Instruction    Public Service 
 Academic Support   Auxiliary Enterprises 
 Student Services     Physical Plant Operation 
 
MISSION: The University of Kansas is a major comprehensive research and teaching university that 

serves as a center for learning, scholarship, and creative endeavor. The University of 
Kansas is the only Kansas Regents University to hold membership in the prestigious 
Association of American Universities (AAU), a select group of 63 public and private 
research universities that represent excellence in graduate and professional education 
and the highest achievements in research internationally. 

 
SFY 2006 BUDGET:        $477,641,132  
SFY 2006 FTE:   4,685.36    
SFY 2005 IT EXPENDITURES::  $21,323,274 
WEBSITE ADDRESS:  http://www.ku.edu/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 9.0  9.0  9.0 

Application Maintenance and Enhancement   
(in-production systems)  63.25  61.25  61.25 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 5.0  7.0  7.0 

Network Engineering, Technical 
Management and Support  6.85  6.85  6.85 

Computer Operations, Management and 
Technical Support  46.2  46.2  46.2 

Web application development and 
maintenance  1.8  1.8  1.8 

IT Security  5.0  5.0  5.0 

Other IT Functions (please identify)       
Help Desk, IAA, Desktop Support, 
Instructional Technology, Research 
Computing, Telephony 

 46.5  46.5  46.5 

TOTAL FTEs  183.6  183.6  183.6 
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Technology Assets: Based on systems and recourses under management by Information Systems.
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 1 0 0 
Servers 177 435 650 
Clients (est.)    
Units Replaced 5470 5984 6600 
Total Units 16407 17950 19800 
Storage 28.5TB 64.1TB 128TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 99% 100% 100% 
Non-Relational DB 1% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:   
 Student Administration System (SAKU) 

Financial Aid Management System (FAMS) 
Human Resources/Payroll System (HRMS) 
Asset Management 
Financial Information System (FIS) 
Budget Information System (BIS) 
Integrated Library System 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The way KU manages rapidly evolving 
information technology is a critical determinant of the quality and value of our education and services 
as well our competitiveness with peer institutions. Given the broad influence of information technology 
across campus, Information Services staff promote the success and leadership of KU’s students, 
faculty and staff by providing services that allow people to work more effectively.  Through 
collaboration with partners in academic, administrative, and faculty development units, Information 
Services works to provide a comprehensive service package to the University community.  The 
influence of information technology at KU is illustrated in the following selected Information Services 
accomplishments: 
 

• Continued to forge a partnership between library and technology services and began to 
implement services for clients that integrate the information need with the means of acquiring 
the information and using technology to create intellectual property.   

 
• Engaged the campus community through innovative client interaction with service reviews 

and broad task forces that defined services of the future (such as HVC2: High Velocity 
Change through High Volume Collaboration). 

 
• Continued to substantially enhance the campus profile for information technology security, 

including addition of staffing resources, training opportunities for campus staff, user 
awareness programs, intrusion detection and prevention systems, risk and vulnerability 
assessments and confidential data implementations (student information, financial aid and 
scholarships, and protected health information). 

 
• Continued implementation of enterprise-wide systems: 

 Support for fiscal, budget, human resources, inventory, grants, student information 
functions, electronic communications, and courseware.   

 A portal based on open source software in collaboration with KUMC.  This project 
substantially expanded the online services easily available to students.   

 Digital library infrastructure, including a federated search function, KU ScholarWorks (the 
institutional repository), and a repository for still media (image) collections. 

 
• Provided a substantial upgrade to network capacity and kept pace with the substantially 

increased use of the campus network and demand for network connectivity. 
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• Implemented an organizational learning infrastructure within Information Services, including 
an organizational development group, the training and utilization of facilitators for 
collaborative work, mentoring programs, an enhanced performance review process, and 
implementation of a personal project management system. 

 
For more information, see Achievements in Information Technology at KU available at 
www.informationservices.ku.edu.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  The role of Information Services is to provide 
systems and services to scholars, decision makers, and students that enable them to access, use, 
analyze, convert, manipulate, distribute, communicate, and preserve information and knowledge – 
and to do so in a fashion that keeps pace with their changing needs and interaction preferences.  
Information Services’ Strategic Plan can be found at www.informationservices.ku.edu.  Primary goals 
for FY06 include: 

• Build constituent/client Relationships through transformation of “unit-centric” service delivery 
models to “information-centric” service delivery models. 

• Plan and implement strategic infrastructure development and services that meet client needs. 

• Plan for and improve services for digital asset stewardship. 

• Continue to develop a learning organization. 

See http://www.informationservices.ku.edu/documents/Accreditation%20future%20directions%2 010- 
7-04.doc for a more complete outline of future directions for Information Services including: 

• End-user services and satisfaction. 

• Integrating diverse content with digital library tools. 

• Technology-rich teaching and learning: information and technology literacy. 

• Transforming scholarly communication. 

• Open systems. 

• Research computing. 

• Network. 

• Information and technology security planning. 

• Management systems, and. 

• Digital preservation. 

Agency Architecture:  Information Services continues to evaluate current technical platforms 
and move to consistent technical platforms when feasible.  The variety of commercial 
applications and the needs of the campus research community require some deviation from a 
completely standard technical environment.  On a broad basis however, IS is focusing on Sun 
and Dell server technology, Linux server O/S, Oracle database, network-attached storage, and 
network platforms that support converged voice, data, and video services. 

In addition, KU continues to evaluate open software alternatives to commercial systems and will 
contribute to the development of selected open software projects in collaboration with other 
universities.  Currently, open source software is utilized for the university portal, the institutional 
repository, security, network management, and identity management. 

Security Self Assessment:  KU has completed the Security Self Assessment. 
 

Technology Infrastructure:  In 2004, Information Services conducted an evaluation of the 
campus research computing environment.  Discussions are continuing regarding ongoing 
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technical infrastructure requirements for computing clusters, support issues, etc.  Information is 
being incorporated into planning for an upgraded computing center. 

KU’s network currently utilizes 10/100/1000BaseT and IEEE 802 Ethernet protocols to provide 
basic LAN support. KU’s data backbone is a fully interconnected 1 gbps mesh of five high 
performance routers operating in an IP only environment. The need for high-speed, high-
volume communications routes continues to grow.  The University is an active participant in 
state and regional networks and is evaluating when to formally join the national effort to build 
additional research networking capacity (known as the LambdaRail effort).  The University is 
taking steps to own or lease infrastructure between physical campus locations. On campus we 
continue to build capacity in order to provide enhanced network services such as Quality of 
Service and convergence services. 

KU owns and operates its own telephone switching utilizing AVAYA G3R and G3si technology.  

Longer term, investigations are underway to determine the technical infrastructure needed to 
more fully support the needs for preservation of digital objects and data for the campus. 

Collaboration:  KU-Lawrence and KU-Medical Center work collaboratively on implementation 
and support of library (Voyager) and digital library (ENCompass) systems, the student system, 
and the portal. 

Information Services is in the process of releasing the Advanced Network Services Registry 
(ANSR) system developed by the University of Kansas as open source.  ANSR is a state of the 
art suite of directory enabled applications that addresses the network middleware needs of 
universities and large institutions. 

Collaboration Technology:  Information Services supports Microsoft Exchange / Outlook for 
faculty / staff email, Webmail for student email, uPortal for the University portal (Kyou), Voyager 
for library catalog systems, and ENCompass for selected digital initiatives.  We are in the 
process of evaluating other collaboration software for document sharing and management for 
the campus.  Transport of video on KU's network is provided by both full-motion and 
compressed video signals over telephone lines, fiber optic cable, or microwave to remote (off 
campus) locations. Services include satellite downlinks, microwave, cable television signal 
transport, video conferencing, distance learning, and point-to-point interconnection of on-
campus video-enabled class and conference rooms. 

Data Management:  Information Services is planning to review current data storage and 
management processes as part of an overall program to address digital preservation issues.  
Our digital preservation strategy will address scholarly objects/data, administrative data, and 
learning objects; and incorporate a complementary records management component. 

E-Government:  While the e-government function is different within the academic environment, 
KU has, and will continue to move into increased online information and services environment 
through initiatives such as student Enroll-and-Pay, the university portal (Kyou), improved online 
access to library resources for faculty, staff, and students, and improved presentation of 
information to the public through the University’s website. 

Electronic Signatures:  The University of Kansas is developing a campus policy for the use of 
electronic signatures. Under this policy, units accepting electronic signatures must specify the 
conditions and level of signature required for each application that they develop, with the 
campus policy providing a general framework. The policy defines levels of signatures from 
basic self-identified, authenticated using central Information Services identity management, and 
certified using digital signature technology using credentials signed by a KU Certification 
Authority. 

 
The University has been operating a public key infrastructure (PKI) system for several pilot 
applications throughout the past year. The service provides both encryption and signature 
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verification, using separate signing and encryption keys. Encryption keys are kept in escrow to 
enable administrative retrieval of documents if the original key owner is no longer available. 

Business Contingency Planning:  Information Services is developing plans for upgrading the 
current data center and network center to provide more explicit disaster avoidance capabilities 
and redundant capabilities.  Initial studies have included user community assessments of 
critical business functions for the campus.  These plans will be developed more completely over 
the next year. 

Electronic Records Retention:  Information Services is working with appropriate State 
agencies to define and extend the records management schedule to more closely fit the 
academic environment.  In addition, an effort is underway to identify major records groups and 
assign data steward responsibilities across the campus. 
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Regents, University of Kansas Medical Center (Agency 
#683) 
BUSINESS PROGRAMS: 
 Instruction    Research 
 Service 
 
MISSION: The University of Kansas Medical Center is a major research institution primarily serving 

the State of Kansas as well as the nation, and the world, and assumes leadership in the 
discovery of new knowledge and the development of programs in research, education, 
and patient care. 

 
SFY 2006 BUDGET:        $241,800,964  
SFY 2006 FTE:   2445.0    
SFY 2005 IT EXPENDITURES::  $8,914,147 
WEBSITE ADDRESS:  http://www.kumc.edu/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

8.0 5.0 8.0 5.0 8.0 5.0 

Application Maintenance and Enhancement   
(in-production systems) 1.0 2.0 1.0 2.0 1.0 2.0 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0 15.0 0 15.0 0 15.0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0 5.0 0 6.0 0 6.0 

Network Engineering, Technical 
Management and Support 0 22.8 0 22.8 0 22.8 

Computer Operations, Management and 
Technical Support 0 0 0 0 0 0 

Web application development and 
maintenance 0 25.0 0 25.0 0 25.0 

IT Security 0 3.0 0 3.0 0 3.0 

Other IT Functions (please identify)       

Telecommunications and Library 19.0 20.9 19.0 20.9 19.0 20.9 

TOTAL FTEs 28.0 98.7 28.0 99.7 28.0 99.7 
 

Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 108 154 175 
Clients    
Units Replaced NA NA NA 
Total Units 3200 4500 5000 
Storage 15TB 25TB 30TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS:   

HR/Pay System 
Financial System 
Student Administration System 
Telephone billing system  
World Wide Web system 
Library Systems, Voyager Online Catalog 
Data warehouse and integrated reports system 
Identity Management systems 
Blackboard 
 

SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  2005 was another extremely productive year for 
the Department of Information Resources at the University of Kansas Medical Center.  During the 
course of the year we: 
 
1. Completed a two-year program to re-purpose the Dykes Library of the Health Sciences as a 

computer-based learning and testing center including a 90-station computer testing facility; 
wireless (predominantly) and wired connections for 160-180 additional computers; and new study 
facilities for students.   

2. Evaluated options and made decision to move from BlackBoard to the ANGEL Learning System. 
3. Implemented Elluminate for synchronous teaching and learning, virtual meetings, and real-time 

collaboration. 
4. Implemented Perseus for survey administration, electronic voting, and educational program 

evaluation. 
5. Implemented LXR for computer-based testing and developed plans for administering 40 

computer-based exams in Academic Year 2006. 
6. Implemented the GoPrint system to provide fee-based network printing for students, the public, 

and other users of computers in the Library and student labs. 
7. Completed a second implementation of the PeopleSoft Financial System to accommodate the 

business practices and business rules of the KU Medical Center Research Institute. 
8. Implemented HR/Pay PeopleSoft Release 8. 
9. Continued development of the MEDS (Medical Education Data Source) system to integrate 

existing School of Medicine data sources about applicants and students and provide (when 
complete) comprehensive data tracking students from early in their academic careers (high 
school, college) through their professional practice of medicine. 

10. Continued development of the National Database of Nursing Quality Indicators, an ANA-funded 
joint project of the Department of Information Resources and the University of Kansas School of 
Nursing. 

11. Shifted our network funding from a predominantly chargeback model to a predominantly central-
funded model. 

12. Completed a detailed audit of all network and voice connections to assure consistency between 
installed base and billing database. 

13. Achieved full compliance with the HIPAA Information Security regulation April 21, 2005. 
14. Administered first iteration of information security training for faculty and staff including forcing of 

strong passwords for network access.  
15. Contracted with a private security company to provided penetration testing of the KUMC network 

as well as security testing of selected web-based computer applications connected to the public 
Internet. 

16. Developed a prototype “executive dashboard” as a customized interface to information, 
particularly information in the KUMC Data Warehouse. 

17. Began requirements analysis for Faculty Data Mart. 
18. Did extensive development work on a new directory architecture that will be shared with the 

University of Kansas Hospital and implemented September 2005.  
19. Implemented the Barracuda SPAM management system. 
20. Acquired the Atomic Learning system for employee training in key business applications. 
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STRATEGIC DIRECTION AND OBJECTIVES:  Current “Strategic Initiatives” and “Tactics” of the 
University of Kansas Department of Information Resources are always available at 
http://www2.kumc.edu/ir/plan/irstrategicplan/index.asp.  The strategic initiatives are very high-level 
and change infrequently.  The “Tactics” describe all key projects currently underway in the 
Department and are updated four times per year.  Substantial detail about the “Tactics” is available.  

Computing support for teaching and learning: We have one of the premier application 
development programs for teaching and learning in the U.S. among academic health centers.  Our 
School of Nursing is nationally-recognized for the innovative use of technology in teaching.  In August 
of 2006, our School of Medicine will roll out a new, technology-based curriculum which will require 
substantial technical development and support.  Recent additions to our teaching and learning 
technology base include the Angel Learning system for course and educational content management; 
the LXR computer-based testing system; a renovated techno-centric library including a 90-seat 
computer-based testing center; Elluminate for synchronous distance learning; Perseus for the 
electronic administration of surveys and course evaluations; WebSP for medical student training 
(clinical simulation); and Aperio for Virtual Microscopy.  The Teaching-Learning Technologies 
Planning Group provides a common forum for KUMC schools and the Department of Information 
Resources to plan in a coordinated and integrated way. 

Research support, bioinformatics: We must meet the growing requirements of the biomedical 
research community for processor cycles, high-bandwidth connectivity (Internet2), terabyte storage, 
and assistance with the administration of complex systems. 

Digital library: We will continue to evolve towards a network delivery model of library service both by 
providing access to electronic resources developed by others (commercial firms, professional 
societies, communities of interest, etc.) and by developing local resources for educational and 
research use. 

Centralized data storage: We are rapidly migrating away from distributed (server-attached) storage 
and rapidly growing our Storage Area Network.  Distributed storage is now a custom, application-
specific service rather than a default standard. 

Converged services: Our high-speed switched network provides the foundation for providing 
converged (data/video/voice) services over the network.  We have implemented Avaya S8710 “media 
servers” to enable a gradual (incremental and opportunistic) migration from circuit- switched voice to 
Voice Over IP; we intend to  bring up our new research building (summer 2006) as a predominantly 
VOIP environment.  We have enabled H.323 video capability both on our network and in our video 
bridge (MCU) and migrated much of our videoconferencing activity to H.323. 

Wireless: We have rolled out 802.11g wireless in 6 educational buildings with bluesocket devices for 
security and management.  We will move towards campus saturation as discrete locations require 
wireless connectivity and resources permit. 

Handheld devices: Our schools of Medicine and Nursing and our Residency program all have formal 
programs requiring students to use Pocket PC PDAs in the course of their studies and work.  We will 
continue to work with them to support their needs for handheld platforms. 

Identity management, targeted information delivery:  We are implementing a new identity 
architecture in which a central database (“metadirectory”) spawns our Active Directory, our NDS tree, 
and our LDAP Identity Vault as by-products.  We will continue to improve our capabilities to manage 
current identity information about individuals and refine group role definitions in our Identity Vault to 
enable information delivery to discrete communities of interest.  Our portals and data warehouse 
enable both individual- and group-targeting of information. 

Agency Architecture:  Network: Switched Ethernet, Gigabit core and distribution, mix of 
switched 10 and switched 100 to the desktop.  Security: Cisco Pix, IDS, VPN, Windows Server 
Update Services, Update Expert, McAfee, EPO.  Directory: NDS.  Server: Netware 6.5; 
Windows 2000, 2003; Solaris 7, 8, 9; some Linux.  Desktop: Windows 2000, XP; Macintosh.  
ERP: PeopleSoft Financials, Human Resources/Payroll, Student Administration (Student Admin 
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shared with Univ of Kansas, Lawrence).  Library: Endeavour Voyager, Endeavour Encompass.  
Teaching Learning: BlackBoard (migrating to Angel Learning spring 2006), LXR.  Applications 
development: java, .Net, Access, Flash, others.  Portal: uPortal.  Enterprise databases: Oracle, 
MS-SQL.  Data warehouse: Oracle. 

Security Self Assessment:  We have completed the Regents self-assessment tool and are in 
the process of preparing the summary that goes to the Board of Regents; the deadline for 
submission is October 1, 2005.  We have also, in FY 2005, completed an extensive NIST-
based Risk Assessment for HIPAA Compliance driven by our HIPAA Compliance office (in an 
auditing role); 3rd-party penetration testing; and 3rd-party application security testing of selected 
web-based applications hosted on web servers within our DMZ. 

 
Technology Infrastructure:  Our infrastructure is stable and mature and we plan no major 
overhauls or replacements aside from our ongoing and opportunistic replacement of category 3 
cabling.  Changes in infrastructure will generally reflect growth of existing infrastructure: 

• Extension of network to new buildings (Biomedical Research Center, Ambulatory Care 
Center). 

•  (Possible) upgrade of backbone to 10 gbps (firmware upgrade). 

•  Growth of SAN. 

•  Extension of wireless to areas currently without coverage. 

• Replacement of servers that reach end of life. 

•  Increasing implementation of clustering, mirroring, and related redundancy 
technologies. 

•  Software and database upgrades. 

Collaboration:  The Regents Information Technology Council meets monthly and discusses 
issues of mutual interest and concern.  Notable collaborative efforts include: 

 
• KanREN—the Kansas Research and Education Network.  KanREN is the ISP for all 

Regents Universities and numerous other educational institutions in Kansas as well. 
• The collaborative Information Security Assessment developed under ITEC Policy 4310. 
• Extensive exchange and sharing of library resources among all Regents institutions; 

joint purchase arrangements between KU and KUMC. 
• Shared KU/KUMC implementations of the PeopleSoft Student Administration system; 

the Endeavour Voyager library management system; and the Encompass Digital 
Library database. 

• We also collaborate extensively with the University of Kansas Hospital Authority, an 
independent governing authority with whom we share a campus, in the areas of 
network management, telecommunications, identity management, information security, 
groupware administration, and numerous other contexts. 

 

Collaboration Technology:  We make extensive use of videoconferencing (both H.320 and 
H.323) and are implementing a new MCU that enables us to bridge ISDN and IP.  We operate 
the Elluminate collaboration environment both on- and off-campus.  We provide all faculty, staff, 
and students with GroupWise collaborative tools including email, email groups, calendaring, 
scheduling, and address book.  We provide authenticated portal access to all faculty, staff, and 
students and use the portal for (among many other things) opt-in/out customized broadcast 
email sending and receiving. 

Data Management:  We manage data at the enterprise level in a number of key transactional 
systems including PeopleSoft Financials, PeopleSoft Human Resources/Payroll, our various 
Identity Management data repositories, as well as the Endeavour library system, the 
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BlackBoard learning management system, and the LXR Computer-based Testing system.  Our 
Data Integration unit (3 FTE) is responsible for managing our Oracle Data Warehouse and for 
working with executives and analysts to present custom views of information in the warehouse 
derived from a growing number of KUMC transactional systems.  We are also working on 
strategies to integrate information from the transactional systems of several affiliated entities.   
We are implementing the Angel Learning system for content management in the context of 
computer-based teaching and learning. 

E-Government:  Our extensive web resources (http://www.kumc.edu) provide information and 
services to KUMC customers and constituents.  The web is our primary environment for 
computer-based teaching and learning including distance education; see 
http://www.kumc.edu/vc.   MyKUMC, our portal, provides role-based targeted services to 
students and employees; as we refine our roles, we will be delivering increasingly targeted 
service sets to increasing refined groups.  PeopleSoft Student Administration enables online 
registration and enrollment and access to grades and will in the future provide online advising 
and scenario-development for academic program planning. 

Electronic Signatures:  We continue to evaluate alternatives for implementing a public/private 
key infrastructure from a cost/benefit perspective.  We have two working objectives: (1) identify 
and implement a PKI solution enabling all University employees to digitally sign electronic 
documents; and (2) enable routing, digital signing, and retention of documents and the 
generation of reports with aggregated data in a manner assuring the integrity of the content.  
We have not set time goals due to the resource requirements of these initiatives and still-limited 
demands for the functionality they will provide 

Business Contingency Planning:  In FY 2005, the Department of Information Resources 
renewed its understandings with KUMC business units about expectations under worst case 
scenario planning.  We have made a cost/benefit decision not to maintain hot or cold sites but 
have policies, plans, procedures, and data resources (contact lists, equipment inventories, 
network diagrams, configuration charts, etc.) in place to enable quick repair or replacement of 
equipment lost and restoration of normal operations.  All of the disaster recovery documents 
are on a secure server; key Information Resources managers have copies of those documents 
at home as well. 

Electronic Records Retention:  We fulfill our obligations per KSA 45-408 
(http://www.kshs.org/government/records/stategovt/recordslaw.htm).  Our records retention 
schedule is posted at http://www2.kumc.edu/finance/recordretention/; our designated coordinator 
for records retention and access under the Open Records Act is Mr. James S. Cooper 
(jscooper@kumc.edu).  We are currently reviewing and updating our practices associated with 
appropriate retention of electronic mail meeting the criteria for records. 
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Regents, Wichita State   (Agency #715) 
MISSION: To provide comprehensive educational opportunities in an urban setting.  Through 

teaching, research, scholarship, and public service, the University seeks to equip both 
students and the large community with the educational and cultural tools they need to 
thrive in a complex world and to achieve both individual responsibility in their own lives 
and effective citizenship in the local, national and global community. 

 
 
SFY 2006 BUDGET:        $167,488,579  
SFY 2006 FTE:   1,687   
SFY 2005 IT EXPENDITURES::  $6,238,398 
WEBSITE ADDRESS:  http://www.wichita.edu  

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

2.0 4.0 2.0 4.0 2.0 4.0 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

 9.0  9.0  9.0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 2.0  3.0  3.0 

Network Engineering, Technical 
Management and Support  3.0  4.0  5.0 

Computer Operations, Management and 
Technical Support 4.0 8.0 4.0 9.0 4.0 10.0 

Web application development and 
maintenance  4.0  4.0  4.0 

IT Security  1.0  2.0  3.0 

User Svcs/HelpDesk/Training/Academic Spt 1.0 11.0 1.0 12.0 1.0 13.0 

Telecommunications Services 9.0 1.0 9.0 1.0 9.0 1.0 

TOTAL FTEs 16.0 43.0 16.0 48.0 16.0 52.0 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 1 1 1 
Servers 49 75 90 
Clients    
Units Replaced 700 800 900 
Total Units 8000 8500 9000 
Storage 5095GB 11.2TB 15.1TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 30% 50% 100% 
Non-Relational DB 70% 50% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  Implementation of the SunGard SCT Banner 
Enterprise Resource Planning (ERP) solution was the major focus of University Computing & 
Telecommunication Services (UCATS) during the year.  All units within UCATS have been totally 
committed to the hardware and software implementation stages of the project.  Weekly training 
sessions, lead by SCT consultants, have been intense with parallel sessions on the different modules 
required to meet the aggressive project schedule.  All network and server hardware to support the 
ERP solution has been installed and is fully operational.  Implementation activities during the past 
year have been focused on the finance, student information, financial aid systems, and related 
modules.  Teams involving more than 180 individuals are now at work on the project.  The finance 
system will be placed into production on September 1, 2005.  The admissions module of the student 
information system will begin processing applications for admission for the fall 2006 semester on 
September 19, 2005.  The financial aid system is scheduled to go-live in February, 2006, and the full 
student information system will begin production in April, 2006.  The fall 2006 semester will be our 
first Banner semester, with all processing included in the new system.    Implementation of the 
human resources/payroll system will begin in September, 2005, with go-live scheduled for 
December, 2006.  Implementation of the advancement system will start in July, 2006, with go-live 
one year later. 

  
Each year UCATS evaluates our existing network infrastructure to ensure aging equipment is 
replaced, increasing bandwidth requirements are being addressed, and evolving technology 
requirements can be supported in a secure, high availability and redundant manner.  Based on that 
evaluation and the existing budget, new equipment is ordered and a plan involving a combination of 
equipment replacement, equipment upgrades, and “trickle-downs” is used to meet as many goals of 
the evaluation as possible. Network equipment was ordered SFY 2005 to provide the network 
infrastructure for the following new buildings. 

 
• Switches for the newly-constructed Marcus Welcome Center 
• A switch to place in shared space at Raytheon Aircraft, in partnership with NIAR 
• Switches for the Self-Help department's newly-constructed downtown location 

 
For several years, UCATS has been anticipating the need to upgrade or replace the core network 
and distribution infrastructure (the network “backbone”).  Increasing pressures on the core of the 
network, the beginning of the new WIN/ERP system, and the availability of resources allowed this 
special “one-time” project to overhaul the network backbone to be planned and scheduled.  
 
Prior to the backbone overhaul, every building on campus had a fiber connection back to a single 
chassis-based switch/router in the Jabara Hall computer room.  The single switch/router has some 
gigabit connections, but most buildings have been fed at 100Mb, and some at 10Mb.  No buildings 
have had redundant feeds to protect against cable cuts and hardware failures. 
 
The new core backbone network replaces the single chassis switch with a distributed, redundant 
design.  WSU's network backbone has four fiber aggregation points, (Jabara Hall, Jardine Hall, 
Lindquist Hall and the Power Plant), where individual building fiber links are terminated.  This 
upgrade provides a redundant pair of distribution multilayer switches with routing firmware in each of 
these four distribution closets and provides each distribution device with redundant connections back 
to two core switches in the computing center.  This network upgrade provides much higher resilience 
in the event of cable or hardware failures. 
 
Single mode fiber was added to several buildings including Marcus Welcome Center and Woodman 
Alumni.  Remodels and new construction on campus have provided the opportunity to upgrade 
structured cabling between several buildings.  Distribution cabling within buildings continues to be a 
high priority to make sure all cabling is category 5 or better to every network connection.  A major 
hardware and software upgrade was performed on the campus PBX which removed the legacy 
processors and upgraded to multiple, distributed, and IP connected servers. 
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STRATEGIC DIRECTION & OBJECTIVES: WSU’s approach to information technology will be 
driven by the institution’s view of the digital domain WSU needs to meet our mission.  The institution 
is committed to creating a digital domain that is Internet based and provides easy self-service 
applications for all our constituents.  The domain must be totally integrated, seamless and secure.  
The SunGard SCT ERP software suite will replace our core legacy systems over a three year time 
frame.  The ERP project will provide the information technology foundation for changing the 
business processes of the institution to improve campus productivity, the quality of services, and to 
contain costs.            

 
Intrusion detection/protection, bandwidth monitoring, and network security, especially between the 
campus and the Internet will continue to require major resources to meet the needs of the campus.   
Support for wireless networks will be expanded to the entire campus to provide seamless access to 
the campus network through a secure, authentication-based system.  Telecommunications will 
continue to upgrade the fiber network infrastructure to accommodate gigabit Ethernet connectivity 
between buildings and switched 100/1000 Mb within the buildings.  WSU’s voicemail system will be 
upgraded to current technology.  A comprehensive management information system will be acquired 
to support the telecommunications department operations to accommodate and compliment the new 
ERP integrated systems.  A virtual private network (VPN) concentrator will be installed to provide 
secure access from off-campus end-users to on-campus services.  The ERP project will require VPN 
access for training and operational access.  

 
Agency Architecture:  WSU currently uses an OS/390 IBM Enterprise Server (mainframe) for 
our core administrative applications.  Most applications are fully web enabled to support easy 
secure access to information. The campus Ethernet data network is fiber based and supports 
over 7,500 connections.  Servers are a combination of Windows and UNIX systems.  WSU’s 
architecture complies with the State Architecture, per K.S.A. 75-7209, 
http://da.state.ks.us/itec/Statutes/KS75-7209.htm.    
 
Security Self Assessment:  WSU has completed the “information Security Governance 
Assessment Tool for Higher Education” as required to be reported to the Kansas Board of 
Regents. 
 
Technology Infrastructure:  The OS/390 IBM Enterprise Server (mainframe) for core 
administrative applications will be phased out over the next three to four years.  All administrative 
applications will be transitioned to the SunGard SCT ERP system.  The hardware infrastructure 
for the new system is built on UNIX and Oracle platforms.  Storage will be provided by a shared 
disk array that is used by all applications and will be expanded as needed.  Campus network will 
continue to be improved to support gigabit connectivity to all buildings and switched 100/1000 
Mb Ethernet to every network connection.  Campus will be totally wireless within the next two 
years.   
 
Collaboration:   The implementation of the SunGard SCT ERP system will provide a common 
technology infrastructure for WSU to collaborate with Emporia State University and Washburn 
University.  All three institutions have selected the same vendor solution creating a major 
opportunity for collaboration for the future. 
 
Data Management:  The SunGard SCT ERP system will provide the primary data repository for 
all institutional information.  All applications will be supported by Oracle relational database 
technology and all data will be stored in a relational format within three years.  Document 
management imaging will be used to store paper documents into a digital format that can be 
distributed securely in a fully web-enabled environment.  History data warehouse information will 
be converted to the SunGard SCT ERP data warehouse applications.      
 
E-Government:  New self-service web applications have been developed to provide anytime, 
anywhere access to information.  Students, employees and visitors can visit WSU’s website and 
quickly find information and services available.  The website provides an easy-to-use interface 



January 2006 

Chapter 2.3 – Education Agency IT Management & Budget Plans 

 

2-211 
 

for conducting personal university business in a secure manner.  The web environment is crucial 
for the daily operation of the institution.  The ERP project will provide a new portal application 
that will become the central access point for the self-service applications within the project.        

 
Security:  WSU has formed an IT security committee to review IT security policies – particularly 
in relation to departmentally owned and administered machines.  Development of policies for 
other aspects of security policy continues, including incident response, past and future DMCA 
violations, education of students, faculty, and staff, and more.  Wireless is currently secured via 
WEP key and MAC address registration.   The use of a central LDAP-based authentication 
system is being deployed as part of the ERP project. An external audit of the security of critical IT 
systems and network penetration tests was completed in SFY 2005.  A new position was added 
in SFY 2005 that is dedicated to WIN applications access and security.  WSU’s WIN ERP project 
includes a comprehensive security process for change management compliance.   

 
Electronic Signatures:  WSU does not currently use PKI but continues to be involved in the 
State project.  Secure authentication and authorization options will be implemented as we 
identify the business need and when federal/state requirements require.  WSU does use secure 
(SSL) data encryption logins in our web-enable self service applications.  Secure single sign-on 
access is being implemented as part of our ERP portal project.      

   
Messaging:  WSU uses Lotus Notes for our central email, calendar and office collaboration 
communications.  Students currently use WebMail to access their email from a central email 
server.  The new ERP portal, “Luminis”, will provide students with email functionality through the 
Sun Java System Messaging Server, as well as calendar functionality through the Sun Java 
System Calendaring Server.    

 
Disaster Contingency Planning:  WSU’s enterprise server storage is backed up incrementally 
on a daily schedule and a full back-up is done on a weekly basis.  All other servers are backed-
up nightly.  Two storage area network (SAN) systems are used to store data from all servers.  
The SAN uses contemporary disk array technology that provides high availability and hot 
swappable disk storage in the event of a disk failure.  New back-up tapes are created and stored 
in another campus building on a daily schedule.  If new equipment could not be delivered in a 
timely basis following a major disaster WSU would seek help from the other Regent’s institutions 
to restore basic operational needs of the campus.  
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Adjutant General (Agency #034) 
BUSINESS PROGRAMS:  
 Kansas Department of Emergency Management  State Comptroller’s Office 
 Office of State Human Resources 
 
MISSION: To have a motivated and caring organization built on the values and tradition of the 

people of Kansas.  To mobilize, deploy and fight as a part of America’s Army and Air 
Force.   To protect life and property.   To preserve peace, order, health, and public 
safety.  

 
SFY 2006 BUDGET:        $75,436,138 
SFY 2006 FTE:   215.0    
SFY 2005 IT EXPENDITURES::  $676,969 
WEBSITE ADDRESS:  http://www.accesskansas.com/ksadjutantgenral/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

1.3 0 1.3 .0 1.3 .0 

Application Maintenance and Enhancement   
(in-production systems)  .35  1.0  1.0 
Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

.35 .25 .35 .60 .35 .60 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

   1.0  1.0 

Network Engineering, Technical 
Management and Support .40 .30 .40 .30 .40 .30 
Computer Operations, Management and 
Technical Support 1 0 1 0 1 0 
Web application development and 
maintenance       

IT Security .70 1.75 .70 1.75 .70 1.75 

Other IT Functions (please identify)  .35  .35  .35 
TOTAL FTEs 4 3 4 5 4 5 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 7 10 10 
Clients    
Units Replaced 26 38 69 
Total Units 209 243 261 
Storage 2000GB 3000GB 3000GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS: 
 Training TMS PC 
 Computer-Aided Management of Emergency Operations (CAMEO) PC 
 Emergency Information System (EMERS) Server/PC 
 ArcView / ArcInfo / ArcPad GIS Server/PC 
 ArcIMS / ArcSDE IIS Server 
 WebEOC IIS Server 
 LandView 5 Server/PC 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  During FY 2005 The Kansas Department of 
Emergency Management expanded operation of its Web-based Emergency Operations Center 
(referred to as WebEOC).   This will provide for a more centralized and consistent exchange of 
information between the several agencies during emergencies, natural disasters, or other 
catastrophic events effecting Kansas citizens. 
 
To increase and enhance the efficiency and security of the agency’s databases an SQL server was 
installed.  Prior to this installation the databases were malfunctioning due to their size and the number 
of users accessing them.  Since the installation of SQL database problems have been nearly 
eliminated. 
 
A Software Update Service (SUS) server was installed in FY 2004.   FY 2005 saw no significant down 
time to the network.  The automatic updating of clients has permitted the system to maintain 99.99% 
uptime. 
  
Several State and Federal employees received training on several IT applications.  Training was 
provided by IT staff utilizing the agency’s distance learning classroom in Topeka.  It is planned that in 
the near future that agency employees will be able to receive training at any location via an instructor 
located in Topeka. 
 
The Adjutant General’s Department in partnership with numerous federal, state and local agencies, 
local associations and private companies joined together to develop and build the “Kansas Homeland 
Security & Defense Mapping Tool”.   This “tool” will increase the efficiency of emergency first-
responders at all levels of government.  Currently geospatial technology is unavailable at the local 
level.  This project was begun in FY 2005 and is anticipated to be completed in FY 2006 or FY 2007. 
 
The State network’s firewall was upgraded and a Virtual Private Network (VPN) was installed late in  
FY 2005.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  The agency is anticipating a greater use of Web-
based programs and to increase its web presence.   A Homeland Security website is planned for FY 
2006.  Additionally it is anticipated that the agency will have Voice over IP in the near future. The 
blending of resources, both human and information, between state and federal will permit the agency 
to more effectively accomplish its mission. The agency is also making greater use of the Internet and 
web-based applications in the fulfillment of its mission.    

Agency Architecture:  There are no plans to change the current IT Architecture at the present 
time.   The present architecture may be enhanced, but no significant changes are anticipated. 

Security Self Assessment:  The Agency submitted a SSA in FY05 and is presently completing 
one for FY 2006. 

 
Technology Infrastructure:  The Agency has no plans to make any significant changes to its 
technology infrastructure in FY 2006 or FY 2007. 

Collaboration:   Not Reported. 
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Collaboration Technology:  Not Reported. 

Data Management:  The digitizing of state military records would provide ease of access and 
reduce maintenance overhead, but funding has not been available to accomplish this objective 

E-Government:  The development of a web-base Emergency Operations Center (WEBEOC) is 
ongoing and is expected to be completed in late FY 2006 or early FY 2007.   A Homeland 
Security Web site is planned for FY 2006. 

Electronic Signatures:  Not Reported. 

Business Contingency Planning:  Extensive planning is ongoing for a hot site at Salina.  The 
infrastructure is being developed by the Kansas National Guard.  The site is intended for use by 
the governor and staff should Topeka facilities be unavailable or inaccessible. 

Electronic Records Retention:  Not Reported. 
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Corrections, Kansas Department of (Agency #512) 
BUSINESS PROGRAMS: 
 Central Administration   Community Supervision 
 Treatment and Programs  System wide / Department wide Projects 
 Debt Services    Capitol Improvements 
 
MISSION: The Department of Corrections, as part of the criminal justice system, contributes to 

public safety by exercising safe and effective control of inmates, by managing offenders 
in the community, and by actively encouraging and assisting offenders to become law-
abiding citizens.    

 
SFY 2006 BUDGET:        $261,146,697  
SFY 2006 FTE:   3,103.0    
SFY 2005 IT EXPENDITURES::  $2,355,963 
WEBSITE ADDRESS:  http://www.dc.state.ks.us 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0 1 0 1 0 1 

Application Maintenance and Enhancement   
(in-production systems) 5 1 6 0 6 0 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

3 2 5 0 5 0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

1 0 1 0 1 0 

Network Engineering, Technical 
Management and Support 1 0 1 0 1 0 

Computer Operations, Management and 
Technical Support 23 3 26 0 26 0 

Web application development and 
maintenance 1 1 2 0 2 0 

IT Security 1 0 1 0 1 0 

Other IT Functions (inmate records 
management, IT grant administration, 
inventory) 

5 0 5 0 5 0 

TOTAL FTEs 40 8 47 1 47 1 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 20 68 0 
Clients    
Units Replaced  536 500 
Total Units 2543 2681 2949 
Storage 1500GB 3075GB 4200GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 80 % 85 % 100 % 
Non-Relational DB 20 % 15 % 0 % 
DATA NETWORK 
IP 100 % 100 % 100 % 
Non-IP 0 % 0 % 0 % 
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SFY 2005 MAJOR APPLICATIONS:  
Kansas Adult Supervised Population Electronic Repository (KASPER) 
Document Imaging System 
Photo Capture and badge system 
Canteen Operations 
Time and Attendance System (KRONOS) 
Automated Fingerprint Identification System (AFIS) 
Level of Service Inventory – Revised (LSI-R) 
Offender Management Information System (OMIS) 
Total Offender Activity Documentation System (TOADS) 
Electronic Medical Records (EMR) 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS: 

• Implemented three discharge certificates - max sentence, early discharge, and sentence discharge 
for PRS 

• Implemented several LSIR reports 
• Implemented Road TOADS for CC -- database for Community Corrections to enter LSIR and 

contacts remotely while disconnected from TOADS server. 
• Completely automated Parole Revocation Packet 
• Numerous changes to views and forms in TOADS 
• Automated parole offender movement between OMIS and TOADS 
• Added release planning/reentry information 
• Implemented parole case plan 
• Rewrote main navigation for TOADS incorporating web links 
• Added full text searching to view for users to pull data 
• Fully automated the uploading/downloading of information between TOADS and 
 OMIS 
• Several enhancements to LSIR for Community Corrections, Parole, and Facility  users 
• Sex Predator Audit Report for Legislature 
• Violent Offender Override Change Program  
• Severity Level Override 
• Journyx 
• EPM 
• Wicket 
• Rewrite of Population Reports 
• Ellsworth Work Release 
• Western Union 
• 3 R’s Files 
• PROPHET 
• Program Evaluation 
• Externalized Movement 
• Rewrite of COJAIL 
• Change Records Check In/Out to not allow duplication 
• Positive Pay for WWRF 
• Added “Managed as Sex Offender” to display screen for current facility population by cell 
 house – ECF Records 
• Leadership Development Data File 
• Edits for data sent to KASPER 
• Rewrite accounting options to update sub-accounts, sub-objects, vendors, and  fund 
 projections 
• Multiple small special requests 
• Offenders eligible for Life Skills Program 
• EMR Data Transfer 
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• Addition of search engines (supervision location searches, fixing race, SSN, supervision 
 county, and conviction county) on public web site 
• Enhanced SSN true/false search, allowing better security and safety studies, without 
 compromising privacy  
• Modification of DTS to allow offenders exclusions from web site (for privacy and 
 individual safety reasons) 
• Linking of KASPER to KDOC sites 
• Addition of search links for escapees and victims 
• Enhancement of KASPER database backups 
• Addition of a disclaimer page to the public web site 
• Addition of multiple criminal justice links  
• Modification of the victims’ web site 
• Enhancement of physical location history display on public web site 
• Added help and news pages to KASPER 
• On going modifications and enhancements of the web site to display additional information  – 
 e.g. location history, disciplinary reports, charge counts 
• Modification of database tables and web scripts, aimed at accuracy – e.g. discharges, 
 absconder, and deceased status, as well as addition of supervision column 
• Converted all VPN users over to individual sign on and passwords. 
• Moved KCPO to new location and installed complete wireless network 
• Moved TPO to new location and connected to T1 
• Connected EDCF North to EDCF Central via wireless 
• Implemented thin client devices for medical staff 
• Disaster recovery hot site was setup with OMIS and TOADS replication 
• The OMIS system was replaced with a new iSeries 9406 810 system 
• Implementation of Moodle learning management system server for training 
• Implementation of Web Crossing server for online collaboration 
• Virtualization of some servers to better utilize existing resources 

 
STRATEGIC DIRECTION AND OBJECTIVES:  The primary objective of the Information Technology 
group is to increase the deployment of beneficial technologies throughout the span of KDOC.  
Specifically, we will strive to increase the pace of these deliveries while operating within tight fiscal 
constraints.   

The majority of these deployments will be to decrease the laborious and time consuming processes 
required throughout the operations of KDOC.  Many of these processes are paper based and require 
that data be entered into multiple stand alone PC applications in addition to that of maintaining similar 
data within one of our two primary enterprise applications.  Not only must we leverage technology to 
eliminate these inefficiencies, we need to ensure that all applications are as intuitive to use by the end 
user as possible.  This requirement is driving the need to evaluate alternatives to our present systems 
so that we can achieve a higher degree of end user productivity while using the applications in their 
everyday tasks.  Additionally, these applications need to support the capturing of information at 
singular corresponding points of entry as well as support  the need for the supply of this information to 
as many subsequent systems as required.  Today we find that far too many entry/integration points 
exist for this data. 

To accomplish this we intend to begin the delivery of applications using Graphical User Interfaces 
(GUIs) as opposed to older legacy, character based “green screens.”  These new GUI screens will be 
based upon industry web standards leveraging browser based client interfaces.  This will require that 
we, at minimum, re-engineer our existing legacy based enterprise systems, Offender Management 
Information System (OMIS) and Total Offender Aggregated Document System (TOADS).  OMIS is 
primarily used within our facilities while our TOADS system is used post-incarceration in Parole 
Services and Community Corrections.  If we find that re-engineering these applications is not cost 
effective, we may then need to search for an outright replacement of both of those systems.  Either 
way we will need to ensure that the resulting systems can interact with new Federal requirements of 
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adhering to XML standards.  We have already begun mapping our data elements to that of the new 
standard named GJXDM or Global Justice XML Data Model.   

In addition to these two core enterprise applications there exists a need for multiple other 
technologies which are rapidly becoming more common place in today’s leading organizations.  We 
can expect that the use of any combination of these technologies will place more control of end user 
systems and experiences in the hands of the end user thereby alleviating the need for perpetual and 
inefficient use of IT resources to support these processes.  Much investigation and analysis is 
required to formalize the selection of respective applications however we are confident that 
appropriate solutions are available.  The major functional groupings of applications in which we are 
most interested include: web content management systems, learning content management systems, 
collaboration systems, systems monitoring and video conferencing.   

To achieve our objective for the implementation of these systems while maintaining flat to declining 
levels of funding, we intend to exploit software systems which are “Open Source” based.  Open 
Source indicates that the software is nearly always available for use at no out of pocket expense.  
Based upon our initial evaluations, we are confident that we will find suitable software solutions for 
our needs.  If we are unable to identify a suitable solution from the field of Open Source alternatives, 
we will then explore proprietary solutions.  However, the majority of these systems will more than 
likely not be affordable within the constraints of our standard budget.   

To address the need for increasing the pace of delivery with regard to these technologies we will 
begin to use Agile development processes as well as portfolio management techniques.  The use of 
portfolio management techniques will ensure alignment with business objectives as well as provide 
vastly improved opportunities for better visibility to the details of a project while enabling executive 
management predefined points in a project to either halt, terminate, modify or fully approve of the 
continuation of the project.  The utilization of Agile development processes will enable IT and the 
business community to exert greater control over the delivery of projects while ensuring the use of 
effort conserving alternatives to the development of application systems will be utilized.  Through the 
use of these two techniques along with leveraging Open Source software, we believe that we will, 
over the course of next several years, greatly enhance IT’s ability to deliver useful and cost effective 
systems 

Agency Architecture:  KDOC operates three AS-400 computers, one is in a traditional 
procedural application environment, another is a hot backup for business continuity and the 
third machine hosts our Notes/Domino environment.  Sixty-eight PC-based servers running 
Windows and Linux server operating systems are used to provide network services, electronic 
mail, electronic medical records, photo capture, multiple web-based applications and document 
imaging. 

Security Self Assessment:  The KDOC completed the 2005 Security Self Assessment in 
September.  There were several areas of improvement over the previous year’s assessment.  
Those areas of improvement were:  Hardware and Software Maintenance, Security Awareness 
Education and Training, and Audit Trails.  The remainder of the assessment showed no 
decrease in quality. 

 
Technology Infrastructure:  A review of our data connections to the KANWIN network will be 
initiated in ‘06.  We expect that we will be upgrading nearly all connections to satellite office 
locations based upon vendor availability of faster connections with little to no increase in cost.  
As part of this review, analysis will be conducted to determine the technical and economic 
viability of aggregating voice and data services from our major facilities to the KANWIN network 
in an attempt to maximize the speed of our communication lines within our given budget.  Data 
storage will also grow as a result of migrating imaged documents from optical platter storage to 
that of magnetic disk as well as to provide improved data reporting services.  We expect to 
leverage our exiting SAN Storage environment to permit this growth.  Planning will occur in ‘06 
to define an approach for greater efficiencies in the use of servers through the use of multiple 
virtual servers on existing physical servers. 
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Collaboration:  KDOC is an active participant in KCJIS and as such, information is shared with 
local, state and federal organizations through these KCJIS sponsored systems.  In FY06, 
KDOC will provide information relating to felons to the Secretary of State for voter registration 
purposes. 

Collaboration Technology:  Video conferencing is used throughout the agency for both Parole 
Board hearings as well as by our inmate medical services provider in the delivery of tele-
psychiatry.  Additional needs exist where a combination of video and web conferencing tools 
may be useful.  Research will be expended to determine their viability in providing e-learning 
and desktop conferencing services.  In FY06, a new collaboration tool named Web Crossing 
will be deployed providing secure forums, discussions and basic document storage.  Email is 
provided through the use of MS Exchange 5.5 and Microsoft Outlook.  An assessment will be 
conducted to identify alternatives to upgrade this system to actively vendor supported 
software.  From this assessment, plans will be made to upgrade the system based upon 
available funding. 

Data Management: A review of the offender master file document retention schedule will be 
completed with planned implementation of recommendations in FY06.  Retention schedules for 
other agency documents will be subsequently developed.  Funding shall be sought in FY06 to 
begin the development of a Data Warehouse for the agency.  Based upon our success in this 
effort, work will commence to create a reporting and analytical environment.  Our present office 
productivity suite is Microsoft Office although a test of deploying a no cost alternative named 
Open Office to correctional officers will occur and be evaluated for its reliability and 
functionality.  We believe that GIS enabled applications will be of benefit to the agency’s 
operations.  Funding is being sought to test the use of GIS based information related to the real 
time location of inmates and corrections officers within a facility, the objective of which is to 
enhance the security and safety of all. 

E-Government:  Initiatives in FY06 through FY08 will be to move many department systems to 
an Intranet providing employees with access to any required data from any data access point 
within the agency.  The legacy non-Intranet based applications will be either replaced or 
converted to Intranet capable.  The goal is to provide systems that will require only a browser 
and network connection for access.  Our public facing Internet web site will also be 
redeveloped using a web content management system enabling authorized end users to 
maintain content without IT technical support..  Agencies external to KDOC will then be able to 
access publicly available information through either the new Internet web site or via the 
KASPER web site. 

Electronic Signatures:  An assessment of approaches regarding the effective authentication 
of a user’s digital identity will be initiated in FY06.  From this assessment, plans will be 
developed to implement desired approaches to include securing all agency servers with smart 
card technology as well as deploying technology to ensure that security parameters are being 
followed with regard to the securing of PCs within our facilities.  Encryption will also be 
evaluated as to the degree of its use with regard to data transmissions and data storage. 

Business Contingency Planning:  KDOC is currently in the planning stages of the creation of 
an off-site location that would ensure continued operation of vital IT functions in the event of a 
disaster.  A Federal Homeland Security grant to secure monies to fund this project was applied 
for and received during early FY05.  Currently there are procedures stored with the system 
backup tapes which outline the location of assets, steps to be taken and contact personnel 
necessary to return a system to operation, in the event one or more of the department’s 
computer systems became inaccessible or damaged. 

Electronic Records Retention:  A general process involving the review of records retention 
will be initiated in FY06 of which the offender imaged records will be the first group to be 
assessed.  A review of our present email retention policy will also occur to ensure that our 
policy is still appropriate.  Subsequent reviews of other groupings of electronic records will 
subsequently follow with an expectation of completion in FY07. 
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Emergency Medical Services Board (Agency #206) 
BUSINESS PROGRAMS: 
 Regulation 
 EMS Integration 
 Technical Assistance  
 
MISSION: As the lead agency for Emergency Medical Services, the Kansas Board of Emergency 

Medical Services exists, primarily, to ensure that quality out-of-hospital care is available 
throughout Kansas.  This care is based on the optimal utilization of community resources 
that are consistent with the patient’s needs.  The delivery of optimal care is supported 
through the adoption of standards; definition of scopes of practice; and provision of 
health, safety, and prevention education and information to the public, Emergency 
Medical Services services/agencies, Emergency Medical Services providers/instructors, 
related health care professionals, and other public service and political entities.    

 
SFY 2006 BUDGET:        $1,291,859 
SFY 2006 FTE:   13.0    
SFY 2005 IT EXPENDITURES::  $45,868 
WEBSITE ADDRESS:  http://www.ksbems.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

0.1  0.1  0.1  

Application Maintenance and Enhancement   
(in-production systems) 0.2  0.25  0.25  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0.2  0.25  0.25  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.025  0.05  0.05  

Network Engineering, Technical 
Management and Support 0.2  0.3  0.3  

Computer Operations, Management and 
Technical Support 0.05  0.05  0.00  

Web application development and 
maintenance 0.0125  0.025  0.025  

IT Security 0.05  0.05  0.05  

Other IT Functions (please identify)       

Data Entry 2.25  2.25  2.25  

TOTAL FTEs 3.0875  3.325  3.275  
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Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 1 3 3 
Clients    
Units Replaced  5  
Total Units 19 20 20 
Storage 36GB 72GB 72GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  

• Upgraded our Linux system from RedHat 9 to RedHat Enterprise 4 that uses the latest kernel 
 2.6.  
• Automated many programs that run our daily activities. 
• Built a new Linux server that mirrors the existing one and performs different activities, mainly 
 real-time backup and testing. 
• Completed the synchronization of our 3 servers for an up-to-the-hour back up system. 
• Upgraded some of the old, slow-performing NCD thin clients to WYSE Winterm 5150SE.   
• Discontinued the yearly technical support fee for the RS6000 because of the new and more 
 reliable computing environment. 
• Collaborated with AccessKansas on the online certification renewal scheduled to be up and 
 functioning this October 2005.     
 

STRATEGIC DIRECTION AND OBJECTIVES: The Board of EMS will continue to use top notch 
technology that minimizes hardware maintenance and software licensing fees. We will be looking for new 
technologies and software that enhances our ability to offer satisfying services to Kansas EMS attendants. 
We are also looking for new techniques that would simplify Board meetings, by making the pre-meeting 
workload easier and the paperwork lighter.  
 
Online Certification Renewal for Attendants: As it has been mentioned in several Board meetings, this 
agency plans to have a fully functioning service for all certified attendants to renew their certifications online. 
The system is almost up, and we will be looking for ways we can take full advantage of this service, once the 
users start to get familiar with it. 
 
Data Warehouse: We will move the Informix DBMS to the Red Hat Enterprise. While we continue moving 
towards the open source environment, it is too early to determine whether Informix will be replaced.  It would 
be a big challenge for our staff who have been using Informix for several years to switch to another 
application. Cheaper alternatives like PostGres and MySQL do not have a front end that is user-friendly. 
However, we believe we will be able to reduce the fee we pay to IBM-Informix, by getting rid of unnecessary 
features in the package.  
 
Security: We believe that the Red Hat Enterprise Server has strong built in security features, which, coupled 
with rigorous security procedures that we put in place, will substantially reduce breaches and disruptions. All 
databases, tables and fields have specific permissions.  The computer room which contains the switches, 
routers and patch panel is locked nightly.  DISC configured a Cisco PIX firewall to restrict outside access to 
our server.  Users who connect from outside dial through A VPN tunnel that enhances security.  The RedHat 
Enterprise also restricts the usage of the traditionally unsecured rsh, rlogin and ftp by using more secure 
methods like ssh and scp. The staff who connect from outside will be trained on how to learn about this 
method. 
 
Support: A laptop has been purchased for the Information Resource Specialist in order to be able to 
provide immediate support from virtually anywhere.  
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Agency Architecture:  None reported. 

Security Self Assessment:  None reported. 
 

Technology Infrastructure:  None reported. 

Collaboration:  None reported. 

Collaboration Technology:  None reported. 

Data Management:  None reported. 

E-Government:  We will strive to comply with the State of Kansas' objectives to provide a user-
friendly gateway for citizens to access government service, utilizing technology to bring enhanced 
government performance to our citizens. 

Electronic Signatures:  None reported. 

Business Contingency Planning:  None reported. 

Electronic Records Retention:  None reported. 
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Fire Marshal Office, State (Agency #234) 
BUSINESS PROGRAMS: 
 Administrative Programs Division Fire Investigation Division 
 Fire Prevention Division   Hazardous Materials (HAZMAT) Response  
 
MISSION: The Office of the Kansas State Fire Marshal is dedicated to protecting the lives and 

property of the citizens of the State of Kansas from hazards of fire, explosion, and 
hazardous materials by fostering a fire safe environment through public education, 
inspection, enforcement, regulation, investigation, data collection, and liaison to the 
Kansas fire service. 

 
SFY 2006 BUDGET:        $4,226,715 
SFY 2006 FTE:   51.0    
SFY 2005 IT EXPENDITURES::  $277,493 
WEBSITE ADDRESS:  http://www.accesskansas.org/firemarshal/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

.40  .40  .40  

Application Maintenance and Enhancement   
(in-production systems) .10  .10  .10  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

.15  .15  .15  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

 1.30  1.30  1.30  

Network Engineering, Technical 
Management and Support .05  .05  .05  

Computer Operations, Management and 
Technical Support .60  .60  .60  

Web application development and 
maintenance .10  .10  .10  

IT Security .10  .10  .10  

Other IT Functions (please identify)       

TOTAL FTEs 2.80  2.80  2.80  

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 1 3 3 
Clients    
Units Replaced 20 0 0 
Total Units 59 65 65 
Storage 72GB 160GB 250GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS: 
Kansas Inspection Data System (KIDS) 
Kansas Fire Incident Reporting System (KFIRS) 
Kansas Insurance Loss Reporting System (KILRs) 
Kansas Arson Information System (KAIS) 
Kansas Burn Injury Reporting System (KBIRS) 
Centers for Medicare and Medicaid Services (Aspen) 
NCIC Datamaxx 
Explosive Licensing 
Certified Arson Investigator 
Fireworks Operator Licensing 
Kansas State Fire Marshal Inventory 
Fire Department/Insurance Database 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The State Fire Marshal Office continued 
improvement of its information technology for FY 2005.   We replaced 21 Pentium II laptops with 
Pentium IV laptop’s,  seven Pentium III PC’s with seven Pentium IV PC’s.  All computers are 
Windows XP.  We added 135 fire departments  to FireHouse Software for electronic reporting.  We 
now have 566 of 649 fire departments reporting electronically.     We added a 16 port switch to our 
conference room so we can connect multiple personnel to the Internet and Network during meetings.  
We added two servers to accommodate the new KAIS program.  This new program will allow on-line 
reporting by our investigators as well as the 100 plus certified investigators in the state.  We added a 
hi-speed scanner to allow for rapid transfer of paper documents to the KAIS electronic files.  Nine 
multifunction printers replaced regular printers for the investigation division.  We added a new PIX 
firewall to replace the MS ISA firewall to allow more diversity within the office for supporting the CJIS 
circuit, Myers and Stauffer circuit, IIS, and local access.  We also upgraded from a 12-24GB tape 
backup drive to a 40-80GB backup drive with new Arcserve software.  This will allow us more backup 
capability with the addition of the new SQL server for KAIS. We converted several of our Paradox 
databases (dos-based) to Access.  All databases in the office are now Access based or SQL based. 
 
STRATEGIC DIRECTION AND OBJECTIVES:   

The State Fire Marshal's Office is continuing to move into the future with information technology.  
KAIS has a new program and will be utilizing the Internet for on-line processing later this year. KFIRS 
and Aspen are now using Internet technology or modems to transfer data electronically to our office.  
Electronic transfer of KFIRS files has eliminated the data entry but increased validation process time. 
We are working the Department of Aging and Department of Health and Environment to enhance the 
Aspen program between our offices.  We have obtained a link to the Myers and Stauffer system that 
will significantly reduce the transition time getting scheduled nursing home and hospital surveys from 
the agencies to our field inspectors and back. KIDS has been upgraded and  should be utilizing 
electronic data transfer by September 2005.   

The KBIRS, KILRS, and KJIRS (Kansas Juvenile Firesetter Information Reporting System) are data 
entry programs that need to be redeveloped using a web-based application, allowing users to enter 
the data on-line and eliminating agency data-entry.  This will require outside help from a commercial 
developer or more programming training for the Database Administrator II.  

We hope to have an agency contingency plan, security plan, and records retention plan completed by 
the end of FY2006.  We continue to enhance our web site with statistical information, FAQs, and 
other information pertinent to the fire service and other agencies.  We may need to increase our web-
site storage as we have more information to post than can be provided by the current host.  If INK 
can’t do this we will have to find another web host. 

As we have advanced our technology with new software and hardware, we have not moved as fast in 
providing training to our personnel to adequately and effectively use the software and hardware to its 
full potential.  With the trend moving to do more with less it will be imperative we get our users and IT 
personnel trained so we can achieve greater production with less material.  
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Our agency has reviewed the Public Key Infrastructure, but has not implemented it.  As we upgrade 
to web-based applications we may again visit the PKI for security of these applications. 

We will complete the annual security self assessment and submit it to ITEC by Oct 2005. 

The office has a policy on record’s retention that meets all requirements of the Kansas Open Records 
Act. 

We would like to change from Ethernet connections within the office to wireless.  As we continually 
have changes and moves this would eliminate the moving of Ethernet jacks to accommodate agency 
moves as well as adding patch panels and wiring as new needs arise. 

We would also like to increase the server processing power with a new server.  Current server has 
dual 1.4GHz and we would like to get a new server with dual 3.2GHz processors.  Also we would 
upgrade the HDD storage from 72GB to 146GB.  This would improve our accessibility to the 
databases.  The old server would function as our e-mail server.  We would also upgrade to Windows 
2003 Server and SQL 2000. 

Another area we would like to improve is the reduction of e-mail spam as well as the ability to monitor 
and retain a history of e-mail.  We have found a product (Double Check) we would like to pursue.  
The ROI would be realized after about one year based on the estimated number of spam e-mails 
deleted each day by our 50 personnel.   
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Highway Patrol (Agency #280) 
BUSINESS PROGRAMS: 
 Highway Patrol Administration  Capitol Police 
 Motor Carrier Inspection   Patrol of the Kansas Turnpike 
 
MISSION: The Kansas Highway Patrol is devoted to improving quality of life through spirited and 

dedicated service. We pledge to be responsive to concerns of citizens and public safety 
partners. We will do this by providing professional law enforcement services and share 
resources in the most effective and efficient manner possible. We believe in treating all 
persons with courtesy and respect. The preservation of individual dignity and 
constitutional rights is paramount in performing our duties. Protecting the rights of co-
workers and providing a safe, secure working environment is of equal importance. We 
are committed to providing protection of life and property through active enforcement of 
traffic, criminal and other laws of the State of Kansas, and by supporting homeland 
security initiatives. We recognize our responsibility to uphold and enforce this authority in 
a competent, fair, and honest manner. 

 
SFY 2006 BUDGET:        $99,577,024 
SFY 2006 FTE:   826.0    
SFY 2005 IT EXPENDITURES::  $1,674,387 
WEBSITE ADDRESS:  http://www.kansashighwaypatrol.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

2 1 2 1   

Application Maintenance and Enhancement   
(in-production systems) 2   2   

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

2   2   

Data Administration, Data 
Analysis/Validation and Database 
Administration 

1   1   

Network Engineering, Technical 
Management and Support 2   3   

Computer Operations, Management and 
Technical Support 5   5   

Web application development and 
maintenance 1   1   

IT Security 1   1   

Other IT Functions (please identify)       

KCJIS 1   1   

Business Analyst    1   

TOTAL FTEs 18   20   
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Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 50 30 20 
Clients    
Units Replaced 200 200 200 
Total Units 1000 1200 1200 
Storage 800GB 1.5TB 3.5TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 90% 95% 98% 
Non-Relational DB 10% 5% 2% 
DATA NETWORK 
IP 95% 96% 98% 
Non-IP 5% 4% 2% 

 
SFY 2005 MAJOR APPLICATIONS: 

Accident Index System [ACC] 
Case Management System [CMS] 
Criminal Interdiction  [CID] 
Fleet Management System [FMS] 
Procurement System 
Central Stores System 
Asset Inventory System 
Notice to Appear System (NTA) 
Motor Vehicle Enforcement [MVE] 
Professional Standards System [PSU] 
Pursuit Tracking System [PTS] 
Automated Field Reporting System (AFRS) 
Computer Aided Dispatch (CAD) 
Records Management System (RMS) 
Safety-Net Commercial Vehicle RMS 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  Numerous accomplishments occurred during 
2005.  Starting with the AFRS (Automated Field Reporting System) upgrade from version 2 to version 
3.  During this upgrade we accomplished two major things. First working with KDOT, KBI and KCJIS 
on the incorporation and creation to exact specifications their validation routines they run at their 
given repository directly into our application. This was done to allow us to create an electronic data 
string for direct electronic transmission with these entities in XML compatible format.  The second 
major enhancement to our AFRS form application was to modify to generic state so any Kansas Law 
enforcement agency may utilize our KHP AFRS application. With the validation routines of each 
repository built directly into our applications this will provide the law enforcement officers of the state 
of Kansas to more accurately complete their required paperwork in a much shorter timeframe. This 
will shorten the timeframe of submission and greatly reduce the returns.  This move was meant to 
bring all Law Enforcement agencies within Kansas the opportunity to share our developed application 
to allow the state as a whole to move forward with electronic transfer of state mandated form 
submittal.  Currently we are in the process of training outside law enforcement and assisting them in 
installing AFRS 3.  This project was funded mostly through the use of two different Federal Grants. 
 
Another accomplishment included the incorporation of VM-Ware enterprise into our network.  This 
along with increased use of our Web Portal and Citrix environment will allow for continued 
consolidation of our servers within our WAN.   This project will continue as the move for the Cox MAN 
is in place and sufficient bandwidth allows us to continue consolidation of some of our equipment 
across the state.  We also upgraded our SAN, and Oracle DB to version 10-g. Enable HTML DB, and 
Oracle Workflow. 
 
PC platforms and hardware were upgraded within transitional methods for replacement along with the 
move from Windows 2000 to Windows XP.  We continued to strengthen our security efforts by 
allowing “run only” application and Internet access software to prevent unauthorized access to 
inappropriate websites.  
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Upgrade to our existing CAD was completed as well as adding numerous enhancements to allow 
even more efficient use of computer-aided equipment for our Central Dispatch needs, including 
making necessary changes to remove the need to make secondary entry into legacy AS/400 system.  
We continued the upgrade and added additional modules for our RMS system, to allow for scanning 
enhancements. 
 
The process has begun to re-write AS/400 applications into a web based Oracle DB mode.  This 
process will be continuing for the next several years.    
 
From the KHP/Access Kansas web site khp/access Kansas staff added “crash log” information to the 
public, thus allowing general public and business entities updated information as it becomes available 
concerning accident information on Kansas highways.   
 
Continued efforts were accomplished in 2005 surrounding the use of security measures, which in part 
included Internet access servers with restrictive requirements, anti-spam, adware-spyware removal 
enhancements, auto updates SUS server for Window updates both server and PC level.   
 
STRATEGIC DIRECTION AND OBJECTIVES:  The strategic direction of the Kansas Highway Patrol 
is multifold.  (Increased use of the Web Portal for KHP information and application access, which sets 
us up for MDU (Mobile Data Units) within the cars that will allow for direct contact with State/Federal 
repositories for traffic and criminal information as well as application access to minimize the 
requirements for office time of troopers, improve response time for information gathering/sharing of 
critical/sensitive law enforcement requirement.) 

Combined with continued improvements of creating a state useable AFRS program for state 
mandated forms, which positions all law enforcement the ability to submit electronically, thus allowing 
the state to get information more accurately and quicker than ever before.  This endeavor has been a 
cooperative effort of KHP, KDOT, KBI and KCJIS, with KHP taking the lead position of application 
development, training, and installation across the state with other law enforcement agencies.  As we 
move forward it is on our radarscope to start the move forward with e-citations, (electronic tickets) 
that would allow for scanning, driver license/ tag registration information auto populate citations and 
electronically move them forward.  

Continued consolidation efforts utilizing the Vm-Ware enterprise application to reduce the need for 
server hardware by full utilization and sharing of server memory and SAN storage.  Once 
consolidation is nearing completion the redundancy efforts for disaster recovery and business 
contingency will move forward by placing systems at the Historical society facility and or in the Salina 
facility.  

To fully enhance ease of use and administration efforts KHP is moving forward with Identity 
Management process.  This process will securely allow for access to KHP information but reduce the 
users need for the numerous application username and password requirements and allow for an 
easier more consistent manner for management of access requirements. 

KHP is moving forward beginning in September 2005 (2006 budget/IT planning) with an Enterprise 
Document Imaging System.  Currently set to kick-off with a single department and then progress our 
way through the agency while setting up agency management decided levels of access and retrieval 
methodologies.  
 

Agency Architecture:  Novel backbone with Windows 2003 servers.  No plans presently to 
move from these platforms, only move is to provide for seamless bridging and user access via 
the web portal and identity management. 

Security Self Assessment:  Yes, KHP completed Security self Assessment. 
 

Technology Infrastructure:  2006 SAN upgrade, with continued consolidation efforts utilizing 
the Vm-Ware enterprise product along with the addional bandwidth provided by Cox MAN. 
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Collaboration:  KHP is continuing efforts of working with KDOT, KBI and KCJIS on our KHP 
created form application called AFRS (Automated Field Reporting System). Continue 
enhancements include possible E-citations or traffic ticketing system and then sharing this 
application with all local law enforcement entities across the state of Kansas Working with 
KDOR, KCC on an application development for civil fine assessment program and access for 
each agency for improvements in Commercial Motor Carrier tracking, citations, fines, 
enforcement,  

Collaboration Technology:  KHP utilizes several means for intra-agency communication, be 
that e-mail, web portal ofr granting access to information or video conferencing 

Data Management:  As stated earlier, KHP is upgrading San capabilities to order to utilize 
newly acquired Document Imaging system starting in September 2006.  Also over the next 
three years KHP is moving away from legacy AS/400 system to our Enterprise SAN and Oracle 
web development methodologies 

E-Government:  Currently KHP utilizes our KHP.org page to electronically access accident 
information on Kansas highways, as we progress we hope to continue that wit detailed accident 
information from our RMS (records management system).  We also plan on utilizing our E-
citations (ticketing application) to allow for electronic transport of citations to the court system 
via the KCJIS network  

Electronic Signatures:  KHP is looking into PKI in an effort to determine agency benefits.  We 
are also studying RSA internally.  With the possible e-citation application we are looking into 
scanning and digital signatures options 

Business Contingency Planning:  KHP is looking into PKI in an effort to determine agency 
benefits.  We are also studying RSA internally.  With the possible e-citation application we are 
looking into scanning and digital signatures options 

Electronic Records Retention:  KHP presently working toward consolidation first in order to 
reduce the costs of improved electronic records retention efforts.  Current methodologies 
include backup’s but looking for more refined methods over the next three years that will be 
more seamless into our operation 



January 2006 

Chapter 2.4 – Public Safety Agency IT Management & Budget Plans 

 

2-230 
 

Investigation, Kansas Bureau of (Agency #083) 
BUSINESS PROGRAMS: 
 Investigations 
 Forensic Laboratory 
 Administrative / Support Services 
 
MISSION: The Kansas Bureau of Investigation is dedicated to providing professional investigative 

and laboratory services to Kansas criminal justice agencies, and the collection and 
dissemination of criminal justice information, for the purpose of promoting public safety 
and the prevention of crime in Kansas.    

 
SFY 2006 BUDGET:        $24,216,222 
SFY 2006 FTE:   207.0    
SFY 2005 IT EXPENDITURES::  $2,574,544 
WEBSITE ADDRESS:  http://www.accesskansas.org/kbi/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

 1.0  1.0  1.0 

Application Maintenance and Enhancement   
(in-production systems) 1.0  1.0 1.0 1.0 1.0 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

1.0  2.0  2.0  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

1.0  2.0  2.0  

Network Engineering, Technical 
Management and Support 3.0  3.0  3.0  

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance 1.0  1.0 1.0 1.0 1.0 

IT Security 1.0 1.0 2.0 1.0 2.0 1.0 

Other IT Functions (please identify)       

Communications and Helpdesk 10.0  10.0  10.0  

TOTAL FTEs 18.0 2.0 21.0 4.0 21.0 4.0 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 121 133 145 
Clients    
Units Replaced 37 74 75 
Total Units 290 295 305 
Storage 2 TB 3.2 TB 4.5 TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS: 
 Accounting System 
 Agents Time Management System 
 Automated Fingerprint Identification System 
 Laboratory Statement of Qualifications System 
 Laboratory Information Management System 
 Missing Persons System 
 Report Processing System 
 Telephone Toll System 
 A/R Invoicing 
 DNA Databank 
 Agent Case Management System 
 Private Investigations System 
 Agent Locator Card System 
 Laboratory Meth Tracking System 

Laboratory Training Manual System 
KCJIS Web Portal 
Computerized Criminal History System 
Kansas Incident Based Reporting System 
Offender Registration 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  During Fiscal Year 2005 the KBI staff worked 
toward improving efficiency and accuracy in our operations by continuing to add new electronic 
interfaces, and creating reporting tools that allow the supervisors and/or users to monitor system use 
and productivity.  We have implemented an electronic batch processing service for agencies that 
conduct a large numbers of criminal history searches.  This eliminated a manual process that 
involved IT staff on the part of the KBI, and the requesting agency.  We successfully implemented a 
data transport technology that utilizes the Web Service standard to allow agencies to submit 
disposition and confinement data to the KBI electronically, which not only gets the data here much 
faster, but also ensures more accurate reporting.  We have successfully connected the Department of 
Corrections, and Johnson County using our data transport technology. 
 
We have implemented a process whereby only one person in the KBI is responsible for ordering 
equipment.  This provides uniformity, and ensures compatibility within our network.  Prior to this, 
departments were allowed to order what they wanted, then asked the IT staff to make it work with the 
network.  This resulted in disparate hardware from multiple vendors, which added a significant 
amount of support time. 
 
We have started developing a “Risk Assessment” which will help us plan our budget more efficiently, 
and make sure that we don’t overlook equipment within our replacement cycle.  This assessment will 
be comprised of data such as date of purchase, processor speed, memory size, OS, as well as what 
applications it runs, and the requirements for up-time for those applications.  This plan is not yet fully 
developed, but the process of creating it has been started and we expect to have it completed in a 
few months. 
 
We have released our Kansas Incident Based Reporting (KIBRS) Views, which allow agencies and 
law enforcement officers the ability to search and filter data for investigative purposes.  We have also 
developed a new KCJIS web portal which will require significantly less time for maintenance, and will 
be much more efficient and stable.  We have also updated our public website, which will now require 
much less maintenance time as well.  We have established Kansas’ participation in the National Sex 
Offender Public Registry (NSOPR), which was initially implemented with 20 states (including Kansas), 
and will eventually include the offenders from the remaining states as well.  We began working with 
N-DEx which is a national data repository for incident data, and will eventually include other types of 
data such as confinement information.  This project is still in its design phase, and the State of 
Kansas is involved with approximately ten to fifteen other states to help develop a useful model that 
will become a searchable system comprised of numerous state and federal databases.  We have also 
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requested and received approval from the CITO to move forward with replacing our outdated 
Automated Fingerprint Identification System (AFIS), and have begun working on implementation of 
that project which will likely not be completed until latter part of FY07. 
 

STRATEGIC DIRECTION AND OBJECTIVES:  The KBI Information Technology department’s 
strategy is to address the following Kansas Strategic Information Management Plan goals when 
creating specific KBI goals and strategies: 
 

• All Kansas citizens will have access to necessary information. 
• KBI information will be managed as a valuable state resource. 
• KBI information will be shared across organizations. 
• The KBI will have IT tools/training to meet service objectives. 
• All KBI investments in IT will support business needs. 
• All KBI investments in IT will be based on sound business rationale. 
• The KBI will streamline internal processes by using new technologies 
• The KBI will apply risk management and security/integrity processes. 

 
Understanding who our customers are, and their unique expectations, allows the KBI information 
technology team to focus and prioritize our efforts to obtain the greatest benefits for those 
dependent on our services.  Our primary customers are: 
 

• Courts 
• Prosecutors 
• Local Law Enforcement agencies 
• Legislature 
• KDHE 
• KDOC 
• KDOE 
• JJA 
• School districts 
• KBI remote offices 
• KBI laboratory 
• KBI agents 
• KBI employees 
• Kansas public 

  
The KBI business programs, to be successful, require the implementation of technology to deliver 
timely and accurate criminal history information and processes to our customers.  Therefore, the 
KBI Information Technology team has focused on implementing and enhancing a number of 
existing and emerging technologies, such as the Internet and web dissemination, E-mail, document 
imaging, digital photos, mug shots, and remote access.  These technologies benefit KBI agents and 
agency staff as well as agency customers such as local law enforcement agencies, courts and 
prosecutors. 
 
Emphasis will always be placed on collecting accurate data, and collecting data electronically is one 
method to improve the timeliness and accuracy of information.  Authorized data will be 
disseminated over the Internet and via dedicated law enforcement networks (NLETS, KCJIS).  Data 
collection and dissemination will occur twenty-four hours per day, 365 days per year, and will be 
appropriately secured when transported over public carriers. 
 
To improve the accuracy of information, duplication of data will be avoided and, whenever possible, 
data will be shared in a real-time fashion, both internally and between agencies.  A good example 
of this approach occurs when the KBI directly accesses adult supervision maintained at KDOC 
rather than duplicating the KDOC data within KBI repositories. 
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Access to existing criminal data is vital to KBI agents and supporting staff.  Therefore KBI agents 
have been provided with laptop computers and provided with remote access capability to input 
timely and critical criminal justice information into their case management system and the KsLEIN 
system, and to receive sensitive information from federal and state databases in a timely and 
secure manner. 
 

Agency Architecture:  Concurrent with implementation of the KCJIS network in 1998, the KBI 
began moving from the IBM AS/400 platform to a client server system and network.  The 
purpose for the move was to utilize open architecture and to take full advantage of the Internet, 
remote access and thin client computing.  The move has allowed the KBI to avoid $2.5 million 
per year in telecommunications costs.  In addition, by using the Internet and local Internet 
service providers, we have allowed the smallest Kansas criminal justice agencies to participate 
at almost no cost.  Our current projects and future plans are to continue to take advantage of 
the Internet to collect and disseminate data electronically, and to maintain and improve an 
information security system that was the first of its kind to be approved by the FBI. 

Security Self Assessment:  The KBI has completed the annual security self-assessment per 
Information Technology Policy 4310. 
 
The KBI had to receive approval from the FBI to use the Internet to transmit federal criminal 
history data.  Obtaining approval required the KBI to install a comprehensive security system.   
In September 1998 the KBI designed and acquired a security system that included multiple 
layers of hardware and software designed to address our key security objectives: 
 
• Active intrusion monitoring (KBI requirement) 
• Regular network vulnerability assessments (KBI requirement) 
• Proactive protection of all devices and data on the KBI local area network (KBI 

requirement) 
• Identify the specific user of our data (FBI requirement) 
• Identify the specific device used by the end user (FBI requirement) 
• Protect data transmissions over a public carrier (FBI requirement) 

 
The KCJIS security system requires every user to obtain a password token (the password 
changes every 60 seconds).  All data is encrypted.   To further protect the integrity of the 
databases, the KBI has purchased and implemented virus detection software for the network 
and for the servers.  The KBI out-sources system intrusion testing to supplement our internal 
security efforts.  System administration rights are restricted to only three KBI employees. 
 
In 1998, the KBI was the first agency, and the only agency until 2003, to receive approval from 
the FBI to transmit criminal history records utilizing the Internet as a transmission medium.  KBI 
staff administers the KCJIS network and security system.   Portions of the security system can 
be utilized by other Kansas criminal justice agencies such as the Kansas Juvenile Justice 
Authority, Johnson County Sheriff, etc..     
 
KBI employees sign an Acceptable Use of the Internet/Email policy form and a KBI Personal 
Computer and Network Security Policy form.  Employees of vendors sign a Vendor Employee 
Computer and Network User Agreement prior to obtaining access to the KBI computer room.  
The KBI conducts multiple network and computer security training classes during the year to 
ensure security awareness among our employees. 

 
Technology Infrastructure:  The KBI chose Microsoft Office suite for office automation 
software.   This provides management with the ability to merge data from databases into their 
Word documents without having to re-key data. 
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The Kansas Criminal Justice Information System data repository is housed at the KBI.  KBI 
users have the capability to access the data directly or through remote access.  Document 
images are electronically stored on the network saving time required to manually retrieve 
crucial documents stored in manual file cabinets.  Mug shots of criminals are available to 
reduce the time required to make positive identifications. 

The KBI intends to explore the use of Web based training to reduce travel, increase efficiency 
and response times.  The use of e-mail, where not prohibited due to security concerns, enables 
agents and management to reach large numbers of vital criminal justice agencies within a very 
short time span with vital criminal justice information.  In certain cases it has proven technically 
efficient for application programs to automatically spawn email messages, utilizing well 
maintained address books to ensure messages are delivered to all appropriate agencies 

Collaboration:  The KBI maintains a significant amount of confidential data that is available 
only to authorized law enforcement agencies, the courts and prosecutors.  In addition, open 
records data must be available to the general public. The KBI implemented our new Microsoft 
SQL Server based central repository system in FY 2002 to provide access to secured data 
through encryption devices based on agency authentication.   Commercial Internet access has 
been available to the public since 1999. 

The KBI would like to take steps toward reducing and eliminating the need to warehouse a 
copy of other agencies data by building real-time data sharing solutions that will allow us to 
search and/or retrieve data from the source agency.  One example is the Kansas Department 
of Corrections.  This information will soon be accessed by the KBI when requested by the user, 
and the process will be transparent to the receiver of the data. 

The Criminal Justice Information System has distributed case management systems for local 
law enforcement agencies, courts and prosecutors.  Agencies may use these case 
management systems to maintain local databases, and the system automatically sends data to 
the KBI electronically.  Livescan fingerprint machines are submitting electronic fingerprints and 
arrest data to the KBI. 

The KBI in 1998 installed a high-speed network that transfers data at 100 MB between the 
servers and 10MB between the servers and the desktops.   The KBI network attaches to the 
KANWIN network in order to obtain Internet services and to send and receive e-mail.   Using 
the KANWIN allows the CJIS project to avoid the expense of a private network by sharing the 
KANWIN resources.   The network is protected by redundant firewalls.   KBI firewall logs are 
reviewed daily. 

The KBI has a technical staff person who monitors and manages the network daily, with a 
second staff person providing backup support. 

The KBI will continually assess new technologies, and implement those that are helpful, 
reliable, and secure.  This includes the current wireless trend.  We are now in the process of 
examining wireless technologies to determine any security concerns, and the cost/benefit ratio 
the KBI can expect from implementing such technologies. 

Collaboration: The KBI maintains a significant amount of confidential data that is available 
only to authorized law enforcement agencies, the courts and prosecutors.  In addition, open 
records data must be available to the general public. The KBI implemented our new Microsoft 
SQL Server based central repository system in FY 2002 to provide access to secured data 
through encryption devices based on agency authentication.   Access to conviction data on a 
fee basis has been available to the public via the Internet since 1999. 

The KBI would like to take steps toward reducing and eliminating the need to warehouse a 
copy of other agencies data by building real-time data sharing solutions that will allow us to 
search and/or retrieve data from the source agency.  As an example, offender information from 
the Kansas Department of Corrections (KDOC) will soon be accessed in a real-time fashion 
when requested from the KBI, precluding the need for KBI to actually warehouse KDOC data.  
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This represents a more efficient technical process and is completely transparent to the receiver 
of the data. 

The Criminal Justice Information System has distributed case management systems for local 
law enforcement agencies, courts and prosecutors.  Agencies may use these case 
management systems to maintain local databases, and the system automatically sends data to 
the KBI electronically.  Livescan fingerprint machines are submitting electronic fingerprints and 
arrest data to the KBI 

Collaboration Technology:  A primary KCJIS objective was to disseminate criminal history 
data to criminal justice agencies using a standard web browser and public Internet Service 
Providers.  The web browser system allows court service officers, for example, to obtain 
criminal history abstracts in less than one minute, improving dramatically the four to six weeks 
required under the previous paper-based system.  Expanding upon this technology, in FY2004 
a web site was made available for the general public to obtain open record criminal history 
information. 

KBI departments have been trained to maintain departmental web pages and to update them 
as needed to better serve and educate Kansas’s taxpayers and criminal justice agencies.  An 
example is the criminal justice hot files and Meth laboratory tracking system. 

The KBI will make and effort to implement all data sharing solutions using industry recognized 
standards such as SOAP and Web Services.  We have, and will continue to reduce and 
eliminate use of proprietary technologies to the extent possible. 

Data Management:  The KBI data administration is addressed according to KIRC policy 8000.   

A computerized Criminal Justice Information System (CJIS) was implemented at the KBI in 
fiscal year 2003.  As part of the system implementation, a metadata listing for the major agency 
data files was created.  The metadata was used to create transaction sets for the electronic 
interface of data between the KBI and its customers.  The CJIS databases are integrated to 
reduce redundancy, and the data elements organized according to standard database 
principles. 

The KBI has adopted XML as a data standard and is actively participating in the federal Global 
Justice XML Data Model project, mapping our data dictionary to the GJXDM standard.   Other 
agencies contributing to the metadata dictionary maintained by the bureau are the Kansas 
Department of Corrections, the Kansas Highway Patrol, the Kansas Juvenile Justice Authority 
and the court system. 

E-Government:  The bureau completed in calendar year 2002 the conversion of our Juvenile 
Criminal History database from the AS/400 to web accessible databases.  The Adult database 
was converted earlier and has been web accessible through a secured network to all criminal 
justice agencies.  Printed criminal history rap sheets that previously required as much as six 
weeks to create are now available in seconds.  Certain non-criminal justice agencies such as 
school districts can obtain conviction-only identifications through the Internet.  The Clandestine 
Meth. Laboratory Tracking System has been operational since early 2002 for the prosecutors 
and local law enforcement agencies to check the status of their laboratory Meth. submissions.  
Databases such as Registered Offender, Be-On-The-Lookout (BOLO), and Kansas 
Misdemeanor Warrants were made web accessible in FYE 2002 to all criminal justice agencies.   
 
All public web sites have been written to meet the ADA requirements.   Where appropriate, any 
new KBI application development will be web based 

Electronic Signatures:  The KBI has performed as a Certificate Authority for the KCJIS 
network since October 1998, utilizing Entrust PKI CA system.  Certificates are distributed to 
KCJIS users who use them to authenticate devices to the KCJIS VPN.  These certificates are 
distributed at no cost to the local criminal justice and law enforcement agencies.  KCJIS 
administrators maintain and administer the CA and certificates.  Certificates are used neither for 
signing official documents nor for conducting financial transactions.  
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All data between the local law enforcement agencies and the bureau has been and is encrypted 
using the most current technological specifications.  From 1998 until 2003 the KBI was the only 
criminal justice agency in the country approved by the FBI to submit federal criminal history 
data over the Internet, attesting to the quality of the agency’s information security solutions 

Business Contingency Planning:  Personal computer users access and store information on 
centralized servers which are routinely backed up by IT staff.   The KBI currently employs 
grandfathered data backup onto backup tapes that are rotated and maintained offsite.  This 
system is expected to meet our major business needs for data recovery.   

The KBI has a backup diesel powered generator as well as an UPS system which are actively 
monitored and tested weekly.  The building is staffed twenty-four hours per day by staff that is 
trained to handle minor recovery situations and who have procedures for escalating larger 
outages as appropriate.  For major disasters, the bureau has developed written operating 
procedures for a designated computer security response team. 
 
The KBI has developed a business continuity plan for all the mission critical computer 
components.  The plan identifies services that will be restored in the event of a disaster, the 
location of the backup site, staff involved and steps that will be followed to restore service to 
Kansas law enforcement as quickly as possible.  

The KBI implemented a backup site located at the Kansas Highway Patrol facility in Salina, 
Kansas.  The backup site will allow critical KCJIS activities to continue in the event of a disaster 
at the KBI headquarters, as well as provide the ability to send KBI data off site for redundant 
data storage at a secure location. Installation was completed in calendar year 2002.   
 
Information security is discussed later in this section under the heading Network and System 
Security 

Electronic Records Retention:  The bureau possesses sufficient electronic data storage 
capability to store all computerized criminal history records and supporting data on-line.  As it is 
not unusual for an offender’s criminal history record to span many years, it is KBI practice to 
store maintain as much legacy data as possible in active  files so the information is readily 
available 24 hours a day, 7 days a week.  Additional storage is maintained to support logging 
the dissemination of any and all criminal history information. 
 
Similarly, the KBI email system storage capability is sufficient that users are not required to 
routinely archive messages to prevent reaching file capacity.   As mentioned previously, all KBI 
and KCJIS information is capture on backup tape on a daily basis and rotated to a secure, off 
site location 
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Juvenile Justice Authority (Agency #350) 
BUSINESS PROGRAMS: 
 Administration  Prevention, Community Programs and Facility Operations 
  
MISSION: Promote public safety by holding juvenile offenders accountable for their behavior, and 

improve the ability of youth to live productively and responsibly in their communities.  As 
we strive to meet our mission, Kansans will enjoy safer communities through prevention, 
intervention, rehabilitation and reintegration services provided to children and their 
families. 

 
SFY 2006 BUDGET:        $88,403,864 
SFY 2006 FTE:   675.5    
SFY 2005 IT EXPENDITURES::  $1,376,126 
WEBSITE ADDRESS:  http://www.ksjja.org/ 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

1.86 .99 1.72 1.35 1.72 1.35 

Application Maintenance and Enhancement   
(in-production systems) 2.38 .13 2.31 1.98 2.31 1.98 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

.09 .01 .09 .13 .09 .13 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

.7 .04 .73 .09 .73 .09 

Network Engineering, Technical 
Management and Support .61 .03 .54 .01 .54 .01 

Computer Operations, Management and 
Technical Support 5.37 1.64 5.63 1 5.63 1 

Web application development and 
maintenance .46 .07 .36 .38 .36 .38 

IT Security .53 .09 .62 .06 .62 .06 

Other IT Functions (please identify)       

TOTAL FTEs 12 3 12 5 12 5 
 

Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 35 54 58 
Clients    
Units Replaced 70 37 65 
Total Units 449 608 500 
Storage 4400GB 8700GB 9300GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 67% 88% 62% 
Non-Relational DB 33% 12% 38% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
 
 



January 2006 

Chapter 2.4 – Public Safety Agency IT Management & Budget Plans 

 

2-238 
 

SFY 2005 MAJOR APPLICATIONS: 
 Juvenile Justice Intake and Assessment Management System (JJIAMS) 
 Juvenile Information Folder (JIF) 
 Purchase of Service Management (POSsuM) 
 Community Agency Supervision Information Management System (CASIMS) 
 Juvenile Correctional Facility Software (JCFS) 
 Juvenile correctional Facility 1600 Pre-Placement Screening (JCF1600) 
 Interstate Compact on Juveniles (ICJ) 
 Accounting 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The JJA IT Division focuses on supporting the 
Juvenile Justice Information System (JJIS) and its several hundred statewide users, and supporting 
non-JJIS IT services for JJA staff.  We enjoyed the following major accomplishments during SFY 
2005: 
 
1. We implemented Microsoft Terminal Services to deliver our JJIS applications. To this end, we 
adapted all three of our main JJIS applications (JJIAMS, CASIMS, and JCFS) to be compatible with 
terminal services. As a result, we reduced installation maintenance times, increased user 
performance, increased data security, centralized data storage, facilitated monitoring, ensured data 
backups, and lowered support costs. 
 
2. Simultaneous with its adaptation to use Terminal Services, the JCFS database was consolidated 
from four remote and one central database (i.e., five “copies”) to a single central database. 
Previously, each of our four correctional facilities had a copy of the database, with each copy 
replicating, and thus merging, its unique data into a central database, hosted at JJA Central Office. 
Now, all JCFS users access the same database, vastly improving synchronization, accessibility and 
sharing of information. 
 
3. We also modified our JJIS applications to include new data edits to help assure that data entry is 
more timely, more correct, and more consistent with changing laws, regulations, policies, standards, 
and business needs and practices. We also began integration of our JJIS applications with KCJIS 
statutes, in their native formats, to increase inter-system consistency and ease of updates. 
 
4. During construction of the Kansas Juvenile Correctional Complex, we oversaw installation of the 
facility’s phone- and data-services.  This project was jointly done by JJA and the Department of 
Administration’s Bureau of Telecommunications 
 
STRATEGIC DIRECTION AND OBJECTIVES:  JJA has mostly used contracted-services to develop 
and maintain the JJIS, ever since the system’s inception. In fact, contracted services still support 
most of the JJIS applications today. As with most enterprise applications, the JJIS applications will 
continue to need regular changes, to keep them current with the prevailing statutory, regulatory, and 
business climates. To meet JJIS’s future support needs, but in a more cost-effective way, JJA has 
been actively planning to move away from contracted services and transition JJIS support to new and 
existing agency IT staff. Success of such a major transition hinges on thorough cross training and 
knowledge-transfer between current contractor’s staff and JJA IT staff. Hence, JJA has sought and 
successfully obtained monies to fund an overlapping, transition period in which both contractor staff 
and JJA IT staff (existing and proposed new) can collaborate. 

We will also continue to build upon the success we have enjoyed with Microsoft Terminal Services. 
As we have done with our JCFS database, we aim to consolidate our CASIMS databases into a 
single, central database. Each judicial district (or sub-district) now has its own copy of the CASIMS 
database. With consolidation, we expect to replicate the same benefits that we realized with the 
JCFS-database consolidation. 

In addition to increasing training for IT staff, we will also be aiding in development and implementation 
of a statewide user-training program for all our JJIS applications. 
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Moreover, we will be selectively modifying our applications to keep them aligned with business and 
legal requirements, while still introducing features that will enhance the user’s experience, and 
improve the quality of the data that is entered. 

We will also be expanding the diversity and availability of standardized and validated, JJIS-based 
reports. 

Finally, we will continue our improvements in security and sustain our support and participation in 
development, testing, and implementation of JJA’s business contingency plans.  

Agency Architecture: JJA uses Win-tel platforms and develops its business applications using 
standard development languages   

Security Self Assessment:  JJA has done the assessment, which identified areas needing 
improvement.  We will continue to use the assessment to guide and measure our progress 

 
Technology Infrastructure:  Over the next three years, JJA will be implementing a new, 
desktop-operating-system standard and may also be transitioning to a new version of our 
current database system software. We are not planning any changes in storage, platform or 
data-network infrastructure 

Collaboration:   

1. Monthly, SRS has been providing from their data systems, information on client-identification 
numbers and eligibility for federal foster-care benefits, for those juveniles who are known to 
both agencies. This information expedites JJA’s completion of its portion of a semi-annual 
federal report, prepared and submitted by SRS. We are planning to automate this information 
by integrating it into our CASIMS database application.  

2. We are working on a pilot interface, to allow KCJIS users to access select information in JJIS, 
via our Juvenile Information Folder web application 

Collaboration Technology:  JJA uses Novell GroupWise, Leader-contracted conference 
calling, IP video conferencing, and WebEx web conferencing, the latter mainly for delivering 
Helpdesk services 

Data Management:  As noted in our accomplishments and strategic-direction summaries, we 
will continue to move from a distributed-database environment to a consolidated- and 
centralized-database environment. Atop the user benefits cited earlier, consolidation and 
centralization would greatly reduce support, maintenance, and monitoring needs, simplify and 
ensure data backups, and minimize, if not forego, data-synchronization procedures 

E-Government:  JJA increasingly uses the web to deliver information to our partners, 
customers, stakeholders, and Kansas citizens. JJIS uses secure web connections, either in the 
form of web-enabled interfaces for certain functions (e.g., searching, uploading to, or 
downloading from central data stores), or as entire data-driven web-applications, to capture and 
transmit data, and to share information 

Electronic Signatures:  JJA does not use PKI.  We do, however, use both two-factor 
authentication and SSL encryption to access major systems, including portions of the JJIS 

Business Contingency Planning:  JJA is reviewing its existing planning and will ensure that 
both the business plan and the IT plan meet agency’s needs 

Electronic Records Retention:  Although still lacking a formal policy on electronic-records 
retention, JJA uses a document-imaging system and data backups to retain electronic records 
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Parole Board (Agency #523) 
BUSINESS PROGRAMS: 
 Inmate Release Administration and Supervision 
 
MISSION: The Kansas Parole Board provides public safety by determining conditions under which 

offenders may be released from prison and standards for offender performance. 
 
SFY 2006 BUDGET:        $452,988  
SFY 2006 FTE:   3.0    
SFY 2005 IT EXPENDITURES::  $18,360 
WEBSITE ADDRESS:  http://docnet.dc.state.ks.us/KPB 

 
IT Profile: Agency has no dedicated IT Staff 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers  1 1 
Clients    
Units Replaced 3   
Total Units 3 10 10 
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported. 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The Kansas Parole Board purchased a server 
to be exclusively used for the Board.  Laptop computers were purchased for use by the Board 
members and the Administrator away from the regular duty station.  
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STRATEGIC DIRECTION AND OBJECTIVES:  The Kansas Parole Board does not anticipate any 
changes in IT resources over the next three years. 

Agency Architecture:  The Kansas Parole Board has no plans to move towards a different 
platform. 

Security Self Assessment:  The Kansas Parole Board works with the Department of 
Corrections to ensure the security of the system pursuant to ITEC Policy 4230. 

 
Technology Infrastructure:  The Kansas Parole Board will work with the Department of 
Corrections to update technology over the next three years as needed. 

Collaboration:  The Kansas Parole Board will continue to share data with the Department of 
Corrections and the Department of Corrections will provide the infrastructure, technology, and 
application development services for the Board. 

Collaboration Technology:  The Kansas Parole Board uses the messaging, email and video 
conferencing equipment of the Department of Corrections to conduct business.   

Data Management:  The Kansas Parole Board will work with the Department of Corrections 
and the Kansas State Publications Archival Collection repository to store electronic records. 

E-Government:  The Kansas Parole Board provides access to the monthly public comment 
sessions on the website. 

Electronic Signatures:  The Kansas Parole Board will work with the Department of 
Corrections to ensure PKI is implemented. 

Business Contingency Planning: All records generated by the Kansas Parole Board are kept 
in the Department of Corrections’ files.  The Kansas Parole Board will work with the 
Department of Corrections to ensure the ability to continue business in the event of a disaster.  

Electronic Records Retention:  All records generated by the Kansas Parole Board are kept in 
the Department of Corrections’ files.  The Kansas Parole Board will work with the Department 
of Corrections to ensure records are appropriately retained in the imaging system. 



January 2006 

Chapter 2.4 – Public Safety Agency IT Management & Budget Plans 

 

2-242 
 

Sentencing Commission, Kansas (Agency #626) 
BUSINESS PROGRAMS: 
 Kansas Sentencing Commission 
 Implementation and Administration of 2003 – SB 123  
 
MISSION: To develop post-implementation monitoring procedures and reporting methods to 

evaluate guideline sentences; to advise and consult with the secretary of corrections and 
members of the legislature in developing a mechanism to link guidelines sentence 
practices with correctional resources and policies, which includes review and 
determination of the impact of the sentencing guidelines on the state's prison population; 
to consult with and advise the legislature with reference to implementation, management, 
monitoring, maintenance and operations of the sentencing guidelines system; and to 
make recommendations to the legislature relating to modification and improvement of the 
sentencing guidelines.  

 
SFY 2006 BUDGET:        $6,906,097  
SFY 2006 FTE:   7.0    
SFY 2005 IT EXPENDITURES::  $57,504 
WEBSITE ADDRESS:  http://www.accesskansas.org/ksc/ 

 
IT Profile:  The agency has no dedicated IT Staff 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       
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Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 0 1 1 
Clients    
Units Replaced 4 3 3 
Total Units 12 13 12 
Storage 0 GB 386 GB 386 GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported. 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  
Improvement and enhancement to the SB 123 Payments system (TPPS – Treatment Providers 
Payment System) 

• Includes development and implementation of data checking linkages with Department of 
Corrections’ – Community Corrections Total Offender Activity Documentation System 
(TOADS) for SB 123 cases. 

• Includes development of enhanced reporting capabilities 
 Includes improvements in processes of data integrity checking 
• Includes enhanced tracking and reporting capabilities with regard to offender 

reimbursements and insurance proceeds received by the Commission under this program. 
 
Develop and deploy a server for storage and disaster recovery of all agency data and analysis 
files 

Includes developing a back-up protocol – in collaboration with DISC small agency support - 
with a method, in collaboration with Department of Corrections, to deliver a daily back-up copy 
to an off site location.  This gives the agency disaster recovery capabilities where there was 
none previously. 
 

Install and begin imaging of historical grant documents (from when the Criminal Justice 
Coordinating Council was housed under the Sentencing Commission) and imaging of journal 
entries of judgment forms as well as probation revocation journal entry forms, nunc pro tunc 
orders and the like. 

Includes coordination with, and asset use, of the Department of Corrections’ imaging storage 
system.  License for imaging documents was secured with past administrative grant funding 
and paid through the Kansas Sentencing Commission. 
 

Acquire capabilities to perform crime-based mapping.   
The agency purchased ARC-GIS and is in the process of trying to learn the analysis necessary 
to produce density mapping which can then be applied to items guided by the statute directing 
the work of the Commission.  Some examples of such work include mapping of sentences 
imposed, producing such maps controlling for population density, mapping of sentencing 
departures and controlling for the number of sentences imposed by judicial district, mapping the 
number of and the density of specific types of crimes of convictions (e.g., violent crimes, drug 
crimes, probation revocation rates resulting in incarceration, etc.).  Initial training has been 
attended by our two most senior analysts.  This project is on-going and, during FY 2005 
reached only the stage of “general awareness” as no results have yet been produced. 

 
STRATEGIC DIRECTION AND OBJECTIVES:   

1. The next IT project that the agency will undertake is an integration into KCJIS (Kansas 
Criminal Justice Information System) such that the Sentencing Commission would receive 
journal entry of judgment forms via a “data push” from the document originator (rather than the 
current paper-based process).  This document originator is in some jurisdictions the Court and in 
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other jurisdictions the Prosecutor.  By doing so, the Sentencing Commission will receive 
information from Full Court and from the Prosecutor’s system.   

Eventually, should the Full Court and/or the prosecutor’s system include additional documents 
presently entered manually by Commission staff, such as probation revocation journal entries, 
nunc pro tunc orders, and the like, we envision a “data push” of these documents as well. 

Cross-agency and joint application development parties involved in this initiative include the 
Kansas Bureau of Investigation, the Office of Judicial Administration, individual level Courts, 
individual jurisdictions’ prosecutors offices, the Department of Corrections, and others falling 
under the KCJIS umbrella. 

2. With regard to the Treatment Providers Payment System for 2003-SB 123 administration, we 
envision continuing collaboration with Department of Corrections – and Community Corrections – 
in the development of enhanced data integrity checks and improved ad hoc reporting capabilities. 

3. Move to the state’s uniform look email system.    Presently the Sentencing Commission is 
using an email system that is run from an old PC and provides only a limited amount of the 
functionality available in Outlook.  For a domain name, we purchased a 2-year domain name from 
123Cheap Domains.  During the coming Fiscal Year we anticipate moving to the DISC-hosted 
fully functional version of Outlook using a state-based uniform-look email address. 

Agency Architecture:  Currently we have 1 server running Windows Server 2003 with Active 
Directory and are hosting our own email on a small workstation running ArGoSoft, we also have 
11 PCs all running Windows XP Professional. Our entire network is located behind a Cisco PIX 
501 firewall residing on the KANWIN network. 

Security Self Assessment: We were informed by Larry Kettlewell that due to the size of our 
agency this was not required. 

 
Technology Infrastructure:  If the size of our data requirements continues to grow, we will at 
some future point need to scale up to a SQL server of some sort to handle the volume. 

Collaboration:  Continue to integrate with some of the systems from KDOC; working toward 
including some integration under the KCJIS umbrella with KBI, Courts, Prosecutors system and 
KDOC. 

Collaboration Technology:  None reported. 

Data Management:  None reported. 

E-Government:  None reported. 

Electronic Signatures:  None reported. 

Business Contingency Planning:  We have full backups of the server being taken off-site 
each day and all user files are being stored in the respective folders on that server. 

Electronic Records Retention:  We have an imaging scanning station that places imaged 
documents into a section of space allowed to us by KDOC.  Into this system we are imaging 
historical grant documents and journal entries of sentencing. 
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Agriculture, Department of (Agency #046) 
BUSINESS PROGRAMS: 
 Administration & Support   Agricultural Laboratories 
 Food Safety & Consumer Protection Programs Environmental Protection Programs 
 Regulation of Water Resources 
 
MISSION: The Kansas Department of Agriculture strives to establish itself as the premier food 

safety, consumer protection and natural resource protection agency in Kansas.  The 
strong foundation provided by the agency’s regulatory programs allows the secretary to 
effectively advocate and educate on behalf of Kansas agriculture.  This vision is 
implemented by administering the laws and programs assigned to the department for the 
benefit of the people of Kansas.  KDA administers its programs in an effective and 
efficient manner which, if challenged, will be proven credible.    

 
SFY 2006 BUDGET:        $22,826,285 
SFY 2006 FTE:   303.0    
SFY 2005 IT EXPENDITURES::  $664,400 
WEBSITE ADDRESS:  http://www.ksda.gov 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

1.4 0.7 1.4 0.6 1.4 0.6 

Application Maintenance and Enhancement   
(in-production systems) 

2.9 0.1 2.9 0.1 2.9 0.1 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

0.4 0.2 0.4 0.2 0.4 0.2 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

1.1   1.1   1.1   

Network Engineering, Technical 
Management and Support 

0.8   0.8   0.8   

Computer Operations, Management and 
Technical Support 

1.8   1.8   1.8  

Web application development and 
maintenance 

0.8   0.8   0.8   

IT Security 0.8   0.8   0.8  

Other IT Functions (please identify)       

TOTAL FTEs 10 1 10 1 10 1 
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Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 17 19 21 
Clients    
Units Replaced 53 74 74 
Total Units 352 336 336 
Storage 1042GB 2579GB 4644GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 99% 99% 100% 
Non-Relational DB 1% 1% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS: 
 Registration, Enforcement and Compliance System (RECS) Windows 2003 Server 
 Water Rights Information System (WRIS) Windows 2003 Server 
 Water Structures Inventory System (WIS) Windows 2003 Server 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS: 
Jul 04- Jun 05 Continuing to develop new applications to replace old File Pro applications.  

Completed  licensing for Weights & Measures, ACAP and Pesticide Products and 
Dealers.  

 
Department continues to move from a pure Corel Office environment to a Microsoft 
Office Platform.  The transition has brought the MS Office environment to all 
department systems.   

 
KDA has converted all but one server to MS Windows Server 2003, bringing the 
agency under the Active Directory environment.    

 
March 2005 Brought all Oracle databases and supporting Oracle applications to the 10g level.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  After internal reviews, the agency has identified 
several weak areas of the current IT organization.  The agency, being proactive in its IT support and 
development direction, hired a Chief Information Officer (CIO) to improve the overall strategic 
direction of the department.  This function did not increase the overall IT structure, but rather was 
accomplished through a reallocation of positions.  The new organization will provide the Secretary an 
individual that will provide strategic vision, direction, and have control of the IT applications functional 
area.   The previous position, Director of Information Resources and Technology, was reclassified 
and will serve under the CIO as the IT Operations Manager (OM). 

Agency Architecture:  KDA is pushing to move all its systems to a one-platform base.  The 
agency has set the goal of applying the Microsoft XP Pro Operating system to all KDA systems 
by mid FY 2005.  All base units at the headquarters and field offices are on the XP operating 
system as of the end of FY 2004.   KDA is taking the same approach for office systems 

Security Self Assessment: The agency has instituted the state guidelines for password 
protection.  Additionally, the agency has implemented the use of Virtual Private Networking 
(VPN) through the addition of Virtual Local Area Network (VLAN) technology.   The 
department’s security procedures delineated the necessity to use firewalls and virus protection 
services.  The department has a single point of entry for all LAN and VLANS through 
implemented firewall.   Self assessment conducted October 2004   
 
Technology Infrastructure:   
1.  Resources permitting, KDA will install wireless services in the headquarters and the four 
field offices. 
2.  In 2008, increase bandwidth from partial T1, 768 kbs, to a full T1 or possible 3mb, if the Cox 
Cable contract expands to Garden City, Stockton, and Stafford.  
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Collaboration:  KDA continues to use platforms that permit inter-agency collaboration and will 
continue to explore additional avenues for inter-agency collaboration including, but not limited 
to messaging, email, web-portal systems, etc. 

Collaboration Technology:  Not Reported. 

Data Management: KDA plans to utilize remote data storage, through Storage Area Network 
(SAN) technology . 

E-Government: KDA is continually moving toward more efficient processes.  As technologies 
advance, we must accommodate our end-user.  Electronic government (e-gov) allows for end-
user convenience while improving the department’s efficiency.  Also, improving the methods 
and technologies used to support field staff and home office users is necessary if we are to 
transfer data in a real-time environment.  The completion of the Registration, Enforcement and 
Compliance System (RECS), has made the single point of entry into a system that could be 
accessed by a variety of users to meet the needs of management and the department’s 
customers.  The implementation of the Registration, Enforcement and Compliance System 
(RECS) means the department will have a system of integrated applications to allow expedient 
business processing.  Access to this information is available to all who are authorized to use it 
through e-gov concepts.  KDA now has an operational one stop licensing center to process all 
contacts with users.  Still lacking is an easy and efficient method of transferring data from field 
and home office staff.  KDA has pushed toward one licensing center to process all contacts 
with users.   

Electronic Signatures:  KDA plans to implement data/e-mail encryption and verification of a 
user’s digital identity 

Business Contingency Planning:  Contingency planning efforts are on going 

Electronic Records Retention:  This agency along with other state agencies, departments, 
boards, and commissions is struggling with electronic record retention.  Current hard-copy 
retention services and directives are implemented and are working appropriately.   Although 
major strides have been made in electronic mail, the agency has yet to develop or adopt a 
policy for other electronic records.  The agency does have an excellent policy for providing 
public access to electronic information.  Since the implementation of the RECS application 
many of the requests for information are handled totally electronically 
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Animal Health Department, Kansas (Agency #055) 
BUSINESS PROGRAMS:  
 Brand Registration  
 
MISSION: To ensure the public health, safety and welfare of Kansas’ citizens through prevention, 

control and eradication of infectious and contagious disease and conditions affecting the 
health of livestock and domestic animals in the state of Kansas; to regulate facilities that 
produce, sell or harbor companion animals and enforce the laws governing such facilities; 
to direct an effective brand registration and inspection program to identify ownership of 
lost or stolen livestock and to inform the public of the status of the health of livestock in 
the state to promote understanding and gain public assistance in achieving this mission.    

 
SFY 2006 BUDGET:        $2,506,158 
SFY 2006 FTE:   33.0    
SFY 2005 IT EXPENDITURES::  $85,613 
WEBSITE ADDRESS:  http://www.accesskansas.org/kahd/   

 
IT Profile:  This agency has no dedicated IT Staffing 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 2 2 2 
Clients    
Units Replaced    
Total Units 15 15 15 
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 



January 2006 

Chapter 2.5 – Agriculture and Natural Resources Agency IT Management & Budget Plans 

 

2-249 
 

SFY 2005 MAJOR APPLICATIONS:  None reported 
 

SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  Installed two DELL Servers with Active 
Directory, Installed new PCs, updated old databases to Microsoft Access and will later split to SQL 
server backend with Access front end applications.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  The agency is working with DISC Small Agency 
Support Group to install 2 servers that will provide data backup and give the agency domain 
functionality.  We are also upgrading all of our PCs to Windows XP and Microsoft Office 2003 for 
added security; convert work group to Active Directory domain; update database to SQL server and 
MS Access; combine different areas of agency job functions to provide cooperative work efforts.  Our 
agency is based on a Windows platform with Microsoft Server 2003 with active directory in a domain 
structure 

Agency Architecture:  Not Reported. 

Security Self Assessment: We have up to date licenses for Computer Associates Anti-Virus 
and a Cisco PIX 501 firewall blocking external access and connecting to Department of 
Administration via an encrypted VPN.  

 
Technology Infrastructure:  Not Reported. 

Collaboration:  Not Reported. 

Collaboration Technology:  Not Reported. 

Data Management:  Not Reported. 

E-Government:  Not Reported. 

Electronic Signatures:  Not Reported. 

Business Contingency Planning:  Not Reported. 

Electronic Records Retention:  Not Reported. 
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Conservation Commission, State (Agency #634) 
BUSINESS PROGRAMS: 
 Water Resources Cost-Share Program  Multipurpose Small Lakes Program 
 Non-Point Source Pollution Control Program State Asst. to Watershed Dam Const. 

  Kansas Water Quality Buffer Initiative  Water Rights Purchase Program 
 Riparian and Wetland Protection Program  State Aid to Conservation Districts 

Watershed Planning Assistance Program  Land Reclamation Program 
 
MISSION: The State Conservation Commission administers conservation programs designed to 

enable local entities and individuals to protect and enhance Kansas’ natural resources.    
 
SFY 2006 BUDGET:        $11,171,562 
SFY 2006 FTE:   14.0    
SFY 2005 IT EXPENDITURES::  $ 35,432 
WEBSITE ADDRESS:  http://www.accesskansas.org/kscc 

 
IT Profile:  This agency has no dedicated IT Staffing 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 4 4 4 
Clients    
Units Replaced    
Total Units 19 19 19 
Storage    

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 0% 0% 0% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 0% 0% 0% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The SCC has completed the third development 
phase of a three phase IT project to automate information systems and cost-share database 
processing functions using a web based design.  The GIS component of Phase III is still being 
enhanced by DASC.  The SCC began planning the Cost Share Information Management System 
(CSIMS) in October of 2001. The first phase, IT Needs Analysis, identified areas compatible with 
automation systems. The second phase involved the integration of systems to manage the various 
cost-share and other conservation programs administered by the agency and was competed June 30, 
2004.  Phase II of this project has reduced cost-share contract processing and payment time by 70% 
and resulted in the reduction of clerical staff by 1.5 positions.  Phase III was completed on October 
30, 2004.  Agency computers were upgraded to Windows XP Professional.  A new web server was 
purchased for CSIMS and a server was purchased for SCC operations. Five PC workstations were 
upgraded in FY 2005.  In FY 2006 the SCC upgraded the Oracle database to Version 10G.  Oracle is 
the database platform that CSIMS uses.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  “Continue development and implementation of IT 
design and implementation that addresses current and future IT needs of the SCC with a focus on 
effective and efficient program delivery and administration”. 

The SCC plans for staff computer upgrades annually to maintain functioning systems and to keep up 
to date with developing technology.  The agency’s computer upgrade plan forecasts upgrading up to 
20% of its systems each year to maintain current technology and system reliability.  In FY 2007 two 
computers will be upgraded at a cost of $2,400.  Also a staff networked printer will be replaced a cost 
of $1,500.  In addition, the fund enhancement addresses annual maintenance and licensing costs on 
all 19 SCC personal computer systems.  In FY 2007, the SCC will need to purchase a Dell server 
costing $3,500 to support Oracle database systems that are a part of CSIMS. The SCC will also 
install wireless internet and intranet services in the building at a cost of $1,000.  An annual Oracle 
maintenance payment is estimated at $3,500 for FY 2007.  Updated and functional systems are 
required that provide processing speed and memory to handle large cost-share database processing 
functions, spreadsheets, desktop publishing and Geographic Information Systems applications.  An 
increase in office automation is occurring due to the increased reporting and accountability demands 
of State Water Plan funding and increasing financial assistance program budgets.  Procuring and 
maintaining adequate computer systems is essential to handle current and projected workloads of 
staff.  Any necessary purchases in the commodities expense group will be addressed from SWP or 
Land Reclamation funding. 

 
The SCC is completing enhancements to CSIMS identified after completion of Phase III of the CSIMS 
development.  The Geographic Information Systems (GIS) system enhancements phase will be 
completed by October 30, 2005.   The GIS component is being developed mostly by the Data Access 
and Support Center (DASC) at the Kansas Geological Survey.  In support of the development of CSIMS, 
DASC will develop an interactive mapping application that enables a geographic view of the cost-share 
implementation component of CSIMS.  The application will support basic map navigation, layer control, 
feature identification, and provide connectivity to the CSIMS allowing the user to begin at the statewide 
extent, navigate to an area of interest, and then hyperlink to the detailed information in CSIMS.  The 
ability to quickly produce a map will be of great benefit to resource managers at both the state and local 
level.  The CSIMS reporting and mapping functions will be available to the 105 county conservation 
districts as well as the SCC.  The agency program manuals will be available to conservation districts 
through CSIMS in a PDF format.  Additionally, the SCC will be posting business documents on the 
agency web site such as annual reports, minutes, agendas and personnel directories.  Updates and a 
revised version of the cost-share database will be pursued in FY 2007 and later years.  Funding for future 
annual maintenance and enhancement of CSIMS is budgeted in the FY 2007 budget at $50,000.  The 
SCC will in future years begin planning the replacement of the Filepro applications currently used by 
budget staff for agency financial operations.  The SCC will upgrade 20% of its 19 computer systems in 
FY 2007.  The agency’s computer upgrade plan forecasts upgrading 20% of its systems each year to 
maintain current technology and system reliability estimated at $3,000.  Additionally current services 
budget requests will address annual management and technical network and server support provided 
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by KDA at a cost of $10,000.  Annual software and license maintenance costs are estimated at 
$3,500 

Agency Architecture: SCC operations are conducted using a Microsoft environment.  Filepro 
applications are used by fiscal staff. Other MS applications are used by agency staff.  

Security Self Assessment: The SCC has adopted the Kansas Department of Agriculture 
Information Technology Security Policy (KDA 2001-01) dated February 20, 2001.  In FY 2004 the 
SCC adopted new password security protocols. 
 
Technology Infrastructure:  Not reported. 

Collaboration:  Not reported. 

Collaboration Technology:  The SCC has no personal assistants.  The SCC uses Microsoft 
Message Exchange 2003.  The email system used is Microsoft Outlook.  The use of instant 
messaging is discouraged. 

Data Management:  Not reported. 

E-Government: The SCC will increase the electronic access to business documents and agency 
program related information through the use of web-site posting of these documents.  Licensing 
fees in the Land Reclamation Program may be paid electronically with the use of credit card 
software installation.  In FY 2004, conservation districts gained the ability to access the on-line 
cost-share database developed by CTA and the SCC. 

Electronic Signatures:  Not reported. 

Business Contingency Planning:  The SCC is working with KDA on contingency planning.  
Currently, the KDA IT staff back-up data daily on tape.  The KDA IT staff is negotiating with 
Department of Aging to move SCC data tapes monthly to their storage facility. Additionally, daily 
critical data are moved off site daily to KDA’s Forbes location. 

Electronic Records Retention:  Not reported. 
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Fair, Kansas State (Agency #373) 
BUSINESS PROGRAMS: 
 Operations 
 Maintenance  
 
MISSION: To promote and showcase Kansas agriculture, industry and culture, create an opportunity 

for commercial activity, and provide an educational and entertaining experience that is 
the pride of all Kansans.    

 
SFY 2006 BUDGET:        $6,648,033 
SFY 2006 FTE:   23.0    
SFY 2005 IT EXPENDITURES::  $59,179 
WEBSITE ADDRESS:  http://www.kansasstatefair.com/ 

 
IT Profile:  This agency has no dedicated IT staffing 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance       

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs       

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 2 2 2 
Clients    
Units Replaced 1 4 4 
Total Units    
Storage 5GB 5GB 5GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
SFY 2005 MAJOR APPLICATIONS:  None reported 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The fair made enhancements with the purchase 
of three new microcomputers. Improvements continue to be made to the website to allow for online 
transactions, fair information, and e-mail marketing. 
 
STRATEGIC DIRECTION AND OBJECTIVES:   

Agency Architecture:  The agency has two servers with Windows 2000.  One server is used 
for a backup to the other server.  We currently use DSL for internet use.  We have a star 
network topology with 16 nodes. 

Security Self Assessment:  The Fair utilizes the services and resources of DISC to monitor 
security issues and to make sure the necessary firewalls and procedures are in place. 

 
Technology Infrastructure:  The agency currently has no plans to upgrade or change 
infrastructure.  The Fair will follow the recommendations of DISC in changes to infrastructure. 

Collaboration: The Kansas State Fair currently uses Microsoft Outlook Exchange offered 
through DISC for E-Mail.  

Collaboration Technology: The Kansas State Fair currently uses Microsoft Outlook Exchange 
offered through DISC for E-Mail.  

Data Management:  The Kansas State Fair will continue to use Microsoft office programs to 
manage data pertaining to patrons, exhibitors and staff. Graphics and Marketing are created 
through the use of Adobe products and building layouts are created through the use of 
Autodesk products. We have no plans to change the way data is handled at this time. We will 
look at upgrading to newer versions of programs used to stay current with technology and to 
give us additional capabilities. 

E-Government: In the past year, the Kansas State Fair continues to grow in the e-commerce 
aspect of its website through the retailing of various tickets and Fair-related items. We 
anticipate continued growth in the next few years to allow our customer to make and pay for 
their entries via the website. We will work towards making it possible for commercial and 
competitive exhibitors to renew their contracts and make payments via the Internet. 

Electronic Signatures: No plans at this time.  

Business Contingency Planning:  Back up tapes are made every night of the files saved on 
the server.  We have a back up server that provides one week of back up information.  
Periodically, the server is backed up on CDs.  CDs are stored off-site through selected staff 
members to provide a secure and safe location in the event of an emergency. 

Electronic Records Retention:  The Kansas State Fair is working on developing an electronic 
records retention policy. 
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Health and Environment, Department of (Agency #264) 
BUSINESS PROGRAMS: 
 General Administration/Management  Division of Health 
 Center for Health and Environment Statistics  Division of Environment 
 Division of Health and Environment Laboratories 
 
MISSION: The mission of the Department of Health and Environment is to protect and promote the 

health of Kansans by providing community and personal health services, ensuring 
adequate sanitary conditions in public facilities and health facilities, and regulating and 
promoting environmental quality.    

 
SFY 2006 BUDGET:        $197,986,651 
SFY 2006 FTE:   879.0 
SFY 2005 IT EXPENDITURES::  $6,782,872 
WEBSITE ADDRESS:  http://www.kdhe.state.ks.us 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

9.4 .5 9.4 .5 9.4 .5 

Application Maintenance and Enhancement   
(in-production systems) 4.9  4.9   4.9  

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

8.3  8.3  8.3  

Data Administration, Data 
Analysis/Validation and Database 
Administration 

6.8  6.8  6.8  

Network Engineering, Technical 
Management and Support 7.0  7.0 1.0 7.0 1.0 

Computer Operations, Management and 
Technical Support 16.0 3.0 16.0 3.0 16.0 3.0 

 
Web application development and 
maintenance 1.4  1.4  1.4  

 

IT Security 1.0 1.0 1.0 1.0 1.0 1.0 

Other IT Functions (please identify)  
      

TOTAL FTEs 54.8 4.5 54.8 5.5 54.8 5.5 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 0 0 0 
Servers 136 145 145 
Clients    
Units Replaced 100 100 100 
Total Units 1559 1600 1650 
Storage 17TB 20TB 25TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 80% 90% 95% 
Non-Relational DB 20% 10% 5% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 

 
 



January 2006 

Chapter 2.5 – Agriculture and Natural Resources Agency IT Management & Budget Plans 

 

2-256 
 

SFY 2005 MAJOR APPLICATIONS:   
 Vital Statistics Information and Imaging System 

Kansas Health Insurance Information System 
Health Care Provider Database 
Lab Neonatal Screening 
Children with Special Health Care Needs (CSHCN) 
CLARIS - Child Care Licensing and Registration Information System 
Food and Lodging 
Laboratory Information and Reporting System 
MCH/FP Data System 
Sound Beginning: Newborn Hearing Screening Program 
Health Facility Regulation and Health Occupations Credentialing 
Hawk 
KDHE IT ASSET DATABASE 
Laboratory Optical Disk Archive System 
Infant Toddler System 
Kansas Women, Infants and Children (WIC) Automation Initiative 
Health Alert Network Phase II 
KDHE Local Area Network Upgrade 
Storage Tanks (LUST, Registration and Trust Fund) 
Solid Waste Facility System 
Well drillers logs (Water Wells) 
GPS System 
Spills 
I-steps 
Asbestos Program 
Lab Certification 
Certified Operators 
BWM Solid Waste Siting Tool 
Site Identification 
SWAP 
BWM Database 
Aquatic Biological and Chemical Database (ABC) 
Wastewater Treatment 
Identified Sites 
Recycling Database 
Livestock Waste 
Universal Help Desk System 
Network One Stop 
Kansas Safe Drinking Water Information System 
VitalTrak Custom Software Suite  
Infocorp Access 2 Gov  
VitalChek  

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  This year KDHE began its efforts of 
consolidating and migrating toward core technologies such as SQL Server, Oracle, and the .Net 
framework.  Significant improvements were made to KDHE’s network infrastructure by replacing core 
routers and switches as KDHE continues to move towards a 24 x 7 environment required by certain 
applications.  KDHE has begun an initiative for process improvement of internal administrative 
processes, automating our purchase order system and beginning to work on streamlining the grant 
management process.  Web-based applications continue to be incorporated into day-to-day business 
practices to satisfy new information needs through inter-agency or inter-governmental sharing of 
information.  Systems such as the Immunization Registry, Child Care Licensing and Health 
Occupations Credentialing moved into a web environment and allowed users external to KDHE to 
access these systems securely over the Internet.  Other major initiatives completed during FY 2005 
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include One Stop Phase II (our environment data warehouse project) and the Kansas Safe Drinking 
Water Information System (SDWIS). 
 
Ongoing projects currently being developed include:  Kansas Immunization Registry, Network One 
Stop Phase III, Vital Statistics Integrated Information System and Vital Statistics Integrated 
Information System – Electronic Death Registration.  These systems will further automate manual 
processes and replace obsolete hardware.  Three major systems currently in the planning phase 
include:  Public Health Information Exchange (PHIX), Disease Surveillance (Hawk) and Strategic 
National Stockpile (SNS).  A project plan will be submitted to KITO for approval by the CITO based on 
KITO requirements. 
 
KDHE continues to spend a significant amount of time and resources focusing on information and 
system security throughout the agency and has made significant improvements to the security and 
management of our technology assets.  Security training was provided this year to all KDHE 
employees for the second consecutive year.  Additionally, training remains an important consideration 
for maximizing the value of technology for our employees.  During FY 2005, PC user support and 
training was provided to over 1,000 KDHE employees.  
 
STRATEGIC DIRECTION AND OBJECTIVES: The IT strategic direction and objectives for the 
Kansas Department of Health and Environment through SFY 2006-2008 can be summarized by a 
couple of key points. 

First, the alignment and priorities of IT resources must reflect the agency’s goals; obtained by 
creating a detailed strategic plan based on the Agency’s vision and objectives and tied to each 
individual bureau’s goals.  The creation of an executive IT committee will help in the prioritization of 
tasks and projects.  Possible organization changes may be made to better reflect the way projects are 
initiated, created and implemented.  Roadmaps will be created that will detail time lines and 
resources. 

We continue to: increase the visibility of KDHE’s data; increase the sharing of data between bureaus; 
and identify and define key datasets to allow us to publish this data to the appropriate audience 
including E-Government initiatives. GIS will play an important part in this initiative. The use of data 
warehousing techniques will enable users of the data to access and see the data in completely new 
ways.  This process will include the identification of the toolsets that will allow us to manage this 
effectively and to produce timely results. 

An effective measurement system will be installed to monitor the health and performance of 
technology at KDHE.  We will be developing a scorecard to benchmark technology with key indices to 
monitor our progress and IT will be entering into Service Level Agreements (SLAs) with our 
customers. 

And lastly, we will consolidate and simplify the technology architecture to allow us to be much more 
effective with IT resources.  This standardization will be on mainstream technology and have to be 
phased in over a period of years to allow for the replacement of systems and hardware.  

Agency Architecture:  KDHE continues to migrate away from the AS/400 platform and related 
DB2 database due to lack of application vendors using that platform, although the migration 
may take several years to complete.  We have standardized on an Intel Windows 2003 server 
environment wherever possible.  Significant network storage is kept on enterprise storage area 
networks.  KDHE’s network protocol is TCP/IP, and we use Active Directory for our directory 
services.  Our email system is Lotus Notes.  We use a number of different databases currently, 
including DB2, Oracle, SQL Server, Informix, Access, FoxPro, Excel, QuatroPro, Domino, and 
Sybase.  An initiative is underway to consolidate those technologies and determine migration 
paths.  Imaging products include FileNet-IMS and ARC-GIS for GIS applications.  Our server 
platforms currently consist of Sun, AS/400, RS6000, and HP Intel products.  Our server O/S 
includes AIX, SOLARIS, OS/400, NT, Windows 2000, and Windows 2003.  An initiative is 
underway to consolidate those technologies and determine migration paths.  Our application 
development environment consists currently of Oracle, RPG, ASP, .NET, Visual Basic, Access, 
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ARC-GIS, SAS, Lotus Notes, Java and some legacy PL/1 code.  An initiative is underway to 
consolidate those technologies and determine migration paths.  Our six district offices have 
local services and attach to the Curtis building through the KANWIN frame relay network. 

Security Self Assessment:  KDHE has implemented a considerable amount of information 
security policies, systems and changes over the last year.  Security in these three areas 
(Management, Operational, and Technical) remains our top objective and continued support 
and maintenance is being exercised to protect information assets. 

 
Technology Infrastructure: High availability and less network downtime for KDHE systems is 
of extreme value.  Network changes continue to add more capacity to accommodate the 
development of new and current systems today and into the future while ensuring 
confidentiality and integrity of KDHE information. 

Collaboration:  KDHE will continue to collaborate with other state, county and federal agencies 
to ensure continuity and support their information processing needs. 

Collaboration Technology:  KDHE will continue to use this technology to ensure multiple 
government agencies can work together to offer improved services. 

Data Management:  Increasingly large amounts of data are being created and saved in digital 
data storage systems. There is a need to expedite the access and use of this data.  KDHE will 
continue to use best practices when addressing data management issues. 

E-Government:  Consistent with our overall plan, KDHE is committed, where appropriate, to 
provide web access to citizens, businesses, and governments with equal, efficient, electronic 
access and interaction with government information. 

Electronic Signatures:  KDHE plans to provide electronic signatures for funeral directors, 
physicians and coroners with the Vital Statistics – Phase III project to eliminate printing 
certificates.  

Business Contingency Planning:  KDHE is in the process of contracting with an entity to 
assist with the update of our business continuity plan. 

Electronic Records Retention:  KDHE is in full compliance with the State Records Retention 
Board guidelines.   
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Water Office, Kansas (Agency #709) 
BUSINESS PROGRAMS: 
 Water Policy Planning    Basin Planning 
 Agency Management Planning   Assessment and Evaluation 
 Water Marketing Program   Water Assurance Program 
 Water Conservation Program  
 
MISSION: The mission of the Kansas Water Office and Kansas Water Authority is to develop water 

policies through an open planning process, facilitate the coordination of agency activities 
regarding water, and operate a raw water marketing program to ensure an adequate 
supply for the citizens, environment and industries in Kansas.    

 
SFY 2006 BUDGET:        $6,328,791  
SFY 2006 FTE:   23.0    
SFY 2005 IT EXPENDITURES::  $327,786 
WEBSITE ADDRESS:  http://www.kwo.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

      

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

      

Data Administration, Data 
Analysis/Validation and Database 
Administration 

0.1  0.1  0.1  

Network Engineering, Technical 
Management and Support       

Computer Operations, Management and 
Technical Support       

Web application development and 
maintenance 0.2  0.2  .02  

IT Security       

Other IT Functions (please identify)       

TOTAL FTEs 0.3  0.3  0.3  

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 2 4 4 
Clients    
Units Replaced 7 17 10 
Total Units 49 53 51 
Storage 162 GB 533 GB 1022GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 100% 100% 100% 
Non-Relational DB 0% 0% 0% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS:  None reported 
 

SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  The Kansas Water Office moved the mail 
database to MS Access and the email database to MS Outlook in early FY 2005. The Kansas Water 
Office initiated the transition of the Water Marketing accounting and business accounting programs 
from spreadsheet format to MS Access, with implementation in FY 2006. The Office also completed 
nominal software and hardware upgrades to both servers and workstations to current standards.  
Upgrades will allow the agency to function more efficiently and effectively.  
 
STRATEGIC DIRECTION AND OBJECTIVES:  The Kansas Water Office is transitioning the state 
water planning process from a paper driven planning function to an electronic approach, through web 
applications. In FY 2006 the Office will: re-design the agency website; scan non-electronic documents 
for easier storage, access and distribution; migrate GIS data into geodatabase format; and bring new 
Water Marketing and agency business accounting programs online. 

Agency Architecture:  The Kansas Water Office uses microcomputers and servers running 
Microsoft XP. 

Security Self Assessment:  External security is maintained by use of a firewall maintained 
under contract by the Kansas Department of Agriculture.  Internal security is based on 
individual access to information permissions set at server and drive level. 

 
Technology Infrastructure:  Systematically upgrade and replace software and hardware 
components to maintain agency capability at current technological standards.  The agency has 
implemented a policy to upgrade hardware on a three year replacement cycle.  The Kansas 
Water Office will evaluate each new software release to determine whether to upgrade based 
on agency need and software capability as the release is made by the vendor.  Currently, the 
Kansas Water Office has maintenance agreements with Microsoft and Environmental Systems 
Research Incorporated. 

Collaboration:  The Kansas Water Office will maintain a contract with the Kansas Department 
of Agriculture for infrastructure support. The Kansas Water Office is transitioning the state water 
planning process from a paper driven planning function to an electronic approach, through web 
applications.  Core planning information will be entered by both Kansas Water Office staff as 
well as staff from other state agencies through the agency web site.  Key planning and report 
documents will be generated from this database. 

Collaboration Technology:  The Kansas Water Office shares data and documents with other 
agencies and the Kansas Water Authority through email, the KWO website and occasional tele-
conferencing. Most staff members have Palm-OS PDAs; the Office is migrating to Pocket-PC 
PDAs and evaluating the cost and utility of moving to Blackberry devices. 

Data Management:  The Kansas Water Office has developed file naming conventions and data 
storage and management protocols. Business and Water Marketing accounting programs will 
be moved from spreadsheet to MS Access in FY 2006. GIS datasets will be migrated from 
coverage and shapefile formats into geodatabase format in FY 2006. 

E-Government:  The Kansas Water Office will continue to evaluate current applications for 
ways to improve our operations and facilitate data access and data transfer. The Office will 
redesign our website in FY2006 with a goal of improved navigation and access to agency 
publications and announcements. 

Electronic Signatures:  None planned. 

Business Contingency Planning:  Back up of all network drives is completed to tape format.  
The tapes are stored in a fire safe enclosure.  A year’s worth of back up is retained before 
being overwritten.  Each day’s back up is stored off-site. The Kansas Water Office datasets will 
be included in future contingency planning solutions developed by the Kansas Department of 
Agriculture. 
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Electronic Records Retention:  Final documents are placed in read-only directories. Current 
storage capacity allows the retention of all documents 
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Wildlife and Parks, Department of (Agency #710) 
BUSINESS PROGRAMS: 
 Administrative Services   Executive Services 
 Grants-in-Aid    Law Enforcement 
 Parks     Fisheries and Wildlife 
 Capital Improvements 
 
MISSION: The mission of the Department of Wildlife and Parks is to conserve and enhance Kansas’ 

natural heritage, its wildlife and its habitats to ensure future generations the benefits of 
the State’s diverse, living, resources; to provide the public with opportunities for use and 
appreciation of the natural resources of Kansas, consistent with the conservation of those 
resources; and to inform the public of the status of the natural resources of Kansas to 
promote understanding and gain assistance in achieving this mission. 

 
SFY 2006 BUDGET:        $46,168,183  
SFY 2006 FTE:   406.5 
SFY 2005 IT EXPENDITURES::  $1,008,100 
WEBSITE ADDRESS:  http://www.kdwp.state.ks.us 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

1.0 0.0 1.0 0.0 1.0 0.0 

Application Maintenance and Enhancement   
(in-production systems)       

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

2.0 0.0 2.0 0.0 2.0 0.0 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

      

Network Engineering, Technical 
Management and Support 0.5 0.0 0.5 0.0 0.5 0.0 

Computer Operations, Management and 
Technical Support 2.0 0.0 2.0 0.0 2.0 0.0 

Web application development and 
maintenance 2.0 0.0 2.0 0.0 2.0 0.0 

IT Security 0.5 0.0 0.5 0.0 0.5 0.0 

Other IT Functions (please identify)       

TOTAL FTEs 8.0 0.0 8.0 0.0 8.0 0.0 
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Technology Assets: 
 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes 1 1 0 
Servers 27 27 30 
Clients    
Units Replaced 20 20 25 
Total Units 20 20 25 
Storage 1,500GB 2,000GB 2,500GB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 67% 67% 100% 
Non-Relational DB 33% 33% 0% 
DATA NETWORK 
IP 95% 95% 100% 
Non-IP 5% 5% 0% 

 
SFY 2005 MAJOR APPLICATIONS: 
 Boat Registration 
 Law Enforcement System 
 Property Inventory 
 Cost Accounting System (CAS) 
 Hunter Education 
 Planning System 
 Big Game System 
 License Agent System 
 Environmental Permitting and Project Tracking 
 Creel Survey (Creel) 
 Aquatic Data Analysis System (ADAS) 
 Law Enforcement Ticket System 
 Agency Internal Portal 
 Public Web Site 

 
SFY 2005 AND RECENT IT ACCOMPLISHMENTS: 
Refined the formal Help Desk function initiated last year to better manage calls for assistance from 
agency staff. 
 
Continue major update to network documentation. 
 
Provided staff member to assist team coordinating new automated licensing project. 
 
Purchased own web servers. 
 
Installed content management system software and began training agency staff on how to use the 
software for maintaining their areas of responsibility on the web site. 
 
Purchased load balancing hardware and software to address increasing interaction with agency web 
site by both the public and staff. Purchase was necessary to better accommodate web site 
performance while allowing timely content management. 
 
Designed and implemented several agency web portals for agency staff within specific agency 
programs to conduct business activities unique to their needs. 
 
STRATEGIC DIRECTION AND OBJECTIVES:   

Agency Architecture:  Not Reported. 

Security Self Assessment:  The agency will continue to monitor security measures for all 
agency-managed computer data. As more advanced security products become available, these 
products will be evaluated, and installed if found to be acceptable. Installation and configuration of 
a replacement firewall appliance is to be done. 
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Technology Infrastructure:  Not Reported. 

Collaboration:  Not Reported. 

Collaboration Technology:  Not Reported. 

Data Management:  Not Reported. 

E-Government:  The agency will continue to pursue broader use of the Web to conduct agency 
business. KDWP has entered into a contract with a vendor to install an automated licensing and 
permitting system at KDWP offices and vendor locations statewide. Installation of such a system 
will produce benefits such as adding customer information to our demographic database and 
generally eliminate the number of permits filled out by hand.  These are steps that will enhance 
customer service. As customers are served through the online sales system, that customer 
information already stored in the customer database can become self-populating when purchasing 
future permits. Expansion of our demographic database will aid in program development and long 
term strategic planning. In addition, the Department plans an overhaul of the agency web page to 
better assist our constituents. The agency will continue to review the Department web site for 
timeliness and accuracy of information. Content will be added or removed to meet the needs of our 
constituency. Even with the implementation of the new automated licensing system, the system 
will continue to be researched for added accessibility to the public. Aspects of added accessibility 
to be considered would be 24/7 hardware similar to ATMs or kiosks at select Department locations; 
installation of similar hardware in large volume retail outlets that carry hunting, fishing, camping 
and other outdoor recreation products, building “RSS” web feeds for public website and other 
installations as determined through future study. 

Electronic Signatures:  PKI technology will be studied as it pertains to the business operations 
of the Department. The viability of using PKI will be considered as it relates to allowing field staff to 
digitally sign time and leave documents. 

Business Contingency Planning:  Not Reported. 

Electronic Records Retention:  Many records are retained as paper per guidelines 
established by the State. Access is focused through Administrative Services Division Director 
who screens for appropriateness of request and distribution of information.  More information 
will be stored in electronic form as the online sales system is employed and expanded. Also as 
more and more Department users rely on PCs to prepare reports, manage daily operations 
needs and conduct business, electronic storage of records is occurring. 
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Transportation, Department of (Agency #276) 
BUSINESS PROGRAMS: 
 Management    Local Support 
 Maintenance    Construction 
 
MISSION: To provide a statewide transportation system that meets the needs of Kansas. 
 
SFY 2006 BUDGET:        $1,370,815,472  
SFY 2006 FTE:   3249.5    
SFY 2005 IT EXPENDITURES::  $16,197,427 
WEBSITE ADDRESS:  http://www.ksdot.org 

 
IT Profile: 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency 
coordination) 

18.50 1.60 18.50 1.60 18.50 1.60 

Application Maintenance and Enhancement   
(in-production systems) 17.85 0.00 17.85 0.00 17.85 0.00 

Application Development (includes general 
and tactical plans, business area analysis, 
process reengineering, prototyping, 
application design, coding, integration and 
testing) 

24.85 0.20 24.85 0.20 24.85 0.20 

Data Administration, Data 
Analysis/Validation and Database 
Administration 

15.15 0.20 15.15 0.20 15.15 0.20 

Network Engineering, Technical 
Management and Support 11.30 0.70 11.30 0.70 11.30 0.70 

Computer Operations, Management and 
Technical Support 18.55 0.00 18.55 0.00 18.55 0.00 

Web application development and 
maintenance 4.80 0.00 4.80 0.00 4.80 0.00 

IT Security 5.60 0.50 5.60 0.50 5.60 0.50 

Other IT Functions (please identify) 21.4 0.30 21.4 0.30 21.4 0.30 

TOTAL FTEs 138 3.50 138 3.50 138 3.50 

 
Technology Assets: 

 FY2004 FY2006 FY2008 
PLATFORMS 
Mainframes    
Servers 201 201 225 
Clients    
Units Replaced 550 650 750 
Total Units 2984 3393 3800 
Storage 11.7 TB 19.1 TB 24.9 TB 

 FY2004 FY2006 FY2008 
DATABASES 
Relational DB 95% 96% 97% 
Non-Relational DB 5% 4% 3% 
DATA NETWORK 
IP 100% 100% 100% 
Non-IP 0% 0% 0% 
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SFY 2005 MAJOR APPLICATIONS:   
Budget System 
Cash Receipts 
Comprehensive Transportation Program Comparison Report System (CTP Report) 
Computer Associates Pest Patrol 
Consumable Inventory Management (CIMS) 
Cost Center Feedback (CCFB) 
Crossing Inventory Information Management System (CIIMS) 
Distributed File System (DFS) 
District Employee Database 
Domain Name System (DNS) 
Dynamic Host Configuration Protocol (DHCP) 
Electronic Surveying / Photogrammetry 
Employee Time Reporting System (ETS) 
Features Inventory 
Federal Aid Billing System (FABS) 
Financial Model 
Fuel Tracking System (TRAKS) 
Highway Maintenance Management System (HMMS) 
Integrated Financial Information System (IFIS) 
LEAP Bridge 
Liebert MultiLink 
Long Term Pavement Performance (LTPP) 
LPILE Plus 
Microsoft Active Directory 
Microsoft Connection Manager VPN 
Microsoft Exchange 
Microsoft Internet Security Accelerator (ISA) 
Microsoft Remote Assistance 
Microsoft Remote Installation Services (RIS) 
Non-System Roadway 
Personnel and Position Management System 
Program Development Model 
Public Involvement Database (PID) 
Qlogic SanSurfer 
Reinforced Concrete Box (RCB) 
Right of Way Tract Tracking 
Road and Weather Information System (RWIS) 
SHAFT 
Shop Management System (SMS) 
Strategic Management Plan (SMP) 
Surf Control Web Filter 
Systems Management Server (SMS) 2003 
Terminal Server 
Tivoli Backup software 
Traffic Data System (TRADAS) 
Treasury Management Spreadsheet 
TSO, ROSCOE, CICS (Customer Information Control System) 
Veritas Backup Exec 
Virtual Private Network (VPN) 
Voucher Entry System (VES) 
Windows Internet Name Service (WINS) 
Xbridge 
AASHTO Pontis – Structures 
AASHTO Virtis Bridgeware (BRASS) 
AASHTO Virtis/Opis (OPIS) 
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Advanced Traveler Information System (511) 
Automated Budget System (ABS) 
Automated Vehicle Locator (AVL) 
Bid Analysis Management System (BAMS) 
Bridge Office Management System (BROMS II) 
Brocade Web Services 
Capital Inventory (CPIN) 
Comprehensive Program Management System (CPMS) 
Computer Aided Drafting and Design/Computer Aided Mapping (CADD/CAM) 
Construction Management System (CMS) 
Construction Management System Materials Inspection 
Control Section Analysis System (CANSYS II) Highway Features 
Data Warehouse (DW) 
Disadvantaged Business Enterprises (DBE) 
Electronic Accident Data Collection and Reporting System (EADCR) 
Equipment Management System (EMS) 
Executive Software Undelete 
FaceTime RTGuardian (RTG) 
HP SmartStart 
HP Systems Insight Manager 
Hyena 
Intelligent Message Filter (IMF) 
KANROAD 
Kansas Accident Records System (KARS) 
Kansas GIS Portal (KGATE) 
KC-Scout 
Laboratory Information Management System (LIMS) 
Learning Management System (LMS) 
Legislative Bill Tracking 
Microsoft Live Communications Server 
Microsoft Live Meeting 
Microsoft Operations Manager (MOM) 2005 
Microsoft Software Update Services (SUS) 
Microsoft Virtual Server 
National Bridge Inspection Program (NBIP) 
Pavement Management System (PMS) 
Polycom MGC Web Commander 
Polycom MGC Web Server Manager 
Project Information Portal (PIP) 
Remedy Magic Service Desk 
Right of Way Beautification System 
SAN Health 
SAS 
Snow & Ice Removal Reporting System (SNICE) 
Spotlight 
Sybari Antigen 
Symantec Antivirus 
Tek-Tools Storage Manager Profiler Rx 
TOP Secret 
Traffic Counts 
Truck Routing Information System (TRIS) 
Veritas Enterprise Vault 
Veritas Netbackup 
Xiotech ICON 
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SFY 2005 AND RECENT IT ACCOMPLISHMENTS:  During the year, KDOT has collaborated with a 
number of other state and federal agencies on IT projects, including: 
• KDOT developed a business plan to determine how to manage the use of the statewide 800 MHz 

Radio System for use by other entities such as public safety agencies affiliated with counties and 
municipalities within the State of Kansas.  A business model was developed to lease and recover 
the costs of supporting additional users and engineering was done to maximize the capacity of 
the 800 MHz system for bringing on the additional users. 

 
Individually, KDOT employees accomplished the following: 
• Five IT employees were certified in the Kansas Project Management Methodology. 
• A KDOT IT employee was presented with a medal of achievement by the Computer World 

Honors Collection. 
  
STRATEGIC DIRECTION AND OBJECTIVES:  As a consequence of the highly technical 
engineering work performed by the agency, it is necessary to utilize technology to allow KDOT 
employees to perform their duties as efficiently as possible.  KDOT has focused its efforts on 
continuously improving agency IT applications and infrastructure assets as a way of mitigating the 
high costs associated with complete system replacement.  Combined with effective management 
techniques, this approach has allowed KDOT’s IT budget to remain fairly stable from fiscal year to 
fiscal year without the large peaks and valleys often seen elsewhere.   

Enterprise Architecture:  KDOT has adopted the use of Enterprise Architecture and Portfolio 
Planning methodologies to evaluate all business improvement and technology efforts.  By developing 
an agency-wide vision of KDOT’s IT resources, the Enterprise Architecture allows the agency to 
better use and manage public, private, and government resources. 

Resource Tracking:  Many of our systems must undergo major changes to support better resource 
identification and tracking.  Technologies such as bar coding, RFID tagging, and GPS location 
information will be necessary to support future business needs. 

Business Intelligence:  KDOT’s base systems contain quality information, but it is sometimes 
difficult to access that information in a timely manner and in the necessary format.  Therefore, we are 
focusing on a series of efforts to provide access to this information by all KDOT staff, our business 
partners, and local agencies.  Access and delivery of business information will be improved by: 

o Comprehensive business intelligence and reporting. 
o Geospatial Information Systems (GIS) work efforts to display appropriate information 

geographically. 
o Data Warehousing efforts to provide quality data at the enterprise level. 

Infrastructure Solutions:  To support a more effective work and development environment, we are 
focusing on a series of infrastructure solutions that can be used to build and deploy systems quicker.  
These include: 

o Collaboration components, such as e-mail, web conference, instant messaging, etc. 
o Workflow engines. 
o Document and content management. 
o e-Government modules. 
o Electronic/Digital signatures. 
o Security to support all of the above. 

Application Development:  KDOT will continue to purchase, adapt, or develop software applications 
to support mission-critical business functions.  Major updates to the Comprehensive Program 
Management System (CPMS), which is used to manage highway projects, and the Integrated 
Financial Information System (IFIS), the agency’s general ledger system, are planned to begin in SFY 
2007.   

The agency has set a standard development environment to support our application development 
efforts, including an evolution to .NET, the use of Visual Studio for application development, and 
Business Objects tools for information delivery.  The agency is moving in a direction of Service 
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Oriented Architecture (SOA) development utilizing loosely coupled components which will allow us to 
deliver services to other agencies and the public that match the industries’ best practices.  SOA 
allows for greater flexibility and reusability of components and investment, while reducing cost and 
complexity. 

Agency Architecture:  KDOT’s architecture consists of a Wide Area Network using Microsoft 
Windows 2000/2003 Server as the network operating system.  A Storage Area Network (SAN) 
provides data storage for many of the servers on the network.  Windows XP Professional 
serves as the client operating system.  Outlook/Exchange 2003 is the e-mail system in use and 
is also part of the KDOT collaboration infrastructure.  Active Directory (2003) is the focal point 
of our Windows 2000/2003 server network and provides the desired levels of scalability, 
interoperability, and manageability.  There are no plans to move toward a different architecture. 

Security Self Assessment:  KDOT has completed the annual security self assessment as per 
IT Policy 4310. 

 
Technology Infrastructure:  KDOT will continue to add different levels of storage to the SAN 
infrastructure and will implement a Network Attached Storage (NAS) Gateway for LiveState 
Recovery and Disaster Recovery.  The current database standards in KDOT are DB2 on the 
mainframe, Oracle on the client/server platform with Microsoft SQL Server used where 
applications are written for it.  Spatial functionality on Oracle will continue to be used more as 
the GIS capabilities grow.  The PC and server platforms will be upgraded when necessary as 
the new 64-bit Microsoft operating systems become available.  KVS Enterprise Vaulting, a file 
server and e-mail archival system, is being implemented. 

Collaboration:  The collaboration efforts will provide time savings and promote more effective 
working relationships with our business partners and local agencies.  It is our intent to build 
systems that can run in disconnected mode when required, wireless when available, and real-
time as appropriate.  To support this we will continue to look at leveraging our fiber network, 
800 MHz radio network, wireless, and other communication capabilities to support our staff and 
others as appropriate. 

Collaboration Technology:  In July 2004, KDOT selected Microsoft’s Instant Messenger and 
began a limited rollout for further evaluation of the product.  The current Instant Messenger 
rollout is limited to internal use only; a project for the use of IM has begun and will be 
implemented this SFY 2006.  The rollout to the entire agency is in progress and will be 
completed as IM functionality is requested.  Office 2003 rollout, which includes Outlook 2003, is 
complete.  Microsoft Live Meeting has been tested and implemented in KDOT, and we are in 
the process of upgrading to version 2005. 

Data Management:  The changes in data management include the use of the SAN, backups 
and the KVS Enterprise Vault Storage.  With the SAN, the 3D Magnitude allows for data 
redundancy; therefore providing consistent uptime for the access of data, and allowing for the 
mirroring of data when performing maintenance.  Disk backup will be utilized for the backup of 
data in the near future which will improve recovery time of individual files, and the KVS 
Enterprise Vault will allow for the archiving of data from e-mail and file servers which will 
improve data access and backups. 

E-Government:  KDOT continues to provide e-Government services to citizens and business 
partners through technologies such as browser-based applications, interactive voice response 
systems, and data sharing and exchange via KDOT’s File Transfer Protocol (FTP) server.  The 
511 system, KC Scout, and KANROAD are examples of the continued commitment to 
improving the experience and safety of traveling in Kansas.  Work will continue on existing e-
Government applications such as Records and Workflow Management (RWM) electronic forms, 
internet Web Portals, and Customer Relationship Management (CRM) software to provide 
communications with citizens and business partners in a secured environment.  While few of 
KDOT’s legacy applications will be rewritten into e-Government systems, data extracts from 
these existing database structures will provide the basis for the Data Warehouse.  Data 
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Warehouse information will be delivered to the public using Portal technology authenticated 
with Public Key Infrastructure (PKI) methodologies when appropriate.  Collaboration software 
will continue to evolve using technology to allow consultants, city officials, and KDOT personnel 
to view the same set of documents, photos, maps, plans, etc. from many locations, without the 
need to travel, while still providing effective communication on proposed changes.  Bid 
proposals will be converted to electronic bid submission as soon as security and systems 
support it. 

Electronic Signatures:  KDOT is using some digital certificates for e-mail encryption and 
verification of user identity.  Steady increases in the use of digital certificates within the agency 
for e-mail is expected with some use starting to develop with KDOT business partners.  An 
electronic bidding process, Bid Express, is being implemented which will include the use of 
digital signatures.  KDOT is currently using Silanis’ ApproveIt software for electronic signatures. 

Business Contingency Planning:  KDOT has a current and up-to-date IT Disaster Recovery 
plan maintained by SunGard Availability Services, and a contract with HP Business Recovery 
Services to provide quick delivery of critical servers in the event of a disaster.  The objectives of 
this plan and contract are to: 

o Reduce the consequences of an IT-related disaster to an acceptable level and to aid in 
an orderly recovery of these IT functions. 

o Identify and document procedures to implement the IT recovery process. 

o Identify and document the persons authorized to declare a disaster on our behalf. 

Identify and document the required resources to recover and continue the operation of 
identified critical applications. 

Electronic Records Retention:  While there is no formal categorization or electronic record 
policy, KVS Enterprise Vaulting will serve as an archival system for our e-mail and agency file 
servers. 
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Statistics On Technology Resources 
The following statistics are intended to provide a high level perspective of the resources employed by state 
government organizations and state universities.  The total budget data was obtained from the Governor’s 
SFY 2006 Budget Comparison Report.  Information technology expenditures were obtained from the 
Department of Administration, Accounts and Reports and the Division of Personnel Services, which includes 
IT salaries and benefits, DISC mainframe charges, and all vendor payments (equipment, services and 
consultant fees). IT expenditure categories include:  personnel, host systems, micro systems, 
telecommunications and consultants.  Physical hardware asset data were provided by each responding 
agency.   
 
The total costs of technology as a percent of total state budget indicate that Kansas continues to invest 
conservatively in information technology. 
 
 

Four-Year Trend of IT Expenses 
   Includes Classified Salary Costs.   
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SFY 2005

SFY 2002 $195,271,902 $145,613,492 $49,658,410

SFY 2003 $184,272,635 $134,077,634 $50,195,001

SFY 2004 $186,118,417 $121,893,811 $64,224,607

SFY 2005 $193,008,474 $127,118,201 $65,890,273

Total General Government Regents Institutions

 
 
Distribution of Hardware SFY 2004 – General Government / Regents Institutions 

Category Mainframe Server Client Storage (GB)
General Government 13 1716 23482 216485
Regents Institutions 3 1166 45650 119600
Total  16 2882 69132 336085  

Note:  Physical hardware assets data were provided by each responding agency, however figures for Regents Server and 
PC  assets are not reliable due to some institutions not reporting those assets. 
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SFY 2005 State Budget & SFY 2005 IT Expenditures 
             

Total State Budget:       $10.1 Billion 
Total IT Expenditures: $174.4 Million (Does not include salary costs) 

Total IT 
Expenditures, 2%

Total Non-IT 
Expenditures, 98%

 
 
Distribution of SFY 2004 IT Expenditures  

General Government:   $40.4 Million  Public Safety:      $9.1 Million 
Human Resources:     $26.8 Million  Agric-Natural Resources:   $9.0 Million 
Education:     $73.4 Million  Transportation:       $16.2 Million 
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Distribution of SFY 2005 IT Expenses – General Government 
  

$127.1 Million 

Personnel
36%

Consultants
7%Telecom

14%

Micro Systems
12%

Host Systems
31%

 
    Personnel includes Classified Salaries only. 

 
 
Distribution of SFY 2005 IT Expenses – Regents Institutions 
   

$65.9 Million 

Host Systems
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Micro Systems
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    Personnel includes Classified Salaries only. 
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Four-Year Trend of Total Authorized Classified IT Staff 
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SFY 2002 1673 1085 295

SFY 2003 1380 1045 299

SFY 2004 1549 1051 498

SFY 2005 1420 1067 353

Total General Government Regents Institutions

 
 
Authorized Classified IT Staff SFY 2005 – General Government / Regents Institutions 

General Government Total FTE Regents Institutions Total FTE
Social & Rehabilitation Services, Department of 186 Kansas State University 132
Administration, Department of 139 University of Kansas 63
Transportation, Department of 149 University of Kansas Medical Center 34
Revenue, Department of 119 Emporia State University 46
Highway Patrol 94 Wichita State University 44
Labor, Department of 97 Pittsburg State University 19
Health & Environment, Department of 47 Fort Hays State University 14
Others 237 Board of Regents 1

1,067 353
Grand Total 1,420
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Distribution of Classified IT Personnel SFY 2005 – General Government 

Total FTE: 1,067 
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Distribution of Classified IT Personnel SFY 2005 – Regents Institutions 
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Amount of Server/Network Storage
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Project Management 
 
The objective of the Kansas Project Management Methodology is to provide common standards to ensure 
information technology projects are conducted in a disciplined, well-managed, and consistent manner.  
The field of information technology traditionally has a poor track record in delivering projects on time and 
within budget.   
 
In 1998, after extensive research on national and industry best practices, Kansas adopted its standards 
and created a 350-page textbook based on industries’ best practices.  Today, the State has trained and 
certified over 200 project managers through a rigorous 120-hour in-class instruction program.  All 
participants must pass a final exam as a condition for certification. 
 
The methodology, which requires the application of generally accepted project management processes to 
all State IT projects, provides a standard approach to the management of IT projects by State agencies.  
The methodology places a heavy emphasis on planning in the early stages of a project. It provides well-
documented procedures for implementation of the required management processes. 
 
The Kansas Standards and Certification program is highly popular in Kansas government and among 
vendors who do business with the State. We have trained and certified a number of vendor personnel, 
and subject matter experts, and we have responded to numerous requests from other states and foreign 
countries to use the text and certification materials.  
 
In October 2000, the Project Management Methodology in Kansas won a first place National Association 
of State Information Resource Executives (NASIRE) award.  In 2001, Kansas received an award for IT 
achievement from the National Association of State Chief Administrators (NASCA) for the State of 
Kansas’ IT Project Management Methodology Training.  The NASCA award is given annually for 
Recognition in Outstanding Achievements in the Field of Information Technology.   
 
As project management is applied to ever increasingly complex projects, tools and more advanced 
practices come into play across projects, programs and organizations. As projects become more and 
more demanding, managers must apply these practices more consistently and extensively. Agencies 
expect project managers to apply skills and techniques which enable both the small and large projects to 
meet budget and schedule milestones, yet at the same time, exert control over the most advanced IT 
project development work. Thus, each project manager is expected to demonstrate continuous, personal 
improvement through further enhancement of their skill and knowledge levels in order to satisfy their 
agency’s expectations.  
 
This need for additional project management has been evaluated and the State of Kansas has added a 
fourth module to project management training. It focuses on providing both lecture and hands-on 
experience at solving complex problems often encountered in the IT application development world. It 
provides a bridge between the current Kansas Project Management Methodology and the opportunity for 
current Kansas certified project managers to take the exam for certification by the Project Management 
Institute. 
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Overview 
As part of the planning process, agencies were asked to report information on planned projects with a 
total cost of $250,000, which the agency is proposing new state funding or has spending authority. A 
table summarizing each planned project by agency has been provided.  The table contains the project 
name, estimated project cost, and start and completion dates of each project. 
 
"Planned" projects identifies new projects by agencies that are planned only and IT Project Plans may or 
may not have been submitted to the Chief Information Technology Officer for project approval. 
 
For the latest information on projects that are in Active, Completed, or Recast status, please refer to the 
Kansas Information Technology Office (KITO) website listed below: 
  
 http://da.state.ks.us/kito/projstatusreport.htm 
 
 
 
 
 
 
Summary of Projects-Planned 
Identifies new projects by agencies that are planned only and the IT Project Plan may or may not have 
been submitted to the Chief Information Technology Officer for project approval. 
 
 

Department Project Name Project Cost Start Date Finish Date Page 
Administration, 
Department of 

Statewide Financial 
Management System $30,000,000 To Be 

Determined 
To Be 

Determined  

Health and Environment, 
Department of Hawk $1,790,000 – 

$3,365,000 2/2006 12/2008  

 Kansas Health Alert 
Network $500,000 2/2006 6/2006  

 Strategic National 
Stockpile $300,000 2/2006 6/2006  

 

Vital Statistics 
Integrated Information 
System – Electronic 
Death Records 

$1,000,000 1/2006 12/2007  

Investigation, Kansas 
Bureau of 

Offender/Missing 
Person Application $301,306 6/2005 3/2007  

Labor, Kansas 
Department of 

Unemployment 
Insurance Employer 
Tax Upload 

$378,400 To Be 
Determined 

To Be 
Determined  

 
Unemployment 
Insurance Paperless 
Tax Forms 

$485,400 To Be 
Determined 

To Be 
Determined  

 
Workers 
Compensation Content 
Management 

To Be 
Determined 

To Be 
Determined 

To Be 
Determined  

Lottery, Kansas 
Online Gaming 
System and Retailer 
Communications 

$40,000,000 – 
$50,000,00 7/2008 6/2013  
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Retirement System, 
Kansas Public Employee 

KPERS Platform 
Consolidation $4,000,000 7/2006 12/2007  

Revenue, Kansas 
Department of KAIR Replacement $2,062,910 1/2006 12/2008  

 

Vehicle Information 
Processing System 
Replacement – 
Feasibility Study 

$672,776 2/2006 4/2007  

Social and Rehabilitation 
Services 

SRS Document 
Management Project $8,000,000 To Be 

Determined 
To Be 

Determined  

Transportation, 
Department of 

Advanced Public 
Transportation 
Management System 
(Subproject II and III) 

$1,450,000 - 
$1,650,000 7/2006 6/2008  

 
Comprehensive 
Program Management 
System Replacement 

$8,190,000 7/2006 6/2008  

 Customer Relationship 
Management 

To Be 
Determined 7/2007 6/2008  

 
Integrated Financial 
Information System 
Replacement 

To Be 
Determined 7/2006 6/2008  

 Maintenance 
Management Study 

To Be 
Determined 1/2008 12/2008  

 
Substantial 
Maintenance Program 
Development 

To Be 
Determined 7/2007 6/2008  

Regents: Wichita State 
University 

WSU Network 
Infrastructure $250,400 3/2005 12/2005  

 
 
 



January 2006 

Chapter 4 Planned Projects  Agency IT Management & Budget Plans 

 

4-4 

Administration, Kansas Department of 

Statewide Financial Management System 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $30,000,000 
 Estimated Start: To Be Determined Estimated End:  To Be Determined 
 
Project Business Objectives or Motivators: A needs assessment has been conducted for a statewide 
client/server central accounting system using PeopleSoft financials or a highly compatible equivalent for 
full integration with the Department’s HR/Payroll PeopleSoft system. The system will be fully GAAP 
compliant and integrate purchasing, HR/Payroll, budgeting, general ledger and reporting. 
 
E-Government: FMS would provide an enterprise replacement for STARS, integrating processes for 
strategic financial management, procurement, and accounting. When complete, FMS could include web-
based voucher systems and functionality integration between and among state agencies. 
 
Project Description and Scope: 
 Phase I:  Needs Assessment is complete. 
 Other Phases:  On hold. 
 
Project Status: Needs assessment completed in December 2001. Implementation postponed until 
funding is secured. 
 
Health and Environment, Department of 
Hawk 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $1,790,000 - $3,365,000 
 Estimated Start: 2/2006 Estimated End:  12/2008 
 
Project Business Objective(s) or Motivator(s): Kansas has had a web-based, electronic disease 
surveillance system since 1999. This system allows local health departments to report over 56 different 
infectious conditions to the state health department in “real-time,” providing for timely response and 
monitoring of diseases impacting the public’s health.  This custom system was built with funds from the 
Centers for Disease Control and Prevention (CDC) at a time when no customizable off-the-shelf (COTS) 
solutions for disease surveillance systems existed.  However, over the ensuing six years, many advances 
have been made, and state-of-the-art COTS systems are now employed in several states, bringing 
disease surveillance activities into the modern era of computerized healthcare systems.  After years of 
enhancements and fixes to the current system, it became clear that the current system had reached the 
limits of its functionality, and further enhancements actually became detrimental to the stability of the 
system. In addition, the current system was not built to perform duties that are now considered critical to 
disease control, such as case management, outbreak management, and early event detection.  Modern 
systems are now able to incorporate disease programs that once operated in silo systems, such as 
sexually transmitted diseases (STD), AIDS/HIV, and lead poisoning. The Bureau of Epidemiology and 
Disease Prevention (BEDP) has historically maintained separate systems for STD and HIV (provided by 
the CDC), while the Bureau of Consumer Health (BCH) has maintained the lead poisoning surveillance 
database (also a CDC system). These systems are now being phased out, and the integration of this 
disease information into the larger disease surveillance system is an obvious next step.  Plans are to 
integrate an electronic disease surveillance system with a centralized patient repository to be shared with 
other health information systems: the Kansas Immunization Registry (KIR) and all future health 
transactional web information systems. In addition, the new EDSS system will integrate with a web portal  
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Health and Environment, Department of (Continued) 
 
to provide access to multiple KDHE web applications. The current Hawk utilizes strong authentication for 
authentication and authorization. The new electronic disease surveillance system will utilize the same 
strong-authentication system. 
 
E-Government: HAWK is a secure, statewide “real-time” database of reportable diseases, which can be 
accessed remotely by any authorized state and local public health official through the Internet. For patient 
confidentiality, HAWK has external and internal security structures in place. External security is provided 
by the use of RSA’s SecurID strong authentication and the traditional username/password method. This 
access is based on unique user identification and verification. HAWK is currently only available to local 
health department and state health department staff, but plans are being developed to add hospital 
infection control staff in the coming months. Long-term plans include offering access to university and 
private health clinics and local and regional laboratories as well. HAWK provides users with the ability to 
report diseases to the state health department in a timely fashion, and permits the viewing of disease 
data via individual case-level or aggregate data reports. In addition, HAWK is equipped with electronic 
laboratory result importing, which allows laboratories to report disease test results to us electronically 
rather than the traditional hard copy method. BEDP currently exchanges data with the state laboratory, 
and plans to add additional labs over the next year. 
 
Technical Architecture: KDHE has standardized Windows Server 2003, IIS 6.0, ASP.NET with 
preference to C#, and Microsoft SQL Server 2000 and above. KDHE’s standard for authentication is 
RSA’s SecurID. KDHE’s has a strong GIS infrastructure based on ESRI’s products. 
 
Project Description and Scope: The proposed project entails acquiring and customizing an off-the-shelf 
(COTS) system to replace the current HAWK disease surveillance system. 
The functionality of the new system includes the ability to report all mandatory reportable diseases in 
Kansas including the information contained on all supplemental surveillance forms. Additional features 
include an integrated security system, integrated user directory, the addition of STD, HIV and lead 
poisoning surveillance functions, an electronic laboratory record exchange (ELR) module, case 
investigation and case management/follow-up tools which will support all program areas, and enhanced 
analysis tools. Affected organizations include the Kansas Department of Health and Environment, 
Division of Health; local/county health departments; county regional Bioterrorism groups; local and 
regional hospitals; local and regional laboratories; and university and private healthcare clinics. 
 
Project Status: BEDP, KDHE Information Systems along with the assistance of an outside contractor 
(funded by the Kansas Health Foundation) is currently completing a final draft of a Request for Proposals 
(RFP) document for planned release in early to mid October. 
 
Kansas Health Alert Network 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $500,000 
 Estimated Start: 2/2006   Estimated End:  6/2006 
 
Project Business Objective(s) or Motivator(s): PHIX is a secure, web-based electronic communication 
system that enables local, county, and state health and safety officials to share public and environmental 
health information rapidly. 
 
E-Government: The IT portion of the project will be done in compliance with ITEC policies and project 
management standards. 
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Health and Environment, Department of (Continued) 
 
Technical Architecture: The IT portion of the project will be done in compliance with ITEC policies and 
project management standards. The base technology used for tool development and reporting will be 
compliant to current ITEC enterprise architecture (Kansas Statewide Technology Architecture 
Version 9.0) 
 
Project Description and Scope: Allow users to send, receive, and discuss information of public and 
environmental health importance in a secure, confidential environment. The system will also allow rapid 
notification of any and all users in the event of an emergency, when the timely distribution of 
recommendations on investigation, prevention, and treatment is critical. 
 
Project Status: This project is currently being reviewed. Additional information will be needed prior to 
submitting a request for approval to KITO. 
   

Strategic National Stockpile 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $300,000 
 Estimated Start: 2/2006 Estimated End:  6/2006 
 
Project Business Objective(s) or Motivator(s): This proposed system is targeted at improving the 
KDHE Bioterrorism program’s ability to manage and report on all countermeasure and emergency 
response campaigns within the state of Kansas. The goal of the compliance with the PHIN (Public Health 
Information Network) CRA (Countermeasure and Response Administration) requirements is a key 
element in the ability of the Bioterrorism Program to continue to be able to receive CDC funding in the 
future. 
 
E-Government: The IT portion of the project will be done in compliance with ITEC policies and project 
management standards. 
 
Technical Architecture: The IT portion of the project will be done in compliance with ITEC policies and 
project management standards. The base technology used for tool development and reporting will be 
compliant to current ITEC enterprise architecture (Kansas Statewide Technology Architecture Version 
9.0) 
 
Project Description and Scope: In order to improve the ability of KDHE to prepare for and respond to 
various health emergencies around the state, the Bioterrorism Program is proposing to implement a 
Countermeasure and Emergency Response Administration system. The primary goals of this system are 
to: manage all components of the SNS assigned to the state of Kansas, manage all countermeasure and 
emergency response campaigns within the state of Kansas, support all applicable requirements defined 
in the PHIN (Public Health Information Network) CRA (Countermeasure and Response Administration) 
and requirements published by the Center for Disease Control and Prevention (CDC). 
 
Project Status: This project is currently being reviewed. Additional information will be needed prior to 
submitting a request for approval to KITO. 
 

Vital Statistics Integrated Information System – Electronic Death Records 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $1,030,000 
 Estimated Start: 1/2006 Estimated End:  12/2007 
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Health and Environment, Department of (Continued) 
 
Project Business Objective(s) or Motivator(s): KDHE‘s Vital Statistics is one of the most complex 
client/server-based systems in Kansas State Government. The system facilitates storage, management, 
and retrieval of more that 8 million records, adding approximately 100,000 new records annually. Over 
370,000 certified copies of vital records are issued annually. Business motivators include (but are not 
limited to); further automation of manual and automated processes to provide a direct interactive 
verification of death information with the Social Security Administration (SSA), receipt of fact of death 
information by KDHE and direct forwarding to SSA within 24 hours of the death occurrence.  The most 
significant enhancements are to provide the development and utilization of electronic signatures for the 
Physicians and Coroners and the fact that while we are receiving the fact of death electronically from 
many funeral homes with the new VSIIS, Phase III will result in all death certificates coming into the office 
of Vital Records electronically and will include not just fact of death but also cause /underlying causes and 
manner of death. 
 
E-Government: the system will provide Funeral Directors, Physicians, Coroners a more automated 
system to enter, verify, and register death records directly with KDHE. With electronic signatures, the 
need for printing certificates that had to be signed by physicians, coroners, etc. 

 
Technical Architecture: The technology required for this phase was implemented with Phase I and 
Phase II of the VSIIS project. It will be developed in and utilize the same processes incorporated in the 
VSIIS system and will provide a real time interface to SSA for verification of Decedent information as well 
as direct entry of full death certificate information, including electronic signatures, directly into the KDHE 
VSIIS system. 
 
Project Description and Scope: The scope of this phase encompasses Electronic Death Registration. 
The current Death Registration system will be further enhanced to provide a direct interactive verification 
of death information with SSA, receipt of fact of death information by KDHE and direct forwarding to SSA 
within 24 hours of the death occurrence, provide automatic signature to physicians and coroners. 
 
Project Status: Funding from the revenue bond has been set aside from the overall project for this 
phase. Project planning, design definition and RFP drafting could begin January 2006. This will allow 
ample time to acquire KITO approval and develop the necessary documents to submit to SSA for 
approval to access to the SSA system and request additional funding from SSA for the project. 
Submission of proposals to SSA would occur July 2006 and if approved funding would be available 
October 2006. RFP would be submitted to purchasing for publication in November 2006. Estimated 
development of the EDR Phase would begin January 2007. 
 

Investigations, Kansas Bureau of 

Offender/Missing Person Application 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $301,306 
 Estimated Start: 6/2005 Estimated End:  3/2007 
 
Project Business Objective(s) or Motivator(s): Kansas established a DNA Database in 1991 under 
K.S.A. 21-2511, which allowed the state of Kansas to become involved in the national DNA program 
known commonly as CODIS (Combined DNA Index System). CODIS consist of two primary indexes: the 
forensic and offender. The forensic index contains DNA profiles generated from evidence that has been 
submitted into the forensic laboratory for analysis. The offender index contains DNA profiles obtained 
from samples collected from convicted offenders being supervised by Department of Corrections, 
Community Corrections, Court Services, and Probation.  The forensic index is searched against itself and  
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Investigations, Kansas Bureau of (Continued) 

against the offender index on a regular basis. The results from this CODIS search can help law 
enforcement investigate criminal activity in the following four ways: 

1.  Identify an offender as the perpetrator of a crime 
2.  Link a solved criminal case to an unsolved criminal case, in which the identity of the perpetrator 

for the unsolved case can be deduced from the solved case. 
3.  Link 2 or more unsolved cases, in which the contact information for the individuals conducting the 

investigations will be exchanged allowing better use of staff resources. 
4.  Excluding suspects, law enforcement may have information a certain individual was involved in a 

crime. If a DNA profile was obtained from evidence from that specific crime and the suspected 
individual’s DNA profile is in the offender index then the individual could be excluded, which will 
allow better use of law enforcement staff resources. 

In 2002 Kansas became an “All Felon State” meaning anyone convicted of a felony would be required to 
provide a sample for the Offender Database. This expansion in the qualifying crimes increased the 
number of samples collected per year from approximately 1,000 to over 15,000. The KBI was and is 
responsible for establishing, implementing, and maintaining a statewide automated DNA databank 
according to K.S.A 21-2511 section f: The DNA records and DNA samples shall be maintained by the 
Kansas bureau of investigation. The Kansas bureau of investigation shall establish, implement and 
maintain a statewide automated DNA databank and DNA database capable of, but not limited to, 
searching, matching, and storing DNA records. The DNA database as established by this act shall be 
compatible with the procedures specified by the federal bureau of investigation’s combined DNA index 
system (CODIS). The Kansas bureau of investigation shall participate in the CODIS program by sharing 
data and utilizing compatible test procedures, laboratory equipment, supplies, and computer software.  
The DNA databank and database consists of two major software programs: the Kansas Offender 
Database, which stores and maintains the personal information regarding the offender’s DNA sample and 
the national index system, Combined DNA Index System (CODIS), which stores, maintains, searches and 
matches the actual DNA information obtained from the offender’s DNA sample. The KBI DNA 
Unit has been successful in establishing, implementing, and maintaining the Kansas Offender Database 
since 1991 at the inception of the act. However, the software that is currently being used to store and 
maintain the person information is inadequate. The program was purchased from Florida Department of 
Law Enforcement (FDLE) for $2,500 in 1991; it is a non-networked Access Database. The program will 
cease functioning upon the addition of 100,000 records, as experienced by FDLE. The Kansas system is 
currently at 52,000 and adding approximately 15,000 annually. Therefore, the KBI DNA Unit must 
address this challenge or the Kansas Offender Database will cease functioning in the near future. This 
project will upgrade the current software so it will function in a network environment and will be adaptable 
to the requirement for increased capability in stored information. 
 
E-Government: The information that will be stored in the database will not be available to the general 
population. The Federal Privacy Act of 1994 limits who has access to the information. The only individuals 
that will be accessing the software or database will be KBI DNA staff. The database/software will not be 
interacting with any other database as far as pushing information out. It will be accepting “hit” information 
from CODIS in the future, which is one reason of selecting programmers with CODIS programming 
experience and the high level security clearance. 
 
Technical Architecture: The Offender DB project is being developed using best practices in the areas of 
Configuration Management. All code / documents / and other project artifacts are being stored and 
tracked in a Change Control repository. Software changes are tracked thru an Issue Tracking System. 
 
Project Description and Scope: The project will upgrade the software used by the KBI DNA Database 
to track information on offender and missing persons DNA samples. The software will be networked within 
the Biology section at the KBI and will be accessed by only KBI DNA staff, in order to comply with the 
Federal Privacy Act of 1994. 
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Investigations, Kansas Bureau of (Continued) 

Project Status: The project funding has been identified through federal grants; with part one of the grant 
expiring November 28, 2005 and the final grant expiring March 1, 2007. The KBI has secured sole source 
approval by the federal government, FY2005 ($29,100.00) and FY2006 approval by the state for iSYS 
programmers to start the project. They have started the data modeling and programming. iSYS was 
selected due to their past and current performance on key forensics information management’s systems 
implementation projects such as CODIS and EXPeRT. iSYS’s personnel were key members of the 
development staff that implemented a nationwide and global CODIS system. As such, iSYS’s staff 
understands the business rules and processes used in the forensics labs through out the United States. 
Very few if any contractors posses the combination of technical and functional experience that iSYS 
posses. Additionally, iSYS has successfully performed on similar project and are currently contracted to 
support the FBI’s CODIS and EXPeRT projects.  iSYS has a track record of aggressively managing to 
budget, performance and schedule on the projects above.  In preparation for this grant application, iSYS 
has shown time and time again their reliability, by providing technical solutions, information, and other 
response on a timely basis.  iSYS and the KBI have successfully completed a project designing and 
implementing a customized software system to provide electronic casenotes and reports (CEDaRS) in the 
Biology Unit. The iSYS programmers have obtained and developed extensive knowledge of the workflow 
in the KBI Biology Unit, which is imperative to the successful completion of this project. The iSYS 
programmers having experience with other law enforcement/forensic systems fully understand the 
stringency requirements of the criminal justice system for software development. Several valuable months 
would be lost in educating other programmers on the workflow and the software requirements to meet the 
expectations of our court system.  This project came to the agency’s attention as a possible CITO 
reportable project in September 2005.  Submittal of project information by the CITO was requested. 
Information was submitted in September and a determination of the project to be a CITO reportable 
project was provided to the Agency. Submittal of a detailed project plan by the Agency has been 
requested. 
 
 

Labor, Kansas Department of 
Unemployment Insurance Employer Tax Upload 

 CITO Approval: Not yet requested 
 Estimated Cost: $78,400 
 Estimated Start: To Be Determined Estimated End:  To Be Determined 
 
Project Business Objective(s) or Motivator(s): To implement a more efficient online filing system for 
wage reports an increase from the current 8% of online filings to 50% and decrease the number of 
manual payments and adjustments made by KDOL staff by 50%. 
 
E-Government: This project provides an electronic interface with the approximately 70,000 businesses 
throughout the State of Kansas that would dramatically increase the way they submitted Unemployment 
Insurance filing information reducing the cost to the State and for those businesses.  
 
Technical Architecture: KDOL will development this application using the technical architecture for 
supporting the current production web facing applications. 
Project Description and Scope: The Kansas Department of Labor (KDOL), Contributions division is 
proposing to implement a more efficient online filing system for wage reports that would allow employers, 
accountants, and third party administrators to use their proprietary accounting software and download it to 
KDOL online filing system in the NASWA file format. Allow employers accountants and third party 
administrators to pay single or multiple accounts with one transaction and make electronic adjustments to 
wage reports that were filed in error. 
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Labor, Kansas Department of (Continued) 
Scope: 

1. Allow employers, accountants, and third party administrators to upload wage report information 
using their proprietary software to the NASWA format in the KDOL online filing system. 

2.  Allow employers, accountants and third party administrators to electronically pay single or 
multiple accounts with one transaction. 

3.  Allow employers, accountants, and third party administrators to make electronic adjustments to 
wage reports that were filed in error online. 

 
Project Status: A grant application has been submitted to the U.S. Department of Labor to fund this 
project. If KDOL is successful in achieving the grant, the project would then be prioritized and all 
approvals would then be requested. 
 
Unemployment Insurance Paperless Tax Forms 

  
 CITO Approval: Not yet requested 
 Estimated Cost: $485,400 
 Estimated Start: To be determined Estimated End:  To be determined 
 
Project Business Objective(s) or Motivator(s): To implement a more efficient system of routing work to 
field auditors, complete the work and route it back to the administrative office within our current document 
management system. 
 
E-Government: This project will allow the internal business processes to be automated and paperless. 
 
Technical Architecture: This project would be part of the current Siebel Customer Relationship 
Management software application that is used mainly in the Unemployment Insurance Call Centers and 
interfaces with other area of Unemployment Insurance. 
 
Project Description and Scope: The Kansas Department of Labor (KDOL), Contributions division is 
proposing to complete its paperless routing of work for Contribution employees. We currently send all 
assignments out electronically and completing this project will allow us to receive all assignments from the 
field electronically.  All assignments are currently assigned in our document management system and 
routed electronically to the field representative. The field representative would use form applets in the 
document management system to complete the required forms. The assignment would be available for 
the supervisor to review at that time. The supervisor would review the work and if correct, approve it and 
make it available to be processed the same day the work was completed. If the assignment were not 
correct, it would be available for the field representative to correct immediately and resubmit for review. 
The supervisor would be able to review the corrected work and submit it for processing. This would be a 
time savings of 3 to 6 days currently lost due to mail time for each assignment. The assignments would 
also be stored electronically in our document management system, eliminating the need for the field 
representatives to copy and file their completed work. 
  
Scope: 

1. Develop form applets inside current document management system. 
2. Develop work flow within current document management system to bundle and send competed 

assignments for review and approval. 
3.  Develop work flow within current document management system that will electronically store the 

completed assignments and will meet current and future document storage needs. 
 
Project Status: A grant application has been submitted to the U.S. Department of Labor to fund this 
project. If KDOL is successful in achieving the grant, the project would then be prioritized and all 
approvals would then be requested. 
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Labor, Kansas Department of (Continued) 
Workers Compensation Content Management 
 

 CITO Approval: Not yet requested 
 Estimated Cost: To Be Determined 
 Estimated Start: To Be Determined  Estimated End:  To Be Determined 
 
Business Motivator(s): The goal of this project is to replace our current microfilm processing and paper 
document storage with imaging technologies and workflow improvements that will increase productivity, 
reduce paper flow, and offer a centralized electronic storage solution alternative for current paper records. 
The KDWC currently receives, enters, processes, and microfilm’s paper records that include 1 page 
Accident Reports, multiple page Undocketted Settlements, 1 page Election forms, and 1 page Research 
Requests. On average, the KDWC receives over 75,000 Accident Reports, over 4,000 Undocketted 
Settlements, over 4,500 Elections and over 36,000 Research Requests per year.  The KDWC has a 
history of records stored on microfilm that include over 2,250 microfilm cartridges with over 56,275,000 
total pages. In addition, we have paper hardcopy records that are currently archived and stored at an 
offsite location. We currently have paper documents known as Administrative Law Judge files that contain 
legal applications for hearings, hearing transcripts, medical transcripts, ALJ documents, and written 
correspondence that are not currently microfilmed, but are physically stored in our offices or an alternative 
offsite location. 
 
System Description and Scope: The scope of work for this project is to provide consulting services and 
workflow analysis of the current paper processes within each of the Division’s business units. In addition, 
the contract shall cover the procurement of a vendor to convert the existing microfilm archive into digital 
images; replace the current microfilming process with image scanning technology; integrate the newly 
digitized image archive with the existing database application, to provide a working application that offers 
basic scan, store, search and retrieve capacity; and training that meets requirements and will support the 
Kansas Division of Workers Compensation. 
 
An Enterprise Content Management Needs Assessment and Feasibility Study were completed for the 
Dept. of Labor in August of 2004. The study determined “Superimposing a content management 
capability over the current Workers Compensation database system was not advisable. The best that 
Workers Compensation can expect is to implement a scan, store and retrieval application. Some 
advantage can be realized by imaging documents and implementing some work flow processes, but the 
real return on investment will not occur until Workers Compensation can acquire or develop a new 
application that is capable of supporting business operations and content management.” KDOL has 
received approval to replace its UI Benefits application, which is a part application that will take two to 
three years to replace. The agency plans to implement a new technology architecture that will be the 
foundation for building this application. This architecture is planned to include both traditional application 
and database components as well as content management components. This strategy allows the agency 
to reengineer business processes, integrating new applications and content management capabilities to 
create new technology-enabled business processes. The intent is to replace other line-of-business 
applications (UI Tax and Workers Compensation) using this same architectural framework. 
 
Project Status: The department is continuing to determine project costs and gather requirements for the 
scope of work. Additionally we are continuing to analyze the current paper processes and workflow, and 
gathering vendor information on appropriate scanning technology to replace the microfilming process. 
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Lottery, Kansas 
 
Online Gaming System and Retailer Communications 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $40,000,000 - $50,000,000 
 Estimated Start: 7/2008  Estimated End: 6/2013 
 
Project Business Objective(s) or Motivator(s): The Lottery’s current contract with GTECH Corporation 
for Online Gaming System and Retailer Communications expires June 30, 2008. 
 
E-Government: N/A. 
 
Technical Architecture: Unknown at this time 
 
Project Description and Scope: Provides online game support for various lottery games such as 
Powerball, Super Kansas Cash, Keno, etc. which benefits lottery players and retailers statewide. 
 
Project Status: Preliminary planning will be underway soon. 
 
Retirement System, Kansas Public Employee 

KPERS Platform Consolidation 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $2=4,000,000 
 Estimated Start: 7/06  Estimated End:  12/07 
 
Project Business Objective(s) or Motivator(s): The KITS system is being developed on a Windows 
platform. KPERS’ imaging system, general ledger, and the KITS database all reside on KPERS’ AS/400. 
Having KPERS’ core business systems running on multiple platforms makes support and disaster 
recovery problematic, and the outdated optical storage utilized by the imaging system exacerbates the 
situation. Migrating to a single platform will allow KPERS to provide the majority of KITS and infrastructure 
support within current staffing levels. 
 
E-Government: N/A. 
 
Technical Architecture: The KITS system uses the Windows platform for processing. 
 
Project Description and Scope: This project has three components: Component 1 – Migrate KITS 
database form as/400 DB2 to SQL Server. Component 2 – Integrate KPERS’ general ledger system with 
KITS. Component 3 – Migrate KPERS imaging system from an Optical based AS/400 system to a DASD 
based Windows system. The platform consolidation project will complete the migration of KPERS’ 
business support systems from the multiple platforms, (Mainframe, Midrange, and Windows) that evolved 
over the last 30 years a single supportable architecture that will provide business users with streamlined 
functionality improve productivity and add web functionality for employers and members. 
 
Project Status: This project will begin July 2006. 
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Revenue, Kansas Department of 

KAIR Replacement 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $2,062,910 
 Estimated Start: 7/2006  Estimated End: 12/2008 
 
Project Business Objective(s) or Motivator(s): The Motor Carrier Services Bureau is located in 
Topeka. The office registers commercial trucks through the International Registration Plan (IRP), which is 
a registration reciprocity agreement among states of the United States and provinces of Canada providing 
for payment of license fees on the basis of total distance operated in all jurisdictions. The license plates 
are referred to as apportioned registration. A fleet vehicle is known as an apportioned vehicle and such 
vehicle, so far as registration is concerned, may be operated both inter-jurisdictional and intra-
jurisdictional. All states of the United States, the District of Columbia and 10 Canadian provinces are 
members of IRP. Vehicles based in Kansas are licensed through the IRP and fees are collected for each 
jurisdiction carriers operate into or through. Funds collected for other jurisdictions are distributed to those 
jurisdictions on a monthly basis. There is an IRP Clearinghouse, which distributes the fees to Kansas and 
42 other jurisdictions. Kansas has about 3,200 accounts and registers about 22,000 trucks and 21,000 
trailers annually. In FY05, Kansas collections totaled $49 million with $40 million being transferred to the 
State Highway Fund.  The existing Kansas Motor Carrier registration system is called the Kansas 
Apportioned International Registration (KAIR) system. KAIR is mainframe based and was last re-written in 
1994. By partnering with accessKansas, the truckingKS web site was developed so carriers can process 
applications on-line. The office of the Federal Motor Carrier Safety Administration (FMCSA) is strongly 
encouraging Kansas to add the Performance and Registration Information Systems Management 
(PRISM) requirements to the existing registration process. The addition of the PRISM requirements will 
involve major changes to both the KAIR system and the truckingKS web site. 
 
E-Government: The replacement of the mainframe based KAIR system and the addition of PRISM 
functionality will result in a web-based solution for truck registrations accessible to citizens, businesses, 
and government. The complete process from application and payment through funds disbursement to cab 
card issuance will be done electronically in many cases. 
 
Technical Architecture: A web-based solution that can be accessed and utilized from any computer and 
is based on the PRISM Implementation Plan. 
 
Project Description and Scope: This will be a multi-phased project. The first phase will be the 
application for an INK grant to obtain a replacement for the existing KAIR system. The KAIR replacement 
must include the functionality of the PRISM requirements. The new system will also replace parts of the 
truckingKS web site that include the IRP renewals and the IRP supplement filings. This phase will end 
approximately February 1, 2006.  After INK funds are obtained, the next phase will use the Request for 
Proposal process to obtain a contractor and an existing product that meets the required functionality 
specifications. This phase is estimated to run through June 2006.  Implementation of the chosen product 
will be the next phase and is estimated to take two years, ending in June 2008. The closeout of the 
project will last until December 2008.  If the INK grant is not obtained to fund this project, further decisions 
and additional planning will be necessary. The scope of the project will need to be altered.  The 
replacement of KAIR and the addition of the PRISM requirements would be the basis for other projects. 
These projects would add the Kansas Corporation Commission’s single state registrations, International 
Fuel Tax Agreement (IFTA) and the quarterly reporting and permit issuance functions used by the Kansas 
Highway Patrol and the Permit section of the Kansas Trucking Connection (KTC) to the new system. 
 
Project Status: Preliminary project discussions are in progress. Preparation of the INK grant application 
is in progress. All CITO and KITO approvals will be obtained as work progresses. 
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Revenue, Kansas Department of (Continued) 

Vehicle Information Processing System Replacement – Feasibility Study 
 
 CITO Approval: Not yet requested 
 Estimated Cost: $672,776 

Estimated Start: 2/2006 Estimated End:  4/2007 
 
Project Business Objective(s) or Motivator(s): The main functions of the Titles and Registrations 
Bureau of the Division of Vehicles are to issue certificates of title or electronic vehicle records, disabled 
placards and personalized plates; maintain records for law enforcement access and verification and 
provide county support and customer service. The Vehicle Information Processing System (VIPS) 
maintains current and historical motor vehicle data and provides vital information to law enforcement and 
other motor vehicle agencies. VIPS processes the registration and renewal information for titles and tags 
pertaining to vehicle owners. The registration function issues license plates, certificates of title, 
registration renewals and collects fees for all 2.7 million private and commercial motor vehicles in 
Kansas.  The current VIPS system was implemented in December 1987. Problems exist with the upload 
and download batch processes to the counties. The system lacks real time capabilities, which leads to 
delays of up to several days in receiving current registration information. Because of these delays, law 
enforcement agencies may be operating without correct information. The county equipment, especially 
the printers need to be replaced. The correspondence processes are cumbersome and largely manual 
which results in less than professional correspondence. 
 
E-Government: The State of Kansas partners with all 105 County Treasurers to provide these services to 
the citizens of Kansas. During the feasibility study, particular attention will be paid to providing the desired 
functions through electronic access and interaction. The goal will include electronic submissions, online 
payments, and real time access to vehicle records on demand. 
 
Technical Architecture: To be determined by the feasibility study. 
 
Project Description and Scope: A contractor will be hired to work with KDOR on the feasibility study. 
The results of the feasibility study will determine the scope of the project to replace VIPS. The VIPS 
replacement project will be submitted for approvals and included in the budget after the feasibility study is 
completed. The anticipated timeline for the feasibility study project is as follows: 

2/1/2006  Notification of INK grant results 
  (if grant award is not received, further decisions and planning will be necessary) 
9/1/2006  Award feasibility study contract 
4/1/2007 Feasibility study completed 
5/1/2007 Feasibility study submitted to Executive CITO 
 

Project Status: Preliminary feasibility study discussions are in progress. Preparation of the INK grant 
application is in progress. All CITO and KITO approvals will be obtained as work progresses. 
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Social and Rehabilitation Services 
SRS Document Management System 
 
 CITO Approval: Not yet requested 
 Estimated Cost: $8,000,000 

Estimated Start: To be determined Estimated End:  To be determined 
 
Project Business Objectives or Motivators: The objective of this project is to purchase software and 
hardware that will allow SRS to manage electronic and paper documents. The intent is to make available 
documents and forms to SRS staff in a more timely and efficient manner. Additionally, it may reduce the 
amount of paper that is currently being stored in offices. 
 
E-Government: It has not been determined if e-government processes will be used at the deployment of 
this project. It will a part of the SRS integrated systems, which will use electronic processes to interact 
with staff and clients so it is assumed that e-government processes will come out of this project. 
 
Project Description and Scope: Many of SRS employees and clients will be affected as they use SRS 
services in some way. Those services that require eligibility determinations will be included within this 
project. 
 
Project Status: This project is in the pre-concept phase, the concept statement phase has not yet been 
scheduled. 
 

Transportation, Department of 
 
Advanced Public Transportation Management System (Subproject II and III) 
 
 CITO Approval: Not yet requested 
 Estimated Cost: $1,450,000 - $1,650,000 

Estimated Start: 7/06 Estimated End:   6/08 
 
Project Business Objective(s) or Motivator(s): KDOT is currently working on a project with two public 
transit agencies as a proof-of-concepts effort to implement an Advanced Public Transportation 
Management System to improve the safety, quality, and efficiency of the transit operations in rural 
Kansas. The application will deploy a para-transit management software system that will allow real-time 
communications to vehicles for AVL and manifest update information. This phase of the project is funded 
on an 80/20 cost share between federal government grants and the rural transit provider. KDOT’s 
financial role is only to pass the federal money through to the local agencies and to manage the 
development and implementation of the system. KDOT’s technical role is to administer the central 
computer servers that the rural transit providers use to submit their information. 
 
E-Government: Part of the need for the APTMS is to realize the efficiencies of replacing the paper based 
process for collecting and maintaining rider manifests and other reports, with an electronic based 
process. The return on investment analysis on this aspect of the system was as significant as the 
increased safety and quality of service. 
 
Project Description and Scope: Assuming the proof-of-concepts phase shows the APTMS to be viable 
and worth expanding, there are plans to expand the system to six additional public transit agencies in the 
state during the SFY 2007 fiscal year. This will be the focus of Subproject II of the APTMS development. 
Subproject III of the APTMS development projects an additional nine public transit agencies joining the 
system in SFY 2008 fiscal year. 
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Transportation, Department of (Continued) 
 
Project Status: This is a planned project at this point. The development of a detailed plan and 
submission of a request to CITO for approval is pending the outcome of the completion of Subproject I, 
which is currently under development. 
 
Comprehensive Program Management System Replacement 
 
 CITO Approval: Not yet requested 
 Estimated Cost: $8,190,000 

Estimated Start: 7/06 Estimated End:  6/08 
 
Project Business Objective(s) or Motivator(s): KDOT has a mission-critical project management 
system that is aging. The system needs to be updated with newer technologies and functions to support 
transportation project development and tracking. 
 
E-Government: Part of the need for upgrading the CPMS is to incorporate more electronic access to the 
system. This access would include data collection functions, data querying, and reporting functions. 
Users of the system are expecting more real-time functionality in the system, which is usually fulfilled by 
allowing electronic access. 
 
Project Description and Scope: The functionality of CPMS will be improved with a system that 
incorporates industry best practices. 
 
Project Status: An architecture review has been completed and funding for replacement of the existing 
system is being requested in SFY 2007. KDOT continues to address business issues and is preparing a 
Request for Proposal for Requirements, Design, Development, Testing, and Implementation of a new 
system. 
 
Customer Relationship Management 
 
 CITO Approval: Not yet requested 
 Estimated Cost: To be determined 

Estimated Start: 7/07 Estimated End:  6/08 
 
Project Business Objective(s) or Motivator(s): The CRM will improve our relationship with local public 
authorities to ensure they are receiving a consistent message from KDOT and we are hearing a 
consistent view of their concerns and needs. It will allow for geographical or business groups to share and 
hear consistent messages about topics, projects, opportunities, and directions. The basis for CRM came 
from our Strategic IT Planning efforts and ideas by KDOT’s Partnership Program (P2) initiatives and 
needs. 
 
E-Government: This application will provide opportunities for e-Government functions. Local business 
partners, local government agencies, and individual contacts will be able to access information via the 
internet and/or direct connections to KDOT. Examples of information they will be able to access include 
our plans for current and future work in their areas, grant applications, grant availability, funding 
scenarios, and infrastructure planning. In some instances, GIS technologies will provide an added benefit 
of having raw data displayed in graphic form on a map image for a more intuitive presentation of 
information. 
 
Project Description and Scope: CRM will provide a comprehensive system to identify all business 
partners and local government agencies as well as individual contacts; provide a mechanism to track all 
communication to individuals, organizations, and business groups; and provide information delivery to 
view from many perspectives the ongoing communication so that the local area and project groups have  



January 2006 

Chapter 4 Planned Projects  Agency IT Management & Budget Plans 

 

4-17 

Transportation, Department of (Continued) 
 
the best resources available to support local needs.  We will need to adjust business processes to 
incorporate the CRM into the business model and identify potential users of the information. This will be 
supported by agency standard workflow technologies, Public Key Infrastructure (PKI) and an agency or 
state identity management system, collaboration suite of tools, with the information delivered via the 
business intelligence and GIS delivery systems. 
 
Project Status: Planned project. 
 
Integrated Financial Information System Replacement 
 
 CITO Approval: Not yet requested 
 Estimated Cost: To be determined 

Estimated Start: 7/06 Estimated End:   6/08 
 
Project Business Objective(s) or Motivator(s): KDOT’s general ledger system, IFIS, is an aging 
system that is no longer vendor supported and is based on VSAM technology.  Updates to the system 
have kept it running, but there are risks that the system will not remain compatible with future technology 
changes in the state. 
 
E-Government: There is anticipation that some manual/paper processes will be replaced with 
electronic/paperless processes.  Additional processes in the new system will involve electronic workflows  
 
and the need to identify and authenticate users who access the system.  The existing records and 
workflow system and the digital signature technologies in use at KDOT will be a consideration in the new 
system. 
 
Project Description and Scope: The general ledger system is the main cornerstone of a series of 
integrated management system modules.  There is an expectation that this primary component should be 
leveraged such that the same packaged solution suite will eventually be migrated into KDOT and will 
replace the whole series of related subsystems in the financial area.  These systems include but may not 
be limited to the following functional modules: Budgeting, Purchasing, Grant Management, Treasury 
Management, Accounts Receivable (electronic billing of local sources, project related billing, federal 
source billing), and Asset Management (capital inventory, consumable inventory). 
 
Project Status: In SFY 2007, KDOT will study the IFIS system in order to provide recommendations on 
how to replace the current mainframe general ledger system and associated financial components.  The 
study will include financial management options, recommendations on CCFB, and distribution of financial 
data to other systems. 
 
Maintenance Management Study 
 
 CITO Approval: Not yet requested 
 Estimated Cost: To be determined 

Estimated Start: 1/08 Estimated End:  12/08 
 
Project Business Objective(s) or Motivator(s): The current Maintenance Management system is built 
on aging technologies and platforms.  There are additional needs to be met and there are transportation  
initiatives that are underway that KDOT needs to determine are appropriate for its purposes (AASHTO 
and other efforts).  The Transportation Infrastructure maintenance efforts and cost are a significant part of 
the KDOT overall management objectives and plans. 
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Transportation, Department of (Continued) 
 
E-Government: Any opportunities to gain efficiency of use and savings in cost through electronic access 
and reporting will be evaluated.  Additionally, electronic signature and digital signature technologies will 
be considered for situations requiring assurance of identity and authentication. 
 
Project Description and Scope: The effort will review the current Maintenance Management system for; 
existing functionality, unmet needs, information delivery enhancements needed, and process 
improvement opportunities.  The study will determine the appropriate system model to support KDOT 
business needs and review Commercial-off-the-Shelf (COTS) packages for a partial or total match, 
determine industry best practices and possible information delivery with other business partners, and 
develop a replacement plan or an evolution plan for the existing system. 
 
Project Status: The conceptual planning stage of this project will begin in SFY 2007 or 2008.  A steering 
committee and project team will be established.  Work will begin to define the scope of the project and 
eventually a project plan will be developed for submittal to CITO. 
 
Substantial Maintenance Program Development 
 
 CITO Approval: Not yet requested 
 Estimated Cost: To be determined 

Estimated Start: 7/07 Estimated End:  6/08 
 
Project Business Objective(s) or Motivator(s): The KDOT construction program provides for a 
category of projects classified as Substantial Maintenance.  This category delivers point solutions specific 
to improving the safety and longevity of the transportation infrastructure.  Requests originate from many 
parts of KDOT, including Bridge Design, Traffic Engineering, Transportation Planning, Construction and 
Maintenance, and local District and Area offices. 
 
This is a highly manual process that involves bringing together lists of requests or proposals, reviewing 
each individually as a comprehensive set, and finally delivering a yearly project list.  The objectives of this 
system are to reduce the effort involved in developing the project list while providing better information 
about where each project is.  The system will also provide a Geospatial Information System (GIS) view of 
alternative scenarios and packages. 
 
E-Government: Local units of government frequently want to know what efforts are underway in their 
area so that they can negotiate with the contractor for other work.  This system will provide access to this 
data.  The current jurisdictional approach for local government keeps local efforts from being bid at the 
same time as state efforts. 
 
Project Description and Scope: Develop a business flow model of the various initiating organizational 
units to identify the source data, the value added, or the approval steps in the process.  Determine the 
timing and the commonality of the business flows and then build appropriate workflows to support this 
need.  Provide additional reporting to show where each Substantial Maintenance program development 
effort is in its yearly process.  This will be built using agency standard workflow technologies with the 
information delivered via the business intelligence and GIS delivery systems. 
 
Project Status: The project is in the conceptual stage. 
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Regents – Wichita State University 

WSU Network Infrastructure 
 

 CITO Approval: Not yet requested 
 Estimated Cost: $254,400 
 Estimated Start: 3/2005 Estimated End:  12/2005 
 
Project Business Objective(s) or Motivator(s): Each year University Computing evaluates the existing 
network infrastructure to ensure aging equipment is replaced, increasing bandwidth requirements are 
being addressed, and evolving technology requirements can be supported in a secure and redundant 
manner. Based on that evaluation and the existing budget, new equipment is ordered and a plan involving 
a combination of equipment replacement, equipment upgrades, and “trickledowns” is used to meet as 
many goals of the evaluation as possible. This project represents the plan for the current fiscal year to 
accomplish those goals. 
 
Several new buildings have been built or leased and require network switches, etc to provide connectivity 
to the WSU campus network. These buildings include the new Marcus Welcome Center, additional labs in 
the National Institute for Aviation Research, the NIAR installation at Raytheon Aircraft, and the 
Department of Self-Help’s new building in downtown Wichita. 
 
E-Government: The project will ensure that the campus infrastructure continues to be a secure, reliable 
conduit for students and faculty to conduct teaching and learning, and to conduct university business with 
online resources – including those within the university infrastructure, the state, and the world. It will 
provide data connectivity to the WSU campus network, the state network, the Internet, as well as all 
electronic resources available via these networks. It will allow those buildings and installations to conduct 
research, teaching, and learning to WSU resources and beyond. 
 
Technical Architecture: WSU has a mix of network technologies throughout the buildings on campus, 
ranging from gigabit uplinks and gigabit switched access to 10M uplinks and 10M hubs in ten different 
buildings. The newer technologies are serving their buildings well, but buildings with 10M accesses are 
suffering. The Media Resource Center has 100M access, but reports continual problems with network 
quality during videoconferences, which we attribute to the age and capacity of the equipment. The 
College of Fine Arts has continually expressed interest in exploring collaborative multimedia 
performances but old technology 10M Ethernet hubs prohibit these activities in their Duerksen Fine Arts 
Center. 
 
The building upgrades involve a trickle-down plan, to deliver new, high-performance equipment to the 
most network-intensive users on campus, and repurpose their current switches (both 100M and 10M) to 
upgrade buildings currently using slower switches or hubs. In some locations, the number of ports needed 
to upgrade a building is small enough that new equipment was purchased outright, rather than waiting for 
a trickle-down. 
 
The technical architecture of this plan involves the purchase, configuration, and installation of 
appropriately-sized (based on number of network connections needed) and appropriately-featured (uplink 
speed, security, etc) switches in telecommunications closets. 
 
Project Description and Scope: The buildings being upgraded with new equipment are: 

•  Ablah Library, from mixed 10/100M service 
•  Ahlberg Hall (College of Health Professions), replacing 100M switches 
•  Elliott Hall (School of Communication), from a 10M hub 
•  Engineering's uplink interface, to reroute and add redundancy 
•  Hubbard Hall basement (College of Education), from a 10M hub 
•  Jabara Hall north wing (University Computing), from a chassis switch 
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•  Media Resources Center, from a 100M switch and adding redundancy 
•  National Institute for Aviation Research's uplink interface, to reroute and add redundancy 
•  Rhatigan Student Center (where in-person course registration is held), from 100M switches and 

adding redundancy 
•  Wallace Hall's (Engineering) uplink interface, to reroute and add redundancy 
•  Woodman Alumni Center, from a 10M hub 
 

The trickle-down plan is not complete yet, but the equipment replaced during the first phase of this 
upgrade is expected to be enough to retire all remaining hubs from campus, and potentially enough to 
upgrade all residence hall connections to 100M. 
Once the switches have been ordered and arrive, they will be configured and secured appropriately by 
the network team and delivered to the telecommunications team for installation. Upon installation, they 
will be tested jointly by both the network and telecommunications teams for successful connectivity and 
data connections will be moved from the existing equipment to the new equipment in a manner, which 
minimizes end-user impact. 
 
Project Status: The necessary switches, connectors, and cabling have been ordered for the existing 
building infrastructure. The configuration, installation, and migration of approximately 50% of the buildings 
are completed. The remaining equipment is in various stages of configuration and staging for installation, 
and will be scheduled in a manner to ensure the project is completed by the end of calendar year 2005. 
 
For new campus buildings the switches have been ordered, configured, and installed successfully for the 
Marcus Center, the NIAR Raytheon Aircraft installation, and the Self-Help installation. Equipment for the 
upgrade in number of ports to the NIAR switches has arrived and been configured, and will be installed 
and tested by October 1, 2005. 
 
This project came to the university’s attention as a possible CITO reportable project in July 2005. 
Submittal of project information by the CITO was requested. Information was submitted in 
September and a determination of the project to be a CITO reportable project was provided to the 
University in October. Submittal of a detailed project plan by the University has been requested. 
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Enterprise Value Chain Model 
A value chain is a model that breaks down an organization into a series of value-generating activities.  
The theory of the value chain comes from the writings of Michael E. Porter.  In his book Competitive 
Advantage (1985) Porter lays down the justification for value chains.  He does this with a general model 
that can be extrapolated to a number of different organizations.  This model is shown below: 
 

 
 
Porter breaks down this model first by separating primary activities from support activities.   Primary 
Activities are the links in the value chain that add value to the service or product you are providing.  
Examples of Primary Activities are construction, marketing, and development.  Support Activities do not 
directly add value, but are still necessary in providing the services or products.  Examples of Support 
Activities are Human Resources, Administration, and IT management.    
 
By completing a value chain agencies will have a better idea how the business of the agency flows.  This, 
in turn, can allow for IT to see how they their applications, services, and support are leading to increased 
value for the agency.  New strategies and projects can get evaluated based on how it helps add value to 
the agency’s services.  Technology is quite frankly involved in every layer of the value chain.  The 
business side of the agency develops a lot of value from the IT side of the agency.  This model is the first 
step into leveraging that fact to produce more value.  Other uses for the value chain pertain to data 
mapping, application mapping, linking processes together, and finding ways to evaluate performance. 
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Enterprise Business and Technology Radar Charts 
 
This section displays, in a graphical model, the current and future alignment of business projects with 
application development, maintenance, and infrastructure initiatives.  Ideally, IT initiatives should help fuel 
State agencies business initiative’s success.  In order to do this, the radar chart process is broken down 
into three components: 
 

• Agency Business Program Initiatives, 
• Technology Infrastructure, 
• IT Business System Initiatives.   
 

Agency Business Program Initiatives charts the high level business goals set by State agencies.  
Technology Infrastructure looks at agency platforms, storage, network, and databases and the plans to 
enhance those components in the future.  IT Business System Initiatives looks at planned application 
development, upgrade, and maintenance.   These models will allow an agency to distinguish points in 
which their IT and business initiatives are not in alignment. 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-36 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-37 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-38 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-39 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-40 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-41 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-42 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-43 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-44 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-45 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-46 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-47 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-48 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-49 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-50 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-51 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-52 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-53 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-54 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-55 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-56 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-57 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-58 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-59 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-60 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-61 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-62 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-63 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-64 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-65 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-66 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-67 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-68 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-69 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-70 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-71 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-72 



January 2006 

Chapter 5 Enterprise Radar Charts Agency IT Management & Budget Plans 

 

5-73 

 



January 2006 

Chapter 5 Enterprise Business Partner Models Agency IT Management & Budget Plans 

 

5-74 

Enterprise Business Partner Models 
 
This section identifies the different organizations, groups, and individuals that State agencies interface 
with during normal business operations.  Moreover, it articulates the different inputs that each agency 
receives from each business partner, and the outputs that each business partner receives from the 
agency.  These models will allow agencies to have a better understanding of who they are in contact with 
during normal business operation and what information is important to each group(s).  Moreover, this 
section will create opportunities for other state agencies to look at different models of communication and 
information delivery. 
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K A N S A S 
 ______________________ KATHLEEN SEBELIUS, GOVERNOR 
BILL ROTH, CITA DUANE GOOSSEN, SECRETARY 

DEPARTMENT OF ADMINISTRATION 
KANSAS INFORMATION TECHNOLOGY OFFICE 

 
 
14 June 2005 
 
 
RE:  Three-Year Information Technology Management & Budget Plans 
 
 
It is time to begin preparation of the Kansas Three-Year Information Technology (IT) Management and 
Budget Plan for SFY 2006-2008.  These IT plans assist in coordinating systems and activities of agencies 
throughout Kansas State government and are also used as a source of information for evaluating 
common contract requirements and demand, examining resource issues, and coordinating technology 
projects. 
 
This year’s Three-Year IT Plan will be similar to last year’s document with a number of slight additions.  
Included this year is the development of an External Communication Model, Enterprise Value Chain 
Business Model, along with optional instructions for an Application Map and Data Map.  These 
documents will make it easier to align business practices with IT strategy, along with creating a 
streamlined approach to find inter-agency collaboration points for IT projects.   
 
KSA 75-7210 requires these plans be submitted to the Joint Committee on Information Technology no 
later than October 1 of each year.  In order to facilitate the production of the Annual Summary, Agency 
plans are due in the Kansas Information Technology Office (KITO) no later than Friday, September 2, 
2005. 
 
A template for creating a Three-Year IT Plan is included in the attachments to this letter.   
 
Thank you for your efforts. 
 
 
Bill Roth, Chief Information Technology Architect 
Kansas Information Technology Office 
 
Attachments 
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K A N S A S 
                                                              ______________________ KATHLEEN SEBELIUS, GOVERNOR 
BILL ROTH, CITA DUANE GOOSSEN, SECRETARY 

DEPARTMENT OF ADMINISTRATION 
KANSAS INFORMATION TECHNOLOGY OFFICE 

 
 
 
14 June 2005 
 
 
From:   Kansas Information Technology Office 
 
To: All State Agencies 
 Chief Information Technology Officers 
 
 

Instructions for FY 2006-2008 IT Management and Budget Plans 
 
 
Agencies with IT Expenditures in FY 2005 of less than $100,000 are only required to complete Section I 
of the following Plan Template. 
 
Agencies with IT Expenditures in FY 2005 of more than $100,000 are required to complete Sections I – 
VII of the following Plan Template.  Special attention in this plan should be given to aligning IT 
applications and objectives to current agency business goals.  In addition, instructions for Sections VIII 
and IX are included for agencies and it is encouraged they complete them. 
 
 

Please submit one digital copy and one hard copy of your agency's plan by 
Friday, September 2, 2005 and any questions to: 

 
Bryan Dreiling 

Kansas Information Technology Office 
900 SW Jackson, Room 751-S 

Topeka, KS  66512-1275 
785-296-2809 

Email: bryan.dreiling@da.state.ks.us 
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SUMMARY OF CHANGES FOR FY 2006-2008 
 
There were a number of additions, subtractions, and changes to the instructions for the FY 2006-2008 IT 
Management and Budget Plan document.  The impetus for the change is to make the IT Management and Budget 
Plan a more usable and current document.  Refocusing and modifying certain sections allows for the data collected 
to be more relevant and practical without making it more cumbersome to gather.  The new sections also strive to 
make the document more germane, without sacrificing brevity.  For these additional sections there will be training 
material available at http://da.state.ks.us/kito/cita.htm.  In addition, there are plans to hold training sessions for 
developing strategies to complete the new sections.  The following is a brief list and summary of the modifications 
made.  Small modifications and formatting changes are not included in this list.  If you have any questions about the 
changes, contact Bryan Dreiling with the contact information given on the first page of the instructions. 
 
Section One: Agency Profile 

1) The old section on “Computer Assets” was removed and a new section on “Technology Assets” was put in 
its place.  This new section will help look at issues & trends surrounding storage, platforms, databases, and 
data networks; rather than just number of computers an agency owns. 

2) The IT Strategic Direction part of this section saw a number of changes.  First, the Security question was 
removed in favor of a simple yes or no question pertaining to security self-assessment completion.  The 
messaging question was replaced by two specific collaboration questions.  New questions on Technology 
Infrastructure and Data Management were added. 

 
Section Three:  Major IT Applications 
This section was modified to decrease the amount of redundant information submitted yearly by agencies.  
Applications that have not changed require much less information to be submitted than new applications or modified 
applications. 
 
Section Five: Business and Technology Radar Charts 
This section was added in order to get a graphical representation of the different business initiatives and how they 
interact and line up with technology initiatives during the same time period.  This “road map” will give agencies a 
chance to see the intersection of business and technology initiatives.  More explanation is given in the instructions, 
and additional material is available at http://da.state.ks.us/kito/cita.htm.  
 
Section Six: Enterprise Business Partner Model 
This section was added in order for agencies to map out the different groups that they communicate with during 
business operations.  Agencies will have a better understanding in how they communicate, and will also be able to 
see how other similar agencies are communicating.  More explanation is given in the instructions, and additional 
material is available at http://da.state.ks.us/kito/cita.htm.  
 
Section Seven: Enterprise Value Chain 
This section was added in order for agencies to see -- on a high level -- how every part of their agency directly or 
indirectly adds value to the products and services it provides.  More explanation is given in the instructions, and 
additional material is available at http://da.state.ks.us/kito/cita.htm.  
 
Section Eight: Enterprise Application Map 
This section is not required. It was included as a complement to the value chain completed in Section Seven.  It 
maps out the different applications the agency uses onto the value chain to better understand how applications play a 
roll in creating value for an agency.  More explanation is given in the instructions, and additional material is 
available at http://da.state.ks.us/kito/cita.htm.  
 
Section Nine: Enterprise Data Map 
This section is not required. It was included in order for agencies to better understand the data 
they collect and store.  More explanation is given in the instructions, and additional material is 
available at http://da.state.ks.us/kito/cita.htm.  
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 [AGENCY NAME] 
 

INFORMATION TECHNOLOGY 
MANAGEMENT AND BUDGET PLAN 

  
 
 
Plan Date:  [Date approved] 
 
Approved By: [Agency head: name and title] 
 

ct: [Agency staff member to contact with questions about this plan; name, title, organization, 
address, telephone number, fax number and e-mail address] 
 
Website:  [Agency URL: http://] 
 
  

SECTION I  ~  AGENCY PROFILE 
Mission 
[Agency mission as reported on budget form DA-400.] 
 
Business Programs  
Program #: [Identify and provide brief description of each program established to assist with 

the agency mission, as contained on budget form DA-400; separate title and 
paragraph for each; number sequentially for reference, no priority implied.]  

 
Organization  
Personnel Strength: [Total authorized agency staffing, classified and unclassified, FTE as of 

6/30/05.]  
 
Locations: [Number and description of campuses / sites, within or beyond Kansas, 

with agency staff.]  
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IT STAFFING  
Functions:   Agency IT staff allocations by function (approximate):  

 
[Example:  Someone who spends half their time modifying existing software, one-third testing 
new applications, and the remainder doing database administration would have 0.5, 0.3 and 0.2, 
respectively, in the Application Maintenance, Application Development and Data Administration 
blocks.]   
 
Include the following:  
• All classified and unclassified IT positions 
• Any positions that may be designated within SHaRP as non-IT classification, but which 

perform IT functions. 
 

 SFY 2006 
ACTUAL FTE 

SFY 2007 
PROJECTED FTE 

SFY 2008 
PROPOSED FTE 

IT FUNCTIONAL AREA Class. Uncl. Class. Uncl. Class. Uncl. 

General Management & Administration 
(includes training and cross-agency coordination)       

Application Maintenance and Enhancement   
(in-production systems)       

Application Development 
(includes general and tactical plans, business area 
analysis, process reengineering, prototyping, 
application design, coding, integration and testing) 

      

Data Administration, Data Analysis/Validation and 
Database Administration       

Network Engineering, Technical Management and 
Support       

Computer Operations, Management and Technical 
Support       

Web application development and maintenance       

IT Security       

Other IT Functions (please identify)       

       

       

TOTAL FTEs       
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Technology Assets 
[Please indicate quantities in appropriate cells in the table below.] 
 

STORAGE 
 FY2004 FY2006 FY2008 (est.)
Amount* GB GB GB 

PLATFORMS 
 FY2004 FY2006 FY2008(est.) 
Mainframes    
Servers    
Clients**       
     Units Replaced    
     Total Units    

DATABASES 
 FY2004 FY2006 FY2008(est.) 

Relational DB % % % 
Non-Relational DB % % % 

DATA NETWORK 
 FY2004 FY2006 FY2008(est.) 

IP % % % 
Non-IP % % % 

* The amount should be for network storage, or server attached storage or mainframe attached storage only.  
Storage on client machines is not needed. 
 
** A client is defined as any piece of hardware that is used to access the network.  Desktops, laptops, and PDA’s 
could all be considered clients. 
 
AGENCY IT ACCOMPLISHMENTS 
Provide a brief summary of IT accomplishments for SFY 2005.   
 
Summary:  [Please include any cross-agency collaboration or joint application development efforts.  This 

summary will be included in the agency’s section in the Annual Summary.] 
 

AGENCY IT STRATEGIC DIRECTION 
This section summarizes agency direction in several key areas of information technology and business system 
management. 

 
Summary:  [Highlight expected evolution or changes of agency IT resources & applications and summarize 

the future IT direction for your agency.  Identify how your IT direction aligns with your business 
initiatives and objectives.  Examples of information to be included – but not limited to -- are 
electronic agency services, business contingency and disaster recovery, data administration, 
executive information systems, and applications development.  Please indicate any cross-agency 
collaboration or joint application development efforts.] 
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AGENCY IT STRATEGIC DIRECTION (Continued) 
 
 Please also include the following areas when producing this summary: 
  

• Agency Architecture:  [Brief statement about the agency’s current platform(s), any plans for 
major changes to current platforms, any areas where your agency deviates from the State 
Architecture, per K.S.A. 75-7209, http://da.state.ks.us/itec/Statutes/KS75-7209.htm] 
 

• Security Self Assessment:  [Brief statement confirming if your agency has completed the annual 
security self assessment, per Information Technology Policy 4310, http://da.state.ks.us/itec/ 
Documents/ITECITPolicy4310.htm.  If not completed, please explain.] 
 

• Technology Infrastructure:   [Brief statement detailing agency plans to upgrade technology 
infrastructure over the next three years.  Where applicable, information should be included about 
storage, database, platform, and data network infrastructure.] 
 

• Collaboration: [Brief statement describing agency plans to share data, infrastructure, 
technology, and/or application development with other agencies over the next three years.]  
 

• Collaboration Technology: [Brief statement regarding the platforms used for intra-agency 
collaboration.  Where applicable, information should be included about messaging, e-mail, web-
portal systems, and video conferencing.]   
 

• Data Management: [Brief statement discussing plans to change the management and storage of 
data over the next three years.  Where applicable, information should be given pertaining to 
content & record management, data warehousing, GIS, and office productivity suites.] 
 

• E-Government: [Brief description highlighting expected evolution of agency IT legacy 
applications to e-government over the next three years.  Also provide information regarding 
current e-government services offered by your agency. E-government provides citizens, 
businesses, and governments with equal, efficient, electronic access and interaction with 
government information.] 
 

• Electronic Signatures: [Brief statement of agency plans to implement data/e-mail encryption 
and/or verification of a user’s digital identity.  Possible solutions include – but not limited to – 
public key infrastructure (PKI), RSA, or other cryptography based solutions.   
 

• Business Contingency Planning:  [Brief statement regarding policies or plans to continue your 
business objectives in the event of a disaster.] 
 

• Electronic Records Retention:  [Brief statement outlining policies and plans your agency has 
regarding issues pertaining to electronic record retention.] 

 
 
 [This summary will be included in the agency’s section of the Annual Summary.] 
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SECTION II  ~  AGENCY IT OBJECTIVES AND GOALS 
 
Details of Objectives: The following information should be supporting documentation to your 
summary of Strategic IT Direction, and should include how your strategic direction supports 
agency goals and enterprise wide collaboration efforts. 
 
Part One:  IT Objectives and Business Goal(s) Alignment 

IT Objective # __: [Title and brief description of objective; include target data to 
complete; number sequentially for reference, no priority implied.] 
 
Business Goal(s) Supported: [Brief statement identifying how the IT objective aligns 
with agency’s strategic plan.] 

 
Part Two:  Strategic Information Management Plan Goal(s) and IT Objective(s) Alignment 

[Brief statement identifying how your agency’s IT direction matches overall direction 
established for the state government by the Strategic Information Management Plan.  
This is a summary for the agency as a whole, not for each specific IT objective.] 

 
 
[Example] IT Objective #4: Data Management and Integration.  

• Create and maintain standard data dictionaries, repositories, tools, and data 
models for the agency in the larger agency and State contexts.   

• Develop a decision support environment that provides data integration across the 
agency and customized web-enabled information delivery to administrative, 
educational, and research areas.   

• Develop a comprehensive understanding of the organization's information base 
and information needs.   

• Plan, develop and manage a data warehouse environment that supports those 
information needs. 

  
[Example]  Business Goal(s) Supported: Promote a culture of shared access to information to 
support the agency's strategic goals. 
 
[Repeat Part one for each agency IT objective.  Part Two only needs to be answered a single 
time.] 
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SECTION III  ~  MAJOR IT APPLICATIONS 
 
This section identifies the agency's principal software applications or systems now in production.  This list is limited 
to mission-critical batch or multi-user applications, which directly perform business functions for the agency.  This 
list should not include standard third-party software products, such as word processors and spreadsheets.  Projects 
still in planning, design or development (pre-production) should be listed in IT Project Budget Proposals. 

This section is broken down into three different areas.  Each area requires a different amount of information to be 
submitted.  

• Part One (Unmodified Applications) is dedicated to IT applications that have not been modified since the 
agencies last submission of the Three-Year IT Management and Budget Plan.  The information required for 
these applications is much less than in past years.   

• Part Two (New / Modified Applications) is dedicated to IT applications that are new or have changed 
over the past year.  Please fill out the information required for Part One IT applications, plus any of the 
additional Part Two questions that have been modified in the past year.  Modifications include 
enhancements to the system.  Changes made due to maintenance of the application are not considered a 
modification.  For new applications please complete all of Part Two.   

• Part Three (Retired Applications) includes applications that had information submitted last year, but are 
no longer used in the agency.  Please list these applications and the reason for it no longer being in use. 

 
Additionally, if your agency would rather compile and submit all the information asked for in the “New / Modified 
Applications” sections, like in previous years, feel free to do so.  If you decide to do this, please put an asterisk (*) 
next to every area that has been changed for each specific application. 

Unmodified Applications [Fill out this section in its entirety for every application that has not been modified 
since the last IT management and budget plan submission.] 

Application #: [Title and acronym; repeat this section for each major business application; number 
sequentially for reference, no priority implied.] 

 
Purpose:          [Describe how this application supports your agency’s business processes.] 

Planned Initiatives:    [Brief list of any changes, upgrades, additions, or development planned for the application.] 

New / Modified Applications [For every applications that has been modified since the last IT management 
and budget plan submission,  fill out the Application, Purpose, and Planned Initiatives questions, in addition to any 
other questions that has changed. Fill out this section in its entirety for every new application.  Modifications 
include enhancements to the system.  Changes made due to maintenance of the application are not considered a 
modification. ] 

Application #: [REQUIRED - Title and acronym; repeat this section for each major business application; 
number sequentially for reference, no priority implied.] 

Purpose: [REQUIRED - Describe how this application supports your agency’s business processes.] 

Planned Initiatives:    [REQUIRED - Brief list of any changes, upgrades, additions, or development planned for the 
application.] 

Functions: [Brief list of business functions performed; example:  driver records, agency general ledger, 
student academic records.] 

 



January 2006 

Appendix  Agency IT Management & Budget Plans 

 

A-10 

Modified Applications (continued) 
 
Interaction: [Customer groups deriving benefit through this application; examples:  agency-internal, 

other state agencies, private sector, and general public.] 
Technical Environment:  
 

Hardware: [Hardware platform(s).]  
 
Network Protocols: [e.g., TCP/IP] 
 
System s/w: [Operating system.]  
 
DBMS: [Database Management System, if any.]  
 
Client: [web-based, thin client, thick client, terminal pc.]  
 
Special s/w: [Other special software required for this application.]  

 
Language:  [Developmental language(s); what maintainers must know.] 
 
Implemented:     [Date first put into production.] 
 
Revision:  [Date current revision put into production; version number.] 
 
Maintenance:    [Organization which performs software maintenance.] 
 
Retired Applications [Fill out this section in its entirety for every application that has been retired or phased 
out since the last IT Management and Budget plan submission.] 
 
Application #: [Title and acronym; repeat this section for each major business application; number 

sequentially for reference, no priority implied.] 
 
 Retirement Reason: [Brief statement outlining why the application was retired.] 



January 2006 

Appendix  Agency IT Management & Budget Plans 

 

A-11 

SECTION   IV  ~  IT PROJECT BUDGET PROPOSALS 
Planned Projects  
Provide information below for all planned projects with an estimated total cost of $250,000 or more from source of 
funds, in which the agency is proposing new state funding or has spending authority.   Planned projects identify new 
projects by agencies that are in planning stages only and the IT Project Plan may or may not have been submitted for 
CITO approval.   
 
Project Name:   [Full project name or title] 
 
Project Acronym:  [Short name, acronym or code, if any] 
 
Lead Agency:    
 
Estimated Project Cost: [Total estimated cost, or estimated range (i.e. $2 – 6M) over the life of the 

project from any source of funds, over all fiscal years.  Include internal direct 
costs of state government staff and external project costs.] 

 Internal Costs:  $ ___________ 
 External Costs:  $ ___________ 

 
Estimated Operational Cost: [Total estimated operational cost from any source of funds, for three ensuing 

state fiscal years after project implementation.] 

    SFY _____  $ ___________ 
    SFY _____  $ ___________ 
    SFY _____  $ ___________ 
 
Estimated total project cost and three ensuing years of ongoing cost: 
 
       $ ___________ 
 
Estimated Start Date:  [Date the project is estimated to begin.] 
 
Estimated Completion Date: [Date the project is estimated to be completed.] 
 
Project Business Objective(s) or Motivator(s): [Situation prompting development of the proposed project; 
programs, activities and other needs and intended uses of the proposed technology.  Please include opportunities for 
cross-agency collaboration, if appropriate.] 
 
E-Government: [Brief description outlining how the project utilizes electronic government to provide citizens, 
businesses, and governments with equal, efficient, electronic access and interaction with government information. 
Include level of functionality from forms, which can be downloaded, printed and sent through conventional means to 
advanced electronic forms where the entire process can be completed and submitted online along with the payment.] 
 
Technical Architecture: Brief description about any known technical architecture parameters or requirements. 
(i.e., work flow, document system, Oracle 9i, Windows platform, web based, GIS, data warehouse, special security 
needs, storage needs, recovery needs). Will this project move the state forward in a specific technology area?  Is 
there any technology modules being implemented that other agencies could utilize?] 
 
Project Description and Scope: [Includes identification of the organizations and individuals to be affected, and a 
definition of the functionality to result.] 
 
Project Status: [Brief description of the current status of the planned project.] 
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SECTION V  ~  BUSINESS AND TECHNOLOGY RADAR CHARTS 
 
This section displays, in a graphical model, the current and future alignment of business projects with application 
development, maintenance, and infrastructure initiatives.  Ideally, IT initiatives should help fuel business initiative’s 
success.  In order to do this, the radar chart process is broken down into three components: 
• Agency Business Program Initiatives, 
• Technology Infrastructure, 
• IT Business System Initiatives.   
Agency Business Program Initiatives charts the high level business goals set by your agency.  Technology 
Infrastructure looks at agency platforms, storage, network, and databases and the plans to enhance those components 
in the future.  IT Business System Initiatives looks at planned application development, upgrade, and maintenance.   
Completion of this section will allow an agency to distinguish points in which their IT and business initiatives are 
not in alignment. 
 
Instructions: [A template to aid in the design of this document is available at http://da.state.ks.us/kito/cita.htm.]  
 
Business Program Initiatives:  The strategic direction component of the FY2006 Budget Document should provide 
documented goals and objectives for your agency and goals specifically for each business program.  Once this list is 
compiled, the different initiatives can be mapped to the radar chart in their corresponding year(s). 
 
Technology Infrastructure:  This information should be the same as the information given in Section I of this 
document under “IT Strategic Direction – Technology Infrastructure”.  This is not limited to projects only in Section 
IV.  All planned changes should be included.  Include this information on the radar chart in the proper timeframe. 
 
IT Business System Initiative:  This information should be the same as the information given in Section III of this 
document under “Major IT Applications – Planned Initiatives”.  This is not limited to projects only in Section IV.  
All planned changes should be included.  Include this information on the radar chart in the proper timeframe. 
 
Example:  [Examples to help aid in the development of this section will be available at 
http://da.state.ks.us/kito/cita.htm.]  
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SECTION VI  ~  ENTERPRISE BUSINESS PARTNERS MODEL 
 
This section identifies the different organizations, groups, and individuals that your agency interfaces with during 
normal business operations.  Moreover, it articulates the different inputs that each agency receives from each 
business partner, and the outputs that each business partner receives from the agency.  Completion of this section 
will allow agencies to have a better understanding of who they are in contact with during normal business operation 
and what information is important to each group(s).  Moreover, this section will create opportunities for other state 
agencies to look at different models of communication and information delivery. A template for this section will be 
provided on http://da.state.ks.us/kito/cita.htm.  
 
Instructions:  Agencies that have done this before have found different ways to successfully complete this 
document.  The most common method is to do a survey of the different business programs in the agency.  Ask the 
necessary people for everyone they interface with outside of the agency while working, and also the inputs and 
outputs supplied to each business partner. 
 
This is intended to be a high level model.  In the example provided below, there was no need for KDOT to list every 
different public transit authority they interface with, because on a high level they all virtually require the same 
outputs and give the same inputs.  It is more important to recognize the macro-level communication chain than to 
drill down on the nuances of specific organizations, agencies, and individuals. 
 
Example: 

 INPUT --> Business 
Partner <-- OUTPUT  

AGENCY 

 Design Plans, Weekly Accomplishments, Invoices, 
Collaboration --> Consultants, 

Design <-- Contracts, Payments and Schedules  
 Bids, Invoices, Status Reports --> Contractors 

<-- Requests for Bids, Contracts, Plans, Change Orders  
 Five Year Plans, TIP Plan Invoices, Local Payments --> Cities 

<-- Project Plans, Invoices, Contracts Funding Limits  
 Five Year Plans, TIP Plan Invoices, Local Payments --> Counties 

<-- Project Plans, Invoices, Contracts Funding Limits  
 Vehicle Reports, Applications, Ridership Information --> Public Transit 

Authorities <-- Grants, Loans, Vehicle Information, Inspection Information  
 Road Conditions, Traffic Status, Vehicle Accident Analysis --> Law 

Enforcement <-- Accident Reports, Traffic Impact Incidents  
 Invoices, Transportation Statistics, GIS Views --> 

Other State 
Agencies <-- "Drug Testing"/Driver License Checks, Project Plans, 

Vehicle Usage, Payment Information  

 Research Information --> Universities 
and Colleges <--   

 511 responses, KANROAD responses, Project Information --> Public 
<-- Incidents, Problems, Permit Applications  

 Project Plans, Project Schedules --> 
Utilities 

<-- Invoices, Permit Applications, Contract Status, Utility GIS 
Information  

K
D

O
T 

* This is only an example; it is not an agency approved model.
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SECTION VII  ~  ENTERPRISE VALUE CHAIN 
 
The value chain is a systematic approach to examining the development of competitive advantage. It was 
created by M. E. Porter in his book, Competitive Advantage (1980). The chain consists of a series of 
activities that create and build value. They culminate in the total value delivered by an organization.  The 
organization is split into 'primary activities' and 'support activities.'  Completing a Value Chain will give 
your agency a better understanding of how different units function together.  This will allow for agencies 
to find areas for improvement or places to gain added efficiencies in order to give your customers the best 
value added service possible.   
 
Instructions: [A template to aid in the design and additional information about value chains will be 
available at http://da.state.ks.us/kito/cita.htm.]  
 
There are two main areas of the value chain.  They are the Primary Activities and Support Activities.  
Primary Activities are the links in the value chain that add value to the service or product you are 
providing.  Examples of Primary Activities are construction, marketing, and development.  Support 
Activities do not directly add value, but are still necessary in providing the services or products.  
Examples of Support Activities are Human Resources, Administration, and IT management.   
 
 Primary Activities:  The first step in creating the value chain for primary activities is to develop a list of 
your agencies core business areas.  For instance, KDOT’s core business areas are in the highway system, 
public transportation, and safety.  Once those core business areas are decided upon, the agency is able to 
look at the chain of events that happen in order to meet the goal of these core business areas. 
 
Porter suggests that five main categories exist in this area of the value chain.  His model does not present 
a direct one-to-one relationship to the services that state agencies provide, but it does give a helpful 
starting point to begin to think about the different links in the value chain.  Porter’s five categories are: 

• Inbound logistics 
• Operations 
• Outbound logistics 
• Marketing and Sales 
• Service 

Agencies in the past have conducted information sessions with employees and asked questions in order to 
find different activities that occur under normal business operation.  After this initial fact finding, they 
looked for areas in which the common goals were linked in order to feed the final core business area.  At 
that point they are able to map out the primary activities of the organization.  
 
Support Activities:  Most of these activities are universal from agency to agency.  They can be seen as 
more of the oversight and management areas of the agency.  They do not have direct contact with the 
services provided by the agency or directly add value to them, but without theses activities the core 
business goals could not be realized.  For example, Human Resources staff ensures that employees get 
paid, without this function there would be no reason for employees to come to work, or at very least work 
productively.  Without an efficient employee base, there would be no chance for success in agency’s core 
business goals. 
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ENTERPRISE VALUE CHAIN (Continued) 

 
Example: [More examples to help aid in the development of this section will be available at 
http://da.state.ks.us/kito/cita.htm.]  
 
DEPARTMENT OF TRANSPORTATION VALUE CHAIN 

 
* This is only an example; it is not an agency approved model. 

highways 

public transit, 
aviation, etc. 

 
Safety 

Program / Project/ Contract Management 

Planning Pre- 
Construc

tion 

Construc
tion 

Maintena
nce 

Real-
time 

Operatio
ns 

 

Research and Laboratory 

Transportation Infrastructure Assets 

Local Support (Public Transit, 
Aviation, other) 

Public Safety, 
Roadway 
safety, etc. 

Supporting (Financial, HR, IT, …) Assets

HR Management

Financial Management

IT Management 

Administration Management

Procurement 
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SECTION VIII  ~  ENTERPRISE APPLICATION MAP 
 
This section is not required An Enterprise Application Map is an extension of the value chain.  
The application map seeks to categorize the applications and systems in your agency with links 
on the value chain.  Completion of this section will allow agencies to see where each specific 
application fits in relation to the high level business areas in the organization.  
 
Instructions:  After completing the Enterprise Value Chain, this section can be completed by 
overlaying your systems and applications on the appropriate section of the value chain. 
 
Example: [Examples to help aid in the development of this section will be available at 
http://da.state.ks.us/kito/cita.htm.]  
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SECTION IX  ~  ENTERPRISE DATA MAP 
 

This section is not required.  An Enterprise Data Map is a high level mapping of the data your 
agency currently stores at a logical level. Completing this section will give the agency a better 
understanding of the types of data that is being collected and the ability to see where redundant 
information is being stored in different agency databases. 
 
Instructions: [Instructions for the Enterprise Data map will be sent on a later date and also available 
at http://da.state.ks.us/kito/cita.htm.]  
 
Examples: [Examples to help aid in the development of this section will be available at 
http://da.state.ks.us/kito/cita.htm.]  
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INFORMATION TECHNOLOGY 
MANAGEMENT AND BUDGET PLAN 

VARIATIONS FOR SPECIFIC ORGANIZATIONS 
 
The standard format for agency Information Technology Management and Budget Plans is 
insufficient for some organizations in Kansas state government.  This enclosure describes the 
variations from the standard format to be observed by these organizations.  All other Plan 
components should be in standard format. 

DISC FEE-FOR-SERVICE BUREAUS 
Background 
The Department of Administration's Division of Information Systems and Communications (DISC) has two separate 
missions and therefore must submit two plans.  The first plan shall be for the Department of Administration.  This 
plan should cover all systems and IT assets sponsored by Divisions in the Department of Administration, excluding 
items covered in DISC's fee-for-service bureaus. 
 
The second plan should be prepared specifically for DISC.  The same format and content should be provided in both 
plans for all major agencies with exceptions to the variations listed below for the DISC plan.   
 
DISC customers need visibility of the Information Technology Plans for these bureaus -- the plans show how the 
bureaus will support customers' technology needs in the future.  However, the bureaus themselves generally do not 
sponsor business applications for which descriptions are required under the standard format. 
Variations 
In preparing an Information Technology Management and Budget Plan for their fee-for-service operations, DISC 
should use the following variations from the standard plan format: 
IT Profile 
Report any systems supporting the "fee-for-service" mission, which meet the criteria for internal "Major IT 
Applications" using standard IT Management and Budget Plan format.   
 
In an additional section entitled "Major Software Service," report this same information for each major software 
service or product (for example, a Database Management System environment used by more than one application, or 
file management utilities used by system operators). 
 

• For "Functions," list the software's primary technical functionality. 
• For "Interaction," list any major applications or user groups known to use the software. 
• Omit the entry for "Language." 

 
In an additional section entitled "Data Communications Services," identify agency or outside customers receiving 
data communications support; this does not include dialup data service over voice lines.  Show the number of district 
sites for each customer, categorized by level of service (e.g., "TCP/IP over 56Kbps dedicated line," "guaranteed 
14.4Kbps frame relay access to Sprint network via public gateway").  Indicate which sites and data lines service 
multiple agencies (e.g., backbone circuits). 
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INFORMATION TECHNOLOGY 
MANAGEMENT AND BUDGET PLAN 

VARIATIONS FOR SPECIFIC ORGANIZATIONS 
 
The standard format for agency Information Technology Management and Budget Plans is 
insufficient for some organizations in Kansas state government.  This enclosure describes the 
variations from the standard format to be observed by these organizations.  All other Plan 
components should be in standard format. 

 

REGENTS INSTITUTIONS 
Background 
At each of the six Regents universities in Kansas, authority and responsibility for managing IT resources may rest 
with individual academic departments or with a department of academic computing or with a central IT 
organization.  Administrative computing service and telecommunications services may be organized separately or 
under a single authority.  The IT Management and Budget Plan should reflect the organization of each of these 
functional groups, at each Regents university. 
 
Funding for IT resources at Regents schools is only partially provided by state appropriation.  Other fund sources, 
including grants, contribute to their Information Technology resources.  However, since computing and networking 
resources at Regents universities access and impact the state's wide-area network, it is important to reflect in this 
Plan the overall equipment configuration and profile of data processing and transmittal for each school. 
 
Representatives from each institution form the Regents Computer Advisory Committee (RCAC), which coordinates 
general systems planning.  The Regents' schools also share network resources (including Internet access) with 22 
other higher-education institutions in the state, through the Kansas Research and Education Network (KANREN).  
KANREN is operated as an independent, not-for-profit organization. However, KANREN leases bandwidth on the 
state's wide-area data transmittal backbone for connectivity with the Regents' schools. 
Variations 
The IT Management and Budget Plan focuses primarily on each school's central IT operation.  Some specific 
information is also required about IT in academic departments.  However, since use of academic IT resources tends 
to be highly focused, full plan details are not expected in this area.  However, significant additions to the computer 
and communications infrastructure and major IT-based university programs should be covered. 
 
Note: Since the Information Technology Management and Budget Plan is primarily a means of explaining and 
coordinating submission to the state budget process, a Regents institution may, as an alternative, submit a copy of 
their regular annual report, provided all content is included as specified in this Plan format with prescribed 
variations. 
 
In preparing Information Technology Management and Budget Plans for Regents institutions, the managers of IT 
functions at each school may apply these variations of the standard plan format. 
Cross-Regent Collaboration 
Describe efforts with other Regents institutions that involve sharing of resources, information, knowledge or any 
type of collaborative endeavor in information technology. 
 
IT Profile 
Physical Systems 
The central IT organization(s) should report those resources under their management, including backbone 
LAN/WAN services at the campus.  If IT assets in academic departments are managed by a single department of 
academic computing or similar organization, these should also be included in the inventory whenever possible.  
Estimates should be used when accurate inventory records are not available and should be listed as such. 
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Network 
Each school should report information on their own point of connection to the KANREN network.  In addition, the 
University of Kansas should provide a copy of KANREN's most recent annual report if available, describing overall 
network configuration, services, objectives, membership and financial plan. 
 
Each school should report what plans, if any, there are to support the KAN-ED network. 
IT Organization 
Identify all organizational components at the university, which deal with IT functions.  Include an organization chart 
and narrative to describe how IT responsibilities are managed at the university. 
Strategic Direction 
Sections in this part must address any cross-departmental objectives, strategies, etc. as well as those specific to the 
central IT function. 
Security Self-Assessment 
Brief statement confirming if your institution has completed the security self assessment, per Information 
Technology Policy 4310, http://da.state.ks.us/itec/Documents/ITECITPolicy4310.htm 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



January 2006 

Appendix  Agency IT Management & Budget Plans 

 

A-21 

FY 2006-2008 3 YR IT PLAN 
Agency IT Expenditure Levels 

 

   IT Expenditures under $100K       IT Expenditures over $100K 
         

Agency 
No. Agency Name    

Agency 
No. Agency Name 

016 Abstracters' Board of Examiners    034 Adjutant General 
028 Accountancy, Board of    173 Administration, Department of 
055 Animal Health Department    039 Aging, Department on 
359 Arts Commission, Kansas     046 Agriculture, Department of 
100 Barbering, Kansas Board of    082 Attorney General 
102 Behavioral Sciences Regulatory Board    094 Bank Commissioner 
122 Citizens Utility Ratepayer Board    604 Blind, School for the 
634 Conservation Commission    300 Commerce, Department of 
149 Cosmetology, Board of    143 Corporation Commission, Kansas 
159 Credit Unions, Department of    521 Corrections, Department of 
167 Dental Board    610 Deaf, School for the 
206 Emergency Medical Services Board    652 Education, Department of 
247 Governmental Ethics Commission    234 Fire Marshal Office, State 
261 Guardianship Program, Kansas    264 Health and Environment, Department of 
105 Healing Arts, State Board of    280 Highway Patrol 
270 Health Care Stabilization Fund    288 Historical Society, State 
266 Hearing Aid Board of Examiners    296 Labor, Department of 
058 Human Rights Commission    328 Indigents' Defense Services, State Board 
349 Judicial Council    331 Insurance Department 
360 Kansas, Inc.    083 Investigation, Kansas Bureau of 
422 Legislative Coordinating Council    677 Judicial Branch 
425 Legislative Research Department    350 Juvenile Justice Authority 
204 Mortuary Arts, Board of    428 Legislature 
488 Optometry, Board of Examiners In    434 Library, State 
523 Parole Board, Kansas    450 Lottery, Kansas 
531 Pharmacy, Board of    482 Nursing, Board of 
671 Pooled Money Investment Board    553 Racing & Gaming Commission, Kansas 
540 Post Audit, Legislative Division of    561 Regents, Board of 
543 Real Estate Appraisal Board    379 Regents:  Emporia State University 
549 Real Estate Commission    246 Regents:  Fort Hays State University 
579 Revisor of Statutes    367 Regents:  Kansas State University 
625 Securities Commissioner of Kansas    385 Regents:  Pittsburg State University 
626 Sentencing Commission, Kansas    682 Regents:  University of Kansas 
562 Tax Appeals, Board of    683 Regents:  University of Kansas Medical Center 
663 Technical Professions, Board of    715 Regents:  Wichita State University 
371 Technology Enterprise Corp., Kansas    365 Retirement System, KS Public Employee 
700 Veterinary Examiners, Board of    565 Revenue, Department of 
     622 Secretary of State 
     629 Social & Rehabilitation Services, Department of 
     276 Transportation, Department of 
     670 Treasurer, State 
     694 Veterans Affairs, Commission on 
     709 Water Office, Kansas 
     710 Wildlife and Parks, Kansas Department of 
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End of Document 
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